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1.0 Introduction

The Department of the Navy (DON) oversees the Marine Corps’ and the Navy’s ability to project force onto the littoral regions of the world, engage in forward areas during peacetime, and rapidly respond to regional crises.  It comprises the largest Navy in the world, with a tonnage greater than that of the next 17 largest navies combined and had a baseline budget of $139.8 B in Fiscal Year 2008.  To maintain combat-ready Naval forces, the Department continuously assesses best practices and evaluates new concepts similar to large, leading-edge commercial entities.  The commercial sector has advanced modern supply chain management disciplines and methodologies, building upon advanced information technology to achieve distributed adaptive logistics support.  

DON is currently focused on revamping logistical operations to improve efficiency, effectiveness and readiness, as well as its ability to meet future requirements—all at an affordable cost.  To accomplish this, the DON plans to leverage the logistics technologies and business processes developed by commercial industry.  The intent is to replace slow, cumbersome logistics processes with responsive anticipatory systems.  These systems must enable the delivery of the right equipment and supplies in the right place, time, and quantities across the full spectrum of military operations.  This will be made possible by implementing transformational innovations to processes, systems, and organizations in a collaborative, team-oriented environment.  Accordingly, DON is adopting proven industry practices for standardized parts marking and material management.
This document defines the DON’s approach for implementing two key emerging logistics concepts in accordance with Department of Defense (DoD) policy
:
· Item Unique Identification (IUID):  A system of marking qualifying DoD tangible personal property including new acquisition items prior to delivery to the Government with unique item identifiers (UII) that have machine-readable data elements to distinguish an item from all other like and unlike items.  This is accomplished by marking populations of select items (parts, components, and end items) with a data matrix symbol containing a UII and additional pedigree data as appropriate, enabling collection and analysis of maintenance, logistics, and accountability data about individual assets.  It is a key enabler to data integrity and quality control by providing the ability to link attribute information about a specific item via a standardized, unique data element across disparate information systems.
· Serialized Item Management (SIM):  The ability to make attribute data about specific items and their respective total populations readily available to program managers, system engineers, designers, maintainers, logisticians, and other functional area managers, and the use of that data for current and enhanced management functions.  It provides accurate and timely item-related data that is easy to create and use.  This data improves performance of current programs and processes, allows new functional areas such as finance to have visibility and management of these populations of items, and empowers business process re-engineering in all functional areas to achieve greater efficiency, reliability, readiness, and safety.
A distinction must be made between “serialized items” and “serially managed” items.  While DON may use an item that has been serialized by the manufacturer, it may not manage the item by means of its serial number, or may choose not to manage the item on an individual basis at all depending on the cost and purpose of the item.  When DON elects to serially manage an item, it is designated to be tracked, controlled, or managed in maintenance, repair and/or supply by means of a unique, DoD-assigned or approved number.  All DoD serially managed items require a UII for this serial management.  Serial numbers from manufacturers may be unique within a product or company, but UIIs are globally unique.  This permits an item to be uniquely distinguishable throughout its life cycle and within different databases. Items must satisfy both these requirements of UII-marked and managed by organizations and their information systems as unique items to qualify as “serially managed.”
A key tenet of SIM is the concept of managing assets by specific attributes.  An attribute can be any quantifiable measure of performance, time, space, composition, environment, pedigree, cost or other definable data, such as historical, contractual, or ownership information associations.  This concept will be further defined throughout this document.

2.0 Purpose

To define the DON SIM vision and strategy, and to identify the specific approach and elements required across the DON to achieve successful integration, implementation, evaluation, monitoring, and continuous improvement of SIM to improve logistics efficiencies and reduce cost of operations.

3.0 Scope

This Strategy presents the DON approach which is structured with two levels:  the overarching DON-wide program elements; and Appendices for each Hardware Systems Command (SYSCOM) presenting the program elements allocated for SYSCOM management.  For the DON-wide program, this document establishes the DON components of SIM goals and objectives, program approach, governance, and DON-assigned roles and responsibilities.  Since the SYSCOMs are responsible for total life cycle systems management within the Navy and Marine Corps, they must define the processes and procedures unique to their environment and to ensure full compliance as stipulated within the DON guidance.  In order to achieve maximum benefit throughout the DON enterprise, each SYSCOM has been charged to develop a logistically supported SIM-based plan and approach specific to their operating environment.  This approach provides the opportunity for flexibility, innovation and priority sequencing of SIM implementation while still maintaining a centralized DON strategy and direction.  These plans, attached as Appendices, are an integral part of the DON Strategy.
Within this document, the term “SYSCOM” is used to identify the following organizations:
· Bureau of Navy Medicine (BUMED)

· Marine Corps Systems Command (MARCORSYSCOM)

· Naval Air Systems Command (NAVAIR)

· Naval Facilities Systems Command (NAVFAC)

· Naval Sea Systems Command (NAVSEA)

· Naval Supply Systems Command (NAVSUP)

· Space and Naval Warfare Systems Command (SPAWAR)

DON has five smaller units in addition to the Hardware SYSCOMS above.  The Military Sealift Command, the Office of Naval Research, and the Navy Special Warfare Command are beginning their engagement with IUID and SIM, and their SIM plans will be incorporated as appendices during annual reviews of this SIM Strategy.  The Strategic Systems Program and Office of Special Projects SIM efforts will be handled in a separate planning and implementation strategy due to the sensitive nature of the items they manage.
DON intends to simultaneously implement SIM within its acquisition and materiel maintenance processes, procedures, and information systems, since the best benefits will be derived from all facets being considered concurrently, encompassing the full spectrum of materiel management as required.  Practical considerations of resources and the precursor of IUID Automated Information System (AIS) modification and resources for SIM, such as increased attribute data collection, will lead to some sequential implementation, but the DON guidance is to engage immediately to the full extent possible.
The five major areas requiring SIM implementation efforts are listed in Table 1.
Table 1:  SIM Implementation Areas

	Area
	SIM Scope of Effort

	Capability Insertion
	· Test and demonstrate SIM enablers and integration necessary to achieve life cycle management 

· Conduct integration engineering

· Support analysis development 

	Continual Process Improvement
	· Establish performance reviews relative to implementation efforts
· Benchmark SIM capability and institute optimization and performance measures

	Information Architecture
	· Integrate SIM systems architectures (including assisting materiel developers) into the Logistics Architecture 

· Test and maintain interoperability

· Refine systems architecture in support of AIS

· Develop and maintain Operational and Technical Architecture including data standardization

· Obtain Investment Review Board (IRB) milestone approval (if required)

	Joint/Future Synchronization
	· Define specific application and DON interfacing of SIM roles within the Joint and Future areas

· Identify gaps, redundancies in sustainment planning, and potential solutions

	Logistics Domain
	· Develop inputs for policy, doctrine, requirements documents to achieve a fully synchronized SIM capability

· Develop and field materiel solutions that support the SIM requirements/capabilities

· Establish analytical entities and resources needed to convert SIM data to useful information 


Full implementation of SIM throughout the DON will be achieved via a multi-year transition plan since it requires a significant quantity of assets to be IUID compliant, modernization of automated information systems, and focusing business process reengineering to capitalize on new technology.
As such, this overarching strategy and each Appendix will be updated annually, beginning October 2010, to document the evolutionary migration towards achieving full SIM implementation.
4.0 Goals and Objectives

The overarching goals of the DON SIM strategy are to increase weapons system readiness, reliability, and safety; create life cycle asset visibility; and provide a reduction in ownership costs through enhanced, efficient and effective weapons system sustainment operations.  These goals will be achieved by creating a global, unified supply chain––one that is capable of projecting, sustaining, maintaining, and reconstituting combat power under the full range of operational scenarios––that performs with complete visibility and control of all relevant assets, equipment, and materiel.

DON objectives for accomplishing these SIM goals are: 
· Establish an effective DON organizational structure that can address SIM governance, planning, implementation oversight, execution/application, and sustainment aspects, issues, and reviews.

· Fully support and advance the rapid implementation of IUID as a key enabler of SIM.

· Define SIM requirements for all Acquisition Category (ACAT) weapon systems acquisition programs.
· Develop broad-based SIM programs for all Critical Safety Items (CSI) managed or used by DON.

· Identify populations of unique items to be serially managed within legacy systems and equipment sustainment programs.

· Identify the relevant processes affected by SIM within the full spectrum of material management functions with initial emphasis on maintenance management and materiel requirements for weapon system sustainment.
· Identify, develop, and integrate effective SIM data capture processes and a supporting technology infrastructure for all relevant automated information systems needed to effectively manage SIM items.

· Reengineer materiel management, maintenance management, and other logistic processes to take advantage of greater automated information capabilities facilitated by the use of IUID and associated SIM data.

· Integrate all of the above into the future framework of DON support, logistics, business, and information systems and processes. 
Failure to synchronize DON and Joint logistics functions with SIM implementation increases the risk of developing disparate, inefficient, and incomplete visibility information systems with burdensome and costly requirements and business rules.

5.0 Benefits of SIM

A SIM culture and supporting processes will provide timely, actionable, relevant information to make well-informed decisions.  DON weapon system sustainment managers will have dramatically improved insight into the cause-and-effect relationship between resources and readiness.  Capitalizing on this insight, weapon system support decisions will be more timely and actionable.  To fully achieve the benefits of SIM, DON must first decide what items will fall within the scope of SIM and then establish and track the required characteristics (attributes). 

For SIM purposes, uniqueness goes beyond the ability to merely identify individual items. SIM adds the ability to characterize and manage these uniquely identified items by their specific and individual attributes.  Attributes can be any quantifiable measure of performance, time, space, composition, environment, pedigree, cost, or other definable data, such as historical, contractual, or ownership information associations. 
A carefully implemented SIM plan will yield the following benefits (not all inclusive):
· Assets requiring financial or physical accountability will be defined, identified, and accounted for at all times.

· Configuration status and management will be enhanced.

· Warranty management will be improved.

· Expiration of life-limited components will be anticipated and managed.

· Equipment recalls will be focused only on affected assets.

· Condemned parts will not be reintroduced into the working population.

· Maintenance will be tailorable to achieve programmatic or strategic goals.

· Minimize maintenance cost

· Maximize asset performance

· Maximize asset reliability

· Maximize maintenance throughput

· Maintenance will be performed only when necessary, will be more predictive in nature and will have enhanced management oversight.
· Maintenance will be customized to specific assets accounting for their pedigree, history, and intended mission.

· Systematic program problems will be identified and scoped both for impact and resolution so that program resources may be prioritized.

· Cost overruns

· Reliability, maintainability, availability problems

· Delivery schedule slip

· Data entry and analyses will cost less, be more timely, and have better confidence intervals.

· Materiel and materiel-related services provided under contract will be more visible to allow greater accountability.

· Accurate, meaningful, and useful feedback will be available for incentive-based contracts.

· Life cycle costs will be reduced.

· Actionable information will be provided to those who need it when they need it.

· Timely identification of assets requiring Engineering Change Proposals.

6.0 Key Initiative Enablers
DoD has promoted several initiatives specifically designed to improve efficiency and effectiveness for sustaining combat capabilities, while ensuring the required level of readiness is attained at an affordable cost.  Achieving these improvements is the primary objective of IUID, Continuous Process Improvement (CPI), Reliability-Centered Maintenance (RCM), Condition-Based Maintenance Plus (CBM+), Total Life Cycle System Management (TLCSM), Information Sharing and other materiel readiness programs and initiatives.  Some of these initiatives enable a SIM approach to asset management and SIM, in turn, then enables additional initiatives.  In a post-SIM environment, the feature common to all will be their interdependence on mutually defined data related to and associated with a specific materiel asset through use of IUID.  All decision-makers, from maintenance technicians to logistics planners, will have rapid access to comprehensive and accurate information.
6.1 Initiatives Enabling SIM

The DoD initiatives providing the foundation for SIM at the DON and SYSCOM level are: 
Item Unique Identification (IUID)

IUID is a system of marking items with UIIs, encoded in machine-readable symbologies which distinguish an item from all other like and unlike items.  The IUID program is a foundation for enabling DoD to achieve improved readiness, total asset visibility, improved life cycle item management, and improved accountability.

A UII is a set of data marked on a tangible item in machine readable code, the Data Matrix ECC 200 symbol, that is globally unique and unambiguous.  It ensures data information quality is maintained throughout the item’s life and supports multi-faceted business applications and users.
DoD policy
 defines the criteria for providing IUID marking on all qualifying property items delivered to the Government under contract, in inventory, in-use or legacy items.
On-going efforts throughout the DON to mark selected designated populations with a UII will not be sufficient in and of themselves for SIM implementation.  IUID is only an enabler, as the primary means for associating pedigree, usage, maintenance, warranty, status, and configuration data to serially managed equipment.

DON does not advocate displacing the use of National Stock Numbers (NSN) within supply chain processes.  However, for items that hold specific management significance, marking them with UIIs allows an almost infinite number of possibilities regarding how to better order, issue, track, store, handle, manage, maintain, use, and dispose of items.  Used within the SIM paradigm, IUID enables the management of assets by relevant attributes to achieve huge efficiencies and operational gains.

Serial Number Tracking (SNT)

DON has been using SNT programs for many years in various commodity areas, such as small arms, aviation, and ordnance.  They use a variety of systems and methods to track critical parts based on specialized needs for local maintenance or inventory tracking.  Some SNT programs are automated, but the majority are based primarily on manual, paper-based procedures for a very limited population of items.  These procedures feed a manual conversion process into electronic databases, which only capture information relative to the direct use or issuance of a serialized item with reference to that program or database.  Previous limitations of technology have prevented a greater capability and application to larger item populations.

Because there are no guarantees against the existence of duplicate serial numbers in the larger enterprises of SYSCOMs, the DON, or DoD with multiple vendors, the limitations of SNT are immediately evident.  Serial-numbered items are currently tracked with questionable accuracy, and true global uniqueness can never be established.  Other systems and programs, such as acquisition, procurement, and finance, cannot use the SNT data for their business purposes.  Thus, SNT cannot by itself provide the foundation for managing assets in the context of a comprehensive life cycle management paradigm.  Furthermore, SNT is a laborious and costly effort when performed without the benefit of automation.  However, despite the issues noted above, SNT programs provide the logical starting point in which to implement SIM with many valuable business processes based already on individual item identification, and defining the most important populations of items to begin IUID marking and eventual SIM management.

Continuous Process Improvement (CPI)

CPI is an Office of the Secretary of Defense (OSD) initiative focused on maximizing weapon system readiness while minimizing materiel flows and in-process inventories.  The goal is to optimize reliability and cycle time while striking a reasonable balance with costs across the total life cycle value chain.  The DON recognizes the inherent value of CPI as an important tool for improving operating effectiveness in support of the warfighter.  As such, a team of subject matter experts from across the department has been tasked to map our “as is” logistics processes supporting IUID and SIM.  The three primary reasons for accurately describing the “as is” processes are to: 
· ensure the processes currently used actually meet existing requirements and performance goals
· understand the efficiency of those requirements and goals relative to some measure or assessment of their effectiveness
· identify gaps that interrupt a seamless flow of information
All three reasons are critical to making certain that good processes are not fulfilling poor requirements, and conversely that bad processes are not perpetuated or limit the development of more advanced or better requirements.  By continuously improving the current process and requirements environment, DON will strive to ensure the new requirements for transitioning to and achieving a full SIM capability are not restricted by obsolete or inadequate requirements.

6.2 SIM Enabling Other Initiatives

Four other DoD initiatives will be enhanced by implementation of SIM, providing the specific pathways to increase our readiness, reliability, and safety at a reduced cost, as listed as SIM benefits.  It should also be noted that CPI is identified again, this time as a beneficiary of SIM.
Reliability Centered Maintenance (RCM)

RCM is an industrial improvement approach focused on identifying and establishing the operational, maintenance, and capital improvement policies that will manage the risks of equipment failure most effectively.  Maintenance plans for equipment will be derived from a RCM analysis that determines the prescribed maintenance action required to mitigate effects of known failure modes of equipment.  This analysis will define the failure modes and conditions of failure that will drive sensor placement, preventative maintenance tasks, or inspection cycles required to achieve inherent reliability through prevention of known critical failure modes. SIM is a foundation for RCM by providing both historic data for analyses and operational data to signal the need for maintenance.
Condition Based Maintenance (CBM) / CBM Plus (CBM+)
CBM is the application and integration of appropriate processes, technologies, and knowledge-based capabilities to improve the reliability and maintenance effectiveness of DoD systems and components.  A goal of CBM is to perform proactive maintenance at specified trigger events, rather than unscheduled reactive maintenance.  The trigger events are determined in a variety of ways, including physical inspection, analyses (such as diagnostics and prognostics), and known periodic cycles.  CBM+ at the basic level is enabled by sensors embedded on equipment platforms and other systems to improve reliability, maintenance, and the operational availability of those assets. The ability to utilize CBM+ requires having reliable, timely data covering the life cycle of the item—linked to that item and visible to analytic and reporting systems—that IUID-enabled SIM provides.
Total Life Cycle System Management (TLCSM)

TLCSM is the implementation, management, and oversight, by the designated Program Manager, of all activities associated with the acquisition, development, production, fielding, sustainment, and disposal of a DoD weapon system across its life cycle.  A goal of this initiative is to realize benefits by proactively anticipating problems to be encountered in later phases of a system’s life cycle, and initiate corrective action as early as possible by the most cost effective and efficient means.  SIM data will span the entire life cycle.  For TLCSM, SIM enables not just ordering and receiving the “right” part, but also accurately identifying, requesting, and receiving the “best” part, based on the additional, finer-grained attribute information possible with IUID and SIM.  The best part is one that holds the correct attributes needed to optimize the readiness at the best cost, as determined by individual weapon system, fleet, or enterprise management criteria.

Information Sharing

The DoD Information Sharing Implementation Plan (ISIP) v1.0 issued 22 July 2008 provides amplifying guidance on achieving Information as a Strategic Asset, Goal 2 of the DoD Information Management (IM)/Information Technology (IT) Strategic Plan.  The plan identifies the scope of and impediments to achieving information sharing envisioned by the DoD.  SIM will be implemented within the DON to support sharing information within individual programs, between separate DON programs, with other services, other governmental and non-governmental agencies, and with local authorities as delineated within the ISIP.  Five implementation considerations to improve the DoD’s ability to share information addressed within the ISIP are:  

· Culture

· Policy

· Governance

· Economics and resources

· Technology and infrastructure

DON SIM implementation will support the ISIP principally in the area of establishing technology and infrastructure through data standardization.  SIM will provide motivation and guidance to the legacy AISs to use the UII as the global primary key across all item-related systems with common data attribute definitions, thereby enabling data sharing and Net-based data harvesting.  It will create a rich analytical and management environment for acquisition, procurement, sustainment, logistics, finance, and potential expansion into other functional areas.
Continuous Process Improvement (CPI) Enabled by SIM

While CPI supports SIM by establishing appropriate and effective processes, SIM then serves as a major tool in CPI after implementation.  SIM will allow all processes dealing with items to increase the precision of existing metrics through the accuracy of automated item tracking, including the effectiveness of CPI activities.  It will also enable introduction of new metrics with greater granularity using attribute information down to the individual item level.  Additionally, SIM will stimulate creation of new views and analysis of processes with the enhanced attribute analysis made possible by SIM- based aggregation of data from previously isolated functional areas.
Figure 1:  SIM Integration with Key Initiatives
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7.0 Implementation Strategy

SIM by its nature impacts many facets within an organization, from the highest planning activities to the physical touch of millions of items.  DON implementation allocates responsibility to the appropriate organization for the diverse tasks of AIS modification, hardware acquisition, and business process re-engineering.  The Office of the Deputy Assistant Secretary of the Navy, Acquisition and Logistics Management (DASN (A&LM) provides enterprise leadership on AIS modification and acquisition process change; while the SYSCOMs handle the technical implementation and business process re-engineering.  Supply chain and disposition implementation is under the guidance of DoD, given the cross-service process management structure in place at this time.
7.1 DON-Level Implementation

The Department level will be responsible for two DON-wide tasks:  coordinating the enterprise approach to AIS integration of SIM requirements, and propagating SIM integration into the acquisition process.  These two areas may be performed most effectively through DON policy and directives, management of relationships with DoD/OSD and other services, and DON-wide training and culture change.
7.1.1 Automated Information Systems
To fully leverage the value of SIM, Automated Information Systems (AIS) will need to be able to offer four distinct capabilities:

1) Associating an UII with an asset
2)  Capable of sharing the data across AISs using the UII as a common key.

3) Accurately capture life cycle data about individual items, which is pertinent to their effective management, without overburdening the individuals involved or debilitating the information system.
4) Support data mining (the data that enables RCM, CBM+, and TLCSM decision making) for analyses, which provide the majority of benefits.

It is the DON position that legacy information systems will be modernized to incorporate IUID or SIM capabilities on a case-by-case basis, depending on (a) overall impact to the unit, SYSCOM or DON; (b) expected remaining service life; (c) resources; and (d) value to partner systems in cross-component and cross-agency interfaces.  Creating or modifying new architectures should strive for scalability specifically with respect to end item, component, and part parent-child relationships of items.  Architectures that support nested parent-child relationships to an arbitrary depth can accommodate any relational representation of an item’s configuration. 

Maintenance and logistics analyses are currently conducted based on combinations of pedigree data and/or other system-unique asset identifiers.  It may be necessary to create a separate data file cataloging UII information as it correlates to identifying information in the various databases within the program as the most cost effective, expedient way to provide a level of SIM benefits for a program.  

With SIM, it is necessary to determine a structured transit approach and process based on the use of IUID in order to guide and ease the large-scale legacy system transformation, either as a modernization to the legacy system or migration to a new enterprise-wide system.  Naval enterprise-wide AIS solutions are under development—Navy Enterprise Resource Planning (Navy-ERP) and Global Combat Support System-Marine Corps (GCSS-MC).  Both of these transformational efforts are multi-year evolutions that require Department-wide business process reengineering of financial, maintenance, and logistics systems, and will be IUID-enabled for SIM implementation.
DON leadership will ensure that AIS transformation for IUID and SIM processes are leveraged through collaborative, integrated strategies across and beyond the SYSCOMs.  As with overall IUID implementation, this will not result in a broad full-scale SIM capability on a given timeline, but a graduated implementation within and across SYSCOMs, as well as differing functionality based on requirements.  

DON IUID AIS Compliance Strategy

The DON has initiated a strategy to evaluate legacy AISs, to create a comprehensive, prioritized plan for converting appropriate AISs to IUID.  For legacy systems that will be modernized to handle UIIs, this will begin the process of SIM implementation, since few systems need to track items for minimal inventory control and most will migrate to managing items by relevant business process attributes.

The DON AIS strategy analyzes each AIS with respect to its relevancy to item management, as expressed in the Weapons Systems Lifecycle Management/Materiel Supply & Services Management (WSLM/MSSM) Investment Review Board IUID compliance checklist.  The plan then considers the four factors described above (impact, remaining life, resources, and cross-agency value) to prioritize these systems for investment.  Navy-ERP will serve as the forcing function in IUID compliance in that feeder systems will have to read and store IUID data in order to pass it to the ERP-embedded acquisition, supply, or maintenance support processes.  The Strategy, due to be completed in August 2009, will guide the DON transformation to an IUID-enabled information sharing environment, providing the foundation for SIM-based process improvements and business re-engineering.  The SYSCOMs will take the lead in the SIM exploitation of the item data, as discussed in the Appendices.
Navy-ERP

The Navy-ERP program will transform business activities into an integrated network of decision-making processes and activities. It will be a critical link between operating forces and the Navy's support echelons, of acquisition, supply chain, logistics and maintenance.  The program will:

· Reduce overall Navy costs by applying proven industry best practices and processes and replacing legacy IT systems.
· Facilitate an end-to-end solution for receiving requests for resources and processing them to fulfillment.
· Replace stove-piped systems used for financial management, and personnel management with an integrated system.
· Enable rapid response to operating force logistic needs through integrated visibility and status data.
· Provide allocation, visibility, tracking, and reporting functionality.
· Perform funds execution from distribution through disbursement.
The data gathered by SIM implementation in the SYSCOM AISs will transparently link and integrate Navy data across many diverse and dissimilar systems into a distributed, unbounded information environment.  That data will then be made available to and from Navy-ERP by interfacing with modified legacy AISs.  The maintenance and sustainment item data, which are not designed to be housed in Navy-ERP, will then provide opportunities for business process improvement of the Navy-ERP modules such as finance, beyond the scope of the legacy AISs that manage the individual SIM items.  Navy-ERP will also evaluate its business processes to determine where IUID functionality is required, and to identify any existing gaps from the functional, interface, and business rule perspectives.
GCSS-Marine Corps

The scope of GCSS-MC includes all transactional Combat Service Support (CSS) systems related to supply chain management and enterprise asset management functionality with an element of service management functions.  When combined, these capabilities are referred to as logistics chain management.  It will provide timely and accurate asset posture, correct equipment readiness information, and total asset visibility, all in a deployed environment.  Financial management benefits include accounting for all materiel items equal to or greater than $100,000 on the Marine Corps balance sheet, and financial statement traceability of these items down to the physical asset level.  As with Navy-ERP, the enhanced accuracy and expanded analytical opportunities provided by SIM-level data will increase the value of the GCSS-MC functions.
Industry Data Standards

New business practices relying on the use of digital methodologies and products have generated significant cost savings, reduced process cycle times, and expanded capability for interoperability.  On October 23, 2004, the Assistant Secretary of the Navy, Research, Development and Acquisition (ASN (RDA) signed a memorandum entitled “Department of Navy Policy on Digital Product/Technical Data,” which directed Department-wide use of PLCS (Product Life Cycle Support), ISO 10303-239, and its associated data exchanges (DEXs).  PLCS is an internationally accepted Standard for the Exchange of Product Model Data (STEP) standard.  By providing neutral data exchange sets, STEP enables system agnostic communications for new and legacy data systems using a common language regardless of the functional domain of the data or the naming conventions of individual data systems.  This approach exemplifies a commercial best practice that results in numerous improvements including increased accuracy of records, additional data to support equipment upkeep and replacement actions, improved manpower scheduling, increased equipment life cycle, and reduced maintenance backlogs. 

The DON will also need to expand its current work on data sharing standards to include efforts spanning the DoD.  Some of these efforts are the DoD U-Core, the National Information Exchange Model (NIEM) and the Common Terrorism Information Sharing Standards (CTISS) Committee.  Incorporating these standards will allow the DON SIM programs to cross component and agency boundaries to provide expanded SIM-based value both internally, and to the other partner organizations.
Interoperability

Chairman of the Joint Chiefs of Staff Instruction (CJCSI) 6212.01
 covers interoperability requirements within the DON.  Interoperability is more than just information exchange.  Interoperability is defined by all elements that have the capability to exchange information and to use the information that has been exchanged.  It includes systems, processes, procedures, organizations, and missions over the life cycle and must be balanced with information assurance. Interoperability includes both the technical exchange of information and the end-to-end operational effectiveness of that exchanged information as required for mission accomplishment.  

SIM interoperability within the DON is the ability of systems, units or forces to provide data, information, materiel, and services to and accept the same from other systems, units, or forces; and to use the data, information, materiel, and services so exchanged to enable them to operate effectively together.  The enterprise and legacy AIS implementation will be coordinated with DON and DoD interoperability initiatives and standards, to ensure maximum SIM value.  Interoperability is at the heart of future value of SIM, as wider nets of systems can access and analyze item-level information, spanning wider functional areas.  This wider access will enable new management approaches, increased accuracy of reports, and a rich environment for business process re-engineering.
Infrastructure

All the ancillary components of an information system that provide an intra- or inter-communication capability must be addressed as elements of system infrastructure.  This includes all necessary communication hardware components, protocols, standards, and interfaces that derive a system’s capacity and thereby define its capability.  Many elements of a system’s communication infrastructure have processes that support it and further define the degree of automation needed.  These accompanying processes must also be considered in terms of infrastructure engineering. 

The elements of infrastructure begin with the points and sources of data collection all the way through the points of data termination or its conversion to actionable information.  The Navy/Marine Corps Intranet (NMCI) has the responsibility to define DON-wide infrastructure requirements.

7.1.2 SIM in the Acquisition Life Cycle

SIM requirements should be submitted to the Joint Capabilities Integration and Development System
 (JCIDS) for inclusion into the acquisition process for new acquisitions.  It is practical to consider establishing the definition of data types, formats, and standards as early as the System Requirements Review (SRR).  In which case, the data definitions would be useful in subsequent reviews
 (e.g. test data) as well as a sustainment phase of the item’s life cycle.

Having paid for the creation of the data, it will be important to receive the data and, at a minimum, archive it until the SIM system is mature enough to incorporate it.

The beginnings of a program-wide SIM plan are plausible prior to the Critical Design Review (CDR).  At this point in the acquisition process, the program should have established business rules for assigning part numbers, model numbers, lot numbers, batch numbers, serial numbers, and UIIs.  The business rules should address length, allowable characters, allowable format, the use of any check digits or other error correction scheme.  The intent of developing business rules early within the acquisition process is to prevent problems which have plagued programs in the past.  A partial list of practices to avoid includes:

· The use of leading zeros in some cases and not others
· Appending dash one (-1) to some numbers and (-0001) to others for version control
· Confusing “1”, “I”, “l” (the first is the number ‘one’, the middle is a capital ‘I’, and the last is a lower case ‘L’)
· Confusing “O” for “0” (capital O for zero)
· Using performance characteristics within a part number rendering the part number “classified”
· Creating serial numbers in the field for unserialized items without direction
· Duplicate serial numbers
· Manual number entry without check digits can lead to

· Transposition errors,

· Twin errors,

· Jump transposition errors, and

· Phonetic transposition errors. 

· Using part numbers and serial numbers in IUID marks which violate IUID business rules.
 

When acquiring additional assets under contract it is critical that the identification of SIM requirements begin at the earliest development of the acquisition process. The Request for Quote (RFQ), Request for Proposal (RFP) and/or Statement of Work (SOW) must identify the materiel that will be included in the SIM program and subsequently qualify for IUID marking.

SYSCOMs shall ensure the supporting Defense Federal Acquisition Regulation Supplement (DFARS) clause
 is inserted in all solicitations and contracts for new equipment, major modifications, and reprocurements of equipment and spares.

7.2 SYSCOM-Level Implementation

A cornerstone of the DON SIM implementation strategy is giving each SYSCOM the authority and responsibility to develop a manageable, affordable, and executable SIM plan within their respective organization, while also complying with the overall DON vision.

7.2.1 DON Principles for SYSCOM Implementation
Based on this approach, the DON SIM implementation strategy incorporates five key tenets: 
1. Provide flexibility.  The DON organizational structure is complex and conducts multiple diverse missions that are unique and often independent of one another.  By permitting each SYSCOM to develop a tailored SIM approach, it allows for maintaining a standard doctrine, which will ensure a common understanding, standardization, and operational cohesion.
2. Establish a clear line of accountability and responsibility for successfully implementing SIM plans.  Each SYSCOM will identify a SIM Champion (National Security Personnel System 03/ General Schedule-14/equivalent) who performs day-to-day program administration and service delivery in support of SIM efforts.  Responsibilities include management of administrative, budgeting, operational and programmatic activities.  Additionally, it will be the SIM Champion’s responsibility to facilitate, coordinate, and direct the Appendix development and implementation of SIM within their operating environment.  Lastly, the SIM Champion will actively engage with the ODASN (A&LM) and others, as necessary, to ensure successful SIM implementation.  
3. Establish SIM capability within Information Technology.  The DON is currently developing Navy-ERP and GCSS-MC, which will create a comprehensive information technology infrastructure.  SIM capability will be incorporated into both of these programs.  While awaiting the roll-out of SIM capabilities in these enterprise systems, DON is also engaging in intermediary efforts to realize the benefits of SIM as early as possible in its legacy applications, presented in the DON AIS Strategy section above.
4. Establish contexts for the level of detail to implement SIM.  Today’s operating maintenance environment is one that precludes a “one size fits all” approach to SIM program implementation.  Failure to match the level of detail within the SIM implementation strategy to the specific maintenance philosophy could result in failure to meet desired objectives.  As such, the creation and execution of the SYSCOM implementation plans will be accomplished collaboratively.  This translates into a need to include, early on in the planning and development process, the coordination of maintenance, logistics, and operational activities.  While a main focus area of SIM is within maintenance, it is not strictly depot-centric.  The impact to organic and intermediate maintenance must also be taken into account.  Additionally, the logistics involvement would include acquisition and contracting organizations, warehousing, distribution, and disposal activities.  Program offices and item managers are also a vital part of the SIM implementation process.  Various organizational elements will have differing degrees of involvement and influence in these tenets of the DON SIM implementation plan, yet all affect the success of our plan and should be taken into account.  Inclusion of these various parties will facilitate improved maintenance management processes that will be incorporated throughout the SYSCOM organization.
5. Provide additional direction/guidance, when necessary.  The SYSCOMs may delegate unique requirements to the individual programs within their cognizance to coordinate and achieve the overall strategic goals and objectives as outlined in this document.  

The DON position on the technical aspects of SIM implementation is to provide areas of consideration, and allow the SYSCOMs the flexibility to implement in the manner best suited for their individual operating environment.  The requirements, capabilities, resources, and needs of each SYSCOM are unique and best known by their own management.  SIM should be implemented so as to provide maximum benefit while balancing requirements and constraints.  It is fully anticipated that there will be a varying level of SIM implementation across the DON, as not every program will have the resources or requirements to gain the same SIM functionality or benefits.

7.2.2 SYSCOM Implementation Plan Requirements
As stated above, a cornerstone of the DON strategy is providing the SYSCOMs with the authority to customize their individual SIM implementation plans.  Accountability and responsibility for developing these plans and overall implementation efforts resides with the SYSCOM SIM Champion.
All administrative personnel supporting SIM must meet the security clearance, training and certification requirements as determined by the SYSCOM Regulations and local guidance.

SYSCOM plans will be reviewed annually by the ODASN (A&LM) or designee.  The annual review will include, at a minimum, a status update to the stated goals, update of implementation progress, identification of challenges and lessons learned, and documentation of implementation costs and cost savings/avoidance.  In addition, the annual review will provide an opportunity to identify common efforts or problems, and work on a joint solution, helping to reduce overall costs and manpower requirements.  The annual reviews will monitor the resources expended to implement SIM, progress made towards using the data, and realization of SIM outputs and benefits.  

Each SYSCOM plan is expected to address the following areas, at a minimum, in their SIM implementation plan.
It should be noted, however, that since full implementation across the Department will be evolutionary.  Appendix development will undergo a “crawl, walk, run” philosophy to the quickest extent possible.
Identify SIM Population

Each SYSCOM will determine which parts, components, and end items will be serially managed within their respective operating environment, to include the decision logic.  SIM populations will be selected based on the magnitude of potential benefits to maintenance operations, while considering other factors such as high-cost, reliability, safety, condition based maintenance programs, mission essentiality, or other issues of critical interest relative to their effective lifecycle management.  All of the items identified for SIM will be IUID compliant and marked in accordance with the latest version of MIL-STD-130.
The DON has provided guidance that items falling within some or all of the following categories will be serially managed:

· Controlled items, with a possible exception for selected “pilferable” items

· Safety related items (e.g. Critical Safety Items (CSI), Critical Application Items (CAI))

· Government-owned material in the possession of a contractor

· Foreign Military Sales (FMS) items

· Warranted items

· Service-life limited parts (e.g. batteries, rocket motors)

· Personal property

· Repairable items

· Restricted use items

· Sensitive items

· Items requiring periodic maintenance

SYSCOMs should consider the following questions when determining the SIM population:

· How likely will the population need to be accounted for? How frequently? 

· How likely is it this part will be recalled or cause a recall of a larger system?

· How likely is it this part will drive reliability of a major weapons system?

· What tactical advantage could a combatant commander achieve by knowing the reliability/
capability/availability/location of that specific item? 

Identify Attributes
In coordination with determining which items will be managed via this process, each Appendix will identify the specific attributes of the select population to be tracked.  Attributes can be any quantifiable measure of performance, time, space, composition, environment, pedigree, cost, or other definable data, such as historical, contractual, or ownership information associations.   Some attributes change constantly (such as accumulated hours of use) while others remain constant (such as pedigree data).  Attributes are collected throughout an item’s life cycle based on specific management requirements.  Attributes are defined and explicitly articulated as data elements that can be captured, recorded, and are relevant to the management of that item. 
Define Data Characteristics And Use

Data is the key enabler that drives the realization of SIM benefits.  As such, the importance of determining what data to capture can not be overstated.  When making this determination, there are several factors DON encourages the SYSCOMS to consider:
· Cost.  It costs money and human resources to capture, store, and analyze data.  Determining the return on investment for this sunk cost in terms of follow-on cost avoidance is difficult to identify and in some cases impossible to foresee.  Also, return on investment is not always monetary.  Item, component, subsystem, or system failures, improved system performance, and the cultural effects on the workforce all have real value but are difficult to express in terms of monetary gain or loss.  Contingency planning is necessary to capture and record additional data elements should the need arise in the future.
· Technical feasibility.  Given the maintenance philosophy of an item, it may be reasonable to capture all maintenance actions within SIM, e.g. a highly controlled, non-mobile system.  In other cases where maintenance is performed in the chaos of battle, capturing and supplying maintenance transaction information for SIM will be challenging, if not impossible.  The lack of data reporting at any point within the logistic/maintenance/acquisition cycles can pose difficulties.  Establishing remediation efforts for information gaps may be necessary.
· Data value.  The value of data increases as it is aggregated.  This aggregation is what leads to the generation of actionable information and knowledge.  Considering the types of available data with which other data may be combined will affect its value to the program.

· Data classification.  Data that must be classified is more expensive and in general less useful than unclassified data.  It is expensive not only because of the security procedures necessary to safeguard it, but it limits where the data can be used, and who can see it.  In general data is only valuable when it is used to help make a decision.  By restricting data access, the data is inherently less valuable.  Another challenge of using classified data is the difficulty in converting normally benign data into classified data when they are combined/
aggregated.  Additionally, merging two or more unclassified data sets may result in a classified datum, which requires extra security measures for collection, storage, analysis, and transmission.
· Metadata.  The value of data increases with metadata.  Metadata is data about the data itself, such as how current is the data, how complete is the data, what is the error rate in the data, and who entered the data.  It is useful in analyses to establish the appropriate level of confidence in the results.  Metadata is crucial in an environment of data sharing.

· Data audience.  Generally speaking there are two types of data users:  1) those who make decisions resulting in real-time action such as maintenance personnel; and 2) those who make long-term or strategic decisions.  While both may use historical and current data the data elements used may not be entirely coherent between the two types.  Accordingly, data structures should be developed with both types of users in mind.
· Data purpose.  A single data type is very narrow in scope.  Often a database full of data is mistakenly thought capable of answering any question, when in fact it cannot.  This is important for complex analyses, such as reliability studies. There are many purposes to which data collected will be used, such as: 
· Establishing pedigree data, analysis capability, and supporting data requirements
· Creating operational and maintenance histories for the life of the item
· Providing information for weapon systems and equipment configuration management

· Ensuring item applicability, e.g., to higher assemblies and end items

· Conducting maintainability, supportability, and reliability assessments

· Performing maintenance planning, engineering, and safety investigations

· Exercising contract warranty provisions associated with newly manufactured materiel and with commercially and organically repaired materiel

· Controlling counterfeit parts

· Demilitarizing condemned items
· In-Transit Visibility (ITV) and transportation history

Provide Automatic Identification Technology (AIT)
AIT is a generic term for devices that capture, aggregate, and transfer data to automated information systems (AISs).  It is essential for SIM execution as the only means to track items in a rapid, accurate manner by electronically scanning Machine Readable Information (MRI) such as IUID data matrix.  AIT is a powerful technology that has been used to reduce administrative and logistics costs in a wide variety of applications by eliminating errors and speeding data collection and transmission.  AIT is a key element in achieving Total Asset Visibility (TAV), as well as other logistics, medical, and personnel functions. 

The cost of maintaining high quality data is not trivial.  In 2002, “The Data Warehousing Institute estimated that poor quality data costs U.S. businesses a staggering $611 billion a year”.
  One effective strategy is to prevent bad data from entering into a SIM-enabled system.  AIT is well suited to help solve this problem. 

OPNAV N41
 is the functional sponsor for Navy AIT and directed NAVSUP to manage and operate the Navy AIT Program Office located at Mechanicsburg, Pennsylvania.  This office works with the designated AIT representatives within the 35 Echelon II commands and other key claimants who have related implementation responsibilities. 
The mission of the Navy AIT Office is to foster a community of understanding through the participation, definition, resolution, and dissemination of AIT related standards, technologies, and implementation issues.  AIT programs managed out of this office include:
· Navy Serial Number Tracking (SNT)
· Navy Common Access Card (CAC)
· Navy Radio Frequency Identification Device (RFID) Implementation
The DON goal is to identify and procure scanners capable of reading IUID compliant marks which can be used to both identify the item and enter that data into a SIM-enabled information system.  With the appropriate distribution of scanners and the appropriate integration as a SIM interface for the DON workforce, all maintenance, logistic, and usage data, including metadata, about each specific item can be captured automatically.

Additionally, AIT can be used beyond the scope of just reading IUID-compliant marks and can be utilized in the broader based UID efforts such as identifying who performed the action.  A CAC-enabled AIT device, coupled with UIIs on tangible items can associate who did what to which item and when.  This capability has applicability in both logistics and maintenance functions, and can ease the burden by providing complete and accurate data for effective SIM.

Each Appendix or future updates will identify the types, quantities, location, and cost of AIT devices and media that are required to achieve Initial Operating Capacity (IOC) and Full Operational Capacity (FOC) capability requirements.
Modify Legacy AISs 

Capacity and capability are the two key elements of any AIS.  Information capacity can be defined as an information system’s ability (i.e., those physical traits and characteristics) to function and respond to specified requirements within a given environment.  Capacity in this instance does not include human resources.  AIS capability, on the other hand, describes how effective and efficient that system’s response is in meeting its information requirements.  Capability, in effect, is the measure of a system’s performance relative to its capacity and its operational environment.  The combination of capacity and capability defines an information system in terms of its ability to accept inputs and generate and deliver a required output.

Ultimately capacity and capability should be held in balance to deliver an optimal level of automation, successfully and efficiently meeting the operational requirements of an AIS.  Automation delivers both speed and accuracy in AIS data processes, which increases system efficiency and reduces the burden on the user.
Each SYSCOM will support the creation and implementation of the DON IUID AIS Strategy described earlier, by identifying the legacy, interim or new AISs that will be used and/or modified to achieve SIM goals; ensuring the required data can be captured, stored, shared, and retrieved; and designing infrastructure and/or interfaces planned as part of SIM implementation.  Interim AISs will be used until such time as Navy-ERP and GCSS-MC capability or continued as an interface supplemental AIS, as described in the DON IUID AIS Strategy section of this document.

Legacy AISs include such systems as (not all inclusive):

· Joint Engineering Data Management Information and Control System (JEDMICS)

· Naval Aviation Logistics Command Information System (NALCOMIS)

· Configuration Data Managers Database-Open Architecture (CDMD-OA)

· Material and Equipment Real-time Logistics Information Network (MERLIN)

· Maintenance Figure of Merit (MFOM)

New AIS capability could include (not all inclusive):

· Quick Compliance Tool Suite (QCTS)

· IUID Registry Gateway Services

· Depot Web Application

· Joint Asset Maintenance Integrated Support System (JAMISS)

Fulfill Resource Requirements
When IUID-enabled SIM is fully realized, the DON will enjoy the dual benefits of increased materiel readiness and reduced costs.  However, to achieve this end-state a significant initial investment is required.  At the strategic level, the DON Life Cycle Item Identification Working-level Integrated Process Team (LCII WIPT) can help optimize the use of existing resources by comprehensively capturing and sharing lessons learned, closely reviewing SYSCOM SIM implementations to identify and eliminate unnecessary duplication of effort, or points where waste may occur, and helping implementers reduce the resourcing burden to the minimum required for success.

Program Managers (PM) must plan and allocate sufficient manpower and other resources necessary to effectively implement SIM requirements within their programs that are consistent with DoD and DON policy and goals.

PMs and industrial activity commanders will include requirements to resource SIM implementation when developing financial requirements for their program.  Requirements must be requested as part of the Planning, Programming, Budgeting and Execution (PPBE) process.  It is essential that Program Executive Offices (PEO), PMs, the SYSCOMs, field activities and other organizations responsible for acquisition and sustainment of DON property ensure current requirements for SIM are identified in Program Objective Memoranda (POM) and Program Reviews (PR).

SIM requirements for legacy items already installed or already in inventory will be funded by the appropriate funding stream such as the Working Capital Fund (WCF) as items pass through depots and other maintenance and operational processes.  PMs will coordinate IUID marking requirements within their respective enterprise constructs to ensure they adequately plan for all resources required for SIM.

Each SYSCOM will independently assess the costs of implementation and the derivative savings that can be anticipated.  The SYSCOMS will also conduct a targeted SIM Business Case Analysis (BCA), as required, to determine investment priorities, support budget planning, and to quantify the return on investment.  The BCA will identify functional alternative approaches and decision logic for achieving SIM objectives over the life cycle.  For consistency, BCAs will be submitted to ODASN (A&LM) for review.
All cost factors, both recurring and non-recurring, will be considered.  These include the investment dollars necessary to establish a given capability such as conversion of AISs, software development and licenses, procurement/deployment of AIT handheld devices and marking equipment, establishment of supporting institutional training, and initial implementation stand-up costs.  Dependent upon the business process reengineering opportunities explored, costs for analyses are to be considered as well.  The SYSCOMs are examining multiple alternatives for the rate of implementation and the scope of SIM application depending upon a particular weapons system’s or AIS’ maturity in the life cycle or funds available for execution.  Those various cost scenarios will be assessed by the SYSCOMs to determine best value to their organization and where it synergistically compliments processes across the DON and other DoD elements.

Resource constraints, operational continuity requirements, re-capitalization, and other factors must be balanced against the expected benefit SIM will bring to a program when deciding when and at what pace a program will implement SIM.

Address Other Considerations
In addition to the above mentioned elements of the SYSCOM plans, the following items will be documented in the SYSCOM Appendices:

· Level of maintenance accomplished (Operational/Intermediate/Depot)

· Current and planned IUID marking and UII data capture and management capability

· Current and planned ability to interface with IUID Registry for UII submission and / or pedigree data update

· Types of government-owned tangible personal property maintained, including quantity processed per unit time and stratification by program or commodity
· Identification of IUID and SIM local risk factors and mitigation strategies

· Familiarization and training of managers and line employees on SIM

· Instituting change management processes to enhance acceptance of SIM

8.0 Implementation Planning

Within the Department, it is recognized as both impractical and unwise to advance SIM across all SYSCOM organizations, and among programs, uniformly.  A quick and expeditious way to determine the level of effort needed to integrate SIM is to categorize like items based on how they are managed today:  
1. None—Not an IUID candidate, and no assignment of specific attributes for SIM.
2. IUID only—IUID is present or required for the purpose of asset tracking or valuation, but there are no assignments of specific attributes.

3. Serial Number Tracking (SNT)—Existing SNT requirements and procedures are applicable but without IUID or an expandable, enterprise-wide attribute data management capability.

4. SIM—SIM exists or is required and the items are explicitly managed according to specific attributes relative to an IUID within pertinent processes.

By utilizing this method, it becomes evident an item that is currently categorized as “IUID only” — but may be placed into a “SIM” state for its “to-be” environment — generally will require greater effort and consideration than an item progressing from a “SNT” state and moving to “SIM”.  

DON will pursue a distributed database approach to SIM linked to Navy-ERP and GCSS-MC, but during the transition to this desired architecture, databases do not have to be fully integrated in order to begin benefitting from SIM implementation.  They do, however, need to link to a common data denominator.  That common denominator is the IUID.  By using the IUID, SIM has the potential to link key data used in multiple functional areas, including acquisition, supply, maintenance, transportation, and financial management.

9.0 Implementation Timeline

As stated earlier, full implementation of SIM throughout the DON will be via a multi-year transition plan since it requires a significant quantity of assets to be IUID-compliant, modernization of automated information systems, and focusing business process reengineering to capitalize on new technology.
A phased approach, while complex in planning, will also better manage risk and provide a greater ability to achieve success.  The complexity lies in determining the scope of functionality and affected users in each phase and the sequence and scope of transition of data, business logic, and operational support.

The timeline for implementing SIM processes will be a migratory continuum over the next several years based on current process states, resources, and AISs.  The earliest adopters will be those who already leverage and utilize SNT programs.  Others, in a semi-closed loop or in specialized environments, will be candidates for applying SIM principles in the near-term.  Those utilizing a traditional culture of materiel management or lacking the necessary AISs will take longer.  The overarching DON implementation schedule will evolve as the SYSCOMs analyze, assemble, and continue to refine their approach.  It is understood that the longer the timeline for SIM implementation, the greater the opportunity cost for the organization as a whole.  To minimize this, the ODASN (A&LM) will coordinate across SYSCOMs to reduce the associated costs of redundancies and facilitate complimentary schedules for the shortest total implementation time with the best managed risk.

Programs currently utilizing SNT systems lend themselves as the best point of initial SIM implementation.  SNT systems present more of a “conversion” opportunity rather than a full-scale IUID-SIM process remodeling/reengineering requirement.  This approach permits us to learn optimal implementation points such as determining the correct percentage of parts that must be marked with UII and registered within a given population before we can enable SIM within that system.
Each SYSCOM plan will be constructed to execute implementation in two phases.  The first phase will provide an Initial Operating Capability (IOC) in which a small number of items will be included in the SIM program locally.  This phase will act to highlight and identify issues, constraints, and other problem areas and allow time for resolution strategies to be developed and implemented.  It is expected IOC will be achieved no later than December 2010.  As the process is refined and proved efficient and effective, the size and scope will be enlarged as designated in the implementation plan until the SYSCOM achieves Full Operational Capability (FOC), but no later than December 2015.  Pre-designated measures and metrics will be monitored throughout the process to determine and report on progress of implementation.

10.0 Governance

The DON assigned leadership responsibility for IUID and SIM policy and implementation guidance to the ODASN (A&LM) in 2007.  The ODASN (A&LM) lead quickly established a team in September 2007, as the main venue to communicate with the SYSCOMs, provide insight, conduct reviews, and share expertise and ideas on implementation.  With the maturation of the IUID and SIM efforts throughout DON since then, ODASN (A&LM) is now establishing a governance structure with the creation of a Senior Steering Group (SSG), which has formal decision-making responsibilities at the DON enterprise level.
10.1 Life Cycle Item Identification Working-Level Integrated Process Team
The ODASN (A&LM) is committed to fostering a SIM transition enabled through IUID implementation.  Figure 2 depicts the ODASN (A&LM)-chaired DON LCII Working-Level Integrated Process Team (LCII WIPT) functional organizational structure.  This group was formed to enable time-phased implementation of IUID and SIM across the DON.  Its vision is to establish life cycle item identification solutions that support the diverse needs for SIM of materiel within the DON, to leverage AIT to enable IUID data capture within enterprise maintenance and supply chain processes, to integrate enterprise AISs to enhance logistics and maintenance reporting for TLCM, and to create IUID business rules and processes that satisfy DoD Net-Centric UID requirements.  This group will serve as the primary communications body for intra and inter-service SIM planning and knowledge sharing.  Membership consists of the SYSCOM-appointed IUID lead and supporting staff from each SYSCOM, as determined by the SYSCOMs.
Figure 2:  Functional Organizational Structure for the DON Life Cycle Item Identification Working Group
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10.2 Life Cycle Item Identification Senior Steering Group

This governing body will be the driving force for the strategic management, and continuous improvement of initiatives implementing enhanced, modernized tangible personal property item identification and tracking, such as IUID, SIM, RFID and emerging next generation identification and tracking technologies to support diverse Navy and Marine Corps missions in air, space, land, surface, and subsurface environments.  The LCII SSG will provide vision, guidance, momentum, and accountability for the programs implementing the DoD, DON, Headquarters Marine Corps Installations and Logistics (HQMC I&L) and SYSCOM policies directing implementation and integration of item identification initiatives.  As part of that guidance, the SSG will be responsible for defining enterprise-wide standardized approaches, where a single set of processes and tools should be established to eliminate redundant, costly capabilities.
As the hub of management and leadership for tangible personal property item identification and tracking, the SSG will provide continuity of purpose, methods, and metrics for the entire Department.  The LCII SSG will be comprised of senior-level professionals (GS-15/O-6).
11.0 Roles and Responsibilities

A large-scale SIM implementation will cross many organizational boundaries that require close collaboration in development of policy, planning, requirements, funding, execution, and sustainment.  The stakeholders identified below are key contributors to the successful DON SIM implementation strategy.  
Deputy Assistant Secretary of the Navy, Acquisition and Logistics Management (DASN (A&LM)) 

The mission of DASN (A&LM) is to shape acquisition and logistics policies that ensure our Sailors and Marines are mission capable and have a technological edge over our adversaries.  To meet OSD requirements for implementing SIM across the department in a timely and cost efficient manner DASN (A&LM) will:

· Establish DON SIM policy and guidance

· Chair DON LCII WIPT and SSG
· Report overall DON SIM implementation progress and other identified metrics to OSD

· Review the status of SYSCOM-specific SIM implementation plans annually

· Identify conflicting policies regarding IUID and SIM

· Remove or update outdated IUID and SIM related policies under its purview
Chief of Naval Operations (CNO) and Deputy Commandant of the Marine Corps, Programs and Resources (DC P&R)

As resource sponsors for the procurement and sustainment of all operational hardware and software, the offices of the CNO and DC P&R are responsible for incorporating funding requirements into the POM sponsor program proposal, as part of their PPBE program submission.
SYSCOMS
The SYSCOMs, as defined in this document, will:

· Identify a SIM Champion responsible for planning, implementation, and other duties as assigned
· Actively participate in the DON LCII WG and SSG
· Engage with IDASN (A&LM) and other SYSCOMs to share lessons learned and eliminate duplication of effort where applicable

· Develop a SIM implementation plan compliant with DON strategy, policy, guidance, and timelines

· Ensure process owners identify functional requirements for IUID SIM-enablement to AIS providers.

· Monitor progress and report to ODASN (A&LM) implementation metrics

· Participate in annual DON SIM strategy review process and update Appendices, as required

· Work closely with PEO and PM staff to determine SIM POM/PR resource requirements in order to implement SIM across the enterprise

Program Executive Offices (PEO) and Program Managers (PM) 

The PEOs and PMs are responsible for the development and acquisition of Naval systems and will:

· Ensure both acquisition and sustainment program offices under their management successfully implement SIM requirements in the timeline directed within their SYSCOMs to the best of their ability dependent upon funding and staffing constraints.

· Notify DASN (A&LM) and appropriate SIM Champion immediately if IUID-enabled SIM implementation is at risk of not complying with the SYSCOM SIM strategy and timelines.
· Work closely with SYSCOM staff to determine SIM POM/PR resource requirements in order to implement SIM within program offices.  Ensure funding requirements are incorporated into the POM process as part of their PPBE program submission.

12.0 Summary

The DON approach to implementing SIM is “crawl, walk, run,” allowing the major changes required in many areas of the organization to be integrated in the most efficient, cost-effective manner, and led by the units closest to the business processes affected.  The DON SIM Strategy is a “living document” that will evolve as the SYSCOMs define their specific SIM implementations, and as annual reviews update progress and identify new challenges, lessons learned, and opportunities for leveraging.  Modification to the DON SIM strategy will also result from the cross-socialization of ideas, efforts, and lessons learned during implementations from the participating entities. 

The specific initiatives described in this document focus on the DON’s ability to transform utilizing information as the backbone for accurate, knowledge-driven decision making to enhance overall current readiness and provide the prognostics for constantly improving affordable readiness in the future.
Effective SIM implementation will enhance our ability to provide the best readiness at the best cost over the weapon systems life-cycle and deliver optimal benefits to the warfighter, logistician, and business elements, as illustrated in Figure 3.

Figure 3.  Best Readiness at Best Cost
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14.0 Acronyms and Abbreviations
ACAT




Acquisition Category

AIS




Automated Information System

AIT




Automatic Identification Technology

ASN (RDA)
Assistant Secretary of the Navy (Research, Development and Acquisition)

BCA




Business Case Analysis

BUMED



Bureau of Naval Medicine

CAC




Common Access Card

CAI




Critical Application Items

CBM




Condition Based Maintenance
CBM+




Condition Based Maintenance Plus

CDMD-OA


Configuration Data Managers Database-Open Architecture

CDR




Critical Design Review

CJCSI




Chairman of the Joint Chiefs of Staff Instruction 

CNO




Chief of Naval Operations
CPI




Continuous Process Improvement

CSI




Critical Safety Item

CSS




Combat Service Support

CTISS




Common Terrorism Information Sharing Standards

DASN (A&LM)

Deputy Assistant Secretary of the Navy (Acquisition and Logistics 

Management)

DC P&R
Deputy Commandant of the Marine Corps, Programs and Resources

DEX




Data Exchange

DFARS



Defense Federal Acquisition Regulation Supplement

DoD




Department of Defense

DoDI




Department of Defense Instruction

DON




Department of the Navy

FMS




Foreign Military Sales

FOC




Full Operational Capability

GCSS – MC


Global Combat Support System – Marine Corps

GS





General Schedule

HQMC I&L


Headquarters Marine Corps Installations and Logistics
IM





Information Management

IOC




Initial Operating Capability

IPT




Integrated Process Team

ITV




In-Transit Visibility

IRB




Investment Review Board
ISIP




Information Sharing Implementation Plan

ISO




International Organization for Standardization

IT





Information Technology

IUID




Item Unique Identification

JAMISS



Joint Asset Maintenance Integrated Support System

JCIDS




Joint Capabilities Integration and Development System

JEDMICS



Joint Engineering Data Management Information and Control System
LCII SSG



Life Cycle Item Identification Senior Steering Group
LCII WIPT


Life Cycle Item Identification Working-level Integrated Process Team
MARCORSYSCOM
Marine Corps Systems Command

MERLIN



Material and Equipment Real-time Logistics Information Network

MFOM



Maintenance Figure of Merit

MIL-STD-130


Military Standard 130

MRI




Machine Readable Information

NALCOMIS


Naval Aviation Logistics Command Information System
NAVAIR



Naval Air Systems Command

NAVFAC



Naval Facilities Systems Command

NAVSEA



Naval Sea Systems Command

NAVSUP



Naval Supply Systems Command

Navy-ERP



Navy Enterprise Resources Planning

NIEM




National Information Exchange Model

NMCI




Navy/Marine Corps Intranet

NSN




National Stock Number

ODASN (A&LM)
Office of the Deputy Assistant Secretary of the Navy (Acquisition and 
Logistics Management)

OSD




Office of the Secretary of Defense

PEO




Program Executive Office

PLCS 




Product Life Cycle Support

PM





Program Manager

POM




Program Objective Memorandum

PPBE




Planning, Programming, Budgeting and Execution

PR





Program Review

QCTS




Quick Compliance Tool Suite

RCM




Reliability Centered Maintenance

RFID




Radio Frequency Identification
RFP




Request for Proposal

RFQ




Request for Quote

SIM




Serialized Item Management

SNT




Serial Number Tracking

SOW




Statement of Work

SPAWAR



Space and Naval Warfare Systems Command

SRR




System Requirements Review

SSG




Senior Steering Group

STEP




Standard for the Exchange of Product Model Data

SYSCOM



Systems Command

TAV




Total Asset Visibility

TLCSM



Total Life Cycle System Management

UII





Unique Item Identifier

WCF




Working Capital Fund

WIPT




Working-Level Integrated Process Team
WSLM/MSSM
Weapons Systems Lifecycle Management/Materiel Supply & Services Management
CBM+





RCM





SIM





management





Maintenance





IUID





Best Cost





@





Best Readiness








DASN (A&LM) Chair








BUMED








MARCORSYSCOM








NAVAIR








NAVFAC








NAVSEA








NAVSUP








SPAWAR








AD HOC MEMBERS





Asset





-





locating





capability





TLCSM





Supply chain





management





































































































� Department of Defense Instruction (DoDI) 4151.19, Serialized Item Management (SIM) for Materiel Maintenance, 26 December 2006


DoDI 8320.04, Item Unique Identification Standards for Tangible Personal Property, 16 June 2008


� Department of Defense Instruction 8320.04, Item Unique Identification Standards for Tangible Personal Property, 16 June 2008.


� CJCSI 6212.01D, Interoperability and Supportability of Information Technology and National Security Systems, 8 March 2006


� CJCSI 3170.01F, Joint Capabilities Integration and Development System, 1 May 2007


� System Functional Review, Software Specification Review, Preliminary Design Review, Critical Design Review, Test Readiness Review, Functional Configuration Audit, System Verification Review, and Physical Configuration Audit.


� A UII may only have capital letters or the characters 0 – 9 or dashes (-) or forward slashes (/).  Use of part numbers in the IUID mark is permitted as long as the length is less than or equal to 32 characters, serial numbers must be less than or equal to 30 characters.


� DFARS 252.211-7003, Item Identification and Valuation, August 2008


� Data Warehousing Special Report: Data quality and the bottom line, Wayne W. Eckerson, 1 May 2002


� Chief of Naval Operations, Director, Supply, Ordnance and Logistics Operations Division
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