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FOREWORD

This Departnment of the Navy (DON) Acquisition and Capabilities
Qui debook can be accessed through the follow ng websites: the
Departnent of the Navy |Issuances Wb site
http://doni.daps.dla.m |/ under Manuals, the DON Research,

Devel opnent and Acquisition Wb site http://acquisition.navy. ml/

under "Policy and Gui dance" and the Defense Acquisition
University website https://akss.dau. ml/default.aspx under "AT&L
Know edge Sharing System (AKSS)," under "AKSS Menu," under
"Policy Docunents,” under "Organizations," under "Navy/ Marine
Cor ps Comon, " under "Document Type: Discretionary,"” as "DON
Acqui sition and Capabilities Guidebook." This Guidebook is
structured after the chapter/encl osure/paragraph nunbering
sequence of SECNAVI NST 5000.2D. Major paragraph titles or

headi ngs from SECNAVI NST 5000. 2D are cited in this Guidebook for
continuity and even for cases where no additional discretionary
gui dance is provided. The enclosures in this Gui debook include
par agr aphs for discretionary guidance other than those paragraphs
i ncl uded from SECNAVI NST 5000. 2D that are mandatory policy. This
Gui debook is intended to be used as a conpani on docunent to
SECNAVI NST 5000. 2D. This CGui debook contains citations from
SECNAVI NST 5000. 2D and ot her mandatory references for process
clarification. Wile the Guidebook does not introduce new or
addi ti onal mandatory policy, the dynam c nature of the
Capabilities Devel opnment Process demands continuous communi cation
between all participants. As the Capabilities Devel opnent and
Acqui siti on Managenent Processes mature, policy changes may
affect acquisition strategies and tinelines. Tinely assessnent
of the change, coupled with the appropriate acquisition strategy
adjustnent, may be vital to the preservation of an acquisition
tinmeline. While this guidebook references DoDl 5000.02 of 8 Dec
08 and sone of its paragraphs, the acquisition decision point and
phase nanmes of DoDI 5000.2 of 12 May 03 have been retained to be
consi stent wi th SECNAVI NST 5000. 2D, but will be updated in the
next version of SECNAVI NST 5000.2 and its conpani on gui debook.

Encl osure (1) is a Table of Contents for the Gui debook.

Encl osures (2) through (9) are respectively Chapters 2 through 9.
Sel ect ed paragraphs from SECNAVI NST 5000. 2D shown in brackets [in
bold italics] are mandatory policy. Oher paragraphs provide

di scretionary guidance as indicated by the verbs "shoul d" or
"may." Paragraphs fromenclosures (3) and (5) of SECNAVI NST
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5000. 2D are included in this Guidebook for nore conpl ete coverage
of acquisition strategy and test and eval uation, respectively.
Future rel eases of the Gui debook may contain nore or |ess

di scretionary gui dance as appropri ate.

Encl osure (10) is a historical list of instructions, orders, and
menor anda cancel | ati ons that occurred when SECNAVI NST 5000. 2B was
i ssued. Enclosure (11) is a Aossary. Enclosure (12) is an
Acronym List. Additional enclosures will be added as the need
ari ses.
The encl osures of the Cui debook are:
Encl: (1) Chapter 1 Table of Contents
(2) Chapter 2 Capabilities Devel opment and Acqui sition
Managenent Processes
(3) Chapter 3 Statutory, Regulatory, and Contract
Reporting Informati on and M| estone
Requi renent s
(4) Chapter 4 Information Technol ogy (IT) Considerations
(5) Chapter 5 Integrated Test and Eval uation
(6) Chapter 6 Resource Estimation
(7) Chapter 7 Systens Engi neering and Human Systens
I ntegration
(8) Chapter 8 Acquisition of Services
(9) Chapter 9 Program Managenent
(10) Chapter 10 SECNAVI NST, OPNAVI NST, and Marine Corps
Orders Cancel | ations (prior SECNAVI NST
5000. 2C cancel | ations retai ned for
hi stori cal purposes)
(11) Chapter 11 dossary
(12) Chapter 12 List of Acronyns

Rea Adniral, SC, U S. Navy
Deputy Assistant Secretary of the Navy
(Acqui sition and Logi stics Managenent)
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Di stribution:
El ectronic only, via Departnment of the Navy (DON) |ssuances Wb

site http://doni.daps.dla.ml/, DON Research, Devel opnent and
Acqui sition Wb site http://acquisition.navy.m |/ and Defense
Acqui sition University AT& Know edge Sharing System ( AKSS) Wb

site https://akss.dau.nm | /default.aspx



http://doni.daps.dla.mil/default.aspx�
http://acquisition.navy.mil/policy_and_guidance�
https://akss.dau.mil/default.aspx�

N

=

NN NN IR
L e

SECNAVY M 5000. 2
Decenmber 22, 2008

Chapter 1
Tabl e of Contents

Chapter 2 Capabilities Devel opnment and Acqui sition Managenent

Pr ocesses

Capabi lities Devel opnent Process

O i o e
» jwihv e

DON Principal Capabilities Points of Contact

Chi ef of Naval Operations (CNO /Comrandant of the Marine
Corps (CMC) Responsibilities

Navy Program and Resource Sponsor Responsibilities
Deputy CNO (I ntegration of Capabilities and Resources)
(CNO (N8)) Responsibilities

Deputy CNO (Comuni cati on Networks) (CNO (N6))
Responsibilities

DON Capabilities Devel opnent and Processing Procedures

Naval Capabilities Devel opnent Process
Marine Corps Capabilities Devel opnent Process for
Progranms wth Navy Fiscal Sponsorship

Weapon and I nformation Technol ogy Systens Capabilities

Devel opnent and Processi ng Procedures

Initial Capabilities Docunments (1 CDs)

Capabi lity Devel opnent/ Producti on Docunents ( CDD/ CPDs)
| COY CDDY CPD For nul ati on

Navy Capabilities Docunent Fl ow Process

.1 Roles and Responsibilities

.2 Joint Capabilities Integration and Devel opnent

System (JCI DS) Docunent Routing and Revi ew Process
Navy Capabilities Docunent Change Process

Changes to Key Performance Paraneter (KPP)
Requi renent s
Changes to Key System Attri butes (KSAs)

Changes to Non- Key Performance Paraneters (Non-KPPs)

or Non-Key System Attri butes (Non-KSAs)
Adm ni strati ve Changes
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Capabi lity Docunents

Fl eet Moderni zati on Program

FORCENet
FORCEnet Requi renments/ Capabilities and Conpli ance
Process
Support to Naval Capabilities Devel opment Process
FORCEnet Consol i dated Conpliance Checkli st
FORCEnet Conpliance Governance Process
Rol es and Responsibilities

i sition Managenent Process

erview of the Acquisition Managenent Process
| nt egrated Product Teans (I PTs)

Overarching Integrated Product Teans (O PTs)

Wor ki ng I ntegrated Product Teans (W PTs)

qui sition Coordination Teans (ACTS)
gories of Acquisition Progranms and M | estone Deci sion
orities

Encl osure (1)
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2.5 Capability Concept Devel opnent and Program Deci sion Points
and Phases

2.5.1 User Needs and Technol ogy Qpportunities
2.5.2 Program Tail oring

2.5.3 Program Deci sion Points Tailoring

2.5.4 Program Deci sion Points and Phases

2.5.4.1 Concept Decision

2.5.4.2 Concept Refinenent

2.5.4.3 Mlestone A

2.5.4.4 Technol ogy Devel opnent

2.5.4.5 Mlestone B

2.5.4.6 System Devel opnent and Denonstration

2.5.4.6.1 SystemlIntegration

2.5.4.6.2 Design Readi ness Review

2.5.4.6.3 System Denonstration

2.5.4.7 Mlestone C

2.5.4.8 Production and Depl oynent

2.5.4.9 Qperations and Support

2.5.4.9.1 Sustai nnment

2.5.4.9.2 D sposal

2.5.5 Modifications

2.6 Review of the Legality of Wapons Under International Law
and Conpliance with Arns Control Agreenents

2.7 Non-Acquisition Prograns

2.7.1 Managenment of Non-Acquisition Prograns

2.8 Rapid Depl oynent Capability (RDC) Process and Procedures

2.9 Executive Review Procedures

2.9.1 DON Program Deci sion Process

2.9.2 Information Technology (I T) Acquisition Board (| TAB) Reviews

2.9.3 Defense Space Acquisition Board (DSAB) Revi ews

2.9.4 Defense Business System Managenent Conmittee

(DBSMC) Certification and Approval

2.9.4.1 Defense Business System Definition

2.9.4.2 Roles and Responsibilities

2.10 Source Selection Authority (SSA

2.10.1 ACAT I, IA and Il Prograns

2.10.2 ACAT 1] 'V, and Abbrevi ated Acqui sition Prograns

2.10.3 O her Cbnpetltlvely Negoti ated Acqui sitions

2.10.4 Source Sel ection Advisory Council (SSAC

2.10.5 Source Selection Evaluation Board (SSEB)

2.10.6 ASN(RD&A) Source Selection Briefing

2.11 Two-Pass/ Si x-Gate DON Requirements and Acqui sition
Gover nance Process

2.11.1 Purpose

2.11.2 bjective

2.11.3 Scope and Applicability

2.11.4 Organi zation and Procedures

2.11.4.1 Concept Decision and Concept Refinement Phase

2.11.4.1.1 Pass 1

2.11.4.1.1.1 CGate 1

2.11.4.1.1.2 CGate 2

2.11.4.1.1.3 CGate 3

2.11.4.2 Ml estone A and Technol ogy Devel opnent Phase

2.11.4.2.1 Pass 2

2 Encl osure (1)
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2.1.1 Gate 4

3 Mlestone B and System Devel opnent and Denonstration
Phase

3.1 Pass 2

3.1.1 Gate 5

3.1.2 Gate 6

4 DON Requirenents/Acquisition Gate Revi ew Menbership

4.1 Chairperson

4.2 Principal Menbers

4.3 Advi sory Menbers

5 DON Requirenents/Acquisition Individual Gate
Menbership and Input/Exit Criteria

6 System Design Specification (SDS) Description

Responsibilities

1 ASN( RD&A)

2 CNO CMC

3 DCNO (N8)/DC, CD&

4 PEGs/ SYSCOVs

5 ASN(FM&C) FMB

6 OGC

| ndustry | nvol venment

2-A Navy Requirenent/ Capability Docunents Fl ow

2-B Initial Capabilities/Capability Devel opnent/
Producti on Docunent Signature Page

2-C Initial Capabilities Docunent (ICD) Content GCuidance

2-D Capability Devel oprment/ Producti on Docunent (CDD/ CPD)
Cont ent Cui dance

2-E FORCEnet Consolidated Conpliance Checklist for

Devel opnent of 1T, including National Security
Systens (NSS), JCIDS Capabilities Docunments and
Acqui sition I nmplenmentation

2-F Weapon Systemand | T System Prograns ACAT

‘8
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W
B
IN

Desi gnat i on/ Change Request (Content)

Statutory, Regulatory, and Contract Reporting
I nformati on and M| estone Requirenents
Program | nf ormati on
Exit Criteria
Technol ogy Maturity
Technol ogy Devel opment and Acqui sition Strategies
CGeneral Considerations for a Technol ogy Devel opnent
Strategy and an Acquisition Strategy
Requi renment s/ Capability Needs
Program Structure
Ri sk

w(w|w{w|w
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.1 Interoperability and Integration R sk
Program Managenent
.1 Integrated Digital Environnment (I|DE)
.2 Technical Representatives at Contractor Facilities
.3 Governnent Property in the Possession of Contractors
(GPPQO)

3 Encl osure (1)
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3.4.5.4 Planning for Sinulation-Based Acquisition (SBA) and
Model i ng and Si nmul ati on (M&S)
3.4.6 Design Considerations Affecting the Acquisition Strategy
3.4.6.1 Open Architecture
3.4.6.2 Interoperability and Integration
3.4.6.2.1 Integrated Architecture
3.4.6.3 Aviation Critical Safety Itens
3.4.6.4 Information Assurance
3.4.6.5 Standardization and Commonal ity
3.4.6.6 Protection of Critical ProgramInformation and Anti -
Tanper (AT) Measures
3.4.7 Support Strategy
3.4.7.1 Human Systens Integration (HSI)
3.4.7.2 Environnental, Safety, and Cccupational Health (ESCH)
Consi der ati ons
3.4.7.3 Demlitarization and D sposal Pl anning
3.4.7.4 Post Deploynment Performance Review
3.4.7.5 Program Protection Planning
3.4.7.6 Product Support
3.4.7.6.1 Product Support Managenent Pl anning
3.4.7.7 Planning for Parts and Materials Qbsol escence
3.4.8 Business Strategy
3.4.8.1 International Cooperation
3.4.8.1.1 International Cooperative Strategy
3.4.8.1.2 International Interoperability
3.4.8.2 Conpetition
3.4.8.3 Varranties
3.5 Intelligence Support
3.6 Command, Control, Communications, Conputers, and
Intelligence (C41)/1nformation Support
3.7 Electromagnetic Environnental Effects (E3) and
El ectromagnetic Spectrum Certification and Supportability
3.7.1 Electromagnetic Environnental Effects (E3)
3.7.2 Electromagnetic Spectrum Certification and Supportability
3.7.2.1 Electromagnetic Spectrum Certification Conpliance
3.7.2.2 Electromagnetic Spectrum Supportability
3.8 Technol ogy Protection
3.8.1 Anti-Tanper Measures
3.8.1.1 Program Protection Plan AT Annex
3.9 Periodic Reporting
3.9.1 Program Pl ans
3.9.2 Acquisition Program Baseline (APB) Reporting
3.9.3 Defense Acquisition Executive Summary (DAES)
3.9.3.1 DAES Reporting
3.9.4 Selected Acquisition Report (SAR
3.9.5 Unit Cost Reports (UCRs)
3.9.6 Past Performance Reporting/ Reports
3.9.7 Consolidated Acquisition Reporting System ( CARS)
3.10 Program Certification
and Assessnents
3.10.1 Certification Requirenents at M| estone A
3.10.2 Certification Requirenments at M| estone B

4 Encl osure (1)
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3.10.3 Assessnents Required Prior to Approving the Start of
Construction on First Ship of Shipbuilding Program
Annex 3-A Wapon Systemand I T System Prograns Acqui sition
Program Basel i nes (APBs)/ APB Devi ati ons

Chapter 4 Information Technol ogy (I T) Considerations

4.1 dinger-Cohen Act (CCA) (40 U S.C., Subtitle Il11) Conpliance

4.1.1 CCA Conpliance Package Devel opnment and Processing for ACAT
lAM 1AC, ID, IC and Il Progranms containing Mssion-
Critical (M) or Mssion-Essential (ME) IT Systens
i ncludi ng National Security Systens (NSS)

4.1.2 CCA Conpliance Package Devel opnment and Processing for ACAT

11, 1V, and Abbrevi ated Acquisition Program (AAP)
Progranms containing MC or ME I T Systens including NSS
4.2 Contracts for Acquisition of MC or
ME I T Systens
i ncl udi ng NSS
Information Integration and Interoperability
| nformati on Assurance (1 A) Program Manager (PM
Responsibilities

N
w

P
I

4.4.1 Information Assurance and Integrated Architectures

4.4.2 |A Strategy Content

4.4.2.1 Policies, Standards, and Architectures

4.4.2.1.1 Benchmark

4.4.2.1.2 Potential Sources

4.4.2.2 Certification and Accreditation

4.4.2.2.1 Benchmark

4.4.2.2.2 Potential Sources

4.4.3 |1 A Wrkforce

4.5 Records Managenent

4.6 Human Systens Integration and Environnent, Safety, and
Cccupational Health (ESOH) Consi derations

Chapter 5 Integrated Test and Eval uati on

5.1 Integrated Test and Eval uation (T&E) Overvi ew

5.2 DON Points of Contact and Responsibilities for T&E

5.2.1 Principal Navy Points of Contact and Responsibilities

5.2.1.1 Chief of Naval Operations (CNO (N091) Director, Test and
Eval uati on and Technol ogy Requirenents
5.2.1.2 Program Manager (PM
5.2.1.2.1 Personnel Security C earances
5.2.1.3 Conmmander, Operational Test and Eval uation Force
( COMOPTEVFOR)
5.2.1.4 Naval Systens Conmands ( SYSCOMWs)
5.2.1.4.1 Naval Air Systenms Command ( NAVAI RSYSCOM
5.2.1.4.1.1 Naval Air Systenms Command Techni cal Assurance Board
( NTAB)
5.2.1.4.2 \Weapons System Expl osive Safety Review Board (WSESRB)
5.2.1.4.3 Space and Naval Warfare Systens Command (SPAWAR) O fice
of the Chief Engineer (CHENG
5.2.1.5 Ofice of Naval Intelligence (ON)
5.2.2 Principal Mrine Corps Points of Contact and

Responsibilities
.1 Deputy Commandant for Manpower and Reserve Affairs

o
N
)

5 Encl osure (1)
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(DC, M&RA)

5.2.2.2 Deputy Conmandant for Installations and Logistics
(DC, 1 &L)

5.2.2.3 Director, Marine Corps Intelligence Activity (M A)

5.2.2.4 Deputy Conmandant, Conbat Devel opnent and I ntegration
(DC, CD&l )

5.2.2.5 Commandi ng General, Marine Corps Systens Command (CG
MARCORSYSCOM

5.2.2.6 Director, Mrine Corps Operational Test and Eval uation
Activity (MCOTEA)

5.2.2.7 Marine Forces

5.2.3 Acquisition Items Exenpt from T&E Provisions wthin

SECNAVI NST 5000. 2D

5.2.3.1 Itens Exenpt

5.2.3.2 T&E Considerations that Apply to Exenpt Itens

5.3 T&E Strategy

5.3.1 Preparation and M| estones

5.3.2 Strategy Approval

5.4 T&E Pl anni ng

5.4.1 Early Planning for Integrated T&E

5.4.2 Testing Increments in Evolutionary Acquisition

5.4.2.1 Innovative Testing

5.4.2.2 Initial Operational Test and Eval uation (I OT&E)

5.4.2.3 Software Intensive Systens

5.4.2.4 T&E of Ships

5.4.2.4.1 Ship Progranms wi thout New Devel opnent

5.4.2.5 T&E of Space Systens

5.4.3 Test and Eval uation Wrking Integrated Product Team ( T&E
W PT)

5.4.4 Navy Test and Eval uation Coordi nati on G oup (TECG

5.4.4.1 TECG Menbership

5.4.4.2 Distribution of TECG Results

5.4.4.3 TECG for a Consolidated Cryptol ogic Program (CcCcP)

5.4.5 T&E Funding Responsibility

5.4.5.1 Developing Activity Responsibilities

5.4.5.2 Fleet Commanders Responsibilities

5.4.5.3 Board of Inspection and Survey (INSURV) Responsibilities

5.4.5.4 Non-Acquisition Prograns Responsibilities

5.4.6 Research, Devel opnent, Test and Eval uati on (RDT&E) Support
Provi ded by Fl eet Commanders

5.4.6.1 Scheduling RDT&E Fl eet Support

5.4.6.1.1 Requests

5.4.6.1.2 Fleet Support Priorities

5.4.6.2 Unschedul ed RDT&E Support Requirenents

5.4.6.3 RDT&E Fl eet - Support Schedul i ng Agent

5.4.6.4 Conduct of At-Sea T&E

5.4.7 Test and Eval uation Master Plan (TEMP)

5.4.7.1 Mlestone B TEWP Approval for |IT Systens,

i ncl udi ng NSS,
and Spectrum Dependent Systens

6 Encl osure (1)
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M | estone C TEMP Approval for |IT Systens,
i ncl udi ng NSS,
and Spectrum Dependent Systens
Capabilities and Key Performance Paraneter (KPP)
Traceability to Critical Operational |Issues (CQO)
Performance Thresholds and Critical Techni cal
Paraneters (CTPs)
Test Planning for Conmercial and Non-Devel opnental |tens
Use of Existing T&E Infrastructure
Envi ronnental Protection

Environnental , Safety and Occupati onal Heal th ( ESCH)

2 Responsi bilities for Environnental Conpliance During

Testing

.3 Safety Rel eases for Testing

Oper ational Test and Eval uation (OT&E) for
Non- Acqui si tion Prograns
Model i ng and Si nmul ati on (M&S)
I nteroperability Testing and Certification
1 Joint Interoperability Process and Support
1.1 Three Types of Joint Interoperability Test Command
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. 13.

(JITC) Certification Reports

I nformati on Assurance (1 A) and Information Systens
Security Certification and Accreditation
Anti - Tanper Verification and Validation Testing
Test and Eval uation Identification Nunber (TEIN)
Assi gnnent

1 Pre-requisite Docunentation

2 Program G oups
3 Consolidated Cryptol ogi c Prograns (CCP)
4 Inactive TEINs

TEMP Approva

1 TEMP Timng

2 TEMP Drafting/ Submtting

TEMP Distribution

TEMP Updat es

1 TEMP Revision

Adm ni strative Change to TEMP

1 Determnation on Adm nistrative Change to a TEWP
2 Procedure for an Adm nistrative Change to a TEMP

el opnental Test and Eval uati on (DT&E)
DT&E Dat a

| nformati on Assurance and Security Certification during
Devel opnental Test (DT)

Production Qualification Test and Eval uati on

DT&E Phases and Procedures

DT-A
DT- B/ DT- C ( TECHEVAL)
DT-D
DT&E Schedul es
Operator and Mai ntenance Trai ni ng
Live Fire Test and Eval uation (LFT&E)*
United States Marine Corps (USMC) Devel opnental Test and
Eval uati on
DT&E of Anphi bi ous Vehi cl es

7 Encl osure (1)
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5.6 Certification of Readiness for Operational Testing
5.6.1 DON Criteria for Certification

5.6.2 Navy Procedures for Certification

5.6.2.1 Certification for O Wthout T&E Exceptions
5.6.2.2 Certification for O Wth T&E Exceptions
5.6.3 Marine Corps Procedures for Certification
5.6.4 Navy T&E Exceptions

5.6.4.1 Waivers

5.6.4.2 Deferrals

5.6.4.2.1 \Wen Deferrals are Appropriate

5.6.4.2.2 Limtations to Test

5.6.4.2.3 Resolutions of COs

5.6.4.3 CNO (N091) Approval of a Deferral Request
5.6.5 Navy Waiver and Deferral Requests

5.6.6 Marine Corps Wiivers

5.7 Operational Test and Eval uation (OT&E)

| ndependent OT&E
1 Navy Start of OI&E
.7.1.2 Navy De-certification and Re-certification for OI&E
OT&E Pl ans
OT&E Phases and Procedures
1 Operational Assessnents (QAs)
2 OrI-A (EQAs)
3 Or-B (W)
3.1 DT Assist
4 OI-C (1 OT&E)/ (Navy OPEVAL)
5 Conbi ned DT/ OT
6 Followon Operational Test and Eval uati on ( FOT&E)
6.1 OI-D
6.2 OI-E
6.3 Verification of Corrected Deficiencies (VCD) for Navy
Pr ogr ans
.7 OT Resource Requirenents
1
1
2
3
4
5
6
7
8
9
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Or of Conputer Software
Baseline or Core Increment Testing
.1 Mssion Criticality/ Software Ri sk Based Operati onal
Testing
Revi sion or post Core Increnment Testing
Use of Non-Operational Facilities
Use of Mddeling, Sinulation, and Signal Stinulation in
Sof tware Testing
Use of Non-Operational Test Agency (OTA) Testers to
Conduct OT&E
Rol e of the Devel oping Activity (DA) and the OTA in
OT&E of Software
Desi gnati on of Software Testing and Software
Qualification Testing (SQr)
Sof tware QOperational Testing and Interoperability,
Security, or Information Assurance Certification
Changes to Software QOperational Requirenents
.9.1 Statenent of Functionality (SOF)
.10 System of Systens Testing
.11 Resolution of Disputes Involving Operational Testing
of Software
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5.7.3 OQperational Test (OTI) for Configuration Changes
5.7.4 OT for Information Assurance and System Security
Certification and Accreditation
Qui ck Reaction Assessnent (QRA)

o1
NN
o1

5.7.6 OT&E Information Promnul gation

5.7.6.1 NMNDA Briefing

5.7.6.2 OrI Data Rel ease

5.7.7 Use of Contractors in Support of OT&E

5.7.8 Visitors

5.7.9 Special T&E Consi derations

5.7.9.1 T&E of Modifications

5.7.9.2 T&E of Non-Devel opnental Itens/Commercial Of-The-Shelf
( NDI / COTS)

5.7.9.3 Extension of Application

5.8 Annual Ofice of the Secretary of Defense (0OSD) T&E Oversi ght

Li st

5.9 Live Fire Test and Eval uation (LFT&E)

5.9.1 LFT&E of Ships

5.10 Foreign Conparative Testing (FCT)

5.10.1 Programs Defined by Statute

5.10.2 Navy Managenent of Conparative Testing

5.10.3 Devel oping Activity_(DA) Conparative Testing
Responsibilities

5.11 Test and Eval uati on Reporting

DoD Conponent (DON) Reporting of Test Results

5 1
5.11.1.1 DT&E Reports
5.11.1.2 Navy OT&E Reports
5.11.1.2.1 Anomaly Reports
5.11.1.2.2 Deficiency Reports
5.11.1.3 Marine Corps Operational Test Reports (TRs)
5.11.1.4 OT&E Reporting Agai nst the Threat of Record
5.11.2 LFT&E Report for Full-Rate Production Decision Review
(FRP DR)
5.11.2.1 LFT&E Wi vers
5.11.3 Beyond-Low Rate Initial Production Report
5.11.4 Director, QOperational Test and Eval uation (DOT&E) Annual
Report
5.11.5 Foreign Conparative Test Notification and Report to
Congr ess
5.11.6 Electronic Warfare (EW T&E Report
Annex 5-A Index of TES/ TEMP Signature Page Formats
Annex 5-B Fl eet RDT&E Support Request
Annex 5-C Test and Evaluation Identification Nunber Request
For mat
Annex 5-D Notional Schedul e of Test Phases in the Acquisition
Model
Annex 5-E Navy Certification of Readiness for O Message Content
Annex 5-F Elenents of R sk Assessment for Software |Intensive
System | ncrenent s
Annex 5-G Determning Appropriate OT&E for Software |ntensive
System | ncrenent s
Annex 5-H Software |Intensive System Responsibilities for and

Schedul e of OT&E Acti ons
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Chapter 6 Resource Estimation

6.1 Resource Estinates

6.1.1 Life-Cycle Cost Estimates

6.1.2 Cost Analysis Requirenents Description (CARD)

6.1.3 Manpower Estinmates

6.1.3.1 Manpower Considerations

6.2 Affordability

6.3 Contract Managenent Reports

6.3.1 Contractor Cost Data Reporting (CCDR) for Hardware and
Software -— (DI D DI - FNCL- 81565B/ 81566B/ 81567B) and
Sof tware Resources Data Report (SRDR) — (DI D DI - MGMI-
81739/ 81740)

6.3.2 Contract Performance Report (CPR) -- (DID D -M3VI-81466A)

6.3.3 Integrated Master Schedule (IM5S) -- (DI D DI-MaMr-81650)

6.3.4 Contract Funds Status Report (CFSR) -— (DI D D - MaGVIT- 81468)

6.4 Analysis of Alternatives (AoA

6.4.1 Weapon System AoOA

6.4.2 | T AoA

6.5 Cost as an |Independent Variable (CAIV)

6.5.1 Cost/ Schedul e/ Performance Tradeoffs

Annex 6-A Wapon Systemand I T System Prograns Anal ysis of

Al ternatives Devel opnent Procedures

Chapter 7 Systens Engi neering and Human Systens |ntegration
7.1 Systens Engineering

7.1.1 Manufacturing and Production
7.1.1.1 Test, Measurenent, and Di agnostic System Support
7.1.1.1.1 Measurenent Traceability and Conpatibility
7.1.1.1.2 Measurenent Technol ogy
7.1.2 Quality
7.1.2.1 Past Performance
7.1.2.2 Deficiency Reporting
7.1.3 Acquisition Logistics and Sustai nment
7.1.3.1 Life Cycle Logistics (LCL)
7.1.3.2 Total Life Cycle Systens Managenent (TLCSM
7.1.3.3 Program Manager’s LCL Responsibility
7.1.3.4 \Warfighter Supportability-Rel ated Performance
7.1.3.5 Supportability
7.1.3.6 Supportability Anal yses
7.1.3.7 Support Concepts
7.1.3.8 Support Data
7.1.3.8.1 Sources for Support Related Data
7.1.3.9 Support Resources
7.1.4 Open Architecture
7.1.5 Reliability, Availability, and Miintainability (RAM
7.1.6 Interoperability and Integration
7.1.6.1 |IT Design Considerations
7.1.6.2 DoD Architecture Franework/

Def ense | nformati on Technol ogy

St andards Regi stry (Dl SR)
7.1.6.2.1 Transformational Comrunications Architecture (TCA)
7.1.6.2.2 Joint Tactical Radio System (JTRS) Software Conpli ant

Architecture (SCA)

7.1.6.2.3 Teleports
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7.1.6.2.4 Joint Battle Managenent Command and Control (JMBC2)
7.1.6.3 FORCEnet Integrated Architecture
7.1.6.3.1 Systemof Systens (SoS) or Fam |y of Systens (FoS)
Integration and Interoperability Validation
7.1.6.3.2 FORCEnet Integrated Managenent Pl an
7.1.6.3.3 FORCEnet Efficiency and Effectiveness
7.1.6.3.4 Roles and Responsibilities for FORCEnet
| mpl enmentation Wthin the Acquisition Community
7.1.6.4 Interoperability and Integration Support
7.1.7 Survivability
7.1.8 Shipboard Systens Integration
7.1.9 Performance Specifications
7.1.9.1 System Performance for SoS and FoS Prograns
7.1.9.2 Standardi zation and Conmonal ity
7.1.10 Precise Tine and Tine Interval (PTTlI) Support
7.1.11 Ceospatial Information and Services (G &S)
7.1.12 Natural Environnmental Support
7.1.13 Electromagnetic Environnental Effects (E3) and Spectrum
Supportability
7.1.14 Integrated Product and Process Devel opnment (1 PPD)
7.1.14.1 Integrated Product Teans (IPTs) and | PPD
7.1.14.2 Integrated Technical Information Database
7.1.15 Modeling and Sinmulation (M&S)
7.1.16 Software Managenent
7.1.17 Comrercial -Of-The-Shelf (COTS) Considerations
7.1.18 Metric System
7.1.19 Value Engineering (VE)
7.1.20 Accessibility Requirenents
7.1.21 CGovernnent-Ilndustry Data Exchange Program (G DEP)
7.2 Human Systens Integration (HSI)

\‘
N
=

HSI in Acquisition

7.2.2 Manpower, Personnel, and Training (M)

7.2.2.1 WNManpower and Personnel

7.2.2.2 Training

7.2.3 Human Factors Engi neering (HFE)

7.2.4 Personnel Survivability

7.2.5 Habitability

7.3 Environnmental, Safety, and Occupational Health (ESOH)

7.3.1 ESOH Conpliance

7.3.2 National Environnmental Policy Act (NEPA) and Executive
O der (EOQ 12114 Environnental Effects Abroad

7.3.3 Safety and Health

7.3.4 Hazardous Materials Managenent

7.3.5 Pollution Prevention

7.3.6 Explosives Safety

7.3.7 Aviation Critical Safety Itenms (CSlSs)

7.3.8 Corrosion Prevention and Control

Annex 7-A Systens Engi neering Plan (SEP) Signature Pages

Chapter 8 Acquisition of Services

8.1 Introduction

8.2 Applicability

8.3 Definitions

8.4 Responsibilities
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8.5 Review and Approval Threshol ds

8.6 Review Procedures

8.7 CQutcones

8.8 Metrics

8.9 Data Collection

8.10 Execution Reviews

8.11 Decision Authority Acquisition Managenent Responsibilities
Chapter 9 Program Managenent

9.1 Assignnment of Program Executive O ficer Responsibilities
9.2 International Cooperative Program Managenent

9.3 Joint Program Managenent

Chapt er 10 SECNAVI NST, OPNAVI NST, and Mari ne Corps Orders
Cancel | ati ons

Cancel | ati ons i n SECNAVI NST 5000. 2C retai ned for historical
pur poses.

T

Chapter 11 d ossary
Chapter 12 List of Acronymns

12 Encl osure (1)



SECNAVY M 5000. 2
Decenmber 22, 2008

Chapter 2
Capabilities Devel opnent and Acqui sition Managenent Processes

(a) SECNAVI NST 5000. 2D

(b) Chairman of the Joint Chiefs of Staff
| nstruction (CJCSI) 3170.01F, Joint Capabilities
| nt egration and Devel opnent System of 1 NMay 07

(c) Chairman of the Joint Chiefs of Staff
| nstruction 6212.01D, Interoperability and
Supportability of Information Technol ogy and
National Security Systens, of 8 NMar 06

(d) Marine Corps Order (MCO) 3900.15B, Marine Corps
Expedi tionary Force Deploynent System of 10 Mar
08

(e) Chairman of the Joint Chiefs of Staff Mnual
(CIJCSM 3170.01C, Qperation of the Joint
Capabilities Integration and Devel opnent System
of 1 May 07

(f) SECNAVI NST 3501. 1A

(g) DOD Instruction 5000.02, Operation of the
Def ense Acquisition System of 8 Dec 08

Ref er ences:

2.1 Capabilities Devel opnent Process

[fm SNI 5000.2D, 2.1: The Departnent of the Navy (DON)
uses a capabilities-based approach to define, devel op, and
del i ver technol ogically sound, sustainable, and affordable
mlitary capabilities. This approach is inplenmented via the
Naval Capabilities Devel opnent Process (NCDP), the Expeditionary
Force Devel opnent System (EFDS), and the Joint Capabilities
I ntegration and Devel opment System (JCIDS) to inprove existing
and devel op new warfighting capabilities. Coordination anong
Depart ment of Defense (DoD) Conponents is an essential elenent of
t hese processes. Joint concepts and integrated architectures are
used to identify and prioritize capabilities gaps and integrated
Doctrine, Organization, Training, Mteriel, Leadership and
education, Personnel, and Facilities (DOTM.PF) sol utions.]

Ref erence (a), paragraph 2.1, and ot her applicable references
outline the major roles and responsibilities and provide specific
processes for DON capabilities devel opnent.

For all DON capabilities identified for devel opnent, the
requi site JCIDS analysis required by reference (b) nust be
conpl eted. A key component of this analysis should be the use of
Joint Operating Concepts, Joint Functional Concepts, and
Integrated Architectures to define capability gaps, capability
need, and approaches to provide the capability. Reference (c)
provi des gui dance on interoperability and supportability of
I nformati on Technol ogy (I T) and National Security Systens (NSS)
and establishnment of the Net-Ready (NR) Key Performance Paraneter
(KPP) .

Encl osure (2)
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The dynamic nature of the Capabilities Devel opnent Process
demands conti nuous conmmuni cation between all participants.
Changes in Capabilities Devel opnent and Acqui sition Managenent
Processes may potentially inpact programcost, schedule, and
performance. The tinely assessnent of any change, coupled with
an appropriate acquisition strategy adjustnment, may be vital to
t he preservation of an acquisition tineline.

2.1.1 DON Principal Capabilities Points of Contact

2.1.1.1 Chief of Naval Operations (CNO / Commndant of the
Marine Corps (CMC) Responsibilities

2.1.1.2 Navy Program and Resource Sponsor Responsibilities

2.1.1.3 Deputy CNO (Integration of Capabilities and
Resources) (CNO (NB)) Responsibilities

2.1.1. 4 Deputy CNO (Conmuni cati ons Networks) (CNO (N6))
Responsi bilities

2.1.2 DON Capabilities Devel opnent and Processi nhg Procedures

2.1.2.1 Naval Capabilities Devel opnent Process

For Navy Capabilities, use the NCDP, identify progranmm ng
for operational capabilities and fornulate an Integrated
Capabilities Plan (I1CP). Use the ICP to devel op a subsequent
Sponsor Program Proposal (SPP) detailing systens required to
deliver the warfighting capabilities identified in the |ICP

2.1.2.2 Marine Corps Capabilities Devel opnent Process for
Prograns with Navy Fiscal Sponsorship

For Marine Corps capabilities, use the EFDS process
outlined in reference (d) to fornul ate an Expeditionary Maneuver
Warfare Capability List (ECL). The ECL provides the basis to
devel op Marine Corps canpai gn and i nplenentation plans that are
assessed and anal yzed through the DOTMLPF process to identify
systens required to deliver the warfighting capabilities to neet
m ssi on needs.

2.1.2.3 Wapon and Informati on Technol ogy Systens
Capabilities Devel opnent and Processi ng Procedures

Ski |l | s-based human performance requirenents should be
identified, developed in conpliance with the Sharabl e Content
bj ect Reference Mbdel (SCORM, and grouped to formthe basis for
capability based and conpetency driven structured | earning
nmet hodol ogi es necessary to i nprove human performance.
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2.1.2.3.1 Initial Capabilities Docunents (I CDs)

Navy | CDs generated outside of OPNAV will be submtted to
CNO (N810) for Navy staffing.

Once the program sponsor accepts sponsorship of the |CD,
it will be processed per OPNAV procedures sunmarized in paragraph
2.1.2.3.3 and subsequent paragraphs and reference (e).

2.1.2.3.2 Capability Devel opnent/ Producti on Docunents
((CDD/ CPDs)

A CDD captures the proposed program i nformati on necessary
to devel op an affordable increnent of capability that is useful,
supportabl e, and that can be effectively devel oped, produced or
acqui red, deployed and sustained. The CDD is the sponsor’s
primary nmeans of defining authoritative, nmeasurable and testable
capabilities needed by the warfighters to support the System
Devel opnent and Denonstrati on phase of an acquisition program
By referencing the originating |ICD and ot her overarchi ng DOTM.PF
changes necessary to neld the Fam |y of Systens (FoS) and System
of Systens (SoS) into an effective capability, the CDD outlines
the overall strategy to develop the full or conplete capability.
A CDD nust be validated and approved before each M| estone B
deci si on.

An Analysis of Alternatives (AoA) nornally |eads the
devel opnment of the CDD. The AoA and CDD may be devel oped and
updated in parallel. However, since the final CDD should be
consistent with the AoA, the AoA results should be avail able for
inclusion in the CDD to allow for CDD i ndependent validation
efforts. Thus, the m ninmum accept abl e operati onal requirenents
(i.e., thresholds) and objectives in the CDD will be consistent
with the AoA results for programinitiation. |f an AoA has not
been conducted, an explanation and an el ectronic copy of whatever
alternative anal ysis has been perforned (or planned) will be made
avai | abl e.

The CPD captures the production attributes and quantities
specific to a single increment of an acquisition program and is
i ssued when the projected capabilities of that increnent have
been identified during the System Devel opnent and Denonstration
phase with sufficient accuracy to begin production. A CPD nust
be val i dated and approved before each M| estone C deci sion.

Ref erences (b) and (e) provide the guidance for DON
devel opnment of the CDD/CPD. Program sponsors will consider timne-
phased requirenents in the devel opnment of CDDs in order to reduce
cycle time for technology insertion, acquisition, deploynent, and
noder ni zati on of weapon systens and information technol ogy
systens. References (b) and (e) al so provide guidance for Marine
Cor ps program CDD/ CPD devel opnent .
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2.1.2.3.3 |1 CD CDD/ CPD For nul ati on

The program sponsors will acconplish the following in the
preparation of DON capability docunents:

1. Admnister/track processing of initial capabilities
proposal s.

2. For 1CD devel opnment, determine if any non-materi el
alternatives exist.

3. For CDD/ CPD devel opnent, verify that the exit criteria
for the approaching nml| estone decision have been net.

4. Prepare draft |CDs/CDDs/ CPDs per reference (e),
encl osures E/F/ G respectively, Appendix A (content/format).
Marine Corps progranms will be forwarded by the Comrandi ng
General, Marine Corps Conbat Devel opnent Command (CG MCCDC) .

6. Coordinate with the Program Executive Oficer
(PEO)/ Systens Command ( SYSCOM) Conmmander/ Direct Reporting Program
Manager (DRPM/Program Manager (PM or the cognizant Deputy
Assi stant Secretary of the Navy (Research, Devel opnent and
Acqui sition) (DASN(RD&A)) to verify the potential acquisition
cat egory (ACAT).

7. Coordinate with CNO (N810) before staffing to ensure
appropri ate OPNAV revi ew endorsenent boards are identified (see
Annex 2-A for Navy Requirenent/Capability Docunments Fl ow and
Annex 2-B for Initial Capabilities/Capability
Devel opnent / Producti on Docunent Signature Page). Ensure that the
docunent conplies with requirenment for devel opnent/production and
content (see reference (e) and Annexes 2-C and 2-D)

8. For Capability Docunents (CDDs/CPDs), ensure that
performance paraneters satisfy the m ssion need and KPPs and Key
System Attributes (KSAs) are clearly identified so they nmay be
extracted and included in the Acquisition Program Baseline (APB).

2.1.2.3.4 Navy Capabilities Docunent Fl ow Process

The goal of the JCI DS docunent flow process is to
facilitate efficient routing of capabilities docunments while
providing a high quality set of requirenents. The OPNAV Staff
has reviewed the joint and Navy capabilities docunents routing
process to nmake i nprovenents for better support and nore tinely
val i dation and approval of these docunents.

Ref erence (b) establishes the JCIDS process and identifies
docunent staffing guidelines. Reference (a) delineates the JCIDS
docunent validation and approval process within the Navy. Per
reference (a), Navy capability docunents are required to be
val i dat ed and approved by CNO and the Joint Requirenents
Oversi ght Council (JROC) for ACAT level 1/1A prograns, VCNO for
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ACAT Il through IV JROC Interest prograns, and by CNO (N8) for
ACAT |l evel 1l and bel ow prograns that are not JROC I nterest.

2.1.2.3.4.1 Roles and Responsibilities

1. Resource Sponsor

Upon recei pt, the resource sponsor’s action officer (AO
wi |l expeditiously route the capabilities docunent package
t hrough the sponsor’s organi zation for signature, wth tinely
updates on its status to the designated CNO (N810)
representative.

2.  CNO (N810)

The designated CNO (N810) representative wll staff al
capabi lity docunents through the Navy and Joi nt organi zations for
review, and assist in coordinating Navy reviews (Naval
Capabilities Board (NCB) and Resources and Requirenents Revi ew
Board (R3B)), and Joint Staff reviews (Functional Capabilities
Boards (FCBs), Joint Capabilities Boards (JCBs), and JROCs) as
required. CNO (N810) w Il also staff Navy capabilities docunents
t hrough the appropriate organizations for signature. Performance
metrics will be maintained to track routing of all Navy JCI DS
docunents and to conpare progress with JCI DS docunent
staffing/routing guidelines.

3. CNO (N8)

Usi ng the R3B/ NCB, validates Navy JCI DS docunents.
Reconmends approval for docunment entry into joint staffing to the
VCNQ' CNO and endorses the docunment for final VCNO CNO approval
after joint conment resolution.

2.1.2.3.4.2 Joint Capabilities Inteqgration and
Devel opnent System (JCI DS) Docunent Routi ng and Revi ew Process

The staffing, signature, and final review process for Navy
requi renents/capabilities docunents is shown in Annex 2-A.

1. Process for Navy Review

a. Program sponsor will:

(1) Submt Navy capabilities docunents to CNO
(N810) for distribution to the appropriate CNO staff codes for
review. CNO (N810) distribution will include Commander, Fl eet
Forces Command (CFFC) for Fleet review

(2) OPNAV sponsor wll forward a copy of the draft
capabilities docunents to ASN(RD&A), ASN(RD&A) Chief Systens
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Engi neer (CHSENG, DASN(RD&A) (I nternational Prograns)(IP), and
cogni zant DASN( RD&A) and PEQ SYSCOM DRPM for i nfornmation.

(3) The notional tineframe for Navy reviewis 21-
cal endar days. The review period is followed by a 15-cal endar
day sponsor conment adjudication peri od.

(4) Communication with CNO (N810) early and
frequently during the staffing process is key to successful and
tinmely staffing of these capabilities docunents. Notionally, the
staffing, signature, and review process takes about 6 nonths for
JROC I nterest docunents. CNO (N810) will:

(a) Conduct an initial review of capabilities
docunent s.

(b) Enter draft capabilities docunents into
t he Navy capabilities docunment tracking database.

(c) Receive coments fromthe Navy Staff and
CFFC and provide these coments to the sponsor.

b. Naval Capabilities Board (NCB)/ Resources and
Requi renents Revi ew Board (R3B)

(1) The NCB/R3B will review and validate all Navy
JCI DS docunents. Prior to this review, the FORCEnet requirenents
nmust be certified by CNO ( N6F).

(2) Signature by CNO (N8) will suffice for all 3-
star endorsenments of Navy JCI DS docunents.

2. Process for Joint Review

a. CONO (N810) will:

(1) Verify final docunent conpliance and that al
endor senments ( FORCEnet/ NCB/ R3B) are received.

(2) Forward JCI DS docunents to the Joint Staff J-8
for review and recei pt of Joint certifications, as required. Per
JROCM 100- 05, a single-phase review will suffice unless the J-8
requi res a second phase, Flag level staffing and review.

Ref erence (b) covers the JCI DS Joint staffing process, which
enconpasses a 21-day revi ew and 30-day sponsor resolution period
(may be extended to 45 days by the | ead FCB).

3. Final Navy Approva

a. After sponsor resolution of comments, the docunent
will be reviewed by the NCB/ R3B, as necessary, to review any
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changes that m ght change Navy equities in the docunent or is
contrary to Navy | eadership direction/decisions regarding that
docunent .

b. CNO (N8) endorses applicable Marine Corps program
| COY CDD/ CPDs (Assi stant Commandant of the Marine Corps (ACM)
approves). At the R3B Executive Secretary’'s discretion, the
docunent may bypass the R3B and go straight to CNO (N3) for
endorsement. CNO (N810) will forward endorsed | CDO/ CDD) CPD to CMC
(Deputy Commandant of the Marine Corps (Conbat Devel opnent and
Integration (DC,CD& ))) for ACMC review and approval for
appl i cabl e Marine Corps prograns.

c. The NCB/R3B validates all Navy non-JROC I nterest
capabilities docunents, and endorses JROC Interest capabilities
docunents. JROC Interest docunents are forwarded to CFFC, Vice
Chi ef of Naval Operations (VCNO and CNO for 4-star approval.

4. Joint Staff Validation Approval

At the conclusion of the Navy conment resolution period,
CNO (N810) will post the docunent in the J-8 Know edge
Managenent / Deci sion System (KM DS) as an FCB draft. Navy 4-star
signatures are required prior to JCB and JROC revi ew and approval
(ACAT | through IV JROC Interest docunents only). Reference (b)
and JROCM 100-05 apply for Joint Staffing of JCI DS docunents.

5. JRCC I nterest Endorsenent

a. NCB/R3B will:

(1) Review and endorse | CD/ CDD/ CPD (Navy and
appl i cabl e Mari ne Corps prograns).

(2) Forward 1 CD/CDD/ CPD to VCNO for review.
b. VCNO will:

(1) Review, validate, and endorse Navy ACAT II
through IV JROC Interest 1CD/CDD)CPDs. VCNO will review
appl i cabl e Marine Corps prograns.

(2) Forward ACAT | JROC Interest |1CD/CDD/CPDs to
CNO for review, Navy validation and approval .

(3) Review and comment as needed on proposed JROC
briefing (Navy prograns only).

c. CNOwIll review validate, and endorse ACAT I/IA

| COY CDDY CPDs for Navy prior to the JCB. CNOw Il review
applicable Marine Corps prograns prior to the JRCC.
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6. JROC Validation and Approval of ACAT I/l A and JRCC
| nt erest Prograns

a. OCNO (N810) will:
(1) For Navy prograns, coordinate with program
sponsor to provide JROC briefings (FCB, JCB, and JROC) follow ng

t he Navy process and nonitor progress of JROC Interest
| COY CDD/ CPD val i dati on and approval .

(2) For applicable Marine Corps prograns, forward
N8 endorsenment to CMC (DC, CD& ), as applicable.

7. lssuance
a. CNO (N810) will:
(1) Serialize ICD COD CPD (M - [ Sponsor N-code] -
CY) and post the docunment to the J-8 Know edge
Managenent / Deci si on System (KM DS).

(2) Retain the docunment for configuration
managenent / ar chi ve pur poses.

b. The program sponsor wl|:
(1) Forward the | CD/ CDD/ CPD t o ASN(RD&A) for
potential ACAT I/1A or potential ACAT Il designation, or
PEQ' SYSCOM DRPM for potential ACAT Il or IV designation, and
initial mlestone scheduling.
c. ASN(RD&A) will:
(1) Forward potential ACAT I/IAICDs to
USD( AT&L) / ASD(NI ') for designation and initial m|lestone
schedul i ng.

(2) Forward the approved CDD/CPD to the M I estone
Deci sion Authority (MDA) and PM

d MAwII:
(1) Schedule a mlestone neeting.

2.1.2.3.5 Navy Capabilities Docunent Change Process

Over tinme changes to capabilities docunents nmay be
requi red. Reasons for docunent changes may range fromrevised
KPP criteria to small adm nistrative changes. The previous
capabilities docunment routing systemdid not contain a change
process. Therefore, all changes to capabilities docunents were
subject to a full review by all organizations that participated
in the initial docunent review This policy has led to a
reactive practice whereby docunents are not updated until new or
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revised requirenents are issued that nandate i mediate or tinely
updating of capabilities docunents. The result of this practice
has been capability docunments that do not reflect all of the
current requirenents and difficulty in keeping docunents current
for m nor requirenent changes, w thout an extensive review.

Real i zing that some capabilities docunment changes may be
| ess critical than others, the change process is based on the
type of change and the category of the docunent and has different
docunent staffing and approval requirenents. The staffing and
approval levels of capabilities docunent changes nmay differ based
on the joint potential designator (JPD) of the capabilities
docunent. (See reference (b) for description of JPDs). The
docunent change criteria include three categories as foll ows.

2.1.2.3.5.1 Changes to Key Performnce Paraneter
( KPP) Requi renents

KPP changes may result from (1) schedul e changes to
delivering the capability, (2) requirenents changes as a program
mat ures, (3) de-scoping of requirenents, and (4) CDD CPD
Operational Requirenments Docunent (ORD) clarifications.

1. For capabilities docunents with a JPD of "JROC
I nterest,"” changes nust be staffed through all Navy and ot her
service codes. Approval authority for these changes is the JRCC

2. For capabilities docunents with a JPD of "Joint
I ntegration,” changes nust be staffed through all Navy and ot her
service codes. Approval authority for these changes is CNO
(N8)/ VCNO dependi ng on the change and ACAT | evel .

3. For capabilities docunents with a JPD of "Joint
| nformati on" changes nust be staffed through all Navy codes.
Approval authority for these changes is CNO (N8).

4. For capabilities documents with a JPD of "Independent”
changes nust be staffed through all Navy codes. Approval
authority for these changes is CNO (N3).

2.1.2.3.5.2 Changes to Key System Attri butes

KSAs

2.1.2.3.5.3 Changes to Non-Key Performance
Par aneters (Non- KPPs) or Non-Key System Attri butes (Non- KSAs)

Non- KPP/ KSA changes may result fromthe sane four causes
for KPP changes: (1) schedul e changes to delivering the
capability, (2) requirenents changes as the program matures, (3)
de-scoping of requirenents, and (4) CDD/ CPD/ ORD cl arifications.
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1. For capabilities docunents with a JPD of "JROC
I nterest,"” changes nust be staffed through all Navy codes.
Approval authority for these changes is the VCNO

2. For capabilities docunents with a JPD of "Joint
I ntegration,” changes nmust be staffed through all Navy codes.
Approval authority for these changes is CNO (N8).

3. For capabilities docunents with a JPD of "Joint
I nformation,” changes nmust be staffed through all Navy codes.
Approval authority for these changes is CNO (N8).

4. For capabilities docunments with a JPD of
"I ndependent,"” changes nust be staffed through all Navy codes.
Approval authority for these changes is CNO (N8).

2.1.2.3.5.4 Adm ni strative Changes

Adm ni strative changes may only result from CDD/ CPD/ ORD
clarifications. Approval authority for these changes is CNO
(N81D) .

2.1.2.3.5.5 Staffing and Approval Matrix for
Changes to Capability Docunents

Tabl e E2T1 matri x bel ow provides an illustration of
staffing and approval requirenments for changes to capabilities
docunents.
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Table E2T1 Staffing and Approval of Changes to Capabilities Documents

Joint Potential

Designator Change Type Staffing Approval
JROC Interest
KPP Schedule Change for Delivering Capability Navy Staffing JROC
Requirements Change as Program Matures (including
Descoping Requirement NCB/R3B), Joint
CDD/CPD/ORD Clarification Staffing
Non-KPP Rgmts | Schedule Change for Delivering Capability Navy Staffing, VCNO/CNO
(to include KSA | Requirements Change as Program Matures NCB/R3B
changes) Descoping Requirement
CDD/CPD/ORD Clarification
Admin Administrative change only N810 N81D
Joint Integration
KPP Schedule Change for Delivering Capability Navy Staffing N8
Requirements Change as Program Matures (including
Descoping Requirement NCB/R3B), Joint
CDD/CPD/ORD Clarification Staffing
Non-KPP Rgmts | Schedule Change for Delivering Capability Navy Staffing, N8
(including KSA | Requirements Change as Program Matures NCB/R3B
changes) Descoping Requirement
CDD/CPD/ORD Clarification
Admin Administrative change only N810 N81D
Joint Information and Independent
KPP Schedule Change for Delivering Capability Navy Staffing, N8
Requirements Change as Program Matures NCB/R3B
Descoping Requirement
CDD/CPD/ORD Clarification
Non-KPP Rgmts | Schedule Change for Delivering Capability Navy Staffing, N8
(including KSA | Requirements Change as Program Matures NCB/R3B
changes) Descoping Requirement
CDD/CPD/ORD Clarification
Admin Administrative change only N810 N81D
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2.1.2.4 Fl eet NMbderni zati on Program

Submi tters of Ship M ntenance (SH PVMAIN) Ship Change
Docunents (SCDs) should use the operational requirenents/
capabilities |l anguage from JC DS docunents. Submitters of a SCD
for ship nodernization should coordinate with Program Managers
(PMs) to ensure that the cost data reported in the Cost Benefit
Anal ysis (CBA) formof the SCD originates fromthe program s
i ndependent cost analysis. The CBA data should be consistently
reflected in the associ ated APB.

2.1.2.5 FORCEnet

FORCEnet capabilities are described by the FORCEnet
Functional Concept of 7 Feb 05. The Navy FORCEnet
Requi renent s/ Capabilities and Conpliance (FRCC) Flag Board and
Mari ne Corps Command, Control, Conmunications, Conputers, and
Intelligence (C41) Integration Board provide guidance for IT
systens, including NSS, FORCEnet requirenments and capabilities
conpliance with the current FORCEnet Consolidated Conpliance
Checkl i st (FCCC).

Compl i ance of individual IT systens, including NSS, with
joint interoperability guidance is critical for DON
transformation to a Net-Centric Operations and Warfare (NCOWN
environment; this is a primary focus of FORCEnet. The FCCC
i ncl udes FORCEnet capabilities/requirenents system technical,
and policy criteria. The FCCCis a distillation of relevant DoD
and DON joint, net-centric guidance, including enterprise-w de
FORCEnet integrated architectures and standards. An exanple of
the FCCC is available in this guidebook, enclosure (2), Annex 2-
E, at the DON Research, Devel opnent and Acquisition website. The
FCCC i s updated and mai ntai ned using the CNO FRCC process that is
integrated with the NCDP and JCI DS processes. The FRCC process
is described, and the FCCC is available, in CNO (N6/N7) FRCC
nmenor andum of 27 May 05.

CNO program and resource sponsors are responsi ble for
identifying and defining FORCEnet requirenments/capabilities in
the current FCCC, and for ensuring FORCEnet conpliance via
synthesis of FCCC requirenments/capabilities criteria into Navy
JCI DS capabilities docunents during devel opnent and revi ew of
t hese docunents, and into progranm ng deci sions made during the
NCDP

The d obal Information Gid Mssion Area Initial
Capabilities Docunent (3G MA ICD), an elenent of the FCCC in
Annex 2-E, provides direction for all DoD and Intelligence
Communi ty Conponents in devel oping CDDs and CPDs. Appendi x F of
the GG MA ICDis a checklist for progran resource sponsors to
use in conpleting a capability requirenents crosswal k to ensure
conpliance with the GG MA ICD. For new I T systens, including
NSS, and for upgrading legacy IT systens, including NSS, the G
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MA | CD al so provides guidance for future FORCEnet |IT systens,
ncludi ng NSS, investnents to ensure interoperability.

The Conmander, Naval Network Warfare Command ( NETWARCOV)
and the CG MCCDC in support of their respective Navy and Marine
Cor ps program and resource sponsors are devel oping enterprise-
wi de FORCEnet integrated architecture operational views (OVs)
during the devel opnent of IT, including NSS, JCIDS capabilities
docunments. NETWARCOM supports program and resource Sponsors
during the NCDP process using the FORCEnet Enterprise Team (FET).

Space and Naval Warfare Systens Comrand ( COVBPAWARSYSCOM
(FORCEnet Chi ef Engineer (CHENG ) |eads the devel opnent of
enterprise-w de FORCEnet integrated architecture System Vi ews
(SVs) and Technical Views (TVs) for support of program and
resource sponsors’ preparation of IT, including NSS, JCI DS
capabilities docunents per reference (c). COVSPAWARSYSCOM
(FORCEnet CHENG) supports program and resource sponsors during
t he NCDP process and PMs during the acquisition process using the
FCCC criteria. Approved DON-wi de Enterprise FORCEnet integrated
architectures are available on the DOD Architecture Repository
System (DARS) website at https://darsl.arny. ml/.

2.1.2.5.1 FORCEnet Requirenent/ Capabilities and Conpli ance
Pr ocess

Figure 1 illustrates the FRCC process that updates and
validates the FCCC. The FRCC is conposed of the follow ng steps:

1. Collection of pertinent top-I|evel guidance.

2. Review of top-level guidance and proposed FCCC updates
and identification of issues by a CNO (N6F)-chaired FRCC Revi ew
Board consisting of senior/O 6 |evel representatives from OPNAV,
Naval NETWARCOM ASN(RD&A) CHSENG DON Cl O, COVSPAWARSYSCOM
(FORCEnet CHENG), and ot her organi zations invited by CNO ( N6F).
A senior representative fromthe Marine Corps wll also
participate as a liaison to the FRCC Revi ew Board to ensure
al i gnment of FORCEnet policy and inplenentation across both
Ser vi ces.

3. Resolution of FCCC issues by a FRCC Fl ag Revi ew Board,
chaired by CNO (N6F) and consisting of Flag/SES-|evel FORCEnet
st akehol ders as invited by CNO ( N6F).

4. Approval of FRCC Fl ag Board recommended updates to the
FCCC by CNO (N6) (FORCEnet sponsor). An exanple of the FCCC is
provided in Annex 2-E. An FCCC, as well as the supporting FRCC
policy and all FCCC reference docunents, is available in CNO
(N6/ N7) FRCC nenorandum of 27 May 05.
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FORCEnNnet Requirements/Capabilities
and Compliance (FRCC) Process

»Approve/
Validate
»Promulgate

»Consolidate »Decide

»Review »Submit

»Deconflict

»Recommend
»Top-Level Concepts & . .
Capabilities » Dynamic, agile, end-to-end process across
>Policy OPNAV, Fleet, and Acquisition Community

»Architectures/Standards « Formal, disciplined process which provides

oversight and configuration control

»Implement

Figure 1 (see acronyns in Enclosure (12))

FORCEnet Requi renents/ Capabilities and Conpliance Process
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FORCEnet Compliance Support
to NCDP Analysis

FORCEnet Compliance FORCEnNet

Compliance
Process Implementation Baseline/ Assessment

(Concepts, Capabilities, Policy, : H
Architectures, and Standards) Requirements/  Tool Suite (FIBL / FITS) Process

(Programs, Systems and Initiatives)

Federal/DoD/Joint Guidance

DoN Guidance
[ FORCEnet RCCRB

[ FORCEnet RCCFB

[ OPNAV N6 Approval

FIBL w/Authoritative Databases

Information Collection

>Consolidate Q. 2% Analysis/M&S
»>Review / Deconflict 613‘/);9.9/0 | . X
>Decide/Validate Q, ..{9 »>Collect Information
>Recommend Updated of@'.” Q >Analyze
FORCEnet Consolidated SR >Forward Findings
Compliance Checklist ‘9(//.

>Approve & Direct (R

Naval Capabilities
Development Process
(NCDP) Analysis
(Funding Recommendations)

. .. AT Sea Trial/Enterprise/Warrior
Resourcing Decisions Capability Campaign Analysis

CEB=>CNO/SECNAV=>0SD Balance MCP Rollup
[ Modeling and Simulation
CNA/Other Studies
[ Validated Warfighter Rgmts
»Trade offs:
»Cost
»War Fighting
Effectiveness
»Joint Interoperability/GIG

Supporting Transformation, Joint Interoperability, and Cost Efficiencies

Figure 2 (see acronyns in Enclosure (12))

FORCEnet Conpli ance Support to Naval Capabilities Devel opment
Process (NCDP) Anal ysis

2.1.2.5.2 Support to Naval Capabilities Devel opnent

Pr ocess

1. The NCDP was devel oped to transform a threat-based,
platformcentric requirenments process into a capabilities-based
assessment neasured against "what it takes to wn." The NCDP
uses FORCEnet capabilities to assess program necessity,
requi renents, gaps, and overlaps, and provides a fiscal AoA for
achi evi ng FORCEnet capabilities utilizing nodeling and
simul ation, experinentation, science and technol ogy, warganes,

and | essons | earned. The NCDP addresses the naterial conponent
of FORCEnet capability.

2. The FRCC Process shown in figure 1 supports the NCDP
enhanci ng resource deci sions by adding information on joint
interoperability, G Gtransition, and other key elenents to the
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current tradeoff of warfighting capability and cost. This
support is described in figure 2 and as foll ows:

a. The FRCC process provides validated FORCEnet
conpliance criteria.

b. The COVSPAWARSYSCOM ( FORCEnet CHENG) - | ed FORCEnet
| npl enent ati on Basel i ne (FIBL)/FORCEnet | nplenentation Tool Suite
(FITS) process wll assess individual DON acquisition prograns
against FCCC criteria and assign themto categories based on
their conpliance. FIBL/FITS findings will also be used by
COVEPAVWARSYSCOM ( FORCEnet CHENG) in devel opnent of the SYSCOM
FORCEnet Assessnent input to NCDP

c. The results of the FIBL/FITS assessnment w ||
undergo operational review by the Fleet (NETWARCOM -chai red
FORCEnet Enterprise Team (FET). Recommendations fromthis review
will be provided to appropriate OPNAV program and resource
sponsors, identifying non-conpliant systens for potenti al
consolidation or termnation in the Integrated Sponsor’s Program
Pr oposal .

2.1.2.5.3 FORCEnet Consol i dated Compli ance Checkli st

[fm SNl 5000. 2D, 2.1.2.3 (ninth subparagraph): Program and
resource sponsors shall use the current FORCEnet Consol i dated
Compl i ance Checklist (FCCC) to determ ne the Net-Centric
Operations/Warfare (NCON and ot her applicable requirenents for
both tactical (warfighting) and non-tactical (business/support)
| T systens, including NSS. The FCCC shall be validated,
mai nt ai ned and updated by CNO (N6), and is available in the CNO
(N6/ N7) FRCC nmenorandum of 27 May 05. CNO (N6) shall assi st
program and resource sponsors by reviewing all Navy JCI DS
docunents against the current FCCC to ensure that applicable
FORCEnet / NCOW requi renents are being correctly and consistently
incorporated into these docunents. COVSBPAWARSYSCOM ( FORCEnet
CHENG) and NETWARCOM wi | | use the current FCCC to assess
i ndi vi dual progranms for FORCEnet/NCOW conpliance, and shall make
appropriate reports of these assessnents to CFFC, CNO (N6), and
ASN( RD&A) . COVBPAVWARSYSCOM ( FORCEnet CHENG) and NETWARCOM usi ng
the current FCCC, shall assist Program Managers in assessing and
achi evi ng FORCEnet/ NCOW conpl i ance in their progranms and shal
report results of these assessnents as necessary.] The FCCCis
organi zed in four sections: (1) FORCEnet Operational Criteria,
(2) FORCEnet System and Technical Criteria, (3) FORCEnet Policy
Criteria, and (4) Inplenmentation Planning.

1. FORCEnet QOperational Criteria.

a. FORCEnet Integrated Architecture. This sectionis
based on the FORCEnet Integrated Architecture QOperational Views
(Ovs). The FORCEnet Integrated Architecture is being aligned
with the @G Integrated Architecture and will provide products
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whi ch represent FORCEnet requirenents/capabilities to support
assessnent of capabilities through the NCDP

b. FORCEnet Capabilities List (FCL). Cosely related
to the FORCEnet Integrated Architecture is the FCL. The FCL will
map and tinme-phase FORCEnet capabilities to Joint capabilities,
attributes, and neasures in the Joint Functional Concepts (Net-
Centric, Command and Control, and Battl espace Awareness) and
Joint Capability Areas (JCAs), providing additional alignnment of
FORCEnet with Joint planning and JCI DS

2. FORCEnet System and Technical Criteria. The FORCEnet
Systeni Techni cal Section points to key joint, net-centric, and
A G techni cal guideposts and supporting inplenentation gui dance
and direction.

3. FORCEnet Policy Criteria. The FORCEnet Policy
Criteria provides a conpendi um of guidance in key FORCEnet policy
ar eas.

4. Inplenmentation Planning. This section reflects
FCCC/ FORCEnet i npl enmentation planning by CNO (N6) (FORCEnet
sponsor) and ASN( RD&A) .

2.1.2.5.4 FORCEnet Conpli ance Gover nance Process

FORCEnet conpliance is inplenmented via synthesis of
FORCEnet requirenents/capabilities into the JCI DS process during
devel opment and revi ew of JCI DS docunents, as shown in Annex 2-A,
and into the NCDP process, as shown in Figure 2. The FET process
will be used to enabl e FORCEnet conpliance in the Fleet and
Operational Community. Additionally, FORCEnet conpliance
enforcement should be inplenented in the Fleet Operational
Advi sory G oup (QAG process. FORCEnet conpliance should be
coordinated with the Sea Trial process.

2.1.2.5.5 Roles and Responsibilities

1. FORCEnet Enterprise Team (FET) is | ed by NETWARCOM
and consists of CNO (N6) (FORCEnet sponsor) and Acquisition
Community representatives. The FET will:

a. Performan operational review of the results of
the FIBL/FITS program assessnents by COVSPAWARSYSCOM ( FORCEnet
CHENG) .

b. Provide program assessnment reconmendations to
appropriate OPNAV program and resource sponsors, identifying non-
conpliant systens for potential consolidation or termnation in
the Integrated Sponsor’s Program Proposal

2. FORCEnet Requirenents/Capabilities and Conpliance
(FRCC) Review Board is chaired by CNO (N6F) and consi sts of
Senior/ O 6 | evel representatives of cogni zant OPNAV codes, DON
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Cl O, NETWARCOM ASN (RD&A) CHSENG, COVEPAWARSYSCOM ( FORCEnet
CHENG), and ot her organi zati ons deened appropriate by CNO ( N6F).
A senior representative fromthe Marine Corps will also
participate as a liaison to the FRCC Revi ew Board to ensure

al i gnment of FORCEnet policy and inplenentation across both
Services. The FRCC will:

a. Consolidate all Top-Level and DON applicabl e
gui dance, resolve any conflicting guidance, and devel op
recommended changes/updates to the FCCC, which will be forwarded
to the FRCC Fl ag Board for review

3. FRCC Flag Board is |l ed by CNO (N6F), and consists of
Fl ag/ SES | evel representatives of FORCEnet stakehol ders as
invited by CNO (N6F). The FRCC Flag Board will:

a. Review proposed updates to the FCCC and resol ve
any issues identified by the FRCC Revi ew Board.

b. Forward recomrendations to CNO (N6) (FORCEnet
sponsor) for approval

4. CNO (N6) (FORCEnet sponsor) will:

a. Make any necessary adjustnments to FRCC Fl ag Board
recommendat i ons and approve and promul gate an update of the FCCC.

b. Enforce FORCEnet conpliance.

5. NETWARCOM and MCCDC are the FORCEnet Operati onal
Agents. Responsibilities include:

a. Co-devel op the FCCC FORCEnet QOperational Criteria.

b. Develop the FORCEnet Integrated Architecture
Qperational Views (OVs) in coordination with the other FORCEnet
st akehol ders and OSD staff.

c. Develop the FORCEnet Capabilities List (FCL) in
coordination with CNO (N6) (FORCEnet sponsor) and ot her FORCEnet
st akehol ders.

6. COVBPAWARSYSCOM ( FORCEnet CHENG) (lead) with
MARCORSYSCOM ar e the FORCEnet System and Techni cal Agents.
Responsi bilities include:

a. Co-devel op the FCCC FORCEnet System and Techni cal
Criteri a.

b. Develop the FORCEnet Integrated Architecture

System Views (SVs) and Technical Views (TVs) in coordination with
t he ot her FORCEnet stakehol ders and SYSCOMs.
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c. Ensure traceability of the FCL to system and
techni cal docunmentation and inplenentation into the FORCEnet
I ntegrated Architecture.

2.2 Acquisition Managenent Process

2.3 Overview of the Acquisition Managenent Process

2.3.1 Integrated Product Teans (I PTs)

2.3.1.1 Overarching I ntegrated Product Teans (O PTs)

O PTs are generally conposed of SES and Flag officers with
di rect know edge of DoD, DON, and Joint m ssion capabilities
needs.

2.3.1.2 Wrking Inteqgrated Product Teans (W PTs)

ASN( RD&A) CHSENG, as the senior technical authority for
DON, should be a Wrking IPT (WPT) nenber for all ACAT | and I A
prograns and an Acqui sition Coordinati on Team (ACT) nenber for
ot her Acquisition Category (ACAT) prograns as appropriate.

2.3.2 Acquisition Coordination Teans (ACTs)

2.4 Categories of Acquisition Prograns and M| estone Deci sion
Aut horities

Annex 2-F contains the contents of a nenorandum for
requesting an ACAT designation or a change in ACAT designation.

2.5 Capability Concept Devel opnent and Program Deci si on Points
and Phases

2.5.1 User Needs and Technol ogy Opportunities

2.5.2 Program Tail ori ng

2.5.3 Program Deci sion Points Tail oring

[fm SNI 5000.2D, 2.5.3: An ACAT program does not require a
set nunber of program decision points.]

As an exanple of decision point tailoring, it is
concei vabl e that a Commercial - O f-The-Shel f (COTS) acqui sition
strategy could have programinitiation at a conmbined M| estone C
and Full-Rate Production Decision Review (FRP DR) and go directly
into production or deploynent. Yet there are certain core
activities that nust be addressed at the FRP DR such as need
val i dation; acquisition strategy; affordability, |ife-cycle cost,
total ownership cost, and fundi ng adequacy; industrial base
assurance per reference (f); risk assessnents and ri sk
managemnent ; interoperability and integration; conpliance with the
| egacy joint technical architecture that has been replaced with
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t he DoD I nformati on Technol ogy Standards Registry (Dl SR)
supportability; safety and health; environnental conpliance; and
operational effectiveness and suitability testing prior to an FRP
deci sion or deploynment, or subsequent to an FRP decision for

nodi fications. Per reference (a), all of these activities shal
be considered in light of the other systens (and associ ated
prograns) in a SoS or FoS and the inpact of the introduction of a
new programon the m ssion capability of a SoS or FoS.

2.5.4 Program Deci sion Points and Phases

2.5.4.1 Concept Decision

2.5.4.2 Concept Refinenent

2.5.4.3 Ml estone A

The Technol ogy Devel opnent Strategy (TDS) discussion of
the viability, feasibility, and applicability of technol ogies
shoul d i ncl ude consi deration of the Human Systens Integration
(HSI') inplications. The costs associated with changes to
manpower, personnel, and training as a result of technol ogy
insertion should be factored into any affordability assessnent
anal ysis conducted as part of the TDS devel opnent. The
avai lability of trained and qualified personnel to support the
t echnol ogy shoul d be considered in assessnents of feasibility and
risk.

2.5.4.4 Technol oqgy Devel opnent

2.5.4.5 Ml estone B

2.5.4.6 System Devel opnent and Denonstration

2.5.4.6.1 System Integration

2.5.4.6.2 Design Readi ness Revi ew

The PM may propose the formand content of the Design
Readi ness Review to the MDA at M|l estone B for inclusion in the
ADM

2.5.4.6.3 System Denonstration

2.5.4.7 Ml estone C

2.5.4.8 Production and Depl oynment

2.5.4.9 Operations and Support

2.5.4.9.1 Sustai nnent

2.5.4.9.1.1 Sustai nnent Suppor t
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See ASN(RD&A) nenorandum of 27 Jan 03 for Performance
Based Logi stics sustai nment support gui dance.

2.5.4.9.2 D sposal

As the total life cycle manager, PMs consider and plan for
the ultimate dem litarization and di sposal of the system The PM
considers materiel demlitarization and disposal during systens
engi neering. The PMcarefully considers the inpacts of any
hazardous material conponent requirenents in the design stage to
mnimze their inpact on the life cycle, including storage,
packagi ng, handling, transportation and disposition. The PM
coordinates with Service logistics activities, Defense Logistics
Agency (DLA), and CNO (N43) and Naval Sea Systens Conmand
(NAVSEA) / Super vi sor of Shipbuilding, as appropriate, to identify
and apply applicable demlitarization requirenments necessary to
elimnate the functional or mlitary capabilities of assets (see
DOD 4140.1-R, DoD Supply Chain Materiel Managenent Regul ation,
and DOD 4160.21-M Defense Materiel Disposition Mnual).

The U. S. Departnent of Labor, Cccupational Safety and
Heal th Adm nistration (OSHA), has a National Enphasis Program on
shi pbreaki ng (ship scrapping), using industry best practices and
el ectroni ¢ Conpliance Assistance Tools (eCATs) that are avail able
on the OSHA web page at http://ww.osha. gov. The Nati onal
Institute for Cccupational Safety and Health (NI OSH), the
occupational safety and health research armof OSHA and the U. S.
Department of Health and Human Services, Centers for D sease
Control (CDC), are establishing a conprehensive |isting of
i ndustry best practices for ergonomc interventions in the
buil ding, repair, and dismantling of ships that is available on
the NI OSH web page at
htt p: //wwv. cdc. gov/ ni osh/ ergshi p/ergship.htm . See reference
(g), enclosure 2, paragraph 8c(2), and DOD 4140. 1-R and DOD
4160. 21-M for demlitarization and disposal inplenmentation
requi renments for DON ACAT prograns.

2.5.5 Modifications

2.6 Review of the Leqgality of Wapons Under |International Law and
Conpliance with Arns Control Agreenents

2.7 Non-Acquisition Prograns

Exanpl es of non-acqui sition prograns are:
1. Science and Technol ogy Prograns.

a. Technol ogy based prograns in basic research (RDT&E
category 6.1) and applied research (RDT&E category 6.2).

b. Advanced technol ogy devel opnent (RDT&E cat egory
6. 3).
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2. Devel opnmental or operational assessnment of
devel opnmental articles, concepts, and experinents funded by RDT&E
category 6.4, 6.5, or 6.7 funding and with no directly related
acqui sition programeffort.

3. Managenent and support of installations or operations
required for general-purpose research and devel opnent use
(i ncluded woul d be test ranges, maintenance of test aircraft and
shi ps, and studi es and anal yses not in support of a specific
acqui sition programresearch and devel opnent effort) funded by
RDT&E cat egory 6.6 funding.

2.7.1 Managenent of Non-Acqui sition Prograns

Non-acqui sition prograns will be nanaged as foll ows:

Non-acqui sition prograns that are outside of the Future
Naval Capability (FNC) and |Innovative Naval Prototype (I NP)
review process will be reviewed annually by OPNAV sponsors/ CMC
(DC,CD&) to verify that such prograns are pursuing valid Naval
requi renents and are executing per the applicable Research and
Devel opnent Descriptive Summary (RDDS). The results of these
annual reviews will be nade avail abl e for subsequent Program
bj ective Menorandum (POM) devel opnent. Non-acqui sition
prograns that are FNC projects will be reviewed annually through
t he FNC process.

Non-acqui sition prograns will use docunentation required
to support the Planning, Programm ng, Budgeting, and Execution
Syst em ( PPBES) .

Navy requests to initiate a non-acquisition program
funded by RDT&E categories 6.4 - 6.7 will be submitted to a CNO
resource sponsor by PEGCs, SYSCOVs, DRPMs, or any other
appropriate DON activity. Marine Corps requests to initiate a
non-acqui sition program funded by RDT&E categories 6.4 - 6.7
will be submtted to CMC (Deputy Commandant, Progranms and
Resources (DC, P&R)).

Approval of non-acquisition prograns will be provided by
CNO (N6/N8) or CMC (DC,CD& ). CNO (Ne/N8)/CMC (DC, CD&l)
approval constitutes conmtnent for the effort.

Del i verabl es from non-acqui sition prograns that
transition into a related ACAT program should be identified in
an AoA, a capability devel oprment/ production docunent (CDD/ CPD),
and an APB for that ACAT program Cui dance about technol ogy
transition is provided in the DUSD(S&T) docunent, "Technol ogy
Transition for Affordability, A Guide for S&T Program Managers"
of April 2001 and OUSD( AT&L) DP&AP docunent, "Manager’'s Guide to
Technology Transition in an Evolutionary Acquisition Environnment
Version 1.0 of 31 January 2003." These docunents can be
accessed at https://ww. dodnant ech. com pubs/ TechTr ansGui de-

Apr 01. pdf and
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http://ww. acg.osd. ml/jctd/articles/ AQ201S1v10Conpl et e. pdf,
respectively.

Per reference (a), a listing of all approved non-
acqui sition prograns shall be provided to ASN(RD&) annually by
CNO ( N6/ N8)/ CMC (DC, CD&l ) .

2.8 Rapid Depl oynent Capability (RDC) Process and Procedures

2.9 Executive Review Procedures

2.9.1 DON Program Deci sion Process

Per reference (a), recomendations to the MDA regarding
program conti nuance shall address |ogistics and sustai nnment
factors in balance with other nmajor decision factors. Per
reference (a), for joint Service prograns where the Navy or
Marine Corps is the lead or joint program manager (including
joint Service prograns where the Navy or Marine Corps is the
executive, participating, or |ead Service) responsible for
i ntroduci ng systens to be operated, nmaintained, and/or supported
by Navy or Marine Corps forces, independent |ogistics assessnents
shal | be conducted and the results of the assessnents certified
for the planned Navy/ Marine Corps assets.

2.9.2 Information Technology (IT) Acquisition Board (1 TAB)
Revi ews

2.9.3 Defense Space Acquisition Board (DSAB) Revi ews

2.9.4 Defense Busi ness System Managenent Conmittee ( DBSMO)
Certification and Approval

2.9.4.1 Defense Business System Definition

2.9.4.2 Roles and Responsibilities
2.10 Source Selection Authority (SSA

2.10.1 ACAT I, IA and Il Prograns

2.10.2 ACAT 111, IV, and Abbrevi ated Acqui sition Prograns

2.10.3 O her Conpetitively Negoti ated Acqui sitions

2.10.4 Source Selection Advisory Council (SSAQ

An SSAC wi Il consist of a chair, appointed by the SSA, and
other senior mlitary and civilian personnel, appointed by the
SSAC Chair, to act as advisors throughout the source sel ection
process. The SSAC Chair will ensure that Source Sel ection
Eval uati on Board (SSEB) nenbers are adequately trained with
respect to the statenent of work, evaluation criteria, evaluation
nmet hodol ogy, current procurenent |aws, and docunentation
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requi renents. The SSAC will normally include representatives
fromthe various functional areas involved in the procurenent.
Wil e not an SSAC nenber, |egal counsel normally wll be
avai l abl e to advise the SSAC. The SSAC wi |l ensure the

eval uati on was conducted and docunented per the Source Sel ection
Plan and will prepare a witten source sel ection recomendati on
for the SSA

2.10.5 Source Selection Evaluation Board (SSEB)

An SSEB wi Il consist of a chair, appointed by the SSAC
Chair, and other qualified Governnment contracting, technical and
adm ni strative/ managenent personnel appointed by the SSEB Chair,
to direct, control and performthe evaluation of proposals and to
produce facts and findings required in the source selection
process. A technical evaluation team conposed of know edgeabl e
and professionally conpetent personnel in appropriate specialty
areas may assi st an SSEB. Such personnel shoul d have previous
experience in simlar or related prograns so as to provide mature
j udgnment and expertise in the evaluation. Non-governnent
personnel may not be nenbers of an SSEB. While not an SSEB
menber, qualified | egal counsel, different froman SSAC | egal
counsel, normally should be avail able to advi se an SSEB

2.10. 6 ASN( RD&A) Source Sel ection Briefing

For ACAT | and Il programs, the SSA will ensure that
ASN( RD&A), or cogni zant DASN, is briefed on the principal results
of the source selection decision prior to contract award(s) and
prior to the public announcenent of such award(s).

2.11 Two-Pass/ Si x-Gate DON Requi renents and Acqui sition
Gover nance Process

2.11.1 Purpose

2.11.2 ojective
2.11.3 Scope and Appliability

2.11.4 Organi zati on and Procedures

2.11. 4.1 Concept Decision and Concept Refi nenent Phase

2.11.4.1.1 Pass 1
2.11.4.1.1.1 Gate 1
2.11.4.1.1.2 Gate 2
2.11.4.1.1.3 Gate 3

2.11. 4.2 Ml estone A and Technol ogy Devel opnent Phase
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2.11.4.2.1 Pass 2
2.11.4.2.1.1 Gate 4

2.11.4.3 Ml estone B and System Devel opnent and
Denponstrati on Phase

2.11.4.3.1 Pass 2
2.11.4.3.1.1 Gate 5
2.11.4.3.1.2 Gate 6

2.11. 4. 4 DON Requi renments/ Acqui sition Gate Revi ew
Menber shi p

2.11.4.4.1 Chairperson

2.11.4.4.2 Princi pal Menbers

2.11.4.4.3 Advisory Menbers

2.11. 4.5 DON Requirenents/Acquisition Individual Gate
Menbership and I nput/Exit Criteria

2.11. 4.6 System Design Specification (SDS) Description

2.11.5 Responsibilities

.11. 5.1 ASN( RD&A)
.11.5.2 ONO CMC

.11.5.3 DCNO (N8)/DC, CD&

.11. 5.4 PEGs/ SYSCOVs

.11. 5.5 ASN( FM&C) FMB

N N N DN N DN

.11.5.6 OGC

2.11.6 Industry | nvol venent
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Annex 2-B
Initial Capabilities/Capability Devel opnent/Producti on Docunent
Si gnat ure Page
(I'nsert Docunment Type Here)
FOR

[ TITLE OF PROGRAM
( POTENTI AL ACAT LEVEL ___ /UPCOM NG M LESTONE )
Serial Number (*):

SUBM TTED:

( PROGRAM SPONSOR) (DATE)
ENDORSED and FORWARDED:

(N6F) (FORCEnet Conpliance) ( DATE)

(N81D) (DATE)
APPROVED and VALI DATED: (JO NT | NTEGRATI ON and Bel ow)

(N8F) (NCB Chair, as required) ( DATE)

(N8) (R3B Chair) (DATE)
REVI EVED:

(CFFC NOO) (DATE)

(VONO) (DATE)

APPROVED and VALI DATED: (JROC | NTEREST)

(ONO) (*/**) ( DATE)

(JROC) (*/**) ( DATE)
[Quide only. Actual fornmat to be tailored by program sponsor and CNO (N810)]
(*) - CNO (N810) will assign serial number once validated and approved.
For ACAT ID prograns, CNO (N810) will insert JROC validation and
approval date prior to issuance.

(**) - JRCC validates and approves unl ess del egated. The signature page
will be tailored accordingly.
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Annex 2-C
Initial Capabilities Docunent (ICD) Content Qui dance

See reference (e), enclosure E, appendix A, for mandatory
initial capabilities docunent (1CD) format.

Ref erence (e), enclosure E, appendix A, 1CD format

par agr aphs/ secti ons 6a, 6b, 7b, and 7c, will be inplenented for
Navy systens as anplified belowin this annex.

6. Functi onal Sol ution Anal ysis Sunmary

a. Doctrine, Organization, Training, Muteriel, Leadership
and education, Personnel, and Facilities (DOTM.PF) Analysis

The DOTMLPF anal yses shoul d sumrari ze the concl usion of the
anal yses conducted during the Functional Area Analysis (FAA),
Functi onal Needs Anal ysis (FNA) and Functional Solution Analysis
(FSA) and explain if changes in manpower, personnel and training
concepts, policy and practices could be inplenented to neet the
deficiency. It should also summari ze whet her acconpli shnent of
m nor human factors engineering nodifications to existing systens
coul d enhance current system performance enough to neet the
deficiency wwthin the required safety, personnel survivability
and habitability requirenments. Discussion of these anal yses, and
reasons why changes in DOTMLPF/ Human Systens |Integration (HSI)
will not satisfy the need, should be specific. A blanket
statenment that DOTMLPF changes alone will not satisfy the
deficiencies is neither useful nor adequate.

b. | deas for Materiel Approaches

Proponents should consult with the Navy | PO for assistance
and guidance in neeting the reference (b) requirenments for
exam nation of existing or future allied mlitary systens and for
recommended approaches to including international considerations
in the materiel approach.

7. Fi nal Reconmendati ons

a. (no additional guidance)

b. Per reference (e), HSI constraints that inpact concept
feasibility, total system performance and affordability shall be
included in Section 7b of the I1CD as key boundary conditions of
the Analysis of Alternatives (Ao0A).

c. Section 7c of the 1CD should describe the DOTM.PF and
policy inplications and constraints to include all HSI domains.
Exanpl es of HSI inplications and constraints may include: end-
strength limtations for manpower; affordability of devel opi ng
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and training new Know edge, Skills and Abilities (KSAs) not
currently available in the Navy personnel inventory; m ninmuns and
appropriate mx of manpower (mlitary, civilian and contractor),
and environnental regul ations and wor kspace safety conpliance
requirenments. Oher HSI-related information relevant to system
desi gn shoul d be provided as guidance in these sections of the

| CD.
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Annex 2-D
Capability Devel opnent/ Producti on Docunent (CDD/ CPD) Content
Qi dance

See reference (e), enclosures F/ G appendix A, for
mandat ory CDD/ CPD f or mat s.

Ref erence (e), enclosures F/ G appendix A CDD/ CPD format
par agr aphs/ secti ons 6b, 6c¢, 10, 13, 14, and 15 and nandatory
appendices, will be inplenented for Navy systens as anplified
bel ow i n this annex.

6. System Capabilities Required for the Current |ncrenent.

ldentify....

a. System Attri butes Description. Pr ovi de. ..

b. System Attributes Perfornance. Present. ..

(1) Base all performance thresholds on an anal ysis of
m ssi on demands and conparable fleet and comercial system
experience. Per reference (e), thresholds and objectives shal
be presented in output-oriented, neasurable, and testable terns.
The degree of specificity, in setting initial threshold and
objective values, is to be tailored to the system and the
acqui sition phase.

c. Key Perfornmance Paraneters (KPPs) and Additional
Performance Attributes. Each KPP will be addressed in this
par agr aph. System supportability and manpower are specifically
descri bed in paragraphs 6c(1) and 6c(2) below. Provide...

(1) System supportability shall be a perfornance
paraneter per reference (e) as described bel ow

(a) M ssion Capable/Full M ssion Capable (MJFM)
rates, focused on primary m ssion areas nay be used as
supportability performance paranmeters in CDD/CPDs for aircraft or
ship platforns.

(b) Materiel Availability shall be a nandatory
supportability KPP per references (b) and (e).

(c) For legacy system nodifications, supportability
shoul d be a performance paranmeter and Materiel Availability shal
be a mandatory supportability KPP for only those subsystens being
upgr aded.

(2) Manpower rmay be a KPP for selected systens as jointly
determ ned by the program sponsor and the Manpower Sponsor (CNO

30 Encl osure (2)



SECNAVY M 5000. 2
Decenmber 22, 2008

(N1)). Program sponsors should assune a default consideration
for a manpower KPP unless they obtain prior agreement with CNO
(N1).

(3) Readiness thresholds, normally supportability
performance paraneters or KPPs, should account for all system
downti e, including schedul ed mai nt enance.

(4) Diagnostics effectiveness thresholds should be
established for systens whose faults are to be detected by
external support equipnent or Built-In-Test (BIT). Threshold
paraneters should include percent correct fault detection and
percent correct fault isolation to a specified anmbiguity group.
Fal se al arm paraneters should state thresholds in tinme (i.e. Mean
Ti me Between Fal se Alarns) or in percent.

(5) Materiel Reliability and Oamership Cost shall be
mandatory Key System Attributes (KSAs) per references (b) and
(e). Measures of operational systemreliability should consi st
of both mssion and logistics reliability paraneters, as
appropriate. Mean Tine Between Operational M ssion Failure
(MIBOVF) should be used as the mssion reliability paraneter.
Mean Tinme Between Failure (MIBF) should be used as the |ogistics
reliability paraneter. These paraneters should be used as the
operational systemreliability parameters during OI&E, i ncluding
Initial Operational Test and Eval uation (1 OT&E) (OPEVAL).

10. El ectromagnetic Environnental Effects (E3) and Spectrum
Supportability

a. Establish E3 protection and spectrum supportability
requirenents for the foll ow ng:

(1) Hazards of El ectromagnetic Radiation to Ordnance
( HERO

(2) Hazards of El ectromagnetic Radiation to Personnel
( HERP)

(3) Hazards of El ectromagnetic Radiation to Fuel (HERF)
(4) El ectromagnetic Pul se (EMP)

(5) El ectromagnetic Em ssion Control (EMCON)

(6) El ectromagnetic Em ssions Security (EMSEC

(7) Electrostatic Discharge (ESD)

(8) Precipitation Static (P-Static)

(9) Lightning protection
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(10) Range of frequency operations including wthin host,
allied, and coalition nations

(11) Threat emtters
13. G her Doctrine, Organi zation, Training, Muteriel, Leadership

and education, Personnel, and Facilities (DOTM.PF) and Policy
Consi der ati ons

a. HSI considerations that have a mgjor inpact on system
effectiveness, suitability, and affordability should be addressed
in section 13. The DOTMLPF inplications, to include all the HSI
domai ns, associated with deploying/fielding the system should be
di scussed in section 13 of the CDD and CPD. This section should
provi de a short description of the HSI issues and Fl eet concerns
regarding inplenmentation of the materiel solution. This section
shoul d describe the safety and occupational health requirenents,
and environnmental conpliance expectations and associ ated costs.

14. G her System Attri butes

a. Capabilities-oriented, performance-based HSI requirenents
that drive design, cost and/or risk should be included in section
14 of the CDD and CPD. HSI performance requirenents should be
specific and explicit in identifying the human perfornmance
contribution required to ensure total system performance and
m ssi on success. HSI performance requirenments should optim ze
human- machi ne perfornance under operational conditions. HSI
requi renents shoul d include threshol ds and objectives and
identify the Measures of Effectiveness (MOEs). Statenents
descri bing anal yses that |ead to specific human perfornmance
requi renents shoul d be avoi ded unless the |evel of fidelity of
t he Concept of Operations (CONOPS), program or technology is
| acki ng. These anal yses shoul d be conducted as part of the
requi renents determnation effort simlar to any other system
conmponent. \Wen fidelity is lacking, section 14 should contain
broad constraints for the HSI requirenments so that future
revisions of the COD will represent a refinenment of the
requi renents and not the addition of new requirenents.

HSI requirenents shoul d address, but are not limted to:
(1) Broad manpower constraints for the mnimum nunber and
appropriate mx (mlitary, civilian and contractor) of operators,
mai ntai ners, trainers and support personnel.

(2) Manpower factors that inpact systemdesign (e.g.,
utilization rates, pilot-to-seat ratios, maintenance concepts).

(3) ldentification of required Know edge, Skills and

Abilities (KSAs), aptitudes and physical characteristics of
operators, maintainers and support personnel.
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(4) Requirements for the training support package and
| ogistics (e.g., technical docunentation, sinulators, training
devi ces, new | earning techniques, sinulation technol ogy, enbedded
training); requirenents for individual, collective and joint
training for operators, maintainers and support personnel.

(5) Human performance requirenents that contribute to
total system performance and m ssion success; the cognitive,
sensory and physical requirenents of the operators, maintainers
and support personnel; ergonom c requirenents for visual displays
and their images, keyboards and other Input/CQutput (I/0O devices,
wor kst ati ons, and the operational environment; constraints or
[imtations on size or |ayout of system equipnment, and/or
wor kspace.

(6) System safety and occupational health requirenents
that will elimnate reduce and mtigate the potential for injury,
illness or disability and death of the operators, maintainers and
support personnel.

(7) Systemrequirenents that reduce the risk of, prevent
fratricide, and/or increase the odds of surviving fratricide,
personal detection or targeting, or confinenment within an
attacked entity. Exanples include egress from confined spaces,
| ocation of berthing and ness facilities within a ship or
submarine, ejection seats and assisted breathing devices.

(8) Personnel support service requirenents such as
bert hing and personal stowage, food service, nedical, chapel and
brig facilities, recreational and |ounge spaces; anbient
environment requirenents (e.g., noise, lighting, Heating,
Ventilation, and Air Conditioning (HVAC)).

b. As appropriate, address attributes that tend to be
design, cost, and risk drivers, including Environnental, Safety,
and Cccupational Health (ESOH) quality; information protection
standards for Intelligence, Surveillance, and Reconnai ssance
(ISR) platfornms and other platforns as required; and Information
Assur ance (1A).

c. Address safety issues regardi ng Hazards of
El ectromagneti c Radiation to O dnance (HERO).

d. ldentify Extended Markup Language (XM.) and any ot her
system data standards, data accuracy, and data forecast required
for net-centric data interoperability.

e. ldentify weather, oceanographic, astrogeophysical,
geospatial, and tinme support needs throughout the systenis
expected life-cycle. Standard geospatial reference franme is
defined by the Wrld Geodetic System 1984 (WES-84). Tine, in
terns of the standard tenporal reference, is defined by
Coordi nated Universal Time (UTC) as maintained by the U S. Naval
bservatory (USNO Master C ock, which is the standard for
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mlitary systens.

15. Program Affordability. The affordability ...

a. Operations and Support (O&S) Cost

Per reference (e), O&S shall be established as a cost
parameter starting with the initial system CDD/ CPD. Specifying
&S cost criteria with an associated threshold and objective
pl aces enphasis on optim zing the nost significant portion of
program cost. The et hodol ogy by which this paraneter should be
nmeasur ed shoul d be nmade cl ear by the requirenents sponsor in the
CDD/ CPD, and invol ves concurrence with the testing conmunity,
cost estimators, and the system program of fice.
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Mandat ory Appendi ces

Appendi x A. Architectural Products for Information
Technology (IT) systens, including National Security Systens
(NSS). Include only the required architecture framework view
products devel oped fromintegrated architectures.

a. Mandatory (except as noted in footnotes 1, 2, and 3 and
para b.)

Table E2T2 Net-Ready Key Performance Parameter Products Matrix
(see Tables D-1, D-2, D-3, & D-4 CJCSI 6212.01D 8 Mar 06)

Integrated Architecture Products (IAW DoDAF) ¢ g ‘g

~ © c

- -_ [+

S

o
§ i I B T AT A 3 Nl e || s |w|o| S| 9]« % 2 S
o |2|3|3|3|3|3|3|38 |53 |o|5|a|a|F|Fl2]5]|<
JCD

ICD X

CDD | x | x x* x | x | x X | x x | x| x | x | x

CPD | x | x x* x | x | X x | x | x| x| x| x| x| x

ISP X X X X X X X X X X X

TISP" | x | X x | X X3 X | x X X | x | x

1 = OV-3 (Operational Information Exchange matrix; see DoD Architecture Framework, ver 1.5, Vol I, 23 Apr 07
(definitions and guidelines)) is not assessed as part of the NR-KPP review; however, normally the OV-3 is used to
develop other architecture documents and can be included with the NR-KPP documentation to assist in
development and conduct of testing.

2 = OV-7 (Logical Data Model), SV-11 (Physical Schema), and TV-2 (Technical Standards Forecast) are required
only when applicable.

3 = Tailored Information Support Plan (TISP) OV-1, OV-6C, and SV-1 may be waived by Joint Staff /J6-1.

4 = Net-Centric Operations and Warfare Reference Model (NCOW RM)

5 = Key Interface Profile (KIP)

6 = Information Assurance (1A)

7 =TISP for ACAT II, 11, and IV programs

8 = Per CJCSM 3170.01C, the Joint Staff may waive the requirement for certain architecture views for CDDs and
CPDs on a case-by-case basis based on the proposed joint potential designator (JPD) and presence or absence
of a NR-KPP.

b. Per CIJCSM 3170.01C. OV-7 and TV-2 as applicable for
CDD/ OV-7 and SV-11 when applicable for CPD

Appendi X B. References

Appendi x C.  Acronym Li st
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FORCEnet Consol i dated Conpli ance Checklist for

Devel opnent of

| T,

i ncl udi ng Nati onal

Security Systens (NSS),

JCI DS Capabilities

Docunents and Acqui sition |Inpl ementation

FORCEnet Consolidated Compliance Checklist (Example)

Meets

Meets
with
Comment

Does
Not
Meet

Signature/
Date

FORCEnet
Operational Criteria

o FORCEnet Integrated Architecture, Operational Views

Ref: CJCSI 3170.01F/CJCSM 3170.01C/CJCSI 6212.01D
Ref: DoD Architecture Framework (DoDAF) ver 1.5 of 23 Apr 07
DoDAF ver 1.5 - Volume | (definitions and guidelines)

DoDAF ver 1.5 - Volume |l (arch products description)

DoDAF ver 1.5 - Volume |11 (arch data descriptions)

Ref: DOD Architecture Registry System (DARS)
https://darsl.army.mil/

Ref: SNI 5000.2D, basic 7b(1), 7¢(1), 2.1, 2.1.2.5,2.5.4.2,
54.7.1,54.7.2,54.7.10,7.1.6.2,7.1.6.3

Ref: DON Acquisition and Capabilities Guidebook, Annex 2-D

o FORCEnet Capabilities

Ref: CNO/CMC FORCERnet Functional Concept (7 Feb 05)

FORCEnet System and Technical Criteria

o FORCEnet Integrated Architecture, System and Technical Views

Ref: CJCSI 3170.01F/CJCSM 3170.01C/CJCSI 6212.01D
Ref: DoD Architecture Framework (DoDAF) ver 1.5 of 23 Apr 07

DoDAF ver 1.5 - Volume | (definitions and guidelines)

DoDAF ver 1.5 - Volume Il (arch products description)

DoDAF ver 1.5 - Volume |11 (arch data descriptions)

Ref: DOD Architecture Registry System (DARS)
https://darsl.army.mil/

Ref: SNI 5000.2D, basic 7b(1), 7¢(1), 2.1, 2.1.2.5,2.5.4.2,
54.7.1,5.4.7.2,54.7.10,7.1.6.2,7.1.6.3

Ref: DON Acquisition and Capabilities Guidebook, Annex 2-D

o Naval Open Architecture Criteria as contained in the Open
Architecture Assessment Tool (OAAT)

Ref: ASN(RD&A) memo of 5 Aug 04
Ref: CNO(N6/N7) memo of 23 Dec 05 with Enclosure (1)
Ref: SNI 5000.2D, 3.4.6.1,7.1.4

o DoD Information Technology Standards Registry (DISR)

https://disronline.disa.mil/a/DISR/index.jsp

Ref: CJCSI 6212.01D

Ref: OSD memorandum 20 Dec 04
https://disronline.disa.mil/a/DISR/index.jsp

Ref: DOD Architecture Registry System (DARS)
https://darsl.army.mil/

Ref: SNI 5000.2D, basic 7b(3), 7b(4), 7b(5), 7.1.6.2

o Internet Protocol (IP) with transition to IPv6 planned

Ref: OSD memo 22 Aug 96

Ref: DoD CIO memo 9 Jun 03 - IPv6

Ref: ASD(NII) memo 16 Aug 05 - IPv6 Policy Update

Ref: DoD IPv6 Transition Plan Ver 2, 30 Jun 06

Ref: DoD CIO memo 18 Jul 06 - IPv6 Implementation Schedules

o Global Information Grid (GIG) Mission Area Capabilities

Ref: Initial Capabilities Document (ICD) for GIG Mission Area;
JROC memorandum 202-02 of 22 Nov 02 (updated 14 Aug 04)
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FORCEnet Consol i dated Conpli ance Checklist for

Devel opnent of

i ncludi ng National Security Systens (NSS),

JCI DS Capabilities

Docunents and Acqui sition |Inpl ementation

FORCEnet Consolidated Compliance Checklist (Example)

Meets

Meets
with
Comment

Does
Not
Meet

Signature/
Date

FORCERnet System and Technical Criteria

o Global Information Grid (GIG) Enterprise Services (ES)
- Ref: Initial Capabilities Document (ICD) for GIG ES 22 Mar 04
- Ref: JROCM 051-04 of 22 Mar 04
- Ref: SNI5000.2D, basic ref (k)

o Net-Centric Operations and Warfare Reference Model ver 1. 1
https://disain.disa.mil/ncow.html
- Ref: CJCSI6212.01D
- Ref: SNI15000.2D, 2.1.2.5
- Ref: DON Acquisition and Capabilities Guidebook, Annex 2-D

o Net-Centric Enterprise Services (NCES)
- Ref: DEPSECDEF memo GIG ES: Core Enterprise Services
Implementation U18556-03 of 10 Nov 03 (see pg 2)
- Ref: SNI5000.2D, basic ref (k)

o Net-Centric Enterprise Solutions for Interoperability (NESI)
- Ref: Net-Centric Implementation Framework ver 1.3
http://nesipublic.spawar.navy.mil/

o Net-Ready Key Performance Parameter (NR KPP)

- Ref: CJCSI 3170.01F/CJCSM 3170.01C/CJCSI 6212.01D

- Ref: DoD Architecture Framework (DoDAF) ver 1.5 of 23 Apr 07
DoDAF ver 1.5 - Volume | (definitions and guidelines)
DoDAF ver 1.5 - Volume 11 (arch products description)
DoDAF ver 1.5 - Volume |11 (arch data descriptions)

- Ref: DOD Architecture Registry System (DARS)
https://dars1.army.mil/

- Ref: SNI5000.2D, 2.1.2.3, E3T4, 5.4.7.1 subpara 1, 5.4.7.2
subpara 4

- Ref: DON Acquisition and Capabilities Guidebook, Annex 2-D, 4.3,
4.4.2.1.2,5.4.7.1 subpara 1, 5.4.7.2 subpara 4, 5.4.7.10.1.1

o ASD(NII) Net-Centric Checklist (NCC)
- Ref: OASD(NII) NCC ver 2.1.3 of 12 May 04 & 2.1.4 of 30 Jul 04
- Ref: DON Acquisition and Capabilities Guidebook, 4.4.1

o Transformational Communications Architecture (TCA)
- Ref: TCAver 2.0
- Ref: DON Acquisition and Capabilities Guidebook, 7.1.6.2.1

o Joint Tactical Radio System (JTRS) Software Compliant Architecture
(SCA)

- Ref: ASD(C3I) memoranda of 28 Aug 98 and 17 Jun 03

- Ref: DON Acquisition and Capabilities Guidebook, 7.1.6.2.2

o Teleports
- Ref: DoD Teleport Gen 2 ORD, 4 May 05
Ref: DON Acquisition and Capabilities Guidebook, 7.1.6.2.3

o Joint Battle Management Command and Control (JBMC2) Roadmap
- Ref: JBMC2 Roadmap
Ref: DON Acquisition and Capabilities Guidebook, 7.1.6.2.4
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Devel opnent of

| T,

i ncl udi ng Nati onal

Security Systens (NSS),

JCI DS Capabilities

Docunents and Acqui sition |Inpl ementation

FORCEnet Consolidated Compliance Checklist (Example)

Meets

Meets
with
Comment

Does
Not
Meet

Signature/
Date

FORCERnet Policy Criteria

Human Systems Integration (HSI)

- Ref: CJCSI 3170.01F/CJCSM 3170.01C, Encl F/G, App A,
paras 13, 14

- Ref: SNI5000.2D, basic 7k, 2.1.2.3, 2.4.6.1,
282,3471,71,72,721,722,723,7.24,7.25,7.3

- Ref: DON Acquisition and Capabilities Guidebook, 7.2, Annex 2-C,
paras 6a, 7b, 7c, Annex 2-D, paras 13a, 14a

Electromagnetic Environmental Effects (E3)/Spectrum Supportability

(SS)

- Ref: CJCSI 3170.01F/CJCSM 3170.01C, Encl F/G, App A, para 10

- Ref: CJCSI 6212.01D, Encl D

- Ref: SNI15000.2D, 2.4.6.1, E3T1, 3.7, E3T4, 7.1.13

- Ref: OPNAVINSTs 9070.1/3401.3

- Ref: DON Acquisition and Capabilities Guidebook, Annex 2-D,
paras 10, 14c

Information Assurance (1A)

- Ref: CJCSI 3170.01F/CJCSM 3170.01C, Encl F/G, App A, para 14

- Ref: CJCSI 6212.01D, SNI 5239.3A, OPNAVINST 5239.1B

- Ref: SNI5000.2D, basic 7c(6), 2.4.6.1, E3T1, 3.4.6.4, 4.2, 4.4,
5.4.7.11,55.2,5.7.4

- Ref: DON Acquisition and Capabilities Guidebook, Annex 2-D,
para 14b

Data Strategy (DS)
- Ref: CJCSI 3170.01F/CJCSM 3170.01C, Encl F/G, App A, para 14
- Ref: CJCSI6212.01D
- Ref: DoD Net-Centric Data Strategy, DoDCIO memo of 9 May 03
- Ref: SNI5000.2D, 3.4.6.2,4.3,5.4.7.10,7.1.6.1
SNI 5000.2D Chapters 2, 3, 4, 5, & 7 reference SNI 5000.36A
- Ref: DON Acquisition and Capabilities Guidebook, Annex 2-D,
para 14d

Geospatial, Time Standards, Meteorology, & Oceanography (GTSMO)
- Ref: CJCSI 3170.01F/CJCSI 6212.01D/CJCSI 3901.01B
- Ref: CJCSM 3170.01C, Encl F/G, App A, para 14
- Ref: SNI5000.2D, 7.1.10, 7.1.11, 7.1.12, Ch 7 ref (t) is
CJCSI 3901.01B
- Ref: DON Acquisition and Capabilities Guidebook, Annex 2-D,
para 14e

Implementation

Planning

CNO (N6/N7) Memo of 27 May 05, Subj: FORCEnet
Requirements/Capabilities & Compliance Policy

ASN(RD&A) Memo of 14 Jul 05, Subj: DoN Acquisition Policy
for Implementing FORCEnet Capabilities
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Annex 2-F
Weapon System and I T System Prograns
ACAT Desi gnati on/ Change Request ( Content)

The nmenorandum requesting an Acquisition Category (ACAT)
desi gnation or requesting a change in ACAT designation should be
sent to ASN(RD&A) for ACAT ID, IC, ITAM 1AC, and Il prograns via
t he PEQ SYSCOM DRPM or to the cogni zant PEQ SYSCOM DRPM f or
weapon systemor |IT system ACAT |11 and ACAT |V prograns, and
shoul d contain the foll ow ng information:

1. Acquisition programshort and long title.
2. Prospective cl ai mant/ SYSCOM PEQ DRPM PM

3. Prospective funding: (where known)
a. Appropriation (APPN):

(1)

[repeat for each appropriation]

[ Repeat for each program el enent (PE)/Line
Iten1(LI)/Sub proj ect (Sub)]

Pr ogram El enent (hb./TItl?)

- Project Nunber/Line Item (No./Title):
- Sub-project/Line Item(No./Title):
- Budget: [FY-2000 constant dollars in mllions]
Current Budget To
FY FY FY FY FY FY FY FY Complete |  Total

4. Program description.
progr am

5. List Initial Capabilities Docunent,
Devel opnent / Producti on Docunent,
dat es.

(Provide a brief description of the
including its m ssion.)

Capability
and respective approval

6. Program deci sion point status.
m | estones and dat es;
poi nts and dates.)

(Li st conpl eted
I i st schedul ed program deci sion

7. Reconmmended ACAT assi gnnent,

ASN( RD&A) [ACAT 111 and 1V prograns]
ASN( RD&A) APA [al | ACAT prograns]

DASN( RD&A) [ cogni zant DASN for al
CNO (N8/N091) [All
CMC (DC, CD&l ) [AII
CIMCPTEVFOR [ Al'l
Dr, EA [Al

or change, and rational e.

Copy to:

ACAT progr ans]
Navy ACAT prograns]

Mar 1 ne Cor ps ACAT prograns]
Navy ACAT prograns]

Mar 1 ne Cor ps ACAT prograns]
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Chapter 3
Statutory, Requl atory, and Contract Reporting |nfornation and
M | est one Requirenents

Ref erences: (a) DOD Directive 5000.1, The Defense Acquisition
System of 12 May 03
(b) DOD Instruction 5000.02, Operation of the
Def ense Acquisition System of 8 Dec 08
(c) SECNAVI NST 5200. 38A
(d) Assistant Secretary of the Navy (Research,
Devel opnent _and Acqui sition) Menorandum DON
Policy on Digital Product/Technical Data, of 23
Cct 04
SECNAVI NST 5000. 36A
SECNAVI NST 5710. 25B
SECNAVI NST 5510. 34A
SECNAVI NST 4900. 46B
DOD | nstruction 4630.8, Procedures for
| nteroperability and Supportability of
| nformation Technol ogy (I T) and Nati onal
Security Systens (NSS), of 30 Jun 04
(j) CGICSI 6212.01D, Interoperability and
Supportability of Information Technol ogy and
National Security Systens, of 8 NMar 06
(k) DOD Directive 4650.1, Policy for Managenent and
Use of the El ectronagnetic Spectrum of 8 Jun 04
(1) DOD Directive 3222.3, DoD El ectronmagnetic
Envi ronnental Effects (E3) Program of 8 Sep 04
(m DOD 5200.1-M Acquisition Systens Protection
Program of 16 Mar 94
(n) DOD Instruction 5200.39, Critical Program
Information (CPl) Protection Wthin the
Depart nent of Defense, of 16 Jul 08
(0) OPNAVI NST 3432.1
(p) DOD Instruction S-5230.28, Low Qbservable (LO
[ Counter Low Qbservable (CLO Prograns, of 2 Cct
00
(g) SECNAVI NST 5239. 3A
(r) OPNAVI NST 5239. 1B

AUNTNNANAN
- 0Q "0
N N’ N N

3.1 Program | nformation

In support of SECNAV and ASN(RD&A), each Deputy Assi stant
Secretary of the Navy (DASN) for their cognizant ACAT | and I
prograns should review, provide input, and concur with appropriate
acquisition rel ated docunents (e.g., Acquisition Program Baseli ne,
Def ense Acquisition Executive Summary, Selected Acquisition Report,
Technol ogy Devel opnent Strategy, Acquisition Strategy, Test and
Eval uation Master Plan) prior to the docunments being forwarded to
ASN( RD&A) for concurrence or approval.
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3.2 Exit Criteria

Exit criteria conpliance should be reported in the Defense
Acqui si tion Executive Summary (DAES) for ACAT | and | A prograns.

3.3 Technol ogy Maturity

Technol ogy Readi ness Levels (TRLs) listed in the Defense
Acqui sition Gui debook and in the Technol ogy Readi ness Assessnent
Deskbook may be used for assessing technology maturity in
conducting technol ogy readi ness assessnents (TRAs) for all ACAT
prograns. TRLs may be considered by the MDA in determ ning the
maturity, risk, and readiness for transitioning new technol ogies
into an ACAT program Further guidance about technol ogy
transition is provided in the DUSD(S&T) docunent "Technol ogy
Transition for Affordability, A Guide for S&T Program Managers"
of April 2001. This docunent can be accessed at
htt ps://ww. dodmant ech. com pubs/ TechTr ansCGui de- Apr 01. pdf

Addi tionally, systenms engineering technical reviews (for
exanple the Alternative Systens Review and System Requirenents
Revi ew) shoul d be used to assess technology maturity in the
context of systemrequirenents, proposed program schedule, and
i ndependent estimate of programcosts. These reviews can be a
forumfor subject matter experts to conduct Devel oping Activity
(DA) independent technical assessnents of technology maturity as
it applies to the overall technical and programmtic approach.

The TRA Deskbook shoul d be used as a guide for
establ i shing i ndependent TRA panels, identifying Critical
Technol ogy El enents (CTEs), planning and conducting TRAs, and
devel opi ng Technol ogy Maturation Plans (TMPs) for CTEs that
require further maturation. The TRA Deskbook suggests tinelines
for events and nethods for conducting and docunenting TRASs.
SYSCOMs shoul d provide subject matter experts for nenbership on
i ndependent TRA panel s, and whenever possible a standi ng SYSCOM
TRA Expert Panel Chair, in support of Chief of Naval Research
(CNR), PEGCs, DRPMs, and PMs. CNR will provide direction for the
conduct of Navy TRAs, and associ ated processes and out puts.

3.4 Technol ogy Devel opnent and Acqui sition Strateqies

3.4.1 General Considerations for a Technol ogy Devel opnent
Strateqgy and an Acquisition Strategy

[fm SNI 5000.2D, 3.4.1: PMs for all DON ACAT prograns
shal | devel op an acquisition strategy inplenenting a total
systens engi neering approach per references (a) and (b). For
ACAT IC, IAC, and Il progranms, the PMshall devel op the
acquisition strategy in coordination with the Acquisition
Coordi nati on Team (ACT). The MDA shall approve a technol ogy
devel opment strategy or an acquisition strategy, as appropriate,
prior to the release of the formal solicitation for the
respective phase. ]
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Use of the discretionary procedures provided throughout
this DON Acquisition and Capabilities Gui debook shoul d assist PMs
in devel oping acquisition strategies to execute ACAT prograns
that are well defined and carefully structured to represent a
j udi ci ous bal ance of cost, schedul e, performance, avail able
technol ogy, and affordability constraints prior to devel opnment,
production, or deploynent approval.

I n devel opi ng an acquisition strategy, PMs should be aware
that an evol utionary acquisition approach is the preferred
strategy for rapid acquisition of mature technol ogy for the user.
An evol utionary approach delivers capability in increnents,
recogni zing up front the need for future capability inprovenents.
The process for inplenenting evolutionary acquisition,

i ncrenental devel opnent, is described in reference (b), enclosure
2, paragraph 2.

3.4.2 Requirenents/ Capability Needs

3.4.3 Program Structure

[fm SNI 5000. 2D, 3.4.3: Each acquisition strategy shal
include a program structure, the purpose of which is to
identify in a top-level schedule the major program el enents
such as program deci sion points, acquisition phases, test
phases, contract awards, and delivery phases. ]

Each program structure should al so include program
el enents that are necessary to execute a successful program
such as formal solicitation rel eases; systens engi neering
technical reviews including prelimnary and critical design
revi ews; engineering devel opment nodel, lowrate initial
production, and full-rate production deliveries; devel opnental,
live-fire, and operational test and eval uati on phases; and
initial and full operational capability dates. These program
el enents are contained in an acquisition strategy proposed by
the PM and approved by the MDA. See references (a) and (b) and
t he Def ense Acqui sition Guidebook for direction and gui dance on
acqui sition strategy program el enents and inpl enentati on
requi renents for all DON ACAT prograrns.

3.4.4 R sk

[fm SNI 5000.2D, 3.4.4: Plans for assessing and nmitigating
programrisk shall be summarized in the acquisition strategy.
PMs, utilizing SYSCOM engi neering and | ogistics technical
authority expertise, shall conduct a risk assessnent identifying
all technical, cost, schedule, and performance risks. In
conjunction with the risk assessnent, plans for mtigating those
ri sks shall be conducted prior to each mlestone decision and the
Ful | - Rat e Production Decision Review (FRP DR). PMs for all DON
progranms shall, for the purpose of reducing or mtigating program
ri sk, research and apply applicable technical and managenent
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| essons-1 earned during system devel opnent, procurenent, and
nodi fication. ]

System engi neeri ng technical reviews should be used as
an integrated technical risk assessnent tool. Technical
reviews (such as the System Requirenments Review, Prelimnary
Design Review, Critical Design Review, System Verification
Revi ew, Production Readi ness Revi ew) conducted by
i ndependent subject natter experts with the programteam can
be an effective nethod of ascertaining technical risk at key
points in the acquisition life cycle. Technical risks and
associated mtigation approaches identified at these
reviews should be incorporated into the program plan and
budget .

ESOH and reliability should be considered in the overal
program ri sk managenent process. Additional guidance on risk
managenent and system safety inplenentation may be found in the
Def ense Acqui sition Gui debook.

3.4.4.1 Interoperability and Integration Risk

[fm SNI 5000.2D, 3.4.4.1, |ast subpara: For ACAT I, IA,
and Il prograns and applicable ACAT Il and IV prograns that are
desi gnated by ASN(RD&A) for integration and interoperability
special interest, risk assessnment planning shall be coordinated
wi th ASN(RD&A) Chief Systens Engi neer (CHSENG six nonths prior
to program decision briefings. Developed risk assessnents and
mtigation plans for such prograns shall be submtted to
ASN( RD&A) CHSENG no | ater than 30 cal endar days prior to program
deci sion briefings. ASN(RD&A) CHSENG shall advi se ASN( RD&A) and
the PM of the adequacy of the integration and interoperability
ri sk assessnent and risk mtigation plan.]

ASN( RD&A) CHSENG i s avail able to assist the PMin the
identification of integration and interoperability risks or in
the use of interoperability and integration risk assessnent
tools. ASN(RD&A) publication NAVSO P- 3686, "Top Eleven Ways to
Manage Technical Ri sk," should be used as a guideline for
establishing a technical risk managenent program Several risk
assessnment tools are available in the Defense Acquisition
Qui debook to assist in the identification of risks.

Addi tionally, systens engi neering technical reviews should be
used as an integrated technical risk assessnent tool.

4 Encl osure (3)


http://acquisition.navy.mil/rda/content/download/3382/15882/file/p3686.pdf�
http://acquisition.navy.mil/rda/content/download/3382/15882/file/p3686.pdf�
http://akss.dau.mil/dag/�
http://akss.dau.mil/dag/�

SECNAVY M 5000. 2
Decenmber 22, 2008

3.4.5 Program Managenent

3.4.5.1 Integrated Digital Environnment (IDE)

Engi neering and | ogi stics technical data for new systens,
nodel i ng and sinul ation, and applicabl e engi neering and | ogistics
technical data fromlegacy systens which interface with new
systens; should be acquired and devel oped in digital electronic
formto performlife-cycle support using digital operations per
references (c), (d), and (e). The DON policy on digital
| ogi stics technical data, reference (d), provides guidance on
acqui sition and conversion of logistics technical data to digital
form See the Defense Acquisition Guidebook for inplenentation
gui dance for all DON prograns.

3.4.5.2 Technical Representatives at Contractor Facilities

See the Defense Acquisition Guidebook for inplenmentation
gui dance for all DON ACAT prograns.

3.4.5.3 Governnent Property in the Possession of
Contractors (GPPQC)

PMs who have or use GPPC shoul d have a process in place to
ensure the continued managenent enphasis on reduci ng GPPC and the
preventing of any unnecessary additions to GPPC. See the Defense
Acqui si tion CGui debook for GPPC nonitoring guidance for all DON
pr ogr ans.

3.4.5.4 Planning for Sinmulati on-Based Acquisition (SBA)
and Moddeling and Si nul ation (MS)

Ref erence (c) provides guidance for DON nodeling and
simul ati on managenent. See the Defense Acquisition Gui debook for
i npl ement ati on gui dance for all DON ACAT prograns.

3.4.6 Design Considerations Affecting the Acquisition
Strategy

3.4.6.1 Open Architecture

3.4.6.2 Interoperability and I ntegration

[fm SNI 5000.2D, 3.4.6.2: For prograns that are part of a
SoS or FoS, interoperability and integration shall be a ngjor
consideration during all program phases per reference (j). Al
progranms shall inplenment data managenent and interoperability
processes, procedures, and tools, per reference (e), as the
foundation for information interoperability.]

Interoperability and integration risks should be
identified using the guidance in the Defense Acquisition
Qui debook. Interoperability and integration include
consi derations such as physical /nmechani cal interchangeability and
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"form fit, and function,” as well as the exchange of data and
servi ces.

3.4.6.2.1 Integrated Architecture

3.4.6.3 Aviation Critical Safety ltens

Aviation critical safety itens (CSIs) are parts,
assenblies, installations, |aunching or recovery equi pnment, or
support equi prment containing a critical characteristic whose
failure, mal function, or absence may cause a catastrophic or
critical failure resulting in |loss or serious damage to the
aircraft or weapon system unacceptable risk of personal injury
or loss of life, or an unconmmanded engi ne shutdown resulting in
an unsafe condition.

3.4.6.4 Informati on Assurance

[fm SNI 5000. 2D, para 3.4.6.4: Information assurance (IA)
requi renents shall be identified and included in the design,
acquisition, installation, operation, upgrade, and replacenent of
all DON information systens per 10 USC 2224, O fice of Managenent
and Budget Circular A-130, and reference (b). PM shall devel op
an | A Strategy and sumari ze the 1A Strategy in the progranis
overal | acquisition strategy.]

PMs shoul d ensure the acquisition strategy provides for
conpliance with the procedures regarding |A.  PM should
sumarize in the acquisition strategy the technical, schedul e,
cost, and funding issues associated with executing requirenents
for A, and maintain a plan to resolve any issues that arise.
This effort should ensure that |1 A policies and considerations are
addressed and docunented as an integral part of the progranis
overall acquisition strategy. The | A strategy should define the
pl anni ng approach the PMw || take during the programto ensure
that 1A requirenents are addressed early on and dinger-Cohen Act
requi renents for | A are captured as part of the program s overal
acquisition strategy. The IA strategy will continue to evolve
during devel opnent through test and eval uation, so that by
Ml estone Cit contains sufficient detail to define how the
programw || address the fielding and support requirenents that
nmeet material readi ness and performance objectives.

3.4.6.5 Standardi zati on and Conmobnal ity

3.4.6.6 Protection of Critical Program | nformation and
Anti - Tanper (AT) Measures

See this Guidebook, paragraphs 3.8.1 and 3.8.1.1 for AT
gui dance.
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3.4.7 Support Strateqgy

[fm SNl 5000. 2D, 3.4.7: Support planning shall show a
bal ance between program resources and schedul e so that systens
are acquired, designed, and introduced efficiently to neet
CDD/ CPD and APB performance design criteria thresholds. The PM
as the life-cycle manager, designated under the tenets of Total
Life Cycle Systens Managenent (TLCSM, shall docunent the
product support strategy in the acquisition strategy.
Performance Based Logistics (PBL) is the preferred support
strategy and net hod of providi ng weapon system | ogi stics
support. A conprehensive business case analysis will be the
basis for selecting a support strategy and reflecting the
associ ated tradeoffs (e.g., between performance, technical,
busi ness, organi c/comercial considerations). A program ] evel
PBL i npl enentation plan shall be devel oped for all prograns
using a PBL support strategy.]

Support planning, and its execution, forns the basis for
fleet or Marine Corps forces introduction and depl oynent
recommendati ons and decisions. Reliability, availability, and
mai ntai nability are critical considerations in the devel opnent
of the support strategy. See the Defense Acquisition Gui debook
for inplenmentation guidance for all DON ACAT prograns.

The PM in coordination with mlitary service |logistics
commands, is the Total Life-Cycle Manager (TLCM. This
includes full life-cycle product support execution and resource
pl anni ng responsibilities. The overall product support
strategy, docunented in the acquisition strategy, should
include life-cycle support planning and shoul d address actions
to assure sustainnent and to continually inprove product
affordability for programs in initial procurenent, re-
procurenent, and post-production support.

3.4.7.1 Hunman Systens Integration (HSI)

[fm SNI 5000.2D, 3.4.7.1: The acquisition strategy shal
sumari ze HSI planning, including howthe programw ||l neet HSI
programmatic requirenents and standards. It shall describe how
the systemw ||l neet the needs of the human operators,
mai nt ai ners, and support personnel. This includes Manpower,
Personnel, and Training (MPT), human factors engi neering,
personnel survivability, and habitability, safety, occupational
heal th, and environnental considerations.]

The summary of HSI planning included in an acquisition
strategy should illustrate how the PMintends to effectively neet
the HSI requirenents in the DOD 5000 series and SECNAVI NST
5000. 2D. The Navy's established Enterprise approach to HSI is
cal | ed Systens Engi neering, Acquisition and Personnel Integration
( SEAPRI NT) .

The follow ng information should be considered in
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devel oping the HSI section of an acquisition strategy. However,
if the MDA and the PMelect to require a separate HSI Plan (see
paragraph 3.9.1 of this guidebook), this information should be
included in that docunent; the acquisition strategy can then
refer to the HSI Pl an.

1. Provide a summary overview of the HSI strategy,
addressing HSI risk assessnent and reduction, application of
technol ogy in the achi evenent of HSI objectives, establishnent of
HSI priorities, and a description of the process to be
i npl emented to ensure HSI objectives are net.

2. Explain, with rationale, any tailoring of required HSI
activities.

3. Provide a conplete Iist of all commands and activities
involved with the HSI effort; explain the organi zational
structure of the program (including industry partners) and
describe the role of the HSI teamw thin that structure.

4. Describe how HSI will be integrated with al
acquisition | ogistics support (ALS) anal yses and activities.

5. Summarize HSI constraints and results of the HSI
anal yses and trade-offs.

6. Describe prior decisions, assunptions, nandated
constraints and information pertaining to HSI

7. Describe the total systens approach (hardware,
software, human); descri be how the performance characteristics
for humans were integrated into the system

8. Develop a tailored list of all HSI activities by
m | estone; show the POA&M for HSI activities overlaid with the
program schedul e; highlight any inconsistencies or conflicts.

9. Describe how HSI requirenents contribute to m ssion
capability, material readiness, force structure, affordability,
performance effectiveness, and achi evenent of wartine operational
obj ecti ves.

10. Describe the total system performance goal s that
require HSI-related design interface and support anal ysis.

11. ldentify key issues that have HSI inplications,
including constraints established in the Initial Capabilities
Docunent (1CD); include major design, material readiness, test
and evaluation, and affordability issues.
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12. Summari ze how the system addresses the cognitive,
sensory, and physical needs of the human operators. Summarize
t he approach for human-centered design initiatives.

13. ldentify the HSI analyses to be conducted and their
effects on managi ng HSI ri sks.

3.4.7.2 Environnental, Safety, and Occupational Health
(ESOH) Consi der ati ons

3.4.7.3 Denmilitarization and D sposal Pl anni ng

3.4.7.4 Post Depl oynent Perfornance Review

[fm SNI 5000.2D, 3.4.7.4: The acquisition strategy shal
address the statutory requirenent for a post depl oynent
performance review for ACAT | and | A prograns. |

The primary focus of post deploynent perfornance reviews
(PDPRs) is on how well an ACAT | or | A programis neeting its
m ssi on, performance, nmanagenent, financial, and technical goals.
Seni or managenent for ACAT | A prograns will review the PDPR
reports for inputs to IT investnent decisions. Guidance to
assi st organi zations in conducting PDPRs of IT investnents as
required by the dinger-Cohen Act of 1996 is provided in the DON
| T I nvest ment Eval uati on Handbook, which can be found on the DON
Chief Information Oficer (CO website at
http://ww. donci 0. navy. m | / Products. aspx?l D=757. PDPRs shoul d
consi der safety and survivability as well as the effectiveness of
the inplenmentati on of human systens integration strategies. See
t he Def ense Acqui sition Gui debook for PDPR inpl enentation
gui dance for all applicable prograns.

3.4.7.5 Program Protection Pl anning

3.4.7.6 Product Support

3.4.7.6.1 Product Support Managenent Pl anni ng

Pl anning for a performance based | ogistics (PBL) strategy
shoul d be rationalized by support analysis, baseline assessnent,
and the establishnment of support performance netrics. PBL
deci si ons should al so be based on the operational environnment and
the logistics infrastructure’s ability to support non-PBL defense
prograns. PBL requirenents should be invoked with contractors
where appropriate. A guide for the devel opnent of a PBL strategy
for product support of weapon systens titled "A Program Manager’s

GQuide to Buying Perfornmance” is avail able on the ASN(RD&A) web
page which can be found at http://ww. acquisition.navy.ml/.
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3.4.7.7 Planning for Parts and Materials Obsol escence

Support planni ng should i nclude a process to resolve
probl ens created by parts and/or materials obsol escence and
reduce or elimnate any negative inpacts. Such pl anning
shoul d proactively consider the inpact of obsol escence on the
acquisition life cycle by anticipating potential obsol escence
and taking appropriate |ogistics, acquisition, and budgeting
steps to prevent obsol escence from adversely affecting
materi al readiness or total ownership cost. As a necessary
adjunct to this elenent of support planning, the process
shoul d ensure that obsol escence mtigation information is
effectively communi cated and exchanged within DON, wi th ot her
Gover nnent organi zations, and with industry through maxi mum
use of alerts and the Governnent-Industry Data Exchange
Program (G DEP) .

3.4.8 Busi ness Strateqgy

3.4.8.1 Internati onal Cooperation*

[fm SNI 5000.2D, 3.4.8.1: PMs for DON ACAT prograns shal
consult with the Navy International Programs Ofice (1 PO during
devel opment of the international elenent of the programs
acquisition strategy to obtain:

1. Relevant international progranms information,] such as
research, devel opnment, and acquisition international agreenents
that are existing, proposed, or under consideration by allies and
friendly nations; anti-tanper policies; and data exchange
agreenents with allied and friendly nations.

2. [fm SNI 5000.2D, 3.4.8.1: ASN(RD&A) policy and
procedures regardi ng devel opnment, review, and approval of
i nternational armanents cooperation prograns,] as established by
reference (f).

3. [fm SNI 5000.2D, 3.4.8.1: DON technol ogy transfer
policy] established by references (g) and (h) under the policies
of the Secretary of Defense as recommended by the Nati onal
Di scl osure Policy Conmmittee (NDPC).

See the Defense Acquisition Guidebook for inplenentation
gui dance for all DON ACAT prograrns.

*This paragraph is not normally applicable to I T prograrns.

3.4.8.1.1 International Cooperative Strateqgy

The busi ness strategy should identify simlar
programns/ proj ects under devel opnent or in production by an ally.
The acquisition strategy assesses whether a simlar
program project could satisfy U S. requirenents, and if so,
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recommend designating the program an international cooperative
program DON PMs and/or PEGCs should consult with the Navy PO in
order to ensure their prograns are consistent with Navy

I nternational Programs O fice canpaign plans for sales to allied
and friendly nations.

3.4.8.1.2 International Interoperability

3.4.8.2 Conpetition

PMs shoul d consider acquiring necessary rights in
techni cal data and conputer software sufficient to permt
conpeting foll owon acquisitions.

3.4.8.3 Warranti es

The PM shoul d exam ne the value of warranties and pursue
such warranties when appropriate and cost-effective. Wen
appropriate, the PM should incorporate warranty requirenents in
the contractual |anguage per Federal Acquisition Regulation
Subpart 46.7 and Defense Federal Acquisition Regulation
Suppl ement par agraph 246.7. See the Defense Acquisition
Gui debook for inplenentation guidance for all DON ACAT prograns.

3.5 Intelligence Support

3.6 Command, Control, Communications, Conputers, and Intelli gence
(A1) /I nformati on Support

[fm SNl 5000. 2D, 3.6: PMs shall devel op Information
Support Plans (I1SPs) (fornerly the C41 Support Plans (C4l SPs))
for those IT, including NSS, ACAT prograns that connect in any
way to the communications and information infrastructure. |SPs
are to be devel oped per the requirenments in reference (b).]

See the Defense Acquisition Guidebook for C4l/1nfornmation
Support Pl an inplenentation gui dance and formats for IT,
including NSS, ACAT I, IA IIl, Ill, and IV prograns when they
connect in any way to the comruni cations and information
infrastructure.

CA41 SPs/1SPs for IT, including NSS, ACAT | and | A prograns,
and Assistant Secretary of Defense (Networks and I nformation
Integration) (ASD(NI 1)) special interest IT, including NSS
prograns are to be entered into the Joint C41 Program Assessnent
Tool - Enpowered (JCPAT-E) for review. After approval, C4l SPs/| SPs
for all IT, including NSS, progranms are to be entered into the
JCPAT-E repository for retention per references (i) and (j).
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3.7 Electromagnetic Environnental Effects (E3) and
El ectromagneti c Spectrum Certification and Supportability

E3 control is concerned with design and engineering to
mnimze the inpact of the el ectromagnetic environment on
equi pnent, systens, and platfornms. E3 control applies to the
el ectromagnetic interactions of both spectrum dependent and non-
spectrum dependent objects within the operational environnent.
Exanpl es of non-spectrum dependent objects that could be affected
by the el ectromagnetic environnent are ordnance, personnel, and
fuels. The increased dependency on and conpetition for portions
of the electromagnetic spectrum have anplified the |ikelihood of
adverse interactions anong sensors, networks, comunications, and
weapon systens.

The objective of establishing E3 control requirenents in
the acquisition process is to ensure that DON equi prment,
subsystens, and systens are designed to be self-conpatible and
operate conpatibly in the operational electromagnetic
environment. To be effective, the program nmanager shoul d
establish E3 control requirements early in the acquisition
process to ensure conpatibility with co-located equi pnent,
subsystens, and systens, and with the applicabl e external
el ectromagneti c environnent.

National, international, and DoD policies and procedures
for the managenment and use of the el ectronmagnetic spectrum
requi re program managers devel opi ng spectrum dependent
syst ens/ equi pnent to consi der spectrum supportability
requi renents and E3 control early in the devel opnment process.

G ven the conpl ex environnment (both physical and political) in
whi ch DoD forces operate, and the potential for worldw de use of
capabilities procured for DoD, early and thorough consideration
is vitally inportant. The spectrum supportability process

i ncludes the foll ow ng:

1. The spectrum dependent systen equi pnment bei ng acquired
is designed to operate within the proper portion of the
el ectromagneti c spectrum

2. Perm ssion has been (or can be) obtained from
designated authorities of sovereign ("host") nations (including
the United States and Protectorates) to use that equipnment within
t heir respective borders; and

3. The newly acquired equi pnent can operate conpatibly
Wi th ot her spectrum dependent equi pnent already in the intended
operational environnment (electromagnetic conpatibility).

Ref erences (k) and (l) inplement E3 and spectrum
managenent / spectrum certification within the Navy and Mari ne
Corps, respectively. See reference (b), enclosure 4, for
i npl enentation requirenments for all DON ACAT prograns. Expanded
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gui dance is available fromthe Defense Acquisition Guidebook.

3.7.1 El ectromagneti ¢ Environnmental Effects (E3)

Achi evenent of conpatibility in the operational
el ectromagneti c environnent is the paranmount objective of the
Navy E3 Program The Navy E3 program s primary goal is to
enhance force performance by institutionalizing the prediction
and design of the operational Navy el ectromagnetic environnent
(EME), and the correction, prevention, and control of degradation
to warfighting capability caused by the interaction of the EME
wi th Navy equi pnent, systens, platforns, and personnel. E3
design requirenents for all DON conmuni cations and el ectronics
(G E) systens and equi prent should be identified in all necessary
acqui sition docunents during the DON acqui sition process and
integrated into all devel opnental and operational tests per
references (k) and (I). E3 design requirenents should apply to
all phases of the acquisition process and should be inplenented
as early as possible in the conceptual, design, acquisition, and
oper ational phases of all equipnment, systens and platforns. E3
control should be planned for and incorporated in all Navy
equi pnent, systens and platforns including conmercial itens and
non- devel opnental itens.

Al'l nmunitions and electric or electronic systens and
equi pnent will be designed or procured to be nutually conpatible
with other electrical or electronic equipment within their
expected operational environment. This enconpasses
el ectromagnetic conpatibility (EMC)/el ectromagnetic interference
(EM); electromagnetic vulnerability (EMV); el ectromagnetic pul se
(EMP); electrostatic discharge (ESD); hazards of el ectromagnetic
radi ati on to personnel (HERP), to ordnance (HERO, and to fuel
(volatile materials) (HERF); and natural phenonena effects of
[ightning and precipitation static (P-static).

Key Revi ew Actions by Program Managers:

1. Define, and update as necessary, applicable
el ectromagneti c environnents where systens/equi pnment are/is
i ntended to operate;

2. Establish E3 control requirenents, with speci al
enphasi s on nutual conpatibility and HERO gui dance;

3. Define E3 progranmatic requirenents to include
anal yses, nodeling and sinulation, and test and eval uation; and

4. Ensure that E3 devel opnental test and eval uation/
operational test and eval uation requirenents and spectrum
managenent planning and anal yses are addressed in the Test and
Eval uati on Master Plan, and that resources are identified to
support these activities.
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3.7.2 El ectromagneti ¢ Spectrum Certification and
Supportability

Spectrumcertification effects spectrum supportability.
The program manager should initiate the spectrumcertification
(DD Form 1494 Application for Equi pment Frequency Allocation)
process prior to Mlestone B to ensure spectrum supportability
early in the devel opnent cycle.

Spectrumcertification is the statenment of adequacy
received fromauthorities of sovereign nations after their review
of the technical characteristics of spectrum dependent equi pnent
or systens regarding conpliance with their national spectrum
managenent policy, allocations, regul ations, and technical
standards. The purpose of spectrumcertification is to:

1. Obtain authorization fromthe Nationa
Tel econmuni cations and I nformati on Adm ni stration to devel op or
procure itens that use a defined frequency band(s) or specified
frequencies to accommodate a specific electronic function(s);

2. Ensure conpliance with national policies and
al l ocation tables which provide order in the use of the radio
frequency spectrun and

3. Ensure spectrumavailability to support the itemin
its intended operational environnent.

The spectrumcertification process is used to receive an
approved el ectromagnetic frequency allocation and Host Nation
Agreenment if the systemis to operate in international
el ectromagnetic environnents. A DD Form 1494, Application for
Equi prent  Frequency Allocation, is required for spectrum
certification by the MIlitary Comruni cations-El ectronics Board
(MCEB) for all spectrum dependent systens and all systens
enpl oying satellite techniques (47 U.S.C. Sections 901-904).
Spectrum dependent systens are those el ectronic systens,
subsystens, and devi ces and/ or equi pnment that depend on the use
of the electromagnetic spectrumfor the acquisition or
acceptance, processing, storage, display, analysis, protection,
di sposition, and transfer of information.

1. The DD Form 1494 docunents the spectrumrel ated
techni cal and performance characteristics of an acquisition item
to ensure conpliance with the applicable DoD, individual
national, both U S. and foreign, and international spectrum
managenent policies and regul ati ons.

2. The DD Form 1494 is routed through command channels to
the sponsoring MIlitary Departnent Frequency Managenent O fice:
the U S. Arny Spectrum Managenent O fice, the Navy-Marine Corps
Spectrum Center, or the Air Force Frequency Managenent Agency.
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a. The Mlitary Departnent representative then
submts the formto the Spectrum Pl anni ng Subcomm ttee of the
| nt erdepartmental Radi o Advisory Commttee under the National
Tel ecommuni cati ons and Information Adm ni stration; and

b. The Service Frequency Managenent O fice (FMO
submts the formto the Equi pnment Spectrum Gui dance Per manent
Wirki ng G oup (ESG PW5 under the Frequency Panel of the Joint
Staff MCEB.

Requirenents for foreign spectrum support will be
forwarded to the MCEB ESG PWG for coordination with host nations
where depl oynment of the system or equi pnent is anticipated.
Spectrum certification updates should be prepared at each
subsequent acquisition mlestone. The Navy and Marine Corps
Spectrum Center can assist PMs with the spectrumcertification
process.

3.7.2.1 Electronngnetic Spectrum Certification Conpliance

As part of the m | estone review process, the MDA should
ensure that el ectromagnetic spectrum supportability has been
approved. Additionally, PMs should conplete spectrum
supportability assessnent factors shown in Table E3T4 of
encl osure (3) of SECNAVI NST 5000. 2D prior to award of a contract
for acquisition of any systemthat enploys the el ectromagnetic
spectrum The applicable programinformati on shown in Table
E3T4 are exanples of the nost likely references for the required
information. |[|f the PM deens other references nore appropriate,
they may be used in addition to or instead of those cited.

3.7.2.2 Electronngneti c Spectrum Supportability

3.8 Technol ogy Protection

[fm SNI 5000. 2D, 3.8: Each DON programthat contains critical
programinformation or critical technology shall prepare a
Program Protection Plan (PPP) per references (n) and (n). PPPs
shall include a PM approved cl assified Anti-Tanper (AT) Annex
that has Naval Air Systenms Command ( NAVAI RSYSCOM's technica
concurrence as DON' s AT Technical Authority. ASN(RD&A) CHSENG i s
t he DON point-of-contact for DoD and DON AT policy matters and
for working with the DoD AT Executive Agent.

CNO (N2, N3/ N5, and N6) shall provide operations security
(OPSEC) and OPSEC enhancenent pl anni ng gui dance during | CD
review. CNO (N2, N3/N5, and N6) shall coordinate gui dance
preparation and shall assist the PMs staff in subsequent OPSEC
and program protection planning involving critical program
information. Detailed policy and procedures are found in
reference (0).]
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The PPP shoul d enconpass security, acquisition systens
protection, systens security engineering, counterintelligence,
and operations security (SASCO requirenments. SASCO requirenents
are contained in reference (n). A discretionary, illustrative
format for a PPP is provided in reference (n). See reference
(b), enclosure 4, for inplenentation requirenents for all DON
ACAT prograns.

3.8.1 Anti -Tanper Measures

Technol ogy protection is essential to maintain
technol ogi cal superiority over a systenmis life. Additionally,
DoD seeks to cooperatively devel op systens with other countries
and permt Foreign Mlitary Sales (FM5) or Direct Comrerci al
Sal es (DCS), which pronote resource conservation
standardi zation, comonality, and interoperability. Co-
devel opnment, sales, transfer loss on the battlefield, and/or
uni nt ended diversion will expose critical technology to potenti al
exploitation or reverse-engineering attenpts. This unintentional
technol ogy transfer risk nmust be addressed by assessing,
desi gning, and inplenmenting appropriate AT neasures.

DON s AT Technical Agent (O fice of Naval Research (ONR))
wi |l support PMs and DON s AT Technical Authority (NAVAI RSYSCOV)
on AT technical matters.

3.8.1.1 Program Protection Pl an AT Annex

ACAT programs that contain critical programinfornmation
are required by reference (b) to develop a Program Protection
Plan with an AT Annex. The DON AT technical agent will be
avail able to assist the PMin preparing and staffing the AT
Annex. A final Program Protection Plan AT Annex w Il be
submtted to ASN(RD&A) CHSENG via the DON AT technical agent for
AT Annex technical concurrence at | east 60 days prior to any
program deci sion point (i.e., mlestone, FVM5 decision date, etc).

Ef fecti ve AT Annex devel opnent should include the follow ng:

1. ldentify critical programinformation and technol ogi es
per references (n), (o), (p), (g), (r), and the Mlitarily
Critical Technol ogi es List
(http://ww. dhra. m | /perserec/csg/tlthreat/nctl.htm.

2. Assess the vulnerabilities and risk of inadvertent
technol ogy transfer over the planned service |ife. FM and DCS
shoul d be assuned for nost prograns unl ess conpelling evidence
exists to the contrary.

3. ldentify potential technical solutions, determ ne
i kely cost and schedule inplications, and sel ect nmethods best
suited to the respective acquisition effort. Early liaison with
the DON AT Techni cal Agent can assist in effective technical
sol ution selection. The cost nust be identified and resourced by
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t he OPNAV Sponsor early in the programis life cycle.

4. Develop and resource the validation & verification of
t he planned AT inpl enentation.

ASN( RD&A) CHSENG shoul d be consulted for any revised DoD
AT Executive Agent directed AT policy and guidelines which m ght
i mpact an acquisition program

3.9 Periodic Reporting

3.9.1 Program Pl ans

The bel ow di scussi on of specific program plans does not
inmply that the plans addressed here constitute all of the
pl anni ng docunents that are or nmay be required of a specific
program

If international access, participation, or sales is
pl anned or anticipated, the Program Protection Plan will include
as annexes a Technol ogy Assessnent and Control Plan (TA/ CP)
(approved by the MDA) and a del egation of disclosure authority
letter (DDL) (approved by ASN(RD&A) or formally del egated
di scl osure authority).

A Logi stics Supportability Plan is a discretionary
acqui sition phase program plan that nmay be required by the MDA or
PM  The Logistics Supportability Plan was fornmerly known as the
I ntegrated Logistics Support Plan or Acquisition Logistics
Support Plan. The Logistics Supportability Plan may be initially
devel oped as early as programinitiation and may be updated
annual Iy, until sustainnent, to ensure life-cycle logistics
managenent planning efforts are current and in coordination with
programefforts.

A Systens Engineering Plan (SEP) is a mandatory mi | estone
docunent that is required at Ml estones A, B, and C and al so
programinitiation for ships. The SEP may be an annex to the
acquisition strategy or it may be a stand-al one docunent and
summari zed in the acquisition strategy. The SEP shoul d det ai
the overall systens engineering process and effort to be used,
how t hat process supports the assessnent of technical health and
techni cal baseline managenent, how technical reviews will be used
to support program decisions, and how the systens engi neering
effort relates to other programactivities and pl ans.

Preparation of a HSI Plan (HSIP) to docunent the process
for effective planning and inplementation of HSI activities is
di scretionary and may be required by the MDA or PM An HSIP
woul d assist in summarizing HSI planning for the acquisition
strategy. PMs should prepare an HSIP before, or as soon as
possi ble after, programinitiation. An HSIP facilitates the
integration of the HSI domains anong thensel ves and between the
HSI team and all stakeholders. The HSIP should include an HSI
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issues audit trail that identifies and describes issues or
concerns; plans to address each issue/concern; actions taken or
deci sions nmade; tradeoff decisions/reasons when costs or other
constraints prohibit adoption of optiml HSI solutions or inpact
on performance and/or risk mtigation strategies; those
responsi bl e for action taken or decisions nmade; and the current
status of each issue/concern. The HSIP should be a living
docunent that is updated as the program evol ves.

Preparati on of a System Safety Program Pl an (SSPP) is
di scretionary and may be required by the MDA or PM A SSPP
describes the tasks and activities required to inplenment the
system saf ety program and incl udes organi zati onal
responsibilities, resources, nethods of acconplishment,
m | estones, depth of effort and integration with other program
engi neeri ng and managenent activities and related systens. PM
who devel op an HSIP are encouraged to integrate the SSPP and t he
HSIP into a single docunent or a single addendumto the
acqui sition strategy.

3.9.2 Acquisition Program Baseline (APB) Reporting

The PMreports the current estimte of each APB paraneter
periodically to the MDA. The PMreports the current APB
estimates for ACAT | and | A prograns quarterly in the DAES.
Program goal s of those prograns that are part of a system of
systenms (SoS) or famly of systens (FoS) will be established in
t he context of an individual system executing one, or nore,

m ssion capabilities of the SoS or FoS.

See the Defense Acquisition Guidebook and Annex 3-A of
this enclosure for APB inplenenting guidance for all DON ACAT
pr ogr amns.

3.9.3 Defense Acquisition Executive Summary (DAES) --
(DD- AT&L( Q) 1429)

[fm SNl 5000. 2D, 3.9.3: DAES nonthly charts and
information are required for ACAT | and I A prograns. The DAES
monthly charts shall be submtted to ASN(RD&A) no | ater than the
20t h of each nonth, and the quarterly information shall be
inputted into Dashboard for ASN(RD&A) review no | ater than the
20th day of the program s designated quarterly reporting nonth.
Data will be electronically provided from Dashboard to
USD( AT&L) ' s Defense Acquisition Managenent |Information Retrieval
(DAM R) System by the 28th of each nonth. ]

Ref erence (b), enclosure 4, requires ACAT I/ A DAES
reporting which shall be in the consolidated acquisition
reporting system (CARS) fornmat (see the Defense Acquisition
Qui debook) .
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3.9.3.1 DAES Reporting

Under Secretary of Defense (Acquisition, Technol ogy, and
Logi stics) (USD(AT&L)) assigns DAES reporting responsibility.
Sel ected ACAT I/1A prograns are assigned a designated reporting
mont h by USD(AT&L) to begin their quarterly DAES reports. DAES
data will be electronically provided from Dashboard to
USD( AT&L) ' s Defense Acquisition Managenent |Information Retrieval
(DAM R) System by the 28th of the progranis designated quarterly
reporting nmonth. To neet this deadline and to all ow adequate
time for ASN(RD&A) and ASN (Financial Managenent and Conptroller)
(ASN(FM&C) ) review, DAES nonthly charts are to be submtted to
ASN(RD&A) no later than the 20th of each nonth, and the quarterly
information shall be inputted into Dashboard for ASN(RD&A) revi ew
no later than the 20th day of the program s designated quarterly
reporting nonth.

3.9.4 Selected Acquisition Report (SAR) -- (DD AT&L( QRA) 823) *

[fm SNl 5000. 2D, 3.9.4: The Secretary of Defense is
required to submt to Congress an SAR for each ACAT | NMDAP
Wai vers may be granted by the USD(AT&L) for certain pre-M]|estone
B progranms that do not have an approved Acqui sition Program
Baseline. The SAR provides to Congress standard, conprehensive
summary reporting of cost, schedule, and performance information
on each ACAT | program The annual SAR report, covering the
period ending 31 Decenber, shall be submtted to ASN(RD&A) no
|ater than the 15th day after the President sends the budget to
Congr ess.

Quarterly SARs, which are submitted on an exception basis,
shall be forwarded no later than the 15th day after the end of
the reporting quarter. Exception SAR reporting is required for
prograns when: 1) the current estimate exceeds the APB objective
for the Program Acquisition Unit Cost or the Average Procurenent
Unit Cost by 15 percent or nore; 2) the current estimate includes
a six-nmonth or greater delay, for any APB schedul e paraneter,
that has occurred since the current estimate reported in the
previous SAR, or 3) MIlestone B or M| estone C approval occurs
within the reportable quarter.]

SAR preparation inplenentation guidance for ACAT I
prograns is provided in the Defense Acquisition Gui debook.

*The SAR is not applicable to ACAT | A prograns.
3.9.5 Unit Cost Reports (UCRs) — (DD AT&L(Q8AR)1591)*

*UCRs are not applicable to ACAT | A prograns.
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3.9.6 Past Performance Reporting/ Reports

The DON aut omat ed system for reporting contractor past
performance is the Contractor Performance Assessnent Reporting
System (CPARS) which is accessible via the Internet at
http://ww. cpars.csd.disa.ml/. PMs have the responsibility for
provi ding an annual assessnment of their contractors’ performance
via the CPARS

3.9.7 Consolidated Acquisition Reporting System ( CARS)

See the Defense Acquisition Guidebook for CARS
i npl ement ati on gui dance for SARs for ACAT | prograns and
Acqui si tion Program Baselines for all ACAT prograns.

3.10 Program Certification and Assessnents

3.10.1 Certification Requirenents at M| estone A

3.10.2 Certification Requirenents at M| estone B

3.10. 3 Assessnents Required Prior to Approving the Start of
Construction on First Ship of Shipbuilding Program
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Annex 3-A
Weapon System and | T System Prograns
Acqui sition Program Baselines (APBs)/
APB Devi ati ons

1.1 Acquisition Program Baseline (APB)

Per references (a) and (b), every ACAT program shal
establish an Acquisition Program Baseline (APB) that docunents
the cost, schedul e, and perfornmance objectives and threshol ds of
that program The initial APB will be prepared in connection
with the programis initiation, and will be maintained and updated
as necessary per bel ow guidance until the programis no | onger on
the active ACAT program i st.

1.1.1 Objectives and Threshol ds

Per reference (b), each paraneter shall include both an
objective and threshold value. |[If no threshold is specified,
then the threshold value will be considered the sane as the
objective value. The APB wll incorporate all of the parameters

obj ectives and threshol ds specified in the capabilities docunent
(e.g., the Capability Devel opnent Docunent (CDD) or the
Capability Production Docunent (CPD)). PMs for DON ACAT prograns
may propose additional program paraneters, with associated

obj ectives and thresholds, for approval by the m | estone decision
authority (MDA). Program objectives and threshol ds nust be
guantifiabl e and neasurabl e.

PMs will not nake trade-offs in cost, schedule, and/or
performance outside of the trade space between objective and
t hreshol d val ues without first obtaining approval fromthe
appropriate requirenents/functional and resource sponsors, and
fromthe MDA

For those prograns that are part of a SoS or FoS,
objectives and thresholds are to be established per the SoS or
FoS Capstone Requirenents Docunent (CRD).

1.1.2 APB Cont ent

The APB content for all ACAT DON prograns, including
t hose APBs revised as a result of program nodifications, wll
represent the programas it is expected to be devel oped,
produced, and depl oyed.
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1.1.2.1 Performance Paraneters

The total nunber of perfornmance paraneters should be the
m ni mum nunber needed to characterize the major drivers of
operational performance, supportability, and interoperability.
The m ni mum nunber includes the KPPs identified in the CDD or
t he CPD.

1.1.2.2 Schedul e Paraneters

Schedul e paraneters should mninmally include dates for
programinitiation, major decision points, and the attai nment
of initial operating capability (10C).

The threshold value for a weapon system APB schedul e
paranmeter should normally be the objective value plus six
nont hs.

1.1.2.3 Cost Paraneters

The APB cost section of all DON weapon system prograns,
regardl ess of ACAT, should reflect the sane paraneters as those
used in the format of the consolidated acquisition reporting
system (CARS) generated APB for ACAT | prograns. All cost
par anmet er objectives and threshol ds established in an APB
shoul d be stated in constant base year dollars, with the base
year clearly identified. The weapons systens APB cost
paranmeters should include: 1) the total cost for each separate
cost paranmeter (RDT&E, procurenent, mlitary construction
(M LCON), acquisition operations and mai ntenance (O&, and
operating and support (QC&S)); 2) total quantity (including both
fully-configured devel opment and production units); 3) average
procurenent unit cost (defined as the total procurenent cost
di vided by total procurenent quantity); 4) program acquisition
unit cost (defined as the total of all acquisition rel ated
appropriations divided by the total quantity of fully
configured end itens (including engineering devel opnent nodel s
(EDMs))); and 5) the total costs of any other cost objective(s)
designated by the MDA. In addition, weapon systens APBs shoul d
include a total ownership cost (TOC) paraneter consisting of
direct costs (RDT&E, procurenment, MLCON, acquisition itens
procured wi th operations and nai ntenance funds, and operations
and support), indirect costs (attributable to the progranis
system, and infrastructure costs (not attributable to the
program s system for the life of the program TOC and
guantity anount paranmeters do not require a threshold as they
are not breachabl e paraneters.

Cost figures for all APBs should reflect realistic
estimates to achi eve perfornmance objectives of the total
program including a thorough assessnment of risk. Baseline
costs should include the total program not just the anount
funded in the budget and programmed through the future years
def ense program (FYDP) (i.e., baseline costs should include
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out -year (beyond the FYDP) funding requirements that are part
of the approved program. Budgeted anmounts should not exceed
the total cost thresholds in the APB.

The threshold values for the cost paraneters should
normal |y be the objective value plus 10 percent.

1.1.3 Evolutionary Acqui sSition

When delivering systens under an evol utionary
acquisition strategy, the APB will include paraneters for the
next increnment and, if known, for followon increnents. These
foll owon increments should be established as a separate end
itemw thin the APB, where |ogical and feasible. Objectives
and thresholds for cost, schedule, and performance wll be
included within the APB for each block/increnent, in the |evel
of detail available at the tine.

When determ ning whether an effort should be considered an
evol utionary acquisition, the question to be answered is whether
the new effort is of an evolutionary or "revolutionary" nature.

If the new effort is a drastic change or inprovenent that is
"revol utionary" (as opposed to evolutionary) to the perfornmance
of the older effort, then the new effort nust be considered as a
separate and distinct new ACAT program and not sinply a separate
increnment/end itemw thin the existing ACAT program and APB.

1.2 Procedures

1.2.1 Preparation and Approval

Al'l ACAT program APBs wi ||l be prepared by the PM and
approved by the MDA as part of the mandatory program deci sion
poi nt information provided at program deci sion point neetings.

Once the revised APB has been approved by the MDA, the
fundi ng associated with the revised APBis to be reflected in the
next FYDP update and is to be the new program fundi ng.

| T program APBs wi || be prepared by the PMin coordination
with the user or user’s representative.

1.2.1.1 ACAT I, 1A and Il Endorsenents

Al'l APBs for ACAT I, IA and Il prograns will be endorsed
by the Program Executive Oficer (PEQ, Systens Comand (SYSCOM
Commander, or Direct Reporting Program Manager (DRPM (as
appropriate).

Once the APB has been endorsed by the PEOQ SYSCOM or

DRPM it will be forwarded concurrently to the follow ng
organi zations for endorsenent:
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1. CNO (Conmunication Networks (N6), or Fleet Readi ness
and Logistics (N4), (as appropriate)), and

2. CNO (Integration of Capabilities and Resources (N8))
or CMC (Deputy Commandants, Prograns and Resources (DC, P&R) and
Conbat Devel opnent and Integration (DC, CD&l)).

Fromthe date the ACAT I, IA and Il APBs are forwarded to
CNO CMC organi zations, there is a 30-calendar day tinme limt to
conpl ete the concurrence/ endorsenent process. Concurrence wll
be assuned after 30 days unless a specific non-concurrence has
been forwarded. For the ACAT | and Il program APBs,
OASN( RD&A) (AP&A) wi Il coordinate the signatures and responses to
ensure that the appropriate concurrences have been received.

| T program APBs wi || be endorsed by the IT functional area
poi nt of contact/ manager.

1.2.1.2 ACAT IIl and 1V Endorsenents

ACAT 11l and IV program APBs wi || be prepared by the PM
endorsed by the PEQ, SYSCOM Conmander, or DRPM as appropriate,
t he resource sponsor and I T functional area point of
cont act/ manager and CMC (DC, CD& ) for Marine Corps prograns; and
approved by the MDA

1.2.1.3 Approval

For ACAT | weapons systens prograns, the APB will not be
approved w thout the coordination of the Under Secretary of
Def ense (Conptroller) (10 U S.C. Section 2220(a)(2)) and the
Joi nt Requi renments Oversight Council

APBs wi Il be prepared and approved at programinitiation,;
revi sed and/ or updated at each subsequent program deci sion point;
and revised foll owi ng an MDA-approved programrestructure or an
unrecover abl e program devi ati on fromthe current APB. Any
requi red changes to the APB resulting from one of these
conditions will be processed and approved in the formof a
revised APB. APBs are not to be updated for the sake of
providing current information that is within the trade space
bet ween the established objective and t hreshol d val ues.

The APBs for ACAT | and | A progranms will be provided to

OASN (RD&A) (Acquisition Programmatics and Anal ysis (AP&A)) in
t he CARS format.
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1.2.2 OPNAV Processi ng Procedures

1.2.2.1 APB and CDD/ CPD Coordi nati on

For weapon systens prograns, the PMw Il provide a copy of
the draft APB to the RO program sponsor for review and validation
t hat the performance paranmeters are consistent with the approved
CDD or CPD.

1.2.2.2 COPNAV Endor senent Procedures

The focal point for OPNAV review of APBs is the resource
sponsor’s requirenents officer (RO, wth whomthe PMw ||
coordi nate during APB preparation. To facilitate the OPNAV
review, the PMw Il supply copies of the APB to the RO for the
revi ew coordi nation. C ose coordination between the RO and the
CNO (N8) action officer is required for an expeditious OPNAV
review. The ROw I provide OPNAV comments to the PMand will
attenpt to resolve all OPNAV issues with the PM

When staffing APBs for CNO (N8) endorsenent, the resource
sponsor should provide the additional following information to
the CNO (N8) staff:

1. The reason for changi ng/updating the APB (i.e., to
support a progran m | estone deci sion point (providing the
rel ati onship of the decision to the overall progress of the
program or to document changes to program cost, schedul e, and/or
performance paraneters that are outside the approved objective-
t hreshol d ranges);

2. The FYDP Budget display for the programw th an
i ndi cation regardi ng whether or not the programis fully funded
across the FYDP in all appropriations (i.e., RDT&E, SCN, APN,
etc.). Include a conparison of the program budget requirenents
ver sus budget authori zed;

3. The | ast approved schedul e of record for the program

4. Any Congressional |anguage or interest in the program
or effort; and

5. Any technical, testing, or programmati c concerns that
m ght inpact the deci si on at hand.

1.3 APB Devi ati ons Procedures

1.3.1 Program Devi ati ons

A program devi ati on occurs when the PM has reason to
believe that the current estimate of an APB cost, performance, or
schedul e paraneter will breach the threshold value for that
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paranmeter. \Wien a program devi ation occurs, the PM should
i medi ately notify the MDA and the ACT for ACAT IC, |1AC and |
prograns or the equivalent teamfor ACAT IIl and |V prograns.

Wthin 30 days of the program deviation, the PM shoul d
notify the MDA of the reason for the deviation and the action(s)
bei ng taken to bring the program back wi thin the approved
basel i ne thresholds. Wthin 90 days of the program deviation,

t he PM shoul d:

1. Ensure the programis back within APB thresholds, or

2. Submit a new APB, changing only the breached paraneter
and those paraneters directly affected by the breached paraneter,
or

3. Provide a date by which the new APB wi Il be submtted
or by which the programw || be back within original APB
t hr eshol ds.

4. Keep the CNO CMC (DC, P&R and DC, CD& ) informed with
regard to program devi ati ons and baseline recovery actions.

1.3.2 Program Deviation Criteria

Unl ess otherwi se specified, the value of a perfornmance
objective or threshold in the APB should not differ fromthe
value for a |like objective or threshold value in the CDDO CPD, and
their definition should be consistent.

For weapon system prograns the threshold val ue for
schedul e should normally be the objective value plus 6 nonths;
and the threshold value for cost should normally be the objective
val ue plus 10 percent.

1. 3.3 Revi sed Basel i ne Approval

I f a program cannot be brought back within the current
APB, the PM prepares a revised APB, and obtains the sane
endorsenents and approval s using the sanme procedures as required
for the initial APB. For all ACAT prograns, resource sponsors
will review the APB deviation notification and conmt to
continued funding, if appropriate, by signing an OPNAV
coordi nati on sheet for the APB devi ation notification.

1.4 Responsibilities

1.4.1 PM

The PMw Il maintain the currency and adequacy of the APB
fromprograminitiation until the programis no |onger on the
active ACAT programlist. See SECNAVI NST 5000. 2D, paragraph 2.4
for discussion of active ACAT programli st.
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1.4.2 | T Functi onal Area POC/ Manager

The I'T functional area POC/ manager/user’s representative
will:

1. Ensure KPPs fromthe CDD or CPD are extracted and
i ncluded in the APB.

2. Ensure consistency with principal staff assistant’s
functional planning and target architecture.

3. Review and endorse the APB.

1.4.3 Resource Sponsor

1.4.3.1 ACAT I, 1A and Il Prograns

The CNO (N6 or N4 and N3) or CMC (DC, P&R and DC, CD& ) will
endor se APBs and APB revi sions.

1.4.3.2 ACAT IIl and 1V prograns

The resource sponsor and CMC (DC, CD& ) (for Marine Corps
| T progranms) wll:

1. Endorse t he APB.
2. Revi ew and endorse all APB revisions.
1.4.4 NDA

The MDA will approve the initial APB and all APB
revisions.
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Acqui sition Program Baseline Signature Page (Wapon System

Cl assification

Acqui sition Program Basel i ne
Pr ogr am XXX

Wth the objective of enhancing programstability and controlling
cost growmh, we, the undersigned, approve this baseline docunment. Qur
intent is that the program be managed within the programmati c, schedul e,
and financial constraints identified. W agree to support, within the
charter and authority of our respective official positions, the required
funding in the Planning, Progranm ng, Budgeting, and Execution System
( PPBES) .

Thi s baseline docunent is a sunmary and does not provide detail ed
programrequirenents or content. |t does, however, contain key
performance, schedul e, and cost paraneters that are the basis for
satisfying an identified capability need. As long as the programis
bei ng managed within the franework established by this baseline, in-phase
reviews will not be held unless directed by the MDA

Program Manager (Al ACAT prograns) Dat e
Program Executive Oficer/ SYSCOM DRPM (Al | ACAT prograns) Dat e
[If the MDA, signature should be after CNO CM]

CNO ( Program Resource Sponsor) (Al ACAT prograns) Dat e
or CMC (Deputy Commandant, Conbat Devel opnent and Integration) (Al ACAT
pr ogr ans)

CNO (Conmruni cati on Networks (N6)) (ACAT I/11 prograns) Dat e
or CNO (Fl eet Readi ness and Logistics (N4)) (ACAT I/11 prograrmns)

CNO (Integration of Capabilities and Resources (N8)) (ACAT prograns) Date

/11
| prograns)

or CMC (Deputy Commandant, Prograns and Resources) (ACAT I/
ASN( RD&A) (ACAT I/11 prograns) Dat e
Under Secretary of Defense (Acquisition, Technol ogy Dat e

and Logistics) (ACAT | D prograns)

Derived from
Decl assify on:

CLASSI FI CATI ON
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Acqui sition Program Baseline Signature Page (I T System

Cl assification

Acqui sition Program Basel i ne
Pr ogr am XXX

Wth the objective of enhancing programstability and controlling cost
growm h, we, the undersigned, approve this baseline docunent. Qur intent is
that the program be managed within the progranmatic, schedul e, and financial
constraints identified. W agree to support, within the charter and authority
of our respective official positions, the required funding in the Planning,
Progranm ng, Budgeting, and Execution System ( PPBES).

Thi s baseline docurment is a summary and does not provide detail ed program
requi renents or content. It does, however, contain key performance, schedul e,
and cost paraneters that are the basis for satisfying an identified capability
need. As long as the programis being managed within the framework
establ i shed by this baseline, in-phase reviews will not be held unless
directed by the MDA

Pr ogr am Manager Date |IT Functional Area POC/ Manager Date
(Al ACAT I T prograns) (AI'l ACAT I T prograns)

Program Executive Oficer/SYSCOM DRPM (Al ACAT | T prograns) Dat e
[If the MDA, signature should be after CNO CM]

Pr ogr anf Resour ce Sponsor (Al ACAT |IT prograns) Dat e
CMC (Deputy Commandant, Comnbat Devel opnent and | ntegration) Dat e

(Al USMC ACAT I T prograns)

CNO (Integration of Capabilities and Resources (N3)) (ACAT I A prograns) Date
or CMC (Deputy Commandant, Prograns and Resources) (ACAT | A prograns)

M | est one Deci sion Authority Dat e
(ACAT | AC and ACAT IIl and IVT IT prograns)
ASN( RD&A), or desi gnee Dat e

(ACAT | AM pr ogr ans)

Assi stant Secretary of Defense (Networks and Information Integration) Dat e
(ACAT | AM pr ogr ans)

Derived from

Decl assify on:

CLASSI FI CATI ON
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Chapter 4
| nformation Technol ogy (I T) Consi derations

Ref erences: (a) SECNAVINST 5000. 2D

(b) DOD Instruction 5000.02, Operation of the
Def ense Acquisition System of 8 Dec 08

(c) Departnent of Defense Architecture Franmework
(DoDAF) Ver 1.5 docunents, 23 Apr 07 (NOTAL)

(d) Chairman of the Joint Chiefs of Staff Mnual
(CIJCSM 3170.01C, Qperation of the Joint
Capabilities Integration and Devel opnent System
of 1 May 07

(e) DOD Directive 4630.5, Interoperability and
Supportability of Information Technol ogy (IT)
and National Security Systens (NSS), of 5 May 04

(f) DOD Directive 8500.01E, Information Assurance,
of 24 Cct 02

(g) DOD Instruction 8500.2, Information Assurance
(1A Inplenmentation, of 6 Feb 03

(h) DOD Instruction 8510.01, DoD Infornmation
Assurance Certification and Accreditation
Process (DI ACAP), of 28 Nov 07

(i) SECNAVI NST 5239. 3A

(j) Chairman of the Joint Chiefs of Staff
| nstruction 6212. 01D, Interoperability and
Supportability of Information Technol ogy and
National Security Systens, of 8 NMar 06

(k) DOD Directive 8570.01, Information Assurance
Training, Certification, and Wrkforce
Managenent, of 15 Aug 04

(1) DOD Manual 8570.01-M Information Assurance
Wor kf orce _Managenent Program of 19 Dec 05

(m OPNAVI NST 5100.23G

4.1 dinger-Cohen Act (CCA) (40 U S.C., Subtitle II1) Conpliance

4.1.1 CCA Conpliance Package Devel opnent and Processing for
ACAT |AM 1AC, ID IC and Il Prograns contai ning M ssion-
Critical (MO or Mssion-Essential (ME) IT Systens including
Nati onal Security Systens (NSS)

CCA conpliance certification or confirmation, as
appropriate, shall be obtained through the process described in
reference (a), enclosure (4), paragraph 4. 1.

4.1.2 CCA Conpliance Package Devel opnent and Processing for
ACAT 111, 1V, and Abbrevi ated Acquisition Program (AAP) Prograns
containing MC or ME I T Systens includi ng NSS

CCA conpliance confirmati on shall be obtained through the
process described in reference (a), enclosure (4), paragraph 4.1.
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4.2 Contracts for Acquisition of MC or ME IT Systens including
NSS

[fm SNl 5000. 2D, 4.2: No contract shall be awarded that
acquires an MC or ME IT system including an NSS, until:

1. The IT systemis registered in the DON IT Registration
Dat abase (Contact your Command | O for assistance with IT
Regi stration),

2. The Information Assurance Strategy is coordinated with
the DoD Cl1O for ACAT ID, 1AM and | AC prograns, and approved by
the DON CIO for ACAT ID, IC, TAM I1AC, and Il prograns, or by the

respective Command 10 for ACAT II1l, 1V, and abbreviated
acqui sition program (AAP) prograns, (A PEO program manager or
DRPM may have their ACAT |11, IV, and AAP program | nfornmation

Assurance Strategy approved by the DON C1 O ), and

3. Conpliance with the CCAis certified for ACAT | AM
and | AC prograns and confirmed for ACAT ID, IC II, II1Il, 1YV,
and AAP prograns.

4. \When the use of commercial IT is considered viable,
maxi mum | everage of and coordination with the DoD Enterprise
Software Initiative (DoD ESI) and the Federal SmartBUY shall be
made. The DoD ESI is an initiative led by the DoD CTOto
devel op processes for DoD-w de software asset managenent. The
DoD i npl enents Smart BUY t hrough the DoD ESI Team which
provi des DoD commerci al software requirenents to SmartBUY and
manages sel ected SmartBUY agreenents. DoD ESI and Smart BUY
have jointly established software agreenents for conmerci al
software and software mai ntenance that coordinate nultiple IT
investnments to | everage the Federal Governnent's purchasing
power for best-priced, standards-conpliant products. Neither
DoD ESI nor SmartBUY mandate use of particul ar brands of
software, but DON activities purchasing software for which
agreenents have been awarded nust foll ow DFARS 208. 74 and
consi der use of DoD ESI agreenents before buying el sewhere, and
if there are existing SmartBUY agreenents, they nmust use the
Smart BUY agreements. The Web site http://www esi.ml/ provides
addi ti onal gui dance. ]

See reference (b), enclosure 5, for inplenentation
requi renents for all Departnent of the Navy (DON) acquisition
category (ACAT) prograns.

4.3 Information Integration and Interoperability

Consi deration shall be given to information
interoperability products described in reference (c), the
Depart ment of Defense Architecture Framework Docunent, in the
creation of capability devel opment/producti on docunents
(CDD/CPDs). Interoperability at the data level is essential for
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information superiority; the DON data nmanagenent and
interoperability (DM) engineering and managenent processes are
essential in inproving interoperability at this |evel.

Wthin an information technology (I1T), including NSS,
program program nmanagers (PMs) should characterize information
interoperability by extracting the information exchange
requirenments fromthe CDD/CPD along with the associ ated
i nteroperability/ Net-Ready Key Performance Paraneters (KPPs).
This characterization, using mssion-area integrated
architectures as described in references (d) and (e), wll also
be in the context of either a famly of systens (FoS) or a
systens of systens (SoS), and a mi ssion area, and shall apply to
all 1T systens, including NSS.

4.4 | nfornmation Assurance (1 A) Program Manager (PM
Responsi bilities

I nformati on Assurance (l1A) is the cornerstone to the DON
transformation to a secure interoperable, net-centric Naval
| nf ormati on Managenment (IM/ IT Enterprise. The security and
superiority of DON information, systens, and personnel are key to
mariti me dom nance and national security. The DON takes a
Defense in Depth (DI D) approach to IA layering I A principles and
controls that apply to people, processes, and technol ogy.

| Ais the defensive conponent of information operations
(109. 1A protects and defends information and infornmation
systenms (1S) by ensuring their availability, integrity,
confidentiality, authentication and non-repudiation. |A includes
providing for the restoration of IS by incorporating protection,
detection and reaction capabilities. The nore interoperable and
i nformati on dependent DON Operations becone, the nore inportant

| A becomes. Wthout effective A "full spectrum dom nance" in
the informati on domain is not achievable. Sinply disrupting the
network isol ates sensors from weapon systens and inpairs naval
warfighting ability. Infiltrating the network allows the eneny
to exploit sensors and understand force disposition.

PMs shoul d manage and engi neer information systens using
t he best processes and practices known to reduce security risks,
including the risks to tinely accreditation. Per references (f),
(g), (h), and (i), PMs shall address | A requirenents throughout
the life-cycle of all DoD IT systens, including NSS. The PM
shall incorporate | A control neasures (safeguards) into IT
systens, including NSS, based upon approved CDD/ CPD- derived
m ssi on assurance category (MAC) and confidentiality |level (CL).
M ni mum control neasures described in reference (g) ensure that
appropriate levels of availability, integrity, authentication,
confidentiality, and non-repudiation are sustained. These
controls will also allow the system protection agai nst
information attack, and when it occurs, detect, respond, and
restore the systemto full functionality. The security
certification and accreditation (C&) process will ensure that,
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based upon MAC and CL, the appropriate security safeguards are
properly inplenented. References (f) and (g) establish the
mnimum | A capabilities that are to be incorporated in DoD

i nformati on systens and connected IT systens, including NSS. PM
shoul d ensure that the MAC and CL are identified in the

acqui sition strategy.

SECNAV Manual 5239.1, Departnment of the Navy |nfornmation
Assurance Program |Information Assurance Manual, Nov 05,
describes the roles and responsibilities of PMs, Information
Assurance Managers (I AM, and other key individuals who provide
| A services and are inportant to a successful DON I A program

4.4.1 Informati on Assurance and |Integrated Architectures

Systens nust exchange information within the confines of
the integrated Navy architectures and the global information grid
(@ Q. Program managers should use the ASD(NII) Net-Centric
Checklist version 2.1.3. of 12 May 04 to understand the net-
centric attributes that their IT, including NSS, prograns need to
i npl enment to nove into the net-centric environnment as part of
integrated Navy architecture in the QG A service-oriented,
integrated Navy architecture is a design style for building
fl exi bl e, adaptabl e distributed-conputing environments for the
Departnent of Defense (DoD). Service-oriented, integrated Navy
architecture design is fundanentally about sharing and reuse of
functionality across diverse applications. |Tsystens, including
NSS, nmust be procured with appropriate 1A controls so that they
are "Net-Ready" to be inserted into integrated Navy

architectures. |A control nmeasures nust be designed into systens
with careful consideration of the context in which the integrated
architectures will function. Information assurance hardware and

software capabilities (tools) nust be assessed for and neet
interoperability requirements as established by the Information
Assurance Panel as stated in reference (j). Service and joint
interoperability requirenments establish the context wi thin which
information is exchanged and inpact | A controls. Electromagnetic
environnmental effects (E3) inpact information availability and
integrity. Radio frequency (RF) spectrum nust be reserved,
avai | abl e, and managed. The system security certification and
accreditation (C&\) process nust verify and validate | A controls
in the context of architecture within which it will function.

Net - r eadi ness, E3, spectrum managenent, system security C&A and
| A are i nterdependent and nust be incorporated into I T systens,
including NSS, froman integrated architectural perspective.
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4.4.2 | A Strategy Cont ent

4.4.2.1 Policies, Standards, and Architectures

Describe how I T, including NSS, programinformation
assurance features are consistent with DoD policies, standards,
and architectures.

4.4.2.1.1 Benchnark

1. MninmumDoD I A requirenents are defined in references
(f) and (g).

2. MAC and CL specify the confidentiality, availability,
and integrity mninumrequirenents for a DoD information system
and a connected IT system including NSS.

3. I Acapabilities requirenments should be specified in
the capability devel opnent/production docunent (CDD/ CPD) as MAC
and CL and incorporated into IT, including NSS, program design
activities.

4. Interoperability requirenents affected by the I A
desi gn approach are specified (see reference (g)).

5. Programrequirenents for support fromthe DoD I A
infrastructure (e.g., public key infrastructure) are specified.

6. The inpact of DoD Cryptographi c Moderni zati on Program
upon cryptographic functions is addressed.

7. Systemcertification testing is conducted to ensure
that CDD/ CPD stated MAC and CL security requirenments are net.

8. Information systemsurvivability is addressed by
i ncorporating protection, detection, reaction, and reconstitution
capabilities into the system design.

9. Relevant DON DoD policies concerning the use of
eval uated Commerci al - O f - The- Shel f (COTS)/ gover nnent - of f - t he-
shel f (GOTS) | A products per reference (g) are identified.

10. Informati on assurance requirenents are addressed
t hroughout an I T, including NSS, programis |ife-cycle.

11. To the extent possible, the requirenents of the
Navy/ Mari ne Corps Uncl assified Trusted Network Protection Policy
(UTNProtect Policy) need to be supported. Specifically, the
ports, protocols, services, and conditions for use referenced in
t he Navy/ Marine Corps UTNProtect Policy
(https://infosec.navy.ml) need to be considered. Recomended
COTS product eval uations that could support the Navy/ Marine Corps
UTNProt ect Policy can also be found at https://infosec.navy. ml/.
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4.4.2.1.2 Potential Sources

I T, including NSS, command, control, conmunications,
conputers, and intelligence support plan (C41SP)/information
support plan (1SP), Net-Ready Key Performance Paraneter (NR- KPP)
per reference (e), systemsecurity authorization agreenent
(SSAA), and CDD/ CPD are potential sources.

4.4.2.2 Certification and Accreditation

Descri be the overall certification and accreditation
appr oach.

4.4.2.2.1 Benchmark
1. Al security requirenents are included in the testing
strategy for devel opnental test and eval uation (DT&E) and
operational test and eval uation (OT&E)

2. Successful certification and accreditation of the
informati on system per the DI ACAP as defined in reference (h).

3. The responsi bl e Desi gnated Approving Authorities
(DAAs) are identified,

4. There is agreenent with the DAA(s) on the
certification and accreditation approach (e.g., a system type,
or site certification process to be used), and

5. The status of the program SSAA per the DI TSCAP is
i dentifi ed.

4.4.2.2.2 Potential Sources

I T, including NSS, C4l1SP/1SP, SSAA, and test and
eval uati on master plan (TEM).

4.4.3 | A Wrkforce

I dentifying and categorizing positions conducting I A
activities in support of the GG and certifications required of
t hose positions, is governed by references (k) and (l). Program
Managers shoul d review these i ssuances to ensure their program
adheres to all procedures and requirements applicable to the I A
wor kf orce, including contracted support. The PM should be aware
that since references (k) and () inpact contracted support,
SECNAVI NST 5000. 2D, encl osure (8), should al so be consulted.

4.5 Records Managenent
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4.6 Human Systens | ntegration and Environnent, Safety, and
COccupational Health (ESOH) Consi derations

PMs of IT systens shoul d eval uate the ESOH requirements
and considerations during design, development, and
installation/deployment of computer software and hardware,
including the incorporation of human systems integration and
ergonomics considerations per references (a) and (m). Software
safety risks for critical control and display systems should be
evaluated using MIL-STD-882D. As with other systems
acquisition, demilitarization and disposal planning for IT
systems should include ESOH considerations and potential
environmental Impacts.
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Chapter 5
| nt eqrated Test and Eval uati on

DOD 5000.3-M4, Joint Test and Eval uation
Procedures Manual, of 1 Aug 88

DOD | nstruction 5000.02, Operation of the

Def ense Acquisition System of 8 Dec 08

SECNAVI NST 5200. 40

Chairman of the Joint Chiefs of Staff
Instruction (CJCSI) 6212.01D, Interoperability
and Supportability of Information Technol ogy and

National Security Systens, of 8 NMar 06

DOD I nstruction 8500.2, Infornmation Assurance
| npl ement ati on, of 6 Feb 03

DOD I nstruction 8510.01, DoD | nformation
Assurance Certification and Accreditation
Process (DI ACAP), of 28 Nov 07

SECNAVI NST 5239. 3A

OPNAVI NST 2400. 20F

32 CFR 775, Procedures For | nplenenting The
Nati onal Environnental Policy Act

32 CFR 187, Environnental Effects Abroad of
Maj or Departnent of Defense Actions

Assi stant Secretary of the Navy (lnstallations
and Environnment) ©Menorandum 99-01, Requirenents
for Environmental Considerations in Test Site
Sel ection, of 11 May 99

OPNAVI NST 5090. 1C

DOD I nstruction 4630.8, Procedures for

| nteroperability and Supportability of

| nformation Technol ogy (I T) and Nati onal
Security Systens (NSS), of 30 Jun 04

SECNAVI NST 5000. 36A

SECNAVI NST 5100. 10J

OPNAVI NST 5100. 8G

OPNAVI NST 5100. 19E

OPNAVI NST 5100. 23G

OPNAVI NST 5100. 24B

DOD Directive 5230.20, Visits and Assignnents of

Foreign Nationals, of 22 Jun 05

OPNAVI NST 9072.2

SECNAV M 5510. 36

DOD Directive 3200.12, DoD Scientific and
Technical Information (STI) Program (STIP), of
11 Feb 98

Chapter 5 Preanble

Thi s chapter has been organized with the intent to
| ocalize as much test and eval uation information as possible for

the reader. Al

information in Chapter 5 of SECNAVI NST 5000. 2D

has been incorporated into this chapter of the gui debook. The
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i nformati on from SECNAVI NST 5000. 2D i s annotated wi thin brackets
and bold, italicized print. SECNAVINST 5000. 2D content begins
with a bracket, the italicized acronymfm SNI 5000.2D, with the
appropri ate SECNAVI NST paragraph nunber followed by a colon, the
content, and ends with a bracket (i.e. [fm SNI 5000.2D, 5.1: text
content frominstruction]). References letters (a, b, etc.) from
SECNAVI NST 5000. 2D wi thin the brackets have been nodified as
necessary to track to the correct reference at the begi nning of

t hi s gui debook encl osure/chapter. Additional guidance and
supporting information is in Courier 12 print outside the
bracket s.

5.1 Integrated Test and Eval uation (T&E) Overvi ew

[fm SNI 5000.2D, 5.1: T&E is conducted continuously
t hroughout the acquisition life cycle of a system

1. For statutory and regul atory reasons, and
2. To gain know edge that can be used to:
a. Advance system devel opnent,
b. Make programmatic acqui sition decisions, and

c. Informusers about the system s operational
characteristics and performance.

This encl osure delineates the mandatory T&E rol es,
responsi bilities, procedures, and requirenments for Departnent of
Navy acquisition prograns. Wile T& is divided into contractor,
devel opnental , operational, and live fire testing, it shall be
integrated and coordinated with the users, the system devel opers,
and the testers to the fullest extent allowed by statute and
regul ation. The integration and coordination of T&E shall start
early, preferably during concept refinenent. Were mandatory T&E
procedures and requirenents are not provided for herein or need
clarification, guidance shall be requested for Navy prograns from
the Chief of Naval Operations (CNO), Director of Test &
Eval uati on and Technol ogy Requirenents (N091), or for Marine
Corps prograns fromthe Director, Mrine Corps Test and
Eval uation Activity (MCOTEA). ]

Definition: "lIntegrated Testing"” is the collaborative
pl anni ng and col | aborative execution of test phases and events to
provi de data in support of independent analysis, evaluation, and
reporting by all stakeholders particularly the devel opnent al
(both contractor and governnent) and operational test
conmuni ti es.

Execution: Al prograns should establish a team nade up

of all relevant organi zations (including contractors,
devel opnental and operational test communities) to create and
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manage an integrated T&E Strategy that will be incorporated into
t he Test and Eval uation Master Plan (TEMP). The teamis
establ i shed as early as possible in the program preferably
during the concept refinenent phase, to collaboratively identify
test paraneters, data, and resources required for the devel opnent
of the DT and OT plans and other required certifications (i.e.,
interoperability, system assurance, anti-tanper, safety, etc) to
optim ze test data collection while mnimzing test resource
requirenents. The intent is to increase the overall efficiency
of testing, inprove product perfornmance, and decrease the
acquisition tinmeline. The M| estone Decision Authority (MDA)
will provide formal direction establishing the test teamin the
program s Acquisition Decision Menorandum As appropriate,
contractor participation in the integrated test planning and
execution wll be included in Requests for Proposals (RFPs) and
subsequent contracts.

The test requirenments of this enclosure should be tailored
for shipbuilding progranms beyond | egacy Ml estone Il/lowrate
initial production (LRI P)

5.2 DON Points of Contact and Responsibilities for T&E

[fm SNl 5000. 2D, 5.2: To effect an efficient forumfor
col | aborati on, personnel who participate in test and eval uation
processes for the DON nust have fundanental know edge of the DoD
practice of Integrated Product Teans (IPTs) and the
responsibilities of organi zations contained in this instruction
The responsibilities contained herein are not neant to be
restrictive in nature, but to provide a conmon base for all T&E
partici pants to conmuni cate organi zation, plans, and execution.
In addition to understanding the intent of T&E gui dance provi ded
in this instruction, DON personnel should utilize web-enabl ed
know edge foruns to anplify their know edge of standard and best
practices, |essoned |earned, and to ensure conpliance with | egal
statutes and regul ati ons.]

5.2.1 Principal Navy Points of Contact and Responsibilities

5.2.1.1 Chief of Naval Operations (CNO (N091) Director
Test and Eval uation and Technol ogy Requirenents

[fm SNI 5000.2D, 5.2.1.1: CNO (N091) is responsible to the
CNO for establishing Navy T&E policy, determ ning the adequacy of
T&E infrastructure required to support systenms testing,
coordi nating Navy participation in joint testing matters,
reviewi ng capabilities docunents (e.g., Initial Capabilities
Docunent (1CD), Capability Devel opnment Documnent/ Capability
Production Docunent (CDD/CPD)) for testability, and resolving
devel opnent al and operational test issues. CNO (N091) shall act
as the final authority and signatory for Test and Eval uation
Master Plans (TEMPs) prior to Conmponent Acquisition Executive
(CAE) approval and signature. CNO (N091) shall be responsible
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for overseeing testing natters associated with Marine Corps
aircraft, aviation equipnment, and Air Traffic Control And Landing
(ATCAL) equi prent . ]

CNO (N912) Action Oficers participate in T& Wr ki ng-
| evel Integrated Product Teans (T&E W PT) (see paragraph 5.4.3);
and when necessary, convene a Test and Eval uati on Coordi nation
Group (TECG as discussed in paragraph 5.4.4.

CNO (N091) is also responsible for:

1. Coordinating operational test and eval uati on (OT&E)
support for the United States Marine Corps (USM)

2. Providing principal |iaison with Commander,
Operational Test and Eval uation Force (COMOPTEVFOR) on
operational test requirenments and executi on.

3. Acting for CNO as the single point of contact for
interface with DoD s Director, Operational Test and Eval uation
(DOT&E) for all T&E policy issues and all nmatters related to the
test and eval uation master plan (TEMP) and test plan coordination
and approval,

4. Acting for CNO as the single point of contact for
interface with DoD s Devel opnental Test and Eval uati on (DT&E)
office for all T&E policy issues and all matters regardi ng TEMP
coordi nati on and approval,

5. Serving as the Ofice of the Chief of Naval Operations
(OPNAV) point of contact with the Ofice of the Secretary of
Def ense (OSD) on joint service testing matters conducted per
reference (a),

6. Serving as the Navy LFT&E primary point of contact,
and

7. Serving as the principal interface between CNO and
Assi stant Secretary of the Navy (Research, Devel opnent and
Acqui sition) (ASN(RD&A)), on matters relating to T&E

5.2.1.2 Program Manager (PM

[fm SNI 5000.2D, 5.2.1.2: The PMshall, in concert with
t he devel oper, user, and testing comrunities, coordinate
devel opnental test and eval uation (DT&E), Operational Test and
Eval uation (OT&E), and Live-Fire Test and Evaluation (LFT&E) into
an efficient continuum closely integrated with system desi gn,
devel opnment, production, and sustainnent, that achieves the
approved capability. The necessary tine and resources shall be
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pl anned and budgeted to ensure adequate testing is conducted to
support decision makers and the Fl eet throughout the life cycle
of the acquisition.]

The PM shoul d advi se the decision authority that the
programis ready for operational testing and initiate an
operational test readiness review (OTRR) to certify the program
ready for the next phase of independent operational testing.

5.2.1.2.1 Personnel Security d earances

When prograns involve security neasures that require
speci al consideration (i.e. new technol ogi es, anti-tanper,
Speci al Conpartnented Information or Access Prograns), the PM
shoul d ensure adequate |ead-tinme is provided for testing
agencies, in particular operational test agents, to identify
subj ect matter experts who qualify and are granted access to
information that will allow independent preparation for T&E
strategies and plans. Wen billets are [imted or restricted,
the PMis responsible for coordinating an adequate bill et
structure to support testing.

5.2.1.3 Commander, Operational Test and Eval uati on Force
( COMOPTEVFOR)

[fm SNI 5000.2D, 5.2.1.3: COMOPTEVFOR is the designated
Operational Test Agency (OTA) for the United States Navy and for
Marine Corps aviation prograns assigned to CNO sponsorshi p.
COMOPTEVFOR shal | : plan, conduct, evaluate, and report the OT&E
of Acquisition Category (ACAT) I, IA I, Ill, I'VT, and Rapid
Depl oynent Capability (RDC) prograrns; moni t or  ACAT | VM progr ans;
evaluate initial tactics for systens that undergo OT&E; and nake
fleet release or introduction recommendations to CNO for all ACAT
prograns and those system configuration changes sel ected for
Or&E. COMOPTEVFOR prepares the OI&E content (normally Part 1V)
and a section |isting operational test resources needed to
execute test (normally incorporated in Part V) with the exception
of live fire test and evaluation (LFT&E) for the Test and
Eval uati on Master Plan (TEMP). COMOPTEVFOR shall coordinate for
multi-service and joint OT&E, and is the | ead OTA when the Navy
is assigned | ead. COVOPTEVFCR is the designated RDT&E fl eet -
support scheduling agent for CNO (N091).]

In additi on, COMOPTEVFOR:

1. Serves as an advisor to CNO on DON matters pertaining
to OT&E

2. Coordinates the scheduling of resources for O,
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3. ldentifies significant test limtations and advises
the CNO (N091), other CNO codes as desired, and MDA of risk
associated in the procurenent decision,

4. Coordi nates Navy support of other mlitary Services’
OT&E,

5. Assists in the conduct of DT&E nonitoring and
commenting on rel evant OT&E issues, and

6. Ensures that operations and system security
requi renents are nmet for all OI&E evol utions.

5.2.1.4 Naval Systens Commands ( SYSCOVs)

[fm SNI 5000. 2D, 5.2.1.4: SYSCOw shall manage assi gned
facilities and personnel to ensure efficient and effective
integration of DT&E and LFT&E of systens within the SYSCOM s
domai n. \When requested and funded, SYSCOvs wi || support prograns
with the resources needed to coordi nate planning, scheduling, and
executing T&E throughout the continuum of system devel opnent. ]

5.2.1.4.1 Naval Air Systens Command ( NAVAI RSYSCOM

[fm SNI 5000.2D, 5.2.1.4.1: NAVAI RSYSCOM in support of
PMs, shall conduct and report on DT&E and LFT&E of Navy and CNO
sponsored Marine Corps aircraft, aviation systens, and ATCAL
equi pnent . ]

5.2.1.4.1.1 Naval Air Systens Conmand Techni cal
Assur ance Board ( NTAB)

[fm SNI 5000.2D, 5.2.1.4.1.1: The NTAB shall nonitor
energing aircraft and aircraft-rel ated prograns under
devel opnent. Al aircraft ACAT | Naval Aviation prograns and
ot her sel ect prograns when requested by the Devel oping Activity
(DA), the resource sponsor, or CNO (N091) shall be nonitored
until conpletion of Initial Operational Test and Eval uation
(IOT&E). Monitoring shall continue until all major deficiencies
are resolved or the programis renoved fromthe Mjor Defense
Acqui si tion Program (MDAP) i st.]

NAVAI R | NSTRUCTI ON 3960.5 provi des policies, procedures,
and responsibilities for the NTAB nonitoring of aircraft weapon
system devel opnent. [In addition, NTAB shoul d:

1. Report and classify deficiencies as NTAB defi ciencies
according to COWAVAI RSYSCOM i nstructions (Yell ow sheet reporting
i nstructions).

2. In the event that NTAB Part | deficiencies are
tenporarily waived or deferred per SECNAVI NST 5000. 2D, encl osure
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(5), paragraph 5.6.4, continue nonitoring until comencenent of
first depl oynment.
3. Provide subject matter expertise in T&E W PT process.

5.2.1. 4.2 \Wapons System Expl osi ve Safety Revi ew Board

(WSESRB)

[fm SNI 5000.2D, 5.2.14.2: The WBESRB is the Navy’'s
i ndependent agent for assessing energetic systens, weapons, and
t hose systens that manage and control weapons for safety
conpliance. WSESRB review findings provide the fundanment al
expl osi ves safety input for the conduct of final devel opnental
and operational testing and for major acquisition decisions.]

NAVSEA | NSTRUCTI ON 8020. 6E provi des menber shi p,
responsi bilities and procedures for the WSESRB. DON progr anms
that develop or utilize energetic elenents or systens that
interface with energetic systens should consult with the WSESRB
in the Concept Refinenment phase or earlier.

5.2.1.4.3 Space and Naval Warfare Systens Conmand
(SPAWAR) O fice of the Chief Engi neer (CHENG

The SPAWAR CHENG serves as the principal subject matter
expert for T&E of Command, Control, Conmuni cations, Conputers,
Intelligence, Surveillance, and Reconnai ssance (C4l SR) systens
t hroughout the SPAWAR domain. This office supports the T&E W PT
process to ensure statutory, regulatory, and all other testing
obj ectives, including joint interoperability and other
certifications are acconplished. The SPAWAR CHENG al so advi ses
decision authorities as to the resolution/status of these
obj ectives before mmj or program deci sions.

5.2.1.5 Ofice of Naval Intelligence (ON)

[fm SNI 5000.2D, 5.2.1.5: ONI is the designated naval
activity responsible for threat intelligence and validating
threat tactics supporting T&E of Navy acquisition prograns. For
ACAT I D prograns, ONl threat assessnents will be validated by the
Def ense Intelligence Agency (DI A per reference (b).]

5.2.2 Principal Narine Corps Points of Contact and
Responsi bilities

5.2.2.1 Deputy Commandant for Manpower and Reserve Affairs
DC, M&RA

[fm SNI 5000. 2D, 5.2.2.2: DC, M&RA assi gns personnel per
est abl i shed manpower requirenents for Marine Corps participation
in JT&E and in support of OT&E for ACAT | and designated ACAT |
prograns w thin manpower gui delines established by the Deputy
Commandant, Conbat Devel opnent and Integration (DC CD& ) and
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after consultation with Commandi ng General, Marine Corps Systens
Command (CG MARCORSYSCOM) and the Director, Marine Corps
Operational Test and Eval uation Activity (MCOTEA).

DC, M&RA i s designated the functional manager for Mrine
Cor ps Manpower Systens' Automated |Information Systens (AlSs).
DC, M&RA i s responsi ble for devel opi ng the concept of enpl oynent
(COE) and M ssion Essential (ME) functions for Manpower Al Ss and
interoperability and standards requirenents for Capability
Devel opnent / Producti on Docunents (CDDs/CPDs). DC, M&RA wi | |
provi de representatives to coordinate with CG MARCORSYSCOM the
Mari ne Corps Direct Reporting Program Managers (DRPMs), and
Director, MCOTEA, to assist in determning AIS programfailure
definition (FD)/scoring criteria (SC) for each manpower system s
Al'S program under devel opnent and provide a voting nenber for
scoring conferences. ]

DC, M&RA assi gns:

1. USMC participants in joint test and evaluation (JT&E),

2. A Test Director (TD) for OI&E of ACAT | and desi gnated
ACAT || prograns,

3. A Deputy TD for multi-service OI& of ACAT | prograns,
and

4. A Deputy TD for JT&E-approved prograns as appropriate.

When the required structure for itenms (2), (3), and (4)
above is not on the Joint Duty Assignnent List (JDAL), a
conpensated structure validation should be conpl eted through
MCCDC (Total Force Structure Division (TFSD)) and the Joint
Staff.

5.2.2.2 Deputy Commandant for Installations and Loqi stics

(DC, 1 &L)

[fm SNI 5000.2D, 5.2.2.2: DC (1&L) is designated the
functional manager for Marine Corps Logistics Systens' Al Ss.]
DC, 1 &L is responsible for:

1. Devel oping the COE and m ssion essential functions for
Logistics AlSs and interoperability and standards requirenents
for capability devel opnent/ producti on docunents (CDD/ CPDs);

2. Providing a representative to coordinate with CG
MARCORSYSCOM the Marine Corps DRPMs, and Director, MCOTEA, in
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determining AIS programfailure definition (FD)/scoring criteria
(SC) for each Logistics Systemis AI'S program under devel opnent;
and

3. Providing a voting nmenber for scoring conferences.

5.2.2.3 Director, Marine Corps Intelligence Activity
(MC A

[fm SNl 5000.2D, 5.2.2.3: Director, MCA shall provide CG
MARCORSYSCOM Marine Corps DRPMs, and Director, MCOTEA with a
threat test support package (TTSP) based on the | atest system
threat assessnent (STA). The TTSP should include all threat data
required to support DT, OT and LFT&E. ]

5.2.2.4 Deputy Commandant, Conbat Devel opnent and
| nt egrati on (DC, CD&l)

[fm SNI 5000.2D, 5.2.2.4: DC, CD& shall develop the
concept of enploynment (COE), Operational Mde Summary/ M ssion
Profiles (OVS/ MP), and ME functions for proposed non-autonated
information systens and interoperability and standards
requi renents for CDDs/CPDs. In coordination with CG
MARCORSYSCOM the Marine Corps DRPMs, and Director, MCOTEA,
provide a representative to assist in determ ning non-Al'S program
FD/ SC for each program under devel opment and provide a voting
nmenber for scoring conferences.

DC, CD&l provides oversight of joint test and eval uation
(JT&E) for the Commandant of the Marine Corps (CMC) and
Headquarters Marine Corps (HQW) Staff to ensure T&E activities
directly support the CMC s responsibilities for sustained
mat eri al readi ness and m ssion capability of the Fleet Marine
Force (FMF). DC CD& wll be the primary interface with Joint
I nteroperability Test Command (JITC) for all joint test and
eval uati on issues. ]

5.2.2.5 Commandi ng General, Marine Corps Systens Conmand
(CG__MARCORSYSCOM

[fm SNI 5000.2D, 5.2.2.5: CG MARCORSYSCOM shal | budget
for DT&E and OT&E and act as the focal point for interface with
the Board of Operating Directors for Test and Eval uation
(BoOD(T&E)). CG MARCORSYSCOM provi des oversight of progranmmi ng
activities related to T&E for the CMC and HQVC Staff to ensure
T&E activities directly support the CMC s responsibilities for
sust ai ned material readi ness and m ssion capability of the Fleet
Marine Force (FMF). The CG MARCORSYSCOM PM shal |l provide a test
support package (TSP) to the Director, MCOTEA, one year before
schedul ed OT start. The TSP should include, at a mnimm early
T&E, a CDD/CPD, a STA, a threat scenario, a DC, CD& -approved CCE
program docunent ati on addressi ng support, and life-cycle
managemnment of hardware and conputer resources and an
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organi zational structure to include a table of organi zation and
tabl e of equipnent. Upon request, the PM should provide software
docunentation. The threat scenario nust include a signed
concurrence from MCI AL CG MARCORSYSCOM serves as the Marine
Corps point of contact with Ofice of the Secretary of Defense
(CsSD) on matters relating to LFT&E. CG MARCORSYSCOM shal |
consol i date and process quarterly requests for use of naval fleet
assets in support of Research, Devel opnent, Test, and Eval uation
(RDT&E) requirenments. CG MARCORSYSCOM shall represent the
Marine Corps in all DT& matters. CG MARCORSYSCOM shall be the
primary interface with JITC on joint interoperability testing
conducted during DI. CG MARCORSYSCOM shall exercise review and
approval authority over TEMPs for assigned prograns and nulti -
service prograns. CG MARCORSYSCOM shall establish and chair a
Test and Eval uati on Working Integrated Product Team (T&E W PT)f or
all assigned prograns. CG MARCORSYSCOM shall certify that
systens are safe and ready for DT& and OT&E. CG MARCORSYSCOM
shal | manage the Marine Corps External Airlift Transportation
(EAT) Certification Programand the Marine Corps Foreign

Conpar ati ve Testing Program ]

5.2.2.6 Director, Marine Corps Operational Test and
Eval uati on Activity (MCOTEA)

[fm SNI 5000.2D, 5.2.2.6: MCOTEA is the designated OTA for
the United States Marine Corps. Director, MCOTEA shall ensure
that the O of all ACAT prograns is effectively planned,
conducted, evaluated, and reported; and shall coordinate the
schedul i ng of resources for OT requiring FMF support through the
Two Year Master Test Plan (TYMIP) published annually with
quarterly updates. Director, MCOTEA shall host and chair a T&E
W PT for determ ning FD/ SC for each program Director, MCOTEA
shal |l prepare Part |V of the TEMP with the exception of LFT&E.
Director, MCOTEA shall request, from CMC, the assignnment of a
Test Director (TD) for ACAT | and certain ACAT Il prograns.
Director, MCOTEA shall task the FMF and other commands in matters
related to OT&E by publishing a Test Pl anni ng Docunment (TPD).
When significant test limtations are identified, the Director,
MCOTEA, shall advise the MDA of risk associated in the
procurenent decision. Director, MCOTEA shall manage those OSD-
directed Multi-Service OI&s for which the Marine Corps is
tasked. Director, MCOTEA shall chair and conduct an operati onal
test readiness review (OTRR) for determ ning a programs
readi ness to proceed with OT&. See this instruction (SECNAVI NST
5000. 2D), enclosure (5), paragraph 5.6, for further guidance.
Director, MCOTEA shall prepare and provide directly to the CM
wi thin 90 days after conpletion of OI&, an independent
eval uation report for all OT&E. Director, MCOTEA shall
coordi nate Marine Corps support for other mlitary services'
OT&Es. Director, MCOTEA shall advise the Assistant Commandant of
the Marine Corps (ACMC) on OT&E nmatters. Director, MCOTEA shall
chair an annual OT&E pl anni ng conference. The conference shoul d
have representation fromthe Marine Forces, appropriate HQVC
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staff offices, DC CD& , CG MARCORSYSCOM and others, as
appropriate. Director, MCOTEA shall maintain direct liaison with
OSD's Director, Direct of Operational Test and Eval uation
(DOT&E), the FMF for OT&E matters, and other mlitary activities
and commands, as required. Director, MCOTEA shall represent the
Marine Corps in all Milti-Service OT& matters. Director, MCOTEA
shall be the primary interface with JITC on joint
interoperability testing conducted during OI. For USMC prograns
not required by statute to conduct LFT&E, but where LFT&E is
appropriate, the Director, MCOTEA shall concur with the LFT&E
strategy as approved by the MDA in the Test and Eval uation
Strategy (TES) or TEMP.]

5.2.2.7 Marine Forces

[fm SNI 5000.2D, 5.2.2.7: The Commandi ng Generals, Marine
Forces Pacific (MARFORPAC) and Marine Forces Command ( MARFORCOM)
shal | designate a test coordinator as a focal point for all T&E
matters and support MCOTEA in the T&E of new concepts, equi pnent,
and systens. The Marine Forces shall provide a TD who will wite
the OT report and submt it to MCOTEA via the CG of the
appropriate Marine Forces within 30 days of conpletion of OI&E
for an ACAT Il, IIl, or IV program The Marine Forces shal
provi de personnel and equi pnent to participate in JT&E prograns,
as required.]

5.2.3 Acquisition Itens Exenpt from T&E Provisions within
this Instruction (SECNAVI NST 5000. 2D)

5.2.3.1 ltens Exenpt

[fm SNI 5000.2D, 5.2.3.1: The following itens are tested
by ot her organi zations and are exenpt fromthe T&E provisions of
this instruction (SNI 5000. 2D):

1. Cryptographic or Cryptol ogy equi pnent

2. Naval Nucl ear Reactors and associ ated Systens

3. Nucl ear Weapons

4. Medical and Dental Systens

5. Spacecraft and Space-based systens. |

5.2.3.2 T&E Considerations that Apply to Exenpt ltens

[fm SNI 5000. 2D, 5.2.3.2: The exenption herein does not
apply to the follow ng aspects of these itens:

1. Information Technology (IT) adm nistrative systens

2. Ships or Aircraft that carry these systens
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3. Oher systens that these exenpt itens support

4. Testing conducted at the request of or in cooperation
wi th above parent organizations

When the performance of these exenpted itens affects the
effectiveness, suitability, survivability, or lethality of a
system not exenpt (e.g., communications systemw th enbedded
crypt ol ogy subsystem ship with nuclear propul sion), then the
exenpted item s perfornmance nay be considered in the T&E of the
supported system Such performance assessnents nust be
coordinated with and approved by the organization with direct
responsibility for the exenpted item (e.g., National Security
Agency (NSA) for cryptol ogy systens or naval reactors for naval
nucl ear propul sion systens). ]

5.3 T&E Strateqy

5.3.1 Preparation and M I estones

[fm SNI 5000.2D, 5.3.1: See reference (b), enclosure 5,
for guidance in preparing a T& strategy (TES) that is required
at Mlestone A. The TES docunments a strategy of realistic test
concepts that support devel opnent deci sions throughout the
acquisition |life-cycle. The TES nmust include adequate detail to
construct pre-M | estone B assessnents and tests. The TES is the
precursor to the TEMP that is required for M|l estone B and
beyond. While specific programalternatives are generally
unknown before Ml estone B, the TES needs to address: the
maturity level of the technology; anticipated DT&, OT&E, and
LFT&E concepts; and early predictions of test support
requi renents that nmay need devel opnment or procurenent. \Wen
Model ing and Sinulation (M&S) is part of the T&E strategy, the
M&S proponent shall provide the strategy to conply with
verification, validation and accreditation per reference (c).

For OT&E events prior to Mlestone B, the T&E strategy shal
identify objectives, scope, and funding, as well as overal

eval uation strategy. Progranms shall conformto DOT&E policies
and gui del i nes when preparing TES docunentation, unless granted
relief by the TEMP approval authority.]

5.3.2 Strategy Approval

[fm SNI 5000. 2D, 5.3.2: The T&E strategies for prograns on
the OSD T&E Oversight List require the approval of DOT&E and the
Under Secretary of Defense for Acquisition, Technol ogy, and
Logi stics (USD(AT&L). Programs on the OSD T&E Oversi ght Li st
will prepare a T&E strategy and coordinate with CNO (N091) or
Director, MCOTEA for subm ssion via the sane approval process for
a TEMP. ]

See paragraph 5.4.7.14 of this guidebook for routing the
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TEMP for approval and Annex 5-A for the signature cover pages
associated wth the appropriate ACAT | evel program

5.4 T&E Pl anni ng

5.4.1 Early Planning for Integrated T&E

[fm SNl 5000. 2D, 5.4.1: Early invol venent by test agencies
is required to ensure successful execution of integrated testing.
The DA, test agencies, and user representative (resource sponsor)
must share a common interpretation of the system capability needs
so that DT and OT are tailored to optim ze resources, test scope,
and schedule. Early, active, and continuous participation by
test agencies during the devel opnent of capabilities docunents
wi |l support effective comunication and common interpretation.]

5.4.2 Testing Increnents in Evolutionary Acquisition

[fm SNI 5000. 2D, 5.4.2: Devel opi ng Agenci es shall ensure
adequat e DT&E, OT&E, and LFT&E are pl anned, funded, and executed
for each new increnment capability, as required. The PM shal
ensure an i ndependent phase of OI&E prior to rel ease of each
increnent to the user. Potentially short cycle tinmes between
m | est one deci si ons necessitate early collaboration between the
OTA, JITC, test resource providers (labs, ranges, instrunentation
sources, etc.), sponsors, requirements officers, and oversight
agencies in test planning for efficiency and testability that
effectively eval uates system capabilities and performance. 1In
addition to integrating test events to the fullest extent within
statute and regul ation, planners shall consider parall el
devel opnent and review of the TEMP and the rel evant capabilities
docunents (e.g., CDD/ CPD). ]

5.4.2.1 Innovative Testing

[fm SNl 5000. 2D, 5.4.2.1: Short increnental devel opnent or
spiral devel opment cycle tinmes and sinultaneous testing of
mul tiple increnments may require innovative methods not discussed
in this or other acquisition docunments. Innovative or irregular
met hods will be described within the appropriate sections of the
TEMP. TEMP concurrence and approval wll formalize the agreenent
to i nplenent those nethods for use in the program ]

5.4.2.2 Initial Operational Test and Eval uation (| OT&E)

[fm SNl 5000. 2D, 5.4.2.2: The PMshall ensure IOT&E is
conpleted prior to proceedi ng beyond Low Rate Initial Production
(LRIP) as required by Title 10 U.S.C., Section 2399 and for al
ot her prograns on the OSD T&E oversight list as required by
reference (b). The PMshall ensure OT&E is conducted for each
evol utionary acquisition increnment for prograns requiring OI&E
DOT&E, for progranms on the OSD T&E oversight list, and the OTA,
for prograns not on the OSD T&E oversight list, shall determ ne
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t he nunber of production or production-representative test
articles required for 10T&E. To efficiently resource OT&E

requi renents, the OTA shall plan to | everage all operationally
rel evant T&E data and provide the PMwith an early projection as
to OT&E scope and resource requirenents. See reference (b),
enclosure 5, for inplenentation requirenents for DON ACAT
programns. ]

| OT&E i s defined as dedi cated operational test and
eval uati on conducted on production, or production representative
articles, to determ ne whether systens are operationally
effective and suitable, and which supports the decision to
proceed beyond lowrate initial production (LRIP). (Defined in
Def ense Acquisition University d ossary of Terns that can be
| ocated at https://akss.dau. ml/jsp/glossary. pdf)

Traditionally, Navy prograns identified this phase of OI&E
as OPEVAL.

OT&E is covered in this guidebook, enclosure (5),
par agr aph 5. 7.

5.4.2.3 Software | ntensive Systens

[fm SNI 5000.2D, 5.4.2.3: The OTAs are encouraged to use
DOT&E and CNO (N091) best practice guidance for testing software
i ntensi ve systemincrenents (Conmand, Control, Conmunicati ons,
Computers, Intelligence, Surveillance, and Reconnai ssance (C4l SR)
and Maj or Autonmated Information System (MAIS) systens) in
evol utionary acquisition. Although the process is discretionary,
it effectively defines the scope and | evel of testing based on
potential risk to m ssion areas, overall system conplexity, and
the conplexity of changes in functionality within each
i ncrenent. ]

This best practice decision process for software intensive
systens is described in this guidebook, paragraph 5.7.2.2.5 and
associ ated Annexes 5-F, 5-G and 5-H

5.4.2.4 T&E of Ships

Criteria for configuration, functionality, and engi neering
changes to the basic ship profile should be defined in the TES
for a ship program These criteria should be used to determ ne
| evel and scope of T&E required for increments of the lead ship
as well as follow ships. Approval of the TES and subsequent
TEMPs shoul d establish T&E requirenents for ship and ship systens
increnments. Should the T&E W PT not resolve issues, a TECG
chaired by CNO (N091) w Il determ ne when a new ship, ship system
or increnment requires full ship OT&E

DT&E and OT&E prior to Ml estone B should normally address
T&E of individual, new, or nodified shipboard systens.
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| ndi vi dual weapon systenis T&E should utilize |and-based test
sites (LBTSs) to the greatest extent possible. For prototype or
| ead ship acquisition prograns, T&E should be conducted on the
prototype or lead ship as well as on individual systens.

5.4.2.4.1 Ship Prograns Wthout New Devel opnent

For ship programs not requiring OT&E, TEMP requirenents
may be satisfied by performance standards within the shipyard
test program as well as builder's trials, acceptance trials, and
final contract trials, specified in the contract and in
speci fications invoked on the shipbuilder. Representatives of
t he cogni zant PEQ DRPM or Naval Sea Systens Command
( NAVSEASYSCOM shi pbui | di ng program office, the Supervisor of
Shi pbui I ding for the respective shipyard, and the Board of
| nspection and Survey (INSURV) normal |y observe the foregoing
trials.

5.4.2.5 T&E of Space Systens

As stated in paragraph 5.2.3 of SECNAVI NST 5000. 2D, Space
systens are exenpt from T&E requirenents contai ned herein.
Pol icy and approach for T&E of Space Systens is contained in
Nat i onal Security Space Acquisition Policy 03-01, 27 Dec 04.

5.4.3 Test and Eval uati on Worki ng | ntegrated Product Team
T&E W PT

[fm SNI 5000.2D, 5.4.3: Fornerly referred to as a Test
Pl anning Wrking G oup (TPW5), the T&E WPT is a DoD w de
accepted forumfor representatives from across program
di sci plines and oversi ght agencies to discuss, coordinate, and
resol ve test planning goals and issues. Wthin DON the T& W PT
is the accepted forumfor the PMto develop the TES and TEMP.

The PM or designated representative (normally mlitary
O 6/05 or civilian equivalent), is responsible for initiating
and chairing the T&E W PT. ]

Al'l participants in a T&E WPT should be famliar with the
USD (AT&L) publication, Rules of the Road: A Guide for Leading
Successful Integrated Product Teans, that nay be found at:
https://acc.dau. m |/ Conmuni t yBr owser . aspx?i d=24459

The foll ow ng conmposition, responsibilities, and practices
conprise the general business of a T&E W PT:

1. Recommended nenber shi p:
a. DA T&E I PT Lead is Chair
b. Sponsor Requirenments O ficer (RO
c. OPNAV T&E (N091) Action Oficer
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d. OPNAV Readiness (N4) Action Oficer
e. OPNAV Manpower (N1) Action Oficer
f. OPNAV Education and Training (N12) Action Oficer

g. OTA Operational Test Coordinator(s) (OrC) and the
Qperational Test Director(s) (OID)

h. SYSCOM T&E representative(s)

i. Program O fice DT&E representative(s)
j. Contractor T&E representative(s)

k. ON Threat Analysis representative(s)

| . Representative(s) fromcertifying agencies (e.qg.
JITC, WBESRB, NTAB, etc.) as appropriate

m  Program Executive Ofice (PEO representative
n. ASN(RD&A), appropriate DASN representative

o. DOT&E representative(s) when on OSD T&E over si ght
list

p. The Ofice of the Under Secretary of Defense for
Acqui sition, Technol ogy and Logistics (OUSD(AT&L)) ( DT&E)
representative(s) when on OSD T&E oversight |ist

g. Test laboratories, facilities, and engi neering
subject matter expertise as needed.

r. Principal for Safety and ESOH Manager
representatives.

2. Based on the acquisition strategy and the programs
proposed test strategy and concepts, the T& W PT shoul d support
the PMthrough review and di scussion that offers subject matter
expertise and policy guidance that seeks the nost econom cal and
effective T&E strategy and plans. Representatives should have
sound subject matter expertise and authority to speak for their
agency.

3. A T&E WPT should be forned in the early Concept

Ref i nement phase to begin a review of T&E strategy and | ay pl ans
for fully integrating the T&E effort.
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4. Meeting agenda, minutes, and draft TEMPs shoul d be
mai ntai ned and distributed to all nenbers as early as possible.
Establ i shnment of web-based forunms is highly recormended. T&E
W PT | eaders should be aware that key policy representatives are
routinely nmenbers of several dozen, and in sonme cases hundreds,
of progranms, so it is essential to manage neeting schedul es and
di stribution of information in forunms that keep everyone well
i nf or med.

5. Sub-groups shoul d be considered for various test
phases and action itens to keep subject matter expertise and
agenda focused. Al mnutes and draft docunents fromthese
groups should be distributed to the nenbership. Sub-groups
should be referred to as Test Plan Wrking Goups (TPWGs) for
speci fic phase or action to efficiently direct comunication and
docunent ati on

5.4.4 Navy Test and Eval uati on Coordi nati on G oup (TECGQ

[fm SNl 5000. 2D, 5.4.4: Wen T&E issues arise that cannot
be resol ved by the T&E W PT, a TECG shoul d be convened. A TECG
may al so be used to inplenent urgent required changes to the
TEMP. When used for urgent TEMP changes either a page change
shoul d be issued or the formal report of the TECG should be
attached to the TEMP as an annex until the next required update
or revision. Wen an activity determnes a nore formal solution
is required to resolve an issue, the activity - via forma
correspondence - will request that CNO (N091), as the responsible
authority for T&E issue resolution, convene a TECG For prograns
on the OSD T&E Oversight List, the TECG chair (CNO (N091)) shal
coordinate results with DOT&E and USD(AT&L) . ]

5.4.4.1 TECG Menbership

When T&E issues require resolution, CNO (N912) coordi nates
the appropriate | evel of chair authority and convenes the TECG
via formal correspondence with nmenbership from

1. CNO (N091) or (N912) Director Test and Eval uation
Division - Chair

2. CNO (N912) T&E Staff Action Oficer
3. Sponsor Requirenments O ficer (User Representative)
4. Program Manager

5. OPTEVFOR Assistant Chief of Staff (ACOS) for the
particul ar warfare division

6. Applicable ASN(RD&A) program staff
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7. ASN(RD&A) CHSENG representative when applicable

8. Supporting Subject Matter Experts to present issues
and provide technical expertise. Agencies should submt
attendance requests to CNO (N912) for these attendees and their
pur pose.

9. Ohers as appropriate

a. CNO (M4)
b. CNO (N1)
c. ONO (N12)

d. T&E WPT nenbers as required
5.4.4.2 Distribution of TECG Results

The results of the TECG should be reported in fornal
correspondence to all attendees with information copies
distributed to all T&E W PT menbership

5.4. 4.3 TECG for a Consolidated Cryptol ogi c Program ( CCP)

The National Security Agency (NSA) has primary
responsi bility for devel oping and testing Consol i dated
Cryptol ogic Program (CCP) systens. A CCP TECG shoul d be used to
identify Navy-unique effectiveness and suitability issues for
emergency CCP Prograns, develop a coordinated Navy position on
cryptol ogi c T&E issues, and determ ne the extent of Navy
participation in multi-service testing. A CCP TECG nmay al so be
used to resolve issues relating to assigning or canceling a CCP
TEI N.

5.4.5 T&E Fundi ng Responsibility

5.4.5.1 Developing Activity Responsibilities

[fm SNI 5000.2D, 5.4.5.1: Except as noted below, the DA
shall plan, program budget, and fund all resources identified in
t he approved TEMP, to include the early O invol venent costs.
Funds for OT&E should be transferred to the OTA for distribution
as required. All T&E operating costs for OI squadrons (VX-1, VX-
9, HW-1) will be provided on a reinbursable basis by the DA to
COMOPTEVFOR headquarters. The DA should not be required to fund:

1. Fleet operating costs for RDT&E support,
2. Fleet travel for training,
3. Non-programrelated OTA travel and adm nistrative

costs,
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4. Non-programrelated I NSURV travel and adm nistrative
costs, and

5. Mjor Range and Test Facility Base (MRTFB)
institutional costs.]

5.4.5.2 Fleet Commanders Responsibilities

[fm SNI 5000. 2D, 5.4.5.2: Fleet Commanders shoul d pl an,
program budget, and fund fleet travel for training, operating
costs for RDT&E support provided by fleet units, and all costs
associated with routi ne operational expenses except procurenent
costs of the systens tested and COMOPTEVFOR costs. ]

5.4.5.3 Board of |nspection and Survey (I NSURV)
Responsi bilities

[fm SNI 5000. 2D, 5.4.5.3: INSURV should plan, program
budget, and fund INSURV travel costs and costs not related to
progranms under test.]

5.4.5.4 Non-Acquisition Prograns Responsibilities

[fm SNI 5000. 2D, 5.4.5.4: The Research and Devel opnent
(R&D) agency for a non- ACAT or pre- ACAT program has
responsi bilities equivalent to those of the DA for T&E costs.]

5.4.6 Research, Devel opnent, Test and Eval uati on ( RDT&F)
Support Provided by Fleet Conmmanders

[fm SNI 5000. 2D, 5.4.6: A devel opi ng agency, PM
COMOPTEVFOR, | NSURV, or R&D agency shall request support from
Fl eet Commanders for the acconplishnment of T&E that is docunented
in a TEVWP or other approved test docunment via CNO (N091/N912). A
request should normally be initiated nine (9) nonths prior to
test event.]

Three | evel s of RDT&E support are as foll ows:

1. Dedicated support - precludes enpl oynent of the
supporting unit(s) in other mssions,

2. Concurrent support - permts enploynent of the
supporting unit(s) in activities other than RDT&E support, but
coul d have an operational inpact upon unit enploynment, and

3. Not-to-interfere basis (NIB) support - pernmts RDT&E

operational enploynment of the supporting unit(s) wthout
significant interference with primary m ssion acconplishnent.
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5.4.6.1 Scheduling ROT&E Fl eet Support

To ensure T&E support services are addressed in fleet
enpl oynent schedul i ng conferences, requests will be submtted and
updated on a quarterly basis beginning nine nonths prior to the
quarter in which services are needed. Program Executive Oficers
(PEGs), SYSCOvs, and Direct Reporting Program Managers (DRPMs)
shoul d request DT&E servi ces and COMOPTEVFOR shoul d request OT&E
services via formats in this gui debook, enclosure (5), Annex 5-B,
using the procedures in paragraph 5.4.6.1.1. below Immediately
notify CNO (N091/N912) of any support cancell ations.

5.4.6.1.1 Requests

Requests nmay be via nessage, correspondence, or email and
shoul d provide the following information as formatted i n Annex
5- B.

1. Requests should be tailored to allow schedulers the
greatest degree of flexibility.

2. Include a list of platforns (i.e. ships, aircraft,
etc.) that have the correct equipnment configuration installed to
support the tests.

3. Designate unique fleet personnel support requirenents
(e.g.: SEAL Teans, ULQL3 Van/Crew).

4. Service request remarks: State tinme required to
install and renove equi prent and by whom Address the foll ow ng
guesti ons:

a. Can it be installed in an operational environnment
(i.e. pier-side for ships, flight-line for aircraft, etc.) or
must the unit be inducted into a special facility (drydock, SRA,
Depot, contractor site, etc.)?

b. Wsat is the status of equi pnent certifications
(e.g., Electromagnetic Conpatibility (EMC), DD Form 1494, Defense
I nformati on Technol ogy Security Certification and Accreditation
Process (DI TSCAP), JITC, Safety) and has the equi pnent
installation been approved? By whon?

c. WII installation affect unit operation or other
equi pnent onboard?

d. Is any crew training required? How many riders
are required to enbark (keep to a m ninmum?

e. If nore than one unit is required, state which
units nmust work together and the m nimum concurrent tine.
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5. Address inpact on programif services are not filled

such as:
a. Loss of programed noni es (specify anmount).
b. Increased cost due to delay (specify anmount).
c. Inpact on related joint prograns or operations.
d. Congressional and or/OSD interest or direction.
e. Unique factors:
(1) Depl oynent schedul e of test asset.
(2) Overhaul schedul e.
_ (3) "One-of -a-kind" underway events required for
testing.

f. Delay in projected production and cost to Navy.
6. Requests go to: CNO WASHI NGTON DC// N912/ (appropri ate
OPNAV sponsor N-code), with informati on copy to COMOPTEVFOR
NORFOLK VA// 01B5/ 01B6// 60P4.

5.4.6.1.2 Fleet Support Priorities

CNO (N091) assigns a fleet support priority relative to
t he urgency of maintaining the RDT&E schedul e, as defined bel ow,
to all RDT&E support prograns in the quarterly RDT&E support
requi renments. COMOPTEVFOR col | ects support requirenents and
coordinates with CNO (N091) for assignment of priorities.

1. Priority ONE - support takes precedence over norma
fleet operations. RDT&E support requiring the degree of urgency
to assign a priority ONE should be requested in witing by the
program sponsor, w thout del egation. This request should contain
justifying information including:

a. The next program decision point and its date,
b. The decision forum

c. The inpact should the program deci sion point slip,
and

d. The date of the | atest approved TEMP.

2. Priority TWO - support takes precedence w thin nornal
fl eet operations.

3. Priority THREE - normal fleet operations take
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precedence over support.

5.4.6.2 Unschedul ed RDT&E Support Requirenents

RDT&E support requests after the 9-nonth deadline
(paragraph 5.4.6.1) will be submtted to CNO (N091/N912) and the
program resource sponsor with informati on copies to the Fleet
Commanders and commands i nvol ved via nessage that conplies with
the format provided in Annex 5-B.

In addition to the procedures described in paragraph
5.4.6.1.1 above, the follow ng steps should be taken.

1. Coordinate justification with sponsor that the event
cannot be noved to the next quarter.

2. Coordination with all units supporting the event in
the emergent tinefranme being requested.

3. Coordinate request via phone conversation with CNO
N912 Action Oficer.

4. Send a nmessage with the follow ng subject |ine:
SUBJ/ EMERGENT (qtr) QUARTER FY (yr) SUPPORT REQUEST FOR CNO
PROQIECT (T&E identification nunber)//

5. Send the nmessage TO CNO WASHI NGTON
DC/ / N912/ (appropriate OPNAV sponsor’s N-code)// and I NFO the
appropriate scheduling conmands, units whose services are needed,
and COMOPTEVFOR. CNO N912 needs official OPNAV sponsor
concurrence before authorizing an energent request.

5.4.6.3 RDT&E Fl eet - Support Schedul i ng Agent

COMOPTEVFOR i s designated the RDT&E fl eet-support
schedul i ng agent for CNO (N091).

5.4.6.4 Conduct of At-Sea T&E

COMOPTEVFOR, or designated representative, is responsible
for the conduct of at-sea OT&E. The DA is responsible for the
conduct of at-sea DT&E.

5.4.7 Test and Eval uati on Master Pl an ( TEMP)

[fm SNI 5000.2D, 5.4.7: Al DON ACAT prograns shal
i npl ement a TEMP for all devel opnental, operational, and live-
fire testing in conpliance with reference (b), enclosure 5. The
TEMP may be a stand-al one docunent or it may be included as the
T&E managenent portion of a Single Acquisition Managenent Pl an
(SAMP). If the TEMP is included in the SAWP, that T&E section
nmust undergo the normal TEMP approval process. Although the TEMP
format is discretionary, deviations fromthe standard DOT&E
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policy require concurrence fromthe TEWMP approval authority. The
TEMP for all ACAT prograns shall specify entry criteria and
resources required for each phase of testing. The TEMP shal
identify anticipated use of M&S and the MS proponent's
verification, validation and accreditation (VW&A) strategy per
reference (c). The TEMP docunents the comm tnment between
signatories to test events, schedul es, and resources.

To meet M|l estones B and C and Full-Rate Production
Deci sion Reviews (FRP DRs), the PMfor MDAPs, MAI S prograns, and
prograns on the OSD T&E Oversight List shall submt the TEMP via
concurrence of primary DON stake-hol ders, CNO (N091), and
ASN(RD&A) to the USD(AT&L) and the DOT&E sufficiently early to
satisfy review tinelines designated by those agencies. TEMS for
ACAT Il programnms shall be approved by ASN(RD&A). The MDA for al
ot her ACAT TEMPs shall have final approval authority. CNO (N091)
is the OPNAV single point of contact for TEMP coordination with
OSD. The DA is responsible for distribution of an approved TEWP
to all agencies involved in testing, providing support or
resources, oversight, or that have a relevant and official need
to access testing information.]

See Annex 5-A of this enclosure for the signature
authorities associated with the appropriate | evel of an ACAT
program

5.4.7.1 Ml estone B TEMP Approval for |IT Systens,
i ncludi ng NSS, and Spectrum Dependent Systens

[fm SNI 5000.2D, 5.4.7.1: National Security Systens (NSS),
| T systens, and systens with Service and joint interoperability
requi renents, and/or systens that require use of the
el ectromagneti ¢ spectrum nust conply with DOD and JCS I ntegrated
Architecture Guidance. The following integrated architecture
related itens nust be specifically addressed in M| estone B TEW:

1. Appropriate Net-Ready (NR) Key Perfornmance Paraneter
(KPP) products for IT, including NSS, prograns per reference (d),

2. Information Assurance M ssion Assurance Category (MAC
and Confidentiality Level per reference (e),

3. Security Certification and Accreditation Phase 1
System Security Authorization Agreement (SSAA) or equival ent per
references (f) and (g), and

4. Spectrum Certification Docunentation: Stage 3 DD 1494
or Note to Hol ders per references (b) and (g). As an
alternative, the MDA may grant authorization to proceed into
Syst em Devel opnent and Denonstration (SDD) Phase if, per
reference (g), justification and a plan to achi eve spectrum
supportability has been provided to USD(AT&L), Assistant
Secretary of Defense for Networks and Information Integration
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(ASD(NI'1))/ DoD Chief Information Oficer (C1O, DOT&E, and the
air, MIlitary Conmuni cations-El ectronics Board (MCEB). ]
5

. Include system E3 status and testing schedule to
ensure conpliance with reference (h) requirenents.

5.4.7.2 Ml estone C TEMP Approval for I T Systens,
i ncludi ng NSS, and Spectrum Dependent Systens

[fm SNI 5000.2D, 5.4.7.2: As systens nmature during the
devel opnent process, nore detailed informati on beconmes avail abl e.
The following integrated architecture related itens nust be
specifically addressed in M|l estone C and beyond test phases:

1. Information Assurance MAC, and Confidentiality Level,
and related I A controls per reference (e),

2. Security Certification and Accreditation Phase 2 SSAA
or equival ent per references (f) and (Qg),

3. Security Certification and Accreditation Interim
Aut hority to Test (IATT)/InterimAuthority to Operate (IATO per
references (f) and (Qg),

4. Appropriate NR KPP for IT, including NSS, prograns per
reference (d),

5. JITC assessnent of interoperability readiness for an
Ol phase or the Interoperability Certification and Eval uati on
Plan (ICEP) is in placeper reference (d),

6. E3 Verification/Validation reports/docunentation per
reference (h), and

7. Spectrum Certification Devel opnent: Stage 4 DD 1494 or
Note to Hol ders per references (b) and (g). As an alternative,
ei ther USD(AT&L) may grant authorization to proceed into
Production and Depl oynment Phase or ASD(NI 1) nmay grant a waiver
if, per reference (g), justification and a plan to achieve
spectrum supportability has been provided toUSD(AT&L),
ASD(NI 1)/ DoD Cl O DOT&E, and the Chair, MCEB.]

5.4.7.3 Capabilities, Key System Attri butes (KSAs), and
Key Perfornmance Paranmeters (KPPs) Traceability to Critical
Operational |ssues (CA)

[fm SNI 5000. 2D, 5.4.7.3: For DON prograns, traceability
wi |l be consistent anong the analysis of alternatives,
| CD/ CDDY CPDs, acqui sition program baseline (APB), and the
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TEMP. The TEMP shall docunent how specific capabilities, KSAs,
and KPPs trace to COs and how each will be addressed in T&E.

As described in enclosure (2), section 2.1.2.3 of this
instruction, KSAs are system or sub-system capabilities with
priority to Navy | eadership for cost, schedule or performance
insight, but do not neet criteria as KPPs. KPPs are those
capabilities that |eadership considers of such significance that
if not denonstrated are reason for programreassessnent or
possi bl e term nation.]

5.4.7.4 Performance Thresholds and Critical Techni cal
Par anet ers ( CTPs)

[fm SNI 5000.2D, 5.4.7.4: Testable and neasurabl e
performance thresholds for DT, LFT&E, and OT shall be
established. The CTPs, derived fromthe capabilities docunents
shal |l be established and incorporated in the TEMP by the PM The
operational paraneters and critical issues derived fromthe
| COY CDDY CPD to be used for O shall be established and
incorporated in the TEMP by COMOPTEVFOR/ Director, MCOTEA. The
nuneri cal values for DT and OT shall be the sane as the
performance paraneters established in the CDD)CPD. See reference
(b), enclosure 5, for inplenentation requirenents for all DON
ACAT prograns. |

5.4.7.5 Test Planning for Commercial and Non-Devel opnent al

|tens

[fm SNI 5000.2D, 5.4.7.5: Use of commercial products built
to non-DoD specifications dictates the need for the PMand the
T&E community to be cogni zant of the comercial T&E data,
st andards, and net hods used to provide assurance for these
products. In sone cases, commercial T&E data or use of
commercial T&E practices by the DoD T&E community may provide
adequate, reliable, and verifiable information to neet specific
DT&E, OT&E, or LFT&E goals. Wen it can be shown that
comercially avail able T&E data or use of commercial T&E
practices neet specific DoD T&E needs and costs |less than their
DoD T&E counterpart, they should be considered by the PMor the
OTA, and may be used to support T&E requirenents.]

T&E of commercial and non-devel opnental itens is required
to ensure that the itemw |l performits intended mlitary
application. The PMor OTA in the devel opnent of a TEMP, will
assess the benefits and risks associated with T&E of conmerci al
and non-devel opnental itens and what verifiable information neets
specific DT&E, OT&E, or LFT&E goals (to assune effective
performance in the intended operational environnment).
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5.4.7.6 Use of Existing T&E Infrastructure

[fm SNl 5000. 2D, 5.4.7.6: Planners shall use existing
investrment in DoD ranges, facilities, and other DoD resources, t
i ncl ude enbedded i nstrunmentation for conduct of T&E unless it is
denonstrated that the required capability does not exist within
DoD or it is nore cost effective to use a non-DoD resource.
Projected T&E investnent needs will be annotated in the TEMP
(normally Part V). Infrastructure shortfalls that adversely
i npact the conduct of a specific T&E requirenent will be
identified in Limtations to Test in the TEM.]

o

5.4.7.7 Environnental Protection

[fm SNI 5000.2D, 5.4.7.7: Prior to any live fire,
devel opnental or operational test decision that may affect the
physi cal environnent, the PM per references (i) and (j), shal
satisfy all applicable National Environmental Policy Act
(NEPA) / Executive Order (EO 12114 requirenments. Testing shall be
pl anned to ensure sufficient tine to conply with applicable
envi ronnent al requirenents including NEPA and EO 12114.
Envi ronnental inpact considerations that directly affect testing
shall be addressed in the TEMP and respective test plans as
limtations or conditions of the testing. Test activities that
may require NEPA/ EO 12114 anal yses shall be identified in the
NEPA/ EO 12114 Conpliance Schedul e, which is required as part of
the Progranmis Programmatic Environnent, Safety and Occupati onal
Heal t h Eval uation (PESHE) and Acquisition Strategy. See
reference (b), enclosure 7, paragraph E7.7, and reference (k) for
i npl enmentation requirenents for all DON ACAT prograns. |

See reference (1) for guidance in mnimzing the inpact on
the environnment. Requirenments for environnentally conpliant
facilities, tools, and nmethods should be identified early by the
DA and OTA to allow for funding and devel opnent. The results of
t hese requirenents should be outlined in the programmtic
environnmental , safety, and occupational health evaluation. Those
aspects, which directly affect testing, should be addressed in
the TEMP as limtations or conditions of the testing.

5.4.7.7.1 Environnental, Safety and Occupati onal
Heal t h ( ESOCH)

Systens acquisition policy requires ESOH regul atory
conpliance and risk managenent throughout the acquisition
process. To provide essential information to decision nakers,
the T&E Strategy and TEMP shoul d assess the PM s acceptance of
resi dual ESOH risks and control neasures, to include safety
rel eases, for the systemor item The intent is to ensure that,
prior to OT&E and fielding, the testers and users understand the
ESOH hazards, the control neasures adopted by the PM and the
residual risks accepted by the PM Early participation of ESCH
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expertise on the T&E WPT is recormmended to assure appropriate
i ssues are addressed during test planning and execution.

Addi tionally, T&E planni ng should consider testing for specific
system characteristics that may have an environnmental or
personnel safety and health inpact (e.g. air em ssions, noise,

I iquids/effluent characterization).

5.4.7.7.2 Responsibilities for Environnmental
Conpl i ance During Testing

The PMis responsible for conpliance with National
Envi ronnental Policy Act (NEPA)/E. O 12114 requirenents,
particularly as they affect test ranges and operational areas.
The Testing Strategy and TEMP shoul d include NEPA/E. O 12114
docunent ation requirenments, and describe how anal yses wll be
conducted to support test site selection decisions.

COMOPTEVFOR or Director, MCOTEA, or designees, are action
proponents for dedicated OT&E. See enclosure (7) of this
gui debook, paragraph 7.3.2, National Environnmental Policy Act and
E.O 12114 Environnental Effects Abroad, for action proponents’
responsi bilities.

5.4.7.7.3 Safety Rel eases for Testing

Ref erence (b), enclosure 6, paragraph 1b, requires the PM
to provide safety rel eases to devel opnental and operati onal
testers prior to any test using personnel. A Safety Rel ease
conmuni cates, to the activity or personnel performng the test,
the risks associated with the test and the mtigating factors
required to safely conplete the test. A secondary function of
the process is to ensure that due diligence is practiced with
respect to safety in the preparation of the test by the sponsor.

A Safety Release is normally provided by the PM after
appropriate hazard analysis. Safe test planning includes
anal ysis of the safety release related to test procedures,
equi pnent, and trai ning.

5.4.7.8 Operational Test and Evaluation (OT&E) for Non-
acqui sition Prograns

[fm SNI 5000.2D, 5.4.7.8: OTA services may be required to
eval uate capabilities of non-acquisition prograns or pre-systens
acqui sition equi pnment or progranms. At a mninum the requesting
agency nust provide a statenent describing m ssion functions with
t hreshol ds for any capabilities of interest. A test plan nust be
approved by the OTA prior to any OT.]

5.4.7.9 Mdeling and Si nul ati on ( M&S)

[fm SNI 5000.2D, 5.4.7.9: Per reference (b), enclosure 5,
M&S nmay be used during T&E of an ACAT programto represent
conceptual systens that do not exist and existing systens that
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cannot be subjected to actual environnments because of safety
requirenents or the limtations of resources and facilities. MRS
applications include hardware/software/operator-in-the-| oop
sinmulators, |and based test facilities, threat system sinul ators,
C4l systens integration environnents/facilities and other
simul ati ons as needed. MS shall not replace the need for OI&E
and will not be the primary eval uation nethodol ogy. M&S shal

not be the only nethod of neeting independent OT&E for beyond
LRI P decisions per Title 10 U.S.C. Section 2366. M&S is a valid
T&E tool that per reference (c) requires VW&A to suppl ement or
augnent live test data. The PMis responsible for verification
and validation (V&) of MS and the accreditation of M&S used for
DT&E. The OTA is responsible for accreditation of M&S used for
OT&E. The PMis required to conplete V&V prior to an
accreditation decision by the OTA. MRS previously accredited for
ot her prograns or test phases requires accreditation for specific
use by the OTA for each OT&E. Use of MS shall be identified in
the TEMP for each DT&E and OT&E phase it is intended to support
(normally Parts Il and IV respectively). MS required resources
shall be listed in the TEMP (normally Part V).]

Exanpl es of M&S that may be used for DT&E and OT&E
i ncl ude:

1. to assess the adequacy of future test plans,

2. to assess performance against threats that there is
not a real systemto test against,

3. to adequately test conplex systenms in dense conbat
envi ronment s,

4. to conduct pre-test predictions of system performance,
and

5. to augnent live test data in assessing KPPs, CTPs, and
MOPs.

[fm SNI 5000.2D, 5.4.7.9: The PMshall identify and fund
requi red M&S resources early in the acquisition life cycle. The
T&E W PT shall devel op and docunent a robust, conprehensive, and
detail ed eval uation strategy for the TEMP, using both sinulation
and test resources, as appropriate. See reference (b), enclosure
5, for inplenentation requirenents for all DON ACAT prograns. ]

5.4.7.10 Interoperability Testing and Certification

[fm SNI 5000. 2D, 5.4.7.10: The OTA has a responsibility to
eval uate progress towards joint interoperability as part of each
testing phase. Interoperability testing consists of intra-Service
Navy- Mari ne Corps, joint Service, and where applicable, allied
and coalition testing. Interoperability requirenents are covered
in detail by references (d), (m, and (n). Systens designated
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for FORCEnet conpliance nust achieve joint interoperability test
certification. Testing for FORCEnet conpliance will be in
conjunction with DI and OT to the maxi num extent possible. Lab
environments used to conduct |ive, constructive, and virtual
interface and interoperability testing nust be verified,
val i dated, and accredited by the PM and OTA per reference (c).
See reference (b) for inplenentation requirenents for DON ACAT
prograns. The follow ng general procedures apply to I T systens,
i ncl udi ng NSS:

1. Interoperability capabilities (requirenents) wll be
docunented in the I1CD, CDD, and CPD. The PMis responsible for
devel oping I nformation Support Plan (1SP) for IT, including NSS,
prograns based upon docunented requirenents.

2. Marine Corps-unique interfaces shall be tested during
DT&E by MARCORSYSCOM typically at Marine Corp Tactical Systens
Support Activity (MCTSSA).

3. Navy-unique interfaces shall be tested during DT&E by
DAs (e.g., PEO-C4l and PEOCEIS).

4. DON PMs will coordinate with JITC to devel op and
execute interoperability testing for certification of IT,
i ncludi ng NSS, prograns per reference (d). When appropriate, for
conplex IT systens, including NSS, the PMshall obtain an
I nteroperability Certification Evaluation Plan (I CEP) from JI TC.

5. Navy systens processing data links (e.g., Link
4/ 11/ 16/ 22) and character oriented nessage for human readabl e
text (e.g., USMIF and OTH Gol d), nust be tested for joint
interoperability by Naval Center for Tactical Systens
Interoperability (NCTSI), and by JITC for Joint certification.

6. Marine Corps systens processing data links (e.g., Link
4/ 11/ 16/ 22) and character oriented nessage human readabl e t ext
(e.g., USMIF and OTH Gold) must be initially tested for joint
interoperability by MCTSSA, then by JITC for Joint certification.

7. Standard conformance testing with interoperability
certification of specific data link interfaces should be
acconplished prior to IOT&. Per reference (d), a Joint
Interoperability Test Certification or an InterimCertification
to Operate (I CTO shall be acconplished prior to FRP DR

8. Per references (b), (d), and (m and SECNAVI NST

5000. 2D, Table E3T2, all IT, including NSS, ACAT prograns are
required to receive Joint Staff (J-6) interoperability and 41
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supportability certifications at FRP DR This certification
shall be used as the basis for certification of conpliance with
t he applicabl e FORCEnet technical standards.]

5.4.7.10.1 Joint Interoperability Process and Support

Al t hough Joint Interoperability Test Conmand (JITC) is the
sole joint interoperability certifier in DoD per reference (d),
certification test execution can be conducted by JITC or Program
Manager (PM. The PMcan either fund and task JITC for a
separate certification test on all phases of test execution
(e.qg., test plan, test configuration and data collection and
anal ysis) or |everage DT, exercises, and Ol events as |long as the
test plan has JI TC concurrence.

5.4.7.10.1.1 Three Types of Joint Interoperability
Test Command (JITC) Certification Reports

1. Standards Conformance Certification: Systemis
certified for conformance to a standard (e.g., UHF DAMA SATCOV
HF Radi o M L-STD, NATO STANAGs, etc). This certification is
necessary but not sufficient in itself for fielding.

2. Full Certification: Full systemcertification. System
meets "all" certified Net-Ready Requirenments (NR-KPPs) and is
ready for fielding.

3. Partial Certification: Partial systemcertification.
System neets subset of the certified NR KPPs and t hat
part/version of the systemis ready for fielding.

5.4.7.11 Information Assurance (1A and Information
Systens Security Certification and Accreditation

[fm SNI 5000.2D, 5.4.7.11: IAis critical to Net- centric
Warfare. The MAC and Confidentiality Level, as approved by the
Deputy CIO for the Navy or Marine Corps, establish A contro
nmeasures that nust be incorporated into a system Control
measures are inplenented, verified and validated via Security
Certification and Accreditation (SCA). Reference (e) also
requires V&V of control neasures through vulnerability
assessnments and penetration testing. The Defense Information
Technol ogy Security Certification and Accreditation Process
(DI TSCAP) is the nost common net hodol ogy used to V&V information
assurance control neasures. The PM coordinates with the OTA, and
t he Desi gnated Approving Authority (DAA) (CNO CMC, or designee)
to determ ne the extent of information systens security
certification testing required. The PM docunents SCA and | A
controls in the TEMP, and the OTA reports on these controls as
part of OI. An IATT or | ATO nust be obtained prior to OI. The
OTA will evaluate I A controls and ability to detect, respond, and
restore systens during OT based upon MAC and Confidentiality
Level .
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The OTA does not certify the systemfor security or |IA but
eval uates the effectiveness, suitability, and survivability of
the systemin its intended environnent.]

5.4.7.12 Anti-Tanper Verification and Validati on Testing

[fm SNI 5000.2D, 5.4.7.12: Anti-Tanper (AT) Verification
and Validation (V&) is a requirenent for all systens
i npl enenting an AT plan to ensure the AT techniques stated in the
AT plan are fully inplenmented and respond appropriately in the
event of tampering. This V&V nmust be acconplished by an
i ndependent team and be funded by the parent acquisition program
See reference (b) for inplenentation requirenents for DON ACAT
prograns that contain critical programinformation and AT
counternmeasures. DON s AT Technical Agent (O fice of Nava
Research (ONR)), in support of DON s AT Technical Authority
( NAVAI RSYSCOM), will assist acquisition prograns in understanding
AT V&V requirenents, programtest plan devel opnent, and
interactions with the DoD V&V community.] NAVAI RSYSCOM in
concert with DoD AT Executive Agent (Assistant Secretary of the
Air Force for Acquisition), will assist the PMin designating the
i ndependent teamto perform anti-tanper V&V testing.

Per reference (b), enclosure 2, paragraph 6, the purpose
of the SDD phase includes ensuring the protection of information
wi th techni ques such as anti-tanper (AT).

The FRP deci sion should not be given favorable
consideration until AT inplenmentation is fully verified and
val i dated during DT and OI, and ready for production.

Reference to the AT annex in the PPP may be adequate for
TEMP docunentation if test resource requirenents can be properly
identified in Part V of the TEMP. When necessary an
appropriately classified AT annex to the TEMP nay be required.

The intent of AT testing is to integrate testing within
the events of routine DT and OT rather than requiring increased
testing events. The conduct of V&V for anti-tanper (AT)
requirenents is best served wwth a multi-disciplined team of
subj ect-matter experts. This system engi neering process mnust
consi der protection of the systemis m ssion and performance
requi renents. Prograns are responsible for satisfactory V&V of
their respective AT plan inplenentation prior to M| estone C
Foreign Mlitary Sale, or Direct Conmercial Sale decisions. DON
AT Techni cal Agent (PMR-51) can assist acquisition prograns in
under st andi ng AT V&V requirenents, program V&V test plan
devel opnent, and interactions with the DoD V&V conmunity.
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5.4.7.13 Test and Evaluation ldentification Nunber (TElIN)
Assi gnnent

[fm SNI 5000.2D, 5.4.7.13: ATEINis required before
requesting fleet support services. The TEIN assists in tracking
T&E docunentation, scheduling fleet services, and execution of
oversight requirenments. The PMshall request, in witing, a TEIN
from CNO (N091) via the resource sponsor. ]

The reconmended format for a TEIN request is provided in
t hi s gui debook, enclosure (5), Annex 5-C. CNO (N091) identifies
six types of prograns via a code |letter preceding the nunber in a
TEIN as foll ows:
DON ACAT prograns (no code letter)
Tactics prograns (Code "T")
Software Qualification Prograns (Code "S")

1
2
3
4., OSD-Directed joint T&E prograns (Code "J")
5. Non-acquisition prograns (Code "K")

6.

Foreign conparative testing (FCT) progranms (Code "F"),
only when fleet services will be required to support testing.

5.4.7.13.1 Pre-requisite Docunmentation

TEINs shoul d not be assigned to prograns that do not have
approved docunentation. M ni mum docunentati on requirenents are:

1. An approved ICD for ACAT prograns,

2. A RDT&E Budget Item Justification Sheet (R 2 Exhibit)
for non-acquisition prograns,

3. Docunentation as discussed in SECNAVI NST 5000. 2D,
encl osure (2), paragraph 2.4.6, for Abbreviated Acquisition
Prograns, or

4. Designation as a Software Qualification Program

By endorsenent, the program sponsor shoul d ensure the
request for TEIN assignnment is supported by valid docunentation.

5.4.7.13.2 Program G oups

TEINs should be structured for generic project groups and
subprojects. Generic project groups should be consolidated by
identifying the basic project and functionally rel ated
sub-projects. If the project for which a TEIN is being requested
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is a sub-project of an existing project group, it should be so
noted and the generic project nunber should be included.
Li kew se, multiple TEINs may be requested in a single letter.

5.4.7.13.3 Consolidated Cryptol ogic Prograns (CCP)

Assi gnment of CCP TEINs should be per the follow ng
procedur es:

1. Commander Naval Security G oup (COWAVSECGRU) shoul d
review draft project baseline summary one (PBS-1) on new CCP
progr amns.

2. | f COWAVSECGRU determ nes that the system has
signi ficant and continuous Navy tactical inplications, the PBS-I
will be sent to COMOPTEVFOR for review

3. |If COMOPTEVFOR concurs, COVNAVSECCRU shoul d i ncl ude
the requirement for Navy operational testing in PBS-I coments to
the National Security Agency and forward a reconmendation for
TEI'N assignment to CNO (N912).

5.4.7.13.4 |l nactive TEINs

CNO (N912) should, with DA and program sponsor review,
cancel TEINs, which have been inactive in excess of 1 year and/or
require no further testing.

5.4.7.14 TEMP Approval

A major function of the T&E WPT is to resol ve issues.
Once issues are resolved to the satisfaction of an O-6 review for
all ACAT I, Il, and progranms with OSD T&E oversi ght, the PM
shoul d submt the smooth TEMP to the DA (SYSCOM PEO, DRPM for
concurrence and further routing. The DA should distribute copies
of the snoboth TEMP to all signature offices and coordi nate the
sequential routing of a snooth signature page to the OTA and
program sponsor (user representative) for their concurrence. For
Navy sponsored TEMPs with all concurrent signatures the DA should
coordi nate delivery of the TEMP signature page to CNO (N091) for
Servi ce conponent approval prior to forwarding to ASN(RD&A) for
Conponent Acqui sition Executive (CAE) approval. Marine Corps
sponsors are authorized to forward Marine Corps TEMPs direct to
ASN(RD&A). Use the cover page in this guidebook, enclosure (5),
Annex 5-A, for ACAT | prograns and all DON progranms with OSD T&E
oversight. TEMP signature routing for ACAT II, IIl, and IV
progranms should conply with the sanple TEMP cover pages provided
in this guidebook, enclosure (5), Annex 5-A A separate Navy
TEMP cover sheet format is provided for |egacy software
qualification testing.

33 Encl osure (5)



SECNAVY M 5000. 2
Decenmber 22, 2008

5.4.7.14.1 TEMP Tim ng

A TEMP is to be submitted to OSD not |ater than 45 days
prior to the mlestone decision point or subsequent program
initiation if a PMnust have an OSD- approved docunent by the
deci sion date. For progranms newy added to the OSD T&E- oversi ght
list, the TEMP nmust be submtted within 120 days of such witten
desi gnati on.

5.4.7.14.2 TEMP Drafting/ Submtting

The PM DA drafts the TEMP with T& W PT parti ci pati on.
The PM DA should draft the LFT&E section of part |1V of the TEMP.
The OTA is responsible for drafting paragraph d of part I, part
IV, and inputs to applicable sections of part V. ACAT |IVT draft
TEMPs shoul d be sent to the applicable program sponsor for review
and to the OTA for review and endorsenent.

Requi renents devel oped in the analysis of alternatives and
incorporated in the increnent under devel opnent in the CDD/ CPD
should be listed in the TEMP. Qher increment requirenents
shoul d be tinme-phased or put in TEMP annexes, as appropriate.

When the T&E W PT nenbership considers the draft TEMP
ready for approval, the PM DA Lead should distribute copies of
the draft TEMP to all nenbers of the T& WPT, staff action
offices for all TEMP signatories, and ASN(RD&A) CHSENG for O 6
| evel review and comment. Al comments should be returned to the
PM DA T&E Lead for consolidation, consideration, and
i ncorporation. The PM DA should convene a T&E W PT session to
review the consol i dated TEMP conments, with rational e and
di sposition of all recommended changes, and the final TEMP. All
known i ssues should be resol ved before submtting the TEWP for

final approval. The PMDA is responsible for sending copies of
the TEMP and disposition of all O 6 |evel comments to all
signature offices. |If the programis subject to OSD T&E

oversight, the DA should deliver appropriate copies to OSD per
reference (b). For Navy sponsored progranms, CNO (N091l) is the
singl e OPNAV point of contact with OSD for TEMP coordinati on.

5.4.7.15 TEMP Di stri bution

The DA distributes approved TEMPs to all appropriate
of fices and commands. Approved TEMPs for ACAT | VM prograns
shoul d be sent to the applicable program sponsor and COVOPTEVFOR
or Director, MCOTEA for information.

5.4.7.16 TEMP Updat es

Wthin DON, TEMP updates (as described in DODI 5000. 2)
fall into two categories, revision and adm nistrative change. A
revision is signed by all TEMP signatories and is identified with
a sequential al phabetic designation to the TEIN. An
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adm ni strative change may be pronul gated by the program manager
based on the concurrence of the T& W PT nenbers who represent
the signatories. An admnistrative change is identified with a
sequential nuneric designation to the TEIN

5.4.7.16.1 TEMP Revi si on

A revision addresses changes to evaluation criteria, to
scope of testing, to major resource changes, and/or to
performance requirements. A revision may also be required if
unani nous agreenent is not reached to submt an update as an
adm ni strative change. Such a revision follows the approval
chain for signature of principals at every |level as detailed in
the DON Acquisition and Capabilities Gui debook, Annex 5-A.  The
TEMP title includes "Revision" and a sequential al phabetic
desi gnati on

5.4.7.17 Adnm nistrative Change to TEM

An administrative change reflects fact-of-life changes
such as personnel, schedule, test status, history, etc. These
changes are assessed as low risk for adversely impacting the
scope of planned testing, milestones, or the Acquisition Program
Baseline.

5.4.7.17.1 Determ nation on Adm nistrative Change to a

TEMP

Proposed admi ni strative changes will be reviewed by the
T&E WPT. |f each T&E W PT nenber representing a signatory of
the TEMP concurs, the program nmanager documents concurrence from
each with the promul gation of the admi nistrative change to the
TEMP. |If there is not conplete agreenent of those T&E W PT
nmenbers, the program manager nay solicit nore senior agreenent
fromthose dissenting organizations. |n no case should there be
untinmely delay in beginning a revision cycle in order to solicit
t hose nore senior agreenents. Navy prograns soliciting Ofice of
Secretary of Defense (0OSD) for nobre senior agreenents are
represented by CNO (N091). USMC prograns need Director, MCOTEA s
concurrence before soliciting OSD for nore senior agreenents.
Navy prograns not on OSD Test and Eval uation (T&E) Oversight may
request that CNO (N091) facilitate discussions or convene a Test
and Eval uati on Coordi nation Goup (TECG in accordance with
SECNAVI NST 5000. 2 series to resol ve dissenting opinions
concerni ng appropriate application of an adm nistrative change
for a TEMP update. No program should unduly delay (in no
i nstance should a delay be over 30 days) beginning a revision
cycle to obtain adjudication on the proposed adninistrative
change. |If the proposed changes are considered significant by a
representative of a TEMP signatory, then the TEMP update woul d
beconme a revision and handl ed accordingly.
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5.4.7.17.2 Procedure for an Adm nistrative Change to a

TEMP

The program manager promnul gates a TEMP change with a cover
letter referencing the concurrences of the applicable T&E WPT
menbers and a short summary of the adm nistrative changes to the
TEMP. A TEMP change package is distributed to all TEMP hol ders.
At a minimum the TEMP Change package i ncl udes:

1. The cover letter.
2. A record of change pages.
3. Change bars in the right margin for all changes.

4. A notation indicating the TEIN nunber, version, and
change nunber (e.g., TEMP XXXX Rev A CH-1) at the upper right
corner on all pages containing changes. Changes are nunbered
consecutively by original or revision.

Progranms on OSD T&E Oversight may require an approval
letter fromthe oversight agencies authorizing the admnistrative
change to the TEMP. A copy of the approval letter becones part
of the Program Manager’s change package that is distributed to
all TEMP hol ders.

5.5 Devel opnental Test and Eval uati on (DT&E)

[fm SNl 5000. 2D, 5.5: The DA shall conduct adequate DT&E
t hroughout the devel opnent cycle to support risk managenent,
provi de data on the progress of system devel opnent, and to
determ ne readiness for OI. For DON prograns, DT&E shall be
conducted by the DA through contractor testing or governnent test
and engi neering activities. Developnental testing schedul es
require sufficient tinme to evaluate results before proceeding to
i ndependent OT phases. See reference (b), enclosure 5, for
i npl enentation requirenents for all DON ACAT prograns. |

5.5.1 DI&E Data

[fm SNI 5000.2D, 5.5.1: Data and findings from DIT&E may be
used by the OTA to supplenent OT&E data. Wthin proprietary,
contractual, and regul atory considerations all DT data shall be
avai l abl e to appropriate oversight agencies. Data will normally
be made avail abl e upon conpl etion of analysis by the primry
anal yzi ng agency. DT data and reports shall be avail able for
review by the OTA with adequate time to finalize OT planning
(normal ly 30 days prior to the conmencenent of OT). See
reference (b), enclosure (5), for inplenmentation requirenments for
all DON ACAT prograns. |

During conbi ned DT/ OI, DT data and reports will be handl ed
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as specified by nutual agreenent between the Lead Test Agency and
t he System Program Manager

5.5.2 Informati on Assurance and Security Certification during
Devel opnental Test (DT)

[fm SNI 5000.2D, 5.5.2: 1A testing and System Security
Certification and Accreditation shall be conducted by the PM as
part of the devel opnment process to ensure that appropriate
control neasures are in place to support the assigned MAC and
Confidentiality Level. The MAC and Confidentiality Level should
be identified in capabilities devel opnent docunments and have
approval of the Deputy Cl O for the Navy/ Marine Corps, as
appropriate. Security Certification and Accreditation Testing
shall be acconplished during DT by the PMin conjunction with the
Security Certification and Accreditation Agent as approved by the
DAA to ensure the appropriate conbination of security controls
and procedures have been inplenented to achi eve the required
| evel of protection. per references (f) and (g), the DAA shal
provi de an accreditation statenent prior to the FRP DR, Full-Rate
Production and Depl oynent Approval. The PMshall coordinate with
the security certification authority, the OTA, and the DAA to
determ ne the extent of security certification testing required.]

5.5.3 Production Qualification Test and Eval uati on

[fm SNI 5000.2D, 5.5.3: See reference (b), enclosure 5,
for inplenmentation requirenents for all DON ACAT prograns. |

5.5.4 DT&E Phases and Procedures

DT&E shoul d be conducted in three major phases to support
Pre- Systens Acquisition, Systens Acquisition, and Sustai nnent
phases of the acquisition nodel. The specific objectives of each
phase shoul d be devel oped by the DA and outlined in the TEMP.
Model i ng and sinul ation techniques, if used to assess areas in
which testing is not yet possible or practical, as well as
establishing and inpl enmenting software devel opnment netrics,
requires proper validation (see OIRR certification criteriain
SECNAVI NST 5000. 2D, paragraph 5.6.1). Annex 5-D depicts a
noti onal schedul e of DT phases within the phases of the
Acqui sition Model .

5.5.4.1 DI-A

DT-A is conducted during technol ogy devel opnent to support
M| estone B, if required.

5.5.4.2 DI-B/DT-C (TECHEVAL)

DT-B i s conducted during system devel opnent and
denonstration (SDD) to support the Mlestone C decision. DT-Cis
conducted after Mlestone C during lowrate initial production to
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support the Full-Rate Production Decision Review. The |ast
portion of DT-C prior to | OT&E nmay be designated TECHEVAL. This
period is for rigorous technical testing at the end of

devel opnment to denonstrate systemstability, technical maturity,
and to determine if the systemis ready for |IOT&E. DT- C TECHEVAL
shoul d include, as a mninmum testing and assessnent to

det er m ne

1. System performance and verification of CTP conpliance
(i ncluding electronic counterneasures (ECM, electronic counter
count er neasures (ECCM ),

2. System and personnel safety, occupational health
hazards, the effects of volatile materials, effects of aging and
envi ronnmental stress on energetic materials, and conpliance with
insensitive nmunitions criteria,

3. Al electromagnetic environnental effects, such as:
el ectromagnetic conpatibility (EMC), electromagnetic interference
(EM), electromagnetic vulnerability (EMV), hazards of
el ectromagnetic radiation to ordnance (HERO and fuel (HERF),
hazards of el ectromagnetic radiati on (RADHAZ) to personnel
(HERP), lightning, electrostatic discharge (ESD), and
el ectromagneti c pul se (EMP),

4. The effectiveness and supportability of any built-in
di agnostics, and

5. Conmpliance with FORCEnet and joint technical standards
in the DoD Information Technol ogy Standards Registry (D SR) that
has replaced the joint technical architecture (JTA)

The OTA and the DA shoul d determ ne what constitutes
production representative hardware and what degree of software
maturity (e.g., software requirenents, software quality, conputer
resource utilization, build release content) is necessary for
techni cal eval uation (TECHEVAL) data to be used in support of
OT&E. Software to be used for | OT&E should be the sane as or
functionally representative of that software intended for fleet
use at initial operational capability (10C) of a systemand wll
be validated during DT.

5.5.4.3 DI-D

DT-D i s conducted during full-rate production and
depl oynment and operations and support. Production acceptance
test and eval uati on (PAT&E) should be the responsibility of the
DA. PAT&E objectives, excluding factory inspections and
certifications, should be outlined in the TEMP.

5.5.4. 4 DI&E Schedul es

The DA shoul d provide OTA with schedul es of DT&E
activities, programand system docunentation (in draft form if
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necessary), and access to DT&E activities.

5.5.4.5 Operator and M nt enance Tr ai ni ng

Prior to IOT&E, the DA is responsible for providing
fleet/field representative system operator and mai nt enance
training for the Operational Test Director (OID) and nenbers of
the operational test team (including crew nenbers, staffs, and
i nteroperable units, when applicable). Scheduling of this
training requires early coordination between OTA, the DA, and
fleet/field units.

5.5.4.6 Live Fire Test and Eval uation (LFT&E)*

The DA is responsible for LFT&E per statute Title 10
U S.C. Section 2366 and subm ssion of the LFT&E section in Part
|V of the TEMP. Paragraph 5.9 in enclosure (5) of this gui debook
provi des mandatory procedures and gui dance on LFT&E.

*Not applicable to Al'S prograns

5.5.4.7 United States Marine Corps (USMC) Devel opnent al
Test and Eval uation

The USMC DT&E Handbook published 28 Septenber 2000,
provi des detail ed gui dance for DT&E.

5.5.4.7.1 DT&E of Amphi bi ous Vehi cl es

Al'l DT&E of anphi bi ous vehicl es and anphi bi ous tests of
ot her equi pment or systens used by a landing force in open
seaways shoul d be conducted by, or be under the direct
supervision of, CG MARCORSYSCOM with appropri ate NAVSEASYSCOM or
PEQ DRPM coordi nation. The Director, MCOTEA coordi nates OT
pl anni ng, scheduling, and eval uati on of such systens with
OPTEVFOR

5.6 Certification of Readiness for Operational Testing

5.6.1 DON Criteria for Certification

[fm SNl 5000. 2D, 5.6.1: Per reference (b), the foll ow ng
list of criteria for certification of readiness apply to al
| OT&E for all DON prograns. For all OT other than | OT&E, the PM
with the support of the T& WPT and concurrence of the OTA may
tailor criteria listed belowin sub items 2 through 20. The MDA
may add criteria as necessary to determ ne readi ness for OI.

1. The TEMP is current and approved. Testing prior to

M | estone B nust have an approved TES as di scussed in enclosure
(5), paragraph 5.3.1.
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2. Test and evaluation results indicate DT objectives and
performance thresholds identified in the TEMP have been satisfied
or are projected to neet systemmaturity for the | CD/ CDD/ CPD, as
appropri ate.

3. Al significant areas of risk have been identified and
corrected or mtigation plans are in place.

4. Test results have been provided to the OTA not |ess
than 30 days prior to the comencenent of OI, unless otherw se
agreed to by the OTA

5. Entrance Criteria for OI identified in the TEMP have
been sati sfi ed.

6. System operating, naintenance, and training docunents
have been provided to the OTA 30 days prior to the OITRR, unless
ot herwi se agreed to by the OTA

7. Logistic support, including spares, repair parts, and
support/ground support equi pnent is avail able as docunent ed.
Di scuss any | ogi stics support which will be used during OT&E but
wll not be used with the system when fielded (e.g., contractor
provi ded depot |evel maintenance).

8. The OT&E manni ng of the systemis adequate in nunbers,
rates, ratings, and experience |level to sinulate normal operating
condi ti ons.

9. Training has been conpleted and representative of that
pl anned for fleet units.

10. Al resources required to execute OT including
instrunmentation, sinulators, targets, expendables, and funding
have been identified and are avail abl e.

11. Models, simulators, and targets have been accredited
for intended use.

12. The system provided for OT&E, including software, is
production representative. D fferences between the system
provi ded for test and production representative configuration
nmust be addressed at the OIRR

13. Threat information (e.g., threat system
characteristics and performance, el ectronic counterneasures,
force levels, scenarios, and tactics), to include security
classification, required for OT&E is available to satisfy OTA
test pl anni ng.

14. The systemis safe to use as planned in the concept of
enpl oynent and the PM has provided the appropriate safety
rel ease(s) for the phase of test to be conducted. Any
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restrictions to safe enploynent are stated. The Environnental,
Safety, and Cccupational Health (ESCH) programrequirenents have
been satisfied per references (i), (j), (k), (1), (o), (p), (),
(r), and (s). The systemconplies wth Navy/ Mrine Corps

ESCH hazar dous waste requirenents, where applicable.

ESOH hazar dous waste reviews and reports have been provided to
COMOPTEVFOR or Director, MCOTEA. Wen an energetic is enpl oyed
in the system WSESRB criteria for conduct of test have been net.

15. Al software is sufficiently nmature and stable for
fleet introduction. Al software Trouble Reports are docunented
Wi th appropriate inpact anal yses. There are no outstandi ng
Troubl e Reports that:

a. Prevent the acconplishnent of an essenti al
capability,

b. Jeopardi ze safety, security, or other requirenents
designated "critical,"

c. Adversely affect the acconplishnment of an
essential capability and no work-around solution is known, or

d. Adversely affect technical, cost, or schedul e
risks to the project or to life-cycle support of the system and
no wor k-around sol ution is known.

16. For software qualification testing (SQl), a Statenent
of Functionality that describes the software capability has been
provi ded to COMOPTEVFOR and CNO (N091). For progranms to be
tested by MCOTEA, the SQI Statenent of Functionality has been
provided to Director, MCOTEA

17. For aviation prograns, there are no uncorrected
NAVAI RSYSCOM def i ci enci es that affect:

a. Airworthiness,

b. Capability to acconplish the primary or secondary

m ssi on,

c. Safety of the crew operator/maintainer

d. Integrity of an essential subsystem

e. Effectiveness of the operator or an essenti al
subsyst em

18. For a programw th interoperability requirenents
(e.g., information exchange requirenments in | CD CDD/ CPDs),
appropriate authority has approved the ISP and JI TC concurs that
programinteroperability has progressed sufficiently for the
phase of OT to be conduct ed.
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19. For spectrum nanagenent per reference (g), a Stage 3
"Devel opnental " DD-1494 (at a mninun) is required for testing.

20. For IT systens, including NSS, the system has been
assigned a MAC and Confidentiality Level. Systemcertification
accreditation docunents, including the Phase 2 SSAA and the | ATT,
or |ATO, or platformIT designation |letter, as applicable, have
been provided to the OTA. ]

Note to item#14:. PMis responsible for providing a
Safety Rel ease for any tests that involve personnel.

5.6.2 Navy Procedures for Certification

[fm SNI 5000.2D, 5.6.2: The SYSCOM Comander/ PEQ' DRPM PM
shall convene an OTRR prior to certifying readi ness for | OT&E per
reference (b). The need to conduct and the procedures for an
OTRR for all OT other than | OT&E shall be determ ned by the
SYSCOM Conmander / PEQ) DPRM PM wi t h t he concurrence of the OTA and
based on recomendations fromthe T&E WPT. An OTRR shall
consi st of those nenbers of the testing team who provide input to
the certification criteria, and representatives from CNO (N091),
t he program sponsor, ASN(RD&A) Chi ef Engi neer (CHSENG, and
COMOPTEVFOR. For prograns on OSD T&E Oversight, representatives
from OQUSD( AT&L) and DOT&E shal | be incl uded.

The SYSCOM Conmander/ PEQ) DRPM shal | eval uate and nmake a
determ nation that a systemis ready for OT&E (normally 30 days
prior to OT&). The SYSCOM Commander/ PEQ DRPM shal |, unl ess
ot herwi se directed by ASN(RD&A) for progranms on the OSD T&E
oversight |list make one of the followi ng certifications.

5.6.2.1 Certification for O Wthout T&E Exceptions

Certify to COMOPTEVFOR by nessage that a systemis ready
for OT__ (phase), as required by the TEMP, wi thout deferrals or
wai vers. Provide information copies to CNO (N091), the program
sponsor, ASN(RD&A) CHSENG fleet commands, | NSURV for ships, NTAB
for aircraft, other interested commands, and when a programis on
the OSD T&E Oversight List, to DOT&E. See this enclosure,

par agraph 5.6.4 for explanation of exceptions.

5.6.2.2 Certification for OT Wth T&E Exceptions

Certify to CNO (N091) by nessage that a systemis ready
for OT__ (phase), as required by the TEMP, with wai ver and/or
deferral requests. Provide information copies to the program
sponsor (who nust provide formal concurrence with proposed
exceptions), ASN(RD&A) CHSENG COMOPTEVFOR, and when a programis

on the OSD T&E Oversight List, to DOT&E. ]
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5.6.3 Marine Corps Procedures for Certification

[fm SNI 5000. 2D, 5.6.3: Approximtely 30 days prior to the
start of an OT&E, an OTRR will be chaired and conducted by the
Director, MCOTEA. OIRR participants shall include the OT&E Test
Director and Assistant Test Director, representatives fromthe
PM ASN(RD&A) (for ACAT | and Il progranms), MARCORSYSCOM
Assi stant Commander, Progranms and Chief Engi neer, and Marine
Cor ps Conbat Devel opment Command (MCCDC) (CD& Division). The
purpose of the OTRR is to determ ne the readiness of a system
support packages, instrunmentation, test planning, and test
participants to support the OI. It shall identify any problens
whi ch may inpact the start or proper execution of the OI, and
make any required changes to test plans, resources, training, or
equi pnment .

CG MARCORSYSCOM or Deputy Commander shall, unless
ot herwi se directed by ASN(RD&A) for progranms on the OSD T&E
oversight list, certify to the Director, MCOTEA, that the system
is safe and ready for operational testing. This certification
includes an information copy for MCCDC (CD& Division).

Director, MCOTEA, shall select OTRR agenda i ssues based on
a review of DT&E results and rel ated program docunentati on
including certification of equipnment to be safe and ready for
OT&E. MCOTEA shall also review all OI&E pl anni ng for discussion
at the OTRR  OIRR agenda itens may be nom nated by any OIRR
at t endee. |

5.6.4 Navy T&E Exceptions

[fm SNI 5000.2D, 5.6.4: There are two types of T&E
exceptions:|

5.6.4.1 Wi vers

[fm SNI 5000.2D, 5.6.4.1: The term "Wiivers" applies to a
deviation fromthe criteria identified for certification in
paragraph 5.6.1 of this enclosure. Wiivers do not change or
del ay any testing or evaluation of a system]

Wai vers are neant to allow a systemto enter OT&E even
t hough all the selected criteria in paragraph 5.6.1 — DON
Criteria for Certification, Certification of Readiness for
Operational Testing, have not been net. Wivers generally do not
change or delay any systemor testing requirenents, nor affect
the scope of the OI. Wivers apply only to the data or system
maturity identified for entrance into the OI period.
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Wai vers are not normally requested for EQA or QA peri ods.
Unl ess otherw se directed by the MDA, waiver requests are
appropriate for only OT periods that support FRP or fielding
deci sions. Before requesting any wai ver, the PM shoul d be
confident that the programis on track and the systemwl|
achi eve overall effectiveness, suitability, and survivability
during | OT&E

Data for any waived criteria my be used in COMOPTEVFOR s
final analysis to resolve COs, determ ne system operational
ef fectiveness, operational suitability, and any recomrendati on
regardi ng fleet introduction.

5.6.4.2 Deferrals

[fm SNI 5000.2D, 5.6.4.2: The term"Deferrals" applies to
a delay in testing requirenents directed by the TEMP. A deferral
nmoves a testing requirenment fromone test period to a later
period. Deferred itenms cannot be used in the analysis to resolve
CA's; however, the OTA may comment on operational considerations
in the appropriate sections of the test report. A deferral does
not change the requirenent to test a systemcapability, function,
or mssion, only the tinmeframe in which it is evaluated.]

Deferrals are neant to appropriately delay planned testing
fromone test period to a later test period that can be
predi cted, funded, schedul ed and agreed on by key stakehol ders
bel ow. Deferrals do not change the quantitative or qualitative
value of a requirenent, only the tineframe that it will be
t est ed.

5.6.4.2.1 Wien Deferrals are Appropriate

[fm SNI 5000.2D, 5.6.4.2.1. Deferrals will not normally be
granted for EQAs, OAs, or any OT&E prior to | OT&E. Perfornmance
shortfalls should be identified sufficiently early to docunent
system capability maturity in the appropriate CDD, CPD, and TEMP.

When unanti ci pated problens with systemmaturity or test
resources would unduly delay an OT period, deferrals provide for
continued testing and efficient use of schedul ed resources (e.g.,
ranges, operational units, and assets).]

Deferrals for OT&E periods nmay only be granted after the
program and resource sponsors have justified that the systemis
necessary, useful, and adds capability to the fleet despite
deviating fromtesting of a particular TEMP requirenment. (See
par agraph 5.6.4.3 below) COMOPTEVFOR will then make a
determ nati on on adequacy of the test and a recommendation to
conduct or delay testing because of deferral requests. Deferrals
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shoul d not be requested for EQA or QA periods. Early assessnents
of all capabilities help identify risks, unforeseen problens, or
provi de informati on useful to system design

5.6.4.2.2 Limtations to Test

[fm SNl 5000.2D, 5.6.4.2.2: A deferral may result in
limtations to the scope of testing that may preclude COMOPTEVFOR
fromfully resolving all COs.]

5.6.4.2.3 Resolution of CAs

[fm SNI 5000.2D, 5.6.4.2.3. Deferred itens cannot be used
in the analysis to resolve COs; however, the OTA may comrent on
operational considerations in the appropriate sections of the
test report.]

Because a function, sub-system or mssion capability is
not ready for operational testing, a deferral allows relief from
the TEMP requirenent to test and eval uate data that would
knowi ngly be coll ected against an imature capability; yet
provi de an opportunity to evaluate the overall system
capabilities that have been identified as addi ng needed and
useful capability to the fleet. The deferral docunents the need
for future investnent to achieve the desired capability for the
decision authority, while allowing the OTA to focus reporting on
t he known capability to date. However, the OTA shoul d provide
comments on the operational perspective of enploying the system
w thout the deferred capability/item

5.6.4.3 CNO (N091) Approval of a Deferral Request

[fm SNI 5000. 2D, 5.6.4.3: Deferrals for OT&E peri ods nmay
only be granted after the program and resource sponsors have
justified that the systemis necessary and useful, and adds
capability to the fleet despite deviating fromtesting of a
particul ar TEMP requirenment. COVOPTEVFOR will then make a
determ nati on on adequacy of the test and a recommendation to
conduct or delay testing because of deferral requests. The
necessary programmtic inputs or changes to account for required
additional test periods in which the deferred itens are to be
tested nmust be approved by the resource sponsor and offici al
concurrence relayed to CNO (N091). For prograns on the OSD T&E
Oversight List, the deferral (s) nust be coordinated with DOT&E
prior to CNO (N091) approval. Approval of deferral requests does
not alter the associated requirenment, and approved deferrals
shal |l be tested in subsequent operational testing.]

5.6.5 Navy Wi ver and Deferral Requests

[fm SNI 5000.2D, 5.6.5: Waivers and deferrals shall be
requested in the OT&E certification nessage. |If a waiver or
deferral request is anticipated, the PMshall coordinate with the
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program sponsor, CNO (N912), and COMOPTEVFOR prior to the OTRR or
simlar review forum Deferrals shall be identified as early as
possi ble, normally no later than 30 days prior to OTRR  Use of
the T&E WPT or simlar forumis also recormmended to ensure ful
under st andi ng of the inpact on operational testing.

When requesting a waiver or deferral, the PMshall outline
the limtations the deferral or waiver will place upon the system
under test and their potential inpacts on fleet use. Further, a
statenent shall be nade in the OT&E certification nessage noting
when approved deferrals will be available for subsequent OT.]

See recomended certification nessage format found in
Annex 5-E of Enclosure (5) in this guidebook for submtting
requests.

5.6.6 Mari ne Corps Wi vers

[fm SNI 5000.2D, 5.6.6: If full conpliance with the
certification criteria is not achieved, but the deviations are
m nor, MARCORSYSCOM shall request in the certification
correspondence that MCCDC (C441) grant a waiver to allow OT to
begin. Justification shall be provided for the waivers. DAs/PM
shal | make every attenpt to neet all readiness criteria before
certification. |If the need for a waiver is anticipated, the PM
shall identify the waiver to MARCORSYSCOM ( Chi ef Engi neer) when
establishing the schedule for the OTRR Wiivers shall be fully
docunented prior to the OTRR ]

5.7 Operational Test and Eval uati on ( OT&E)

5.7.1 | ndependent OT&E

[fm SNI 5000.2D, 5.7.1: Reference (b) requires an
i ndependent organi zation, separate fromthe DA and fromthe user
commands, be responsible for all OT&E. OT&E shall be conducted by
the OTA or an agent designated by the OTA for ACAT I, 1A 11,
11, and I VT prograns. COMOPTEVFOR and the Director, MCOTEA, are
responsi bl e for planning and conducting OI&E, reporting results,
provi di ng eval uati ons of each tested system s operational
effectiveness and suitability, and identifying and reporting
system deficiencies. Additionally, COMOPTEVFOR is responsible
for providing inputs to tactics, as appropriate, and making
recomendations regarding fleet introduction. OT shall determ ne
whet her thresholds in the COD CPD have been satisfied. See
reference (b), enclosure 5, for inplenentation requirenents for
al| DON ACAT progranms requiring OT&E. ]
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5.7.1.1 Navy Start of OT&E

[fm SNl 5000.2D, 5.7.1.1: COMOPTEVFOR may commence
operational testing upon receipt of a certification nessage
unl ess waivers or deferrals are requested. Wen waivers or
deferrals are requested, COMOPTEVFOR may start testing upon
recei pt of waiver or deferral approval from CNO (N091).
COMOPTEVFOR shal |l issue a start test message when OT begins. ]

5.7.1.2 Navy De-certification and Re-certification for

Or&E

[fm SNI 5000.2D, 5.7.1.2: Wen eval uation of issued
deficiency/anomaly reports or other information indicates the
systemw || not successfully conplete OT&E, de-certification may
be originated by the SYSCOM Commander/ PEQ DRPM after
coordination with the program sponsor and PM to w thdraw the
systemcertification and stop the operational test. Wthdrawal
of certification shall be acconplished by nmessage to CNO (N091)
and COMOPTEVFOR stating, if known, when the systemw || be
eval uated for subsequent certification and restart of testing.
When a system under goi ng OT&E has been de-certified for OI, the
SYSCOM Conmander / PEQ DRPM nmust re-certify readi ness for OT&E
prior to restart of OI per paragraph 5.6.2.]

5.7.2 OT&E Pl ans

[fm SNI 5000.2D, 5.7.2: See reference (b), enclosure 5,
for inplenmentation requirenments for DON ACAT progranms requiring
OT&E. ACAT I, |1, and prograns on the OSD Oversight list require
DOT&E approval . ]

5.7.2.1 OT&E Phases and Procedures

OT&E can consi st of operational assessnents (QAs),
verification of corrected deficiencies (VCD), software
gualification test (SQI, the independent phase of OTI during
"“conbi ned DI/OT," |I0OT&E, and FOT&E. Al forms of OT&E require
conpliance with reference (b), covered by SECNAVI NST 5000. 2D,
encl osure (5), paragraph 5.6. Wth evolutionary acquisition, a
program may have multiple | OT&s as new i ncrenents of
requi renents are added to the devel opnent. For each program or
program i ncrenment under devel opnent, CO's should be devel oped by
the OTA and published in part IV of the TEMP. The COs are
linked to CNO or CMC capability needs established in the CDD CPD
and are eval uated whil e conducting scenarios that are
representative of the systenis operational environnment and
wor kl oad of typical users. The phases |isted bel ow should be
tailored through further sub-division, as required. Annex 5-D
depicts a notional schedule of OI phases within the phases of the
acqui sition nodel.
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5.7.2.1.1 Operational Assessnents (OAs)

Oper ati onal Assessnents are conducted by an i ndependent
OTA. The focus of an QA is to assess trends noted in devel opnment
efforts, programmatic voids, risk areas, adequacy of
requi renents, and the ability of the programto nmeet performance
goal s in operational effectiveness and suitability. OAs can be
made at any tine using technol ogy denonstrators, prototypes,
nmockups, or sinmulations, but do not substitute for the | OT&E
necessary to support FRP decisions. An OA does not have to use
production representative articles. An MDAP or OSD desi gnated
T&E oversight programrequires an OA to support a LRI P decision,
and can support other programreviews. Al QAs are included in
Part IV and V of the TEMP. For progranms on the OSD T&E oversi ght
list, the QA test plans require formal approval by DOT&E. QAs do
not support VCDs, FRP DRs, fleet release or introduction
recomendati ons.

5.7.2.1.2 OI-A (EQAs)

Early operational assessnents (EQAs) are conducted during
t he Concept Refinenent and Technol ogy Devel opnent phases to
support Ml estone B. Tests should enpl oy advanced devel opnent
nodel s (ADMs), prototypes, brass-boards, or surrogate systens,
but may be limted to virtual nodels. The primary objectives of
an EQA are to provide early identification of risk areas and
projections for enhancing features of a system An OI-A (EQA
shoul d be considered for ACAT | and Il prograns, other prograns
recei ving DOT&E oversight, and ot her ACAT prograns, as
appropri ate.

5.7.2.1.3 OI-B (OA)

Or-B is the OA conducted during the System Devel opnent and
Denonstration phase. For nost ACAT | and OSD DOT&E over si ght
prograns, at least one QA is a prerequisite for LRIP. The MDA
shoul d determine if OT&E is required prior to LRIP for non-(OSD
T&E oversight prograns. |If there are two or nore phases of OI-B
the final phase will support MI|estone C (LRI P approval).

5.7.2.1.3.1 DT Assi st

Whenever appropriate, in order to reduce program costs,
i nprove program schedul e and provide early visibility of
performance risk, COMOPTEVFOR or Director, MCOTEA may be asked by
the PMto assist DI&. This is a DT phase, under the control of
the DA and the requirenents of DT&E are in effect. DI assist is
not a formal phase of OT&E, but rather a period of DT in which OT
personnel are actively invol ved, providing operational
per spective, and gaining val uabl e hands-on famliarity with the
system Data and findings fromDT assist may be used to
suppl enent formal OT data. DT assist does not resolve COs, does
not reach concl usions regardi ng operational effectiveness or
suitability, and does not make a recommendati on regardi ng fl eet
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rel ease. An OT&E test plan or OT&E final report is not
generated. A letter of observation (LOO) is provided to the DA
upon request.

COMOPTEVFOR and Director, MCOTEA shoul d participate in
DT&E pl anni ng, nonitor DT&E, assess relevant OT&E issues, and
provi de feedback to the DA for DT assist periods. This
i nvol venent in DT&E planning allows maxim zing the use of DT data
by the OTA by fixing the conditions under which DT data neets the
operationally realistic conditions to allowits use by the OTA
for anal ysis.

A menor andum of agreenent (MOA) nmay be devel oped between
COMOPTEVFOR or Director, MCOTEA and the DA for all DT assisted
DT&E. This MOA shoul d address sharing of data, contractor
i nvol venent, and | evel of feedback fromthe OTA to the DA

5.7.2.1.4 OI-C (1 OT&E) / (Navy OPEVAL)

| OT&E i s OT&E conducted to support a FRP decision by the
MDA or a reconmmendation by the OTA for a fleet release or fleet
introduction. It consists of the OT&E in the Production and
Depl oynment phase before the FRP deci sion.

Equi pnent/ sof tware introduced into the tested systemfor
| OT&E shoul d be production representative. See this guidebook
encl osure (5), paragraph 5.7.2.2, for software | OT&E
requi renents. The level of system devel opnent shoul d be
docunented in the TEMP parts Ill and IV. |1OT&E should commence
upon the DA's certification of readiness for OT or upon receipt
of approval by CNO (N091) (see SECNAVI NST 5000. 2D, encl osure (5),
par agr aphs 5.6.4.4 and 5.6.6) when required due to waiver or
deferral. The tinme allotted between conpletion of |IOT& and the
Ful | - Rat e Production Decision Review should all ow adequate tine
(normal ly 90 days for ACAT I and Il prograns, and 60 days for
ACAT Il and IVT prograns) for preparing the evaluation report by
COMOPTEVFOR and addi tional days (normally 45) for review by OSD
DOT&E plus any additional time required by the DA to plan for
di screpancy correction. |If production or fleet introduction is
not approved at Full-Rate Production Decision Review, subsequent
T&E shoul d be identified as further phases of DI-C and OT-C. |f
the systemis approved for acquisition of additional LRIP
guantities because significant deficiencies remain, CNO may
schedul e an additional phase of |OT&E

5.7.2.1.5 Conbi ned DT/ OT

Conmbi ned DT and OT is a period of test in which assets and
data are shared by the DA and COMOPTEVFOR or Director, MCOTEA to
reduce program costs, inprove program schedul e, and provide
visibility into performance risk early in the testing cycle. |If
the DA and OTA desire to conbine DI and OT such that Ol data is
obtai ned, reference (b) OT requirenents and OT requirenents of
SECNAVI NST 5000. 2D, paragraph 5.7.1, need to be nmet. |If during
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conbi ned DT/ OT a dedicated period of Ol is necessary, this

dedi cated period will be exclusively OI, generally near the end
of the conbined testing, and executed by COMOPTEVFOR or Director,
MCOTEA. A dedicated OT period permts the OTA to assess system
performance in as operationally representative environnent as
possi ble. COVOPTEVFOR or Director, MCOTEA should participate in
DT&E pl anni ng, nonitor DT&E, assess relevant OT&E issues, and
provi de feedback to the DA. Specific conditions and

responsi bilities that cannot be adequately covered in the TEWP,
including the sharing of test data, should be outlined via a MOA
bet ween the DA and COMOPTEVFOR or Director, MCOTEA. \Wile
TECHEVAL and | OT&E cannot be conbi ned, operationally relevant
TECHEVAL data may be used to suppl enment data collected during

| OT&E

5.7.2.1.6 Followon Operational Test and Eval uati on

FOT&E

FOT&E is all OT&E conducted after the final phase of
| OT&E

5.7.2.1.6.1 OI-D

Or-D is OrI conducted after the FRP decision. OI-Dis
conducted, if appropriate, to evaluate correction of deficiencies
in production systens, to conplete deferred or inconplete | OT&E
and to continue tactics devel opnment.

5.7.2.1.6.2 OI-E

Or-E shoul d be schedul ed and conducted to eval uate
operational effectiveness and suitability for every programin
whi ch producti on nodel s have not undergone previous OT&E

5.7.2.1.6.3 Verification of Corrected Deficiencies
(VCD) for Navy Prograns

Whi |l e specific OT report tracking and response nmechani sns
are not required, prograns should review OT reports and formally
respond with plans for addressing or deferring the correction of
deficiencies. The purpose of VCDis to confirmcorrection of
deficiencies identified during | OT& or FOT&E. This eval uation
shoul d apply to only those deficiencies that have been corrected.
VCD can occur through COMOPTEVFOR revi ew and endor senent of
corrective actions or, in sonme cases, through an end-to-end test
of the conplete system depending on the conplexity of the system
and the extent of the deficiencies. Were retest of deficiencies
is required, a VCD can occur as part of formal FOT&E or as a
specific test limted to the verification effort. The DA should
submt VCD requests to COMOPTEVFOR with an information copy to
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CNO (N091). The TEMP need not be updated/revised prior to a VCD.
Rat her, the VCD and its results should be incorporated in the
next schedul ed TEMP update/revision. The VCD request to
COMOPTEVFOR from the DA should identify the deficiency(ies)
corrected.

An OTRR is not required prior to comrenci ng a VCD.

5.7.2.1.7 Ol Resource Requirenents

To avoid cost growth, the OTA should advise the DA of OI&E
resource requirenents early in test planning and prior to TEWP
approval . Wen resource requirenents cannot be specified prior
to TEMP approval, a tinme and/or nethodol ogy should be provided to
conpl ete resource requirenents for test. The OTA should maintain
continuous close liaison with the PM DA over the |life of the
program For Navy prograns, CNO (N091) resolves issues when
there is a disagreenent between the DA and the OTA

5.7.2.2 OI of Conputer Software

Comput er software presents unique OT chall enges.
Successful progranms are follow ng the nmethodol ogy and phil osophy
herein to develop their software testing prograns.

Wthin its lifecycle, software devel opnment and depl oynent
can be broken into two categories:

1. New Devel opnents that represent or will represent the
first fielded version of the software, which will be called
herein the baseline or core increnent, and

2. Revisions to the baseline that are or will be fielded,
which will be called herein increments one, two, etc. in
sequential order of devel opnent. Any software code nodification,
no matter how mnor, wll be considered a revision to all ow
managenent of OT configurations as needed.

Software works within a hardware/software construct, which
i ncl udes the conmputer hardware that executes the software, and
ot her hardware and software with which the software interacts or
affects. Herein this construct is called a configuration.

Any changes to the hardware or software in the construct
changes the configuration and is a key factor in deciding the
anount of testing required for each software revision. Strong
configuration managenent is an absolute requirenent for keeping
programrisks and software testing costs to a m ni mum

Typically, DT of software involves verification that the
specified functionality works as contracted and that the software
does not cause a fatal conputer fault. However, even the best DT
is unable to fully test the code, often follows non-operational
test scenarios and may not subject the systemto operational
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environnental stresses. For this reason as mell as for
regul atory and statutory reasons, OT is required.

The subsections of this guidebook bel ow address the best
way to conduct operational software testing for nbst acquisition
systenms. It is based upon proven successful software testing
practices already in use within DoD. Annexes 5-E, 5-F, and 5-G
to this enclosure provide additional guidance on determ ning
el ements of risk, the appropriate |evel of testing, and
responsi bilities.

5.7.2.2.1 Baseline or Core Increnent Testing

Or pl anners shoul d exam ne and consi der the DT conducted
in their planning for OT&. They nust al so know the differences
bet ween the DT configuration and the operational configuration.
Assuming that the DT is assessed by the OTA to have net its goals
and the configuration differences are not major, OT planners
shoul d proceed to plan OT&E, which permts assessnment of the
software's effectiveness, suitability, and survivability in fully
realistic operational scenarios, with real users, in operational
environments. Where DT is assessed by the OTA to neet OTI data
needs, actual OT may be reduced as appropriate. It is enphasized
that the decision to use or not use DT data is that of the OTA
not the DA

5.7.2.2.1.1 Mssion Criticality/ Software Ri sk
Based Operational Testing

Just as DT&E cannot exhaustively test software for al
conditions, neither can OT&E. G ven this reality, OTI&E nust
foll ow a net hodol ogy that focuses first and forenost on the
primary concerns of the operational user with attention given to
secondary concerns as tine and resources permt.

The nost accepted software OT&E net hodol ogy within DoD is
to prioritize software testing in order of highest mssion
criticality and highest software risk

Software risk (SR) is characterized by what is known about
its functionality and reliability. |If software is known by
previ ous operational experience and testing to properly function
and be reliable then the risk is |ow

M ssion criticality (MJ) is characterized by the inpact of
software failure on operational m ssion success. |If software
failure could cause mssion failure, the MCis high.

Combi ni ng these two concepts, software that has high MC

and high SR should be tested as thoroughly as possible. On the
ot her hand, the need to thoroughly test software with a | ow MC
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and low SR is less urgent. Additional guidance on how to apply
t hese concepts in a manner acceptable to test approval
authorities is found in the Annexes 5-E and 5-F to encl osure (5).

5.7.2.2.2 Revision or post Core Increnent Testing

Testing software revisions to a baseline follows the sane
nmet hodol ogy as for baseline or previous increnent testing. The
only expected difference is in the level of risk assigned to the
software. Because there should be sonme increased know edge of
and therefore increased | evel of confidence in the software
functionality and reliability, the level of OT& may be tail ored
further than in baseline or previous increnment OT&. However
this could be offset by configuration changes. OT planners nust
carefully exam ne how a software increnent differs fromits
predecessor as well as any configuration changes before reducing
the scope of OT&E. Again the effect on m ssion success shoul d
the software increnment fail nust play a role in deciding the
scope of OT&E

5.7.2.2.3 Use of Non-Qperational Facilities

Use of Non-Qperational Facilities (e.g., LBTS) to conduct
part or all of OT is encouraged. To the extent that such a
facility fully replicates the operational environnment in al
details, data derived therein may be used by the OTA for OT&E
pur poses. \Were there are differences to the conplete
operational environment, Ol nust be conducted in the intended
operational environnment when physically possible to assess those
differences. By operational environment replication, it is neant
to include such factors as size, shape, air conditioning, power
fluctuations, and any ot her physical factor that causes the
facility not to fully replicate the actual operational
environment. Further, human factor differences nust be eval uated
as well. For instance, the test operators should be actual
mlitary operators of the sane training, ranks, rates,
backgrounds, and abilities as found in the operati onal
environment. Well-docunented, strong configuration managenent of
such facilities is necessary to allow their use in OT&E

5.7.2.2.4 Use of Mddeling, Simulation, and Signal
Stinmulation in Software Testing

Model ing and Sinul ation (M&S) may be used for operational
test planning and justification by the OTA for limting the scope
of OT&E but cannot be used in lieu of OT&E. Use of M&S to
augnent OT&E results should be limted to those cases where
actual OT&E cannot be conducted by law or by limtations in
testing technol ogy or resources.

Use of artificial signals or data to sinmulate real world
operational inputs in support of software OT&E is permtted when
in the opinion of the OTA, real world data or signals cannot be
obtained in a manner to support OT&E objectives, resources, or
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time limts.

Use of MRS or artificial signals or data in support of
OT&E pl anning or results should be docunented in the OI&E report.
Al MS used to support OT&E shoul d neet V&V standards of
reference (c) and be accredited by the OTA for its specific use.

5.7.2.2.5 Use of Non-Qperational Test Agency (OTA)
Testers to Conduct OT&E

The OTA is encouraged to consult and use software experts
and non-resident software testing resources as required to plan
for or to satisfy OI&E objectives. This includes use of software
testing tools. However, reliance on outside expertise and tools
to interpret OF results or to conduct OT nust be limted to those
cases where the OTA | acks the resources to do otherw se and nust
be docunented in the OT&E report. Reliance on tools, nodels, and
expert opinions is nore in the domain of DIT&E. OT&E nust
remai ned focused on how a systemactually works in the real
world, not howit is predicted to work by tools, nodels, or
experts.

5.7.2.2.6 Role of the Developing Activity (DA) and the
OTA in OT&E of Software

The OTA is responsible to conduct OT&E of software in as
realistically a manner as is possible. The OTA is encouraged to
tail or OT&E and especially OT&E in the actual operationa
envi ronment as suggested in this gui debook and by ot her DoD
regul ations, instructions, and gui dance. However, for the OTA to
tailor OT&E of software, he nust have proof that such tailoring
i s defensible.

The DA is responsible for providing all the information
required by the OTA to nake a determ nation of how and to what
extent he may tail or OT&E

The best way to optim ze software testing is for the DA
and OTA to neet early and often to establish and refine software-
testing criteria and to establish and refine data requirenents
necessary to permt tailoring software tests.

5.7.2.2.7 Designation of Software Testing and Software
Qualification Testing (SOT)

When a software revision or increnment is to be rel eased as
part of an acquisition m|estone decision, the OI is considered
to be an QA or IOT&E. Wien a software revision or increnent is
to be released not in conjunction with a m|estone decision, it
may be designated a Software Qualification Test (SQT).
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5.7.2.2.8 Software Operational Testing and
| nteroperability, Security, or Information Assurance
Certification

Various organi zati ons have been established to "certify"
or "accredit" software for interoperability, security, or IA
Certification or accreditation of software by an outside agency
or authority does not absolve the OTA from operationally testing
and assessing software for interoperability, security, or 1A As
with DI data, the OTA is encouraged to consider and use
certification or accreditation data to assist in their
assessnments and to tail or OT&E accordingly, but the use of such
data nust be defensible as being operationally as realistic as
possi ble. Wether to use certification or accreditation data in
support of or in lieu of some OI&E is the decision of the OTA

5.7.2.2.9 Changes to Software Operational Requirenents

Operational testers assess software for effectiveness,
suitability, and survivability in conformty with the approved
operational requirenment for the software docunented in the I1CD
the CDD, and the CPD or their predecessors, the M ssion Needs
Statenent (MNS) and the Operational Requirenents Docunent (ORD)
The TEMP is the formal agreenent regarding what to test, when,
and wi th what resources.

The situation sonetines arises, and is expected to occur
nore often with Evol utionary Acquisition, where a software
revi sion adds capability not addressed in the formal capabilities
(requirenments) docunments or deletes or defers formal capabilities
needs. When such a change adversely affects the forma
capability need in a significant way then the formal capabilities
docunents and TEMP shoul d be nodified and approved accordingly.
Not e that any changes to software operational capabilities
requi re an assessnent for human systens integration (HSI) and
doctrine, organization, training, materiel, |eadership and
education, personnel, and facilities (DOTM.PF) inplications. The
inplications for each increnment should be identified, planned,
docunent ed, and accepted by CNO (N1) and CNO (N12) prior to
formal approval of revisions to operational capabilities
docunents. Wen such a change does not adversely affect the
formal requirenent in a significant way, then the operational
testers may accept a Statenent of Functionality (SOF) approved by
t he appropriate resource sponsor, as the basis for nodifying the
Or plan objectives. The OI report should note the requirenent
and test nodification and its approval by the resource sponsor.

5.7.2.2.9.1 Statenent of Functionality (SCF)

The SOF is normally prepared by the PMfor use by the OTA
and routed via the PMs chain of command through the Resource

55 Encl osure (5)



SECNAVY M 5000. 2
Decenmber 22, 2008

Sponsor (to include coordination with CNO (N1) and CNO (NOOT)) to
CNO (N091) for approval for Navy progranms. The SOF should
include as a m ni mum

1. The additions, deletions, and nodifications to the
software capability,

2. The reason for making the changes and not foll ow ng
the formal requirenments plan and delivery schedul e,

3. How the additions, deletions, or nodifications affect
the overall satisfaction of mssion need in the fornmally stated
requi renent,

4. Wiy a formal change to the capabilities docunents or
TEMP is not considered necessary,

5. How the additions, deletions, or nodifications affect
KPPs, CTPs, CO's, or Measure of Effectiveness (MOE) in existing
capabilities docunments and TEMPs/ Test Plans, and why this is
accept abl e, and,

6. Additional testing requirenents or concerns rai sed by
the additions, deletions, or nodifications that should be
factored in the test planning or execution.

5.7.2.2.10 System of Systens Testing

The DoD is investing trenendous effort into the
devel opnent and fielding of software intensive systens that work
in a single net centric continuum (e.g., FORCEnet and the d obal
Information Gid (@ GQ). The issue arises as to howto test a
system that nust connect and becone a part of a |larger SoS. DoD
and DON gui dance is evolving but |eaves no doubt that such
systenms nust be operationally effective, suitable, and survivable
in the SoS.

The threat of the use of our net centric systens against
us by potential enem es nmakes the effectiveness of both I A and
I nformation Security (1S) an inportant CO for test planners to
address. Not only nust each new system attached to the net be
operationally effective and suitable in its own right, it nust
al so be proven to not create an A or IS threat to the net by
eneny action. That eneny action is not only an external one but
also an internal one. A and IS threats are energing that show
the need to have system protections in depth against agents both
outside and inside systemsecurity boundaries and protocols.

Or pl anners should focus their testing of systens that
connect to SoS as foll ows.

1. Assess the systenls operational effectiveness,
suitability, and survivability per the overall guidance of this
encl osure on software testing.
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2. Assess the systenis interoperability with the SoS in
m ssion critical operational scenarios. Limt assessnent of
potentially adverse inpacts on the SoS by the systemto this
interoperability testing.

3. Assess the IS and I A vulnerability posed by the system
on the SoS in operationally realistic scenarios. Assune that the
systemor its portal to the SoS is the source of the attack. Look
at attacks com ng through the portal to the systemand fromthe
system through the portal to the SoS. Do not try to assess in
what manner the SoS could be inpaired by an attack but sinply
report the vulnerability. Do not assess IS or I A of the SoS.

Crypt ographi c systens used to protect systens or the SoS
shoul d be assunmed to be secure but their potential capture or use
by inside hostile agents as a neans to conduct information
warfare attacks on either the systemor through the systemto the
SoS shoul d be operationally evaluated. If in the course of
testing, cryptographic security issues becone evident, they
shoul d be i medi atel y addressed to NSA through proper DON and DoD
channel s and to CNO (N091) for adjudication.

SoS testing guidance is undergoing continual eval uation
and devel opnent. Data, results, conclusions, opinions, and
recommendati ons concerning this testing gui dance and SoS testing
in general should be sent to OPNAV N912 for consideration in the
update to both T&E policy and recomrendations in this gui debook.

5.7.2.2.11 Resolution of D sputes involving
Oper ational Testing of Software

D sagreenments between parties involved in software test
pl anni ng and execution (e.g. DA Resource Sponsor, OTA etc.)
shoul d be resolved primarily through the T&E WPT. Navy prograns
may seek interpretation of test policy from OPNAV NO91/ N912.

Shoul d the T&E W PT not resolve an issue, the parties
i nvol ved shoul d request adjudication by the TECG for Navy
progranms or the | PPD process for Marine Corps prograns.

5.7.3 Operational Test (Ol for Confiquration Changes

[fm SNl 5000. 2D, 5.7.3: The DA shall ensure the T&E
pl anni ng i ncludes OT&E for significant configuration changes or
nodi fications to the system These OI&E events are necessary for
the OTA to substantiate a fleet release/introduction
recommendation to the CNO CMC for all systens.]

See paragraphs 5.7.2.2.2, 5.7.2.2.9, and 5.7.2.2.9.1 in
t hi s gui debook.
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5.7.4 OI for Informati on Assurance and System Security
Certification and Accreditation

[fm SNl 5000.2D, 5.7.4: Al weapon, C4lISR, and
information prograns shall be tested and eval uated for
appropriate application of information assurance (I A) (reference
(b)). Systens shall incorporate IA controls identified in
reference (e), based upon the objective of MAC and
Confidentiality Level. The OTA shall operationally test and
eval uate I A controls (i.e. people, technol ogy, and operations) to
the | evel of robustness specified by the objective of the MAC and
Confidentiality Level against DIA/ONl validated | A threats per
reference (d). 1A controls should be eval uated for adequacy and
tested for conpliance. Evaluation of the SoS or FoS in which the
subj ect system operates should be mnimzed to the scope
necessary to resolve COs for the subject system]

See paragraphs 5.7.2.2.8 and 5.7.2.2.10 in this gui debook.
5.7.5 Quick Reaction Assessnent (QRA)

[fm SNI 5000.2D, 5.7.5: When an urgent operational need is
identified for a systemin devel opnent or when a system has been
granted RDC status (as defined in enclosure (2), paragraph 2.8)
by ASN(RDA), it may be necessary to nodify the established OT
process to rapidly deliver that capability to the fleet. In such
cases, the program sponsor nay obtain an OTA assessnent of
operational effectiveness, suitability, and considerations for
depl oying the system Navy program sponsors nmay request a QRA
from CNO (N091). USMC program sponsors may request a QRA from
Director, MCOTEA. Wen approved, COVOPTEVFOR or Director, MCOTEA
shoul d conduct the assessnent and issue a report as soon as
possi ble. The following information should be included in the

QRA request:

1. The purpose of the assessnent and, specifically, what
system attri butes the program sponsor wants assessed.

2. The length of tine available for the assessnent.
3. The resources available for the assessnent.

4. \Wiich forces will deploy with the systemprior to | CC

QRAs do not obviate or replace scheduled OT in an approved
TEMP for prograns of record. Systens in RDC status that have
conpleted QRA Wi Il normally undergo formal O when they
transition to program status.]
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5.7.6 OT&E I nfornati on Pronul gati on

[fm SNI 5000.2D, 5.7.6: See reference (b), enclosure 5,
and this enclosure, paragraph 5.11, T&E Reports, for information
promul gation requirenments for all DON ACAT prograns requiring
OT&E. ]

5.7.6.1 Ml estone Decision Authority (NVDA) Briefing

[fm SNI 5000.2D, 5.7.6.1: See reference (b), enclosure 5,
for inplenmentation requirenments for DON ACAT | and | A prograns
and prograns on the OSD T&E Oversight List. The OTA w Il brief
the results of program OI's at MDA deci sion neetings. ]

5.7.6.2 OI Data Rel ease

The OTA should rel ease valid data and factual infornmation
in as near real-tine as possible to the DA. Data may be
prelimnary and should be identified as such. Evaluative
i nformati on should not be rel eased until the OTA has conpl eted
its evaluation and issued a final report. Anonmaly reports and
deficiency reports wll be issued as explained in this guidebook,
encl osure (5), paragraph 5.11.1.2. The logistics of releasing
data should not interfere with test events, analysis, or report
preparati on.

5.7.7 Use of Contractors in Support of OT&E

[fm SNI 5000.2D, 5.7.7: See reference (b), enclosure 5,
for inplementation requirenments for DON ACAT progranms requiring
OT&E. ]

5.7.8 Visitors
[fm SNI 5000.2D, 5.7.8: During operational testing,
observers and other visitors are authorized at the discretion of
COMOPTEVFOR, or Director, MCOTEA, as appropriate.]
Note that per reference (t), visit clearances through the
Foreign Visits Systens are required for foreign nationa
observers or visitors to government facilities.

5.7.9 Special T&E Consi der ati ons

5.7.9.1 T&E of Modifications

The recommendati ons of COMOPTEVFOR, the DA, the CNO
resource and program sponsor(s), and I NSURV and ASN( RD&A) CHSENG
(both where applicable) should be considered in a T&E W PT forum
as described in paragraph 5.4.3 of this guidebook, in determning
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the scope of testing. OCNO (N091) shoul d adjudicate unresol ved
i ssues concerning testing of nodified systens and software. See
al so paragraph 5.7.3 above.

5.7.9.2 T&E of Non-Devel opnental |tens/ Commerci al -
O f -The-Shel f (NDI/ COTS)

Prior to an NDI/COTS acquisition decision, the DA, with
t he concurrence of COMOPTEVFOR/ MCOTEA, shoul d assess the adequacy
of any previously conducted DT&E, OT&E, contractor, or other
source data and provi de recomrendati ons to CNO (N091)/CMC
(DC,CD&) on the need for additional T&E requirenments. Wen the
procurenent of a system devel oped or tested by a non-DON DA is
bei ng pl anned, a nenorandum of understandi ng (MOU) between the
activities involved shoul d address the acceptance of prior T&E
results. |If additional T&E is required, the DA should initiate a
TEI'N request.

5.7.9.3 Extension of Application

An extension of application elimnates the requirenent for
| OT&E/ OPEVAL by COMOPTEVFOR/ Director, MCOTEA for the common
system subsystem or equipnent that have previously undergone
| OT&E in other platforns, systens, etc. Concurrence of the
suitability of extension of application should be obtained via
the OTA. Extension of application does not elimnate the need to
obtain fleet introduction approval fromthe programsponsor. A
period of FOT&E shoul d be considered to verify that integration
of the system subsystem or equipnent into the host platform has
not degraded performance. Follow ng FOT&E, the program sponsor
should determine if full fleet introduction or installation is
appropri at e.

5.8 Annual O fice of the Secretary of Defense (OSD) T&E Oversi ght
Li st

[fm SNl 5000. 2D, 5.8: DOT&E annual oversight [|ist
identifies those DON prograns subject to DOT&E oversight. ACAT
I, I'l, and prograns requiring LFT&E are generally included in
oversight. Oher prograns that generate Congressional, public,
or special interests are routinely included in the listing. DON
T&E information related to progranms on the OSD Oversight |ist
wi |l be coordinated through CNO (N091) for Navy progranms. PM
for USMC prograns subject to OSD T&E oversight wll coordinate DT
information, and Director, MCOTEA, will coordinate OT
i nformation. ]

5.9 Live Fire Test and Eval uation (LFT&E)*

[fm SNI 5000.2D, 5.9: The DA is responsible for LFT&E
strat egy devel opnent, associated TEMP i nput, nonitoring, and
supporting the conduct of LFT&E. Per reference (b), DOT&E shal
approve the LFT&E strategy for prograns covered by statute prior
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to the decision to enter into SDD (nornmally M1l estone B). For
USMC prograns not required by statute to conduct LFT&E, but where
LFT&E is appropriate, the Director, MCOTEA, shall concur with the
LFT&E strategy as approved by the MDA in the TES or TEMP.

Per 10 U.S.C. Section 2366, realistic survivability and
lethality testing shall be conpleted, the report submtted, and
results considered, prior to making a beyond LRI P deci sion.

Survivability and lethality tests required by statute nust
be conpleted early enough in SDD phase to allow correction of any
desi gn deficiency before proceedi ng beyond LRI P

LFT&E events deened necessary prior to Ml estone B nay be
conducted under a stand-alone plan (in lieu of an approved TEM).
The intention of this policy is to facilitate agreenent between
devel opers and oversi ght agencies. This stand-al one plan for
pre-M | estone B LFT&E events will follow the sanme approval
process as prescribed for a TEMP. The stand-al one plan shoul d be
limted in scope and address only objectives of pre-MI|estone B
LFT&E events. Subsequently, the stand-al one plan should be
integrated into the TEWP.

Each programincrenent or nodification requires a review
for LFT&E requirenents. |If such requirenents are found to exist,
t hey nust be addressed through the TEMP process.

See reference (b), enclosure 5, for inplenentation
requi renents for a programthat is a covered nmgjor system a
maj or munitions program a mssile program or a product
i nprovenent (nodification) thereto. A covered major system neans
a vehicle, weapon platform or conventional weapon systemt hat
provi des sonme degree of protection to users in conbat and is a
maj or system per 10 U. S.C. Section 2302(5). A major nunitions
program nmeans a programthat is planning to acquire nore than a
mllion rounds or is a conventional munitions programthat is a
maj or system

*Not applicable to ACAT I A prograns. |
5.9.1 LFT&E of Ships

For ships, the qualification of the survivability baseline
i s conducted during construction and shakedown. During
construction, tests and inspections confirmthe achi evenent of
conpliance with the requirenents of the shipbuilding
specification in the areas of shock hardening, air blast
hardeni ng, fire contai nment, danage control features, structura
har deni ng, and chem cal, biol ogical, and radiol ogical (CBR)
protection. During the 1-year shakedown period foll ow ng
delivery of the |l ead ship of a class, or early follow ship as
determ ned per reference (u), a full-ship shock trial should be
conducted to identify any unknown weakness in the ability of the
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ship to withstand specified | evels of shock from underwat er
expl osi ons.

5.10 Foreign Conparative Testing (FCT)

5.10.1 Prograns Defined by Statute

[fm SNI 5000.2D, 5.10.1: 10 U.S.C. Sections 2350a(g) and
2359b establish two prograns: the Foreign Conparative Testing
(FCT) Program and the Defense Acquisition Chall enge Program
(DACP). The FCT programtests allied or friendly nations’
def ense equi pnent, nmunitions, and technologies to see if they can
sati sfy DoD needs. DACP allows non-DoD entities to propose
technol ogi es, products, or processes to existing DoD acquisition
programs. At the OSD |l evel, both FCT and DACP are nmanaged by the
Conparative Testing Ofice (CTO
(http://ww. acq. osd. m |/cto/organi zati on. ht ) under USD
(AT&L/ DDRE/ DUSD( AS&C) ) . ]

The FCT program provides for the test and eval uati on of
forei gn non-devel opnental equi prent that denonstrates potenti al
to satisfy an operational requirement. Wthin the DON, Navy | PO
proposes and manages FCT projects. Each year Navy | PO issues a
call for proposals to the System Commands ( MARCOR, NAVAIR
NAVSEA, SPAWAR). Proposals are prioritized by either CNO or HQ
USMC prior to Navy | PO subn ssion to DUSD(AS&C). Navy | PO
oversees the project managenent of all DON FCT projects via the
Syst em Conmmands. Proxi mate project managenent is del egated to
t he Systenms Conmmands, who report to Navy | PO on technical
schedul e, and financial status.

5.10. 2 Navy Managenent of Conparative Testing

[fm SNI 5000. 2D, 5.10.2:

1. For FCT: Navy International Programs O fice (Navy
| PO (https://ww.nipo.navy.ml/)

2. For DACP:. Ofice of Naval Research (ONR), Code 36,
DACP Ofice

(Note: As of the date of this publication, Navy nmanagenent
of DACP is under review and may change.)]

Congress recently initiated the DACP, which is intended to
encourage the test and eval uation of innovative technol ogy for
use in neeting validated operational requirenents. OUSD(AT&L)’s
Conpar ative Testing Ofice has overall responsibility for this
program DON proponents should consult DASN(RDT&E) for Navy-
specific guidance in participating in the DACP
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5.10. 3 Devel oping Activity (DA) Conparative Testing
Responsi bilities

[fm SNl 5000. 2D, 5.10.3: DAs shall follow conparative
testing gui dance provided by OSD (CTO and the Navy points of
contact cited above. \Where conparative testing is a major
portion of an acquisition program it should be included in the
TEMP. Conparative testing derived conponents of an acquisition
program shall be treated |ike contractor Non-Devel opnental |tens
(NDI'). Acquisition prograns, that include conparative testing
derived itens, are not exenpt from DT, OI, or LFT&E provisions of
this instruction. Reference (b), enclosure 5, provides DoD
direction on conparative test prograns. ]

5.11 Test and Eval uati on Reporting

[fm SNI 5000.2D, 5.11: This paragraph descri bes mandatory
T&E reporting requirenents for DON ACAT progranms as indicated in
subsequent paragraphs. Per reference (b), enclosure (5), section
5.4.8, DOT&E and the Deputy Director for DI&E O fice of Defense
Systens (DS) in the Ofice of the USD (AT&L) shall have full and
timely access to all avail abl e devel opnental, operational, and
live-fire T&E data and reports. The Defense Techni cal
I nformation Center (DTIC) provides distribution guidance.]

5.11.1 DoD Conponent (DON) Reporting of Test Results

[fm SNI 5000.2D, 5.11.1: See reference (b), enclosure 5,
for inplementation requirenments for DON ACAT |, selected ACAT
| AM and ot her ACAT prograns designated for DOT&E oversi ght. ]

5.11. 1.1 DT&E Reports

[fm SNI 5000.2D, 5.11.1.1: A report of results for al
DT&E conducted in DON shall be provided to the appropriate
decision authority and to the OTA as needed. For prograns on the
OSD T&E oversight |ist subject to DOT&E oversi ght, the DA shal
provi de copies of formal DT&E reports to the Deputy Director
DT&E in the Ofice of Defense Systens (ODS) in the Ofice of the
Under Secretary of Defense (Acquisition, Technol ogy and
Logi stics) (QUSD (AT&L)) and COMOPTEVFOR/ Director, MCOTEA at a
pre-agreed tinmefrane prior to program deci sion point reviews.
Copi es of DT&E reports for ACAT | prograns shall be provided to
t he Def ense Technical Information Center (DTIC) with the Report
Docunent ati on Page (SF 298). Copies of Navy internal DT&E event
reports shall be forwarded to CNO (N091); the Deputy Director
DT&E; and ASN(RD&A) CHSENG  Unl ess ot herw se coordi nat ed, DT&E
reports shall be provided to the OTA at |east 30 days prior to
start of OI. See reference (v) for distribution statenents
required for technical publications and reference (w) for
princi pl es and operational paraneters on DoD Scientific and
Techni cal I nformation prograns. ]
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5.11. 1.2 Navy OT&E Reports

[fm SNl 5000. 2D, 5.11.1.2: COMOPTEVFOR shall issue OT
reports for ACAT | and I A prograns within 90 days foll ow ng
conpletion of testing. All other operational test reports are
due within 60 days of test conpletion. Prograns subject to OSD
T&E oversi ght shall provide copies of formal OT&E reports to
DOT&E per pre-agreed tinmeframe prior to program deci sion revi ews.
When scheduling a FRP decision review DR schedul ers shal
consult DOT&E as to time required to prepare and submt the
beyond LRIP report. Copies of OI&E reports for all ACAT
prograns, except those that contain vulnerabilities and
l[imtations data for key war-fighting systens, shall be provided
to the DTIC with the Report Docunentation Page (SF 298). For OSD
oversi ght program T&E events, as defined in the TEMP, copies of
Navy OT&E reports shall be forwarded via CNO (N091) to DOT&E and
ASN (RD&A) CHSENG.  See reference (v) for distribution statenents
required for technical publications and reference (w) for
princi pl es and operational paraneters on DoD Scientific and
Techni cal Information prograns .]

5.11.1.2.1 Anomaly Reports

An anonaly report is originated by COMOPTEVFOR when ni nor
failures or anomalies are discovered during operational testing
that inpact testing, but are not so severe that testing should be
stopped. COMOPTEVFOR shoul d report applicable data relating only
to this anomaly. The anomaly report is addressed to CNO (N091),
the DA, and the program sponsor or information technology (IT)
functional area point of contact (POC) for IT prograns.
COMOPTEVFOR deci des when and if to close a specific phase of OT&E
for which an anomaly report was issued.

5.11.1.2.2 Deficiency Reports

A deficiency report is originated by COMOPTEVFOR when it
becones apparent that the system under OT&E will not achieve
program obj ectives for operational effectiveness and suitability,
is unsafe to operate, is wasting services, or test nethods are
not as effective as planned. COVOPTEVFOR should stop the test
and transmt a deficiency report to CNO (N091), the DA, and the
appl i cabl e program sponsor, or the IT functional area POC. Al
deficiency test data should be provided to the DA for corrective
action. The information should include the configuration of the
systemat the tine the test was suspended, what specific test
section was bei ng conducted, observed |imtations that generated
t he deficiency status, and any observations that could lead to
identification of causes and subsequent corrective action. Wen
corrected, the programis recertified for OT&E per SECNAVI NST
5000. 2D, encl osure (5), paragraph 5.6.2.2. A recertification
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message is required, prior to restart of testing, addressing the
topics listed in SECNAVI NST 5000. 2D, encl osure (5), paragraph
5.6. 1.

5.11.1.3 Marine Corps Operational Test Reports (TRs)

[fm SNI 5000.2D, 5.11.1.3: After OI, the FMF shall wite
the Test Director test report. The TR shall address the
col | ection, organization, and processing of information derived
fromthe O and is a key source of information from which the
i ndependent evaluation report (IER) is witten. The report also
docunents the overall potential of the systemto neet operational
effectiveness and suitability thresholds. The TR shall be
forwarded via the appropriate Marine Force, to arrive at MCOTEA
no nore than 30 days after the end of the test. The PM does not
have a role in developing or reviewing the TR TRs that will be
used to support acquisition activities such as "Down Sel ect™
shal |l be marked "For O ficial Use Only" (FOUO by the Director,
MCOTEA, and handl ed appropriately.

Once approved, MCOTEA shall distribute it to the MDA, PM
FMF, ASN (RD&A) CHSENG and ot hers concerned including DOT&E f or
ACAT |, selected ACAT | AM and ot her DOT&E oversi ght prograns.
Rel ease of the observed test results prior to conpletion of
anal ysis is as deened appropriate by the Director, MCOTEA

The results of EQAs and OAs shall be reported directly to
the PM The tinme and format for these assessnment reports shal
be determ ned by MCOTEA and the PM ]

5.11.1. 4 OT&E Reporting Against the Threat of Record

In cases where the threat at the tine of testing deviates
fromthe threat delineated in the requirenents docunent, the OTA
in coordination with the DA and sponsor should plan testing and
eval uation that segregates report results. This enables the MDA
and the CNO to have a clear articulation of both the system
per f ormance agai nst what was programmed for and what can be
expected for Fleet introduction. The value added by reporting in
this manner should be determi ned to exceed the cost and schedul e
investment to neet testing requirenents for such an eval uation.

5.11.2 LFT&E Report for Full-Rate Production Decision Review
(FRP DR) *

[fm SNI 5000. 2D, 5.11.2: For prograns involving covered
maj or systens, mmjor nmunitions or mssiles, or product
i mprovenents (nodifications) thereto, the DA shall submt a LFT&E
report to DOT&E, via CNO (N091) or Director, MCOTEA, as
appropriate. The subm ssion shall allow DOT&E sufficient tinme to
prepare an independent report and submt it to Congress prior to
t he program proceeding into FRP. PM shall keep CNO (N091),
apprised of the programi s LFT&E progress and execution. See
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reference (b), enclosure 5, for inplenentation requirenents for
prograns subject to LFT&E st at utes.

*Not applicable to ACAT | A prograns. |

5.11. 2.1 LFT&E Wi ver s*

[fm SNI 5000.2D, 5.11.2.1: Request to waive full-up
systemlevel live fire survivability and lethality testing nust
be submtted by USD(AT&L) for ACAT ID prograns or ASN(RD&A) for
ACAT | C prograns and bel ow and approved by DOT&E prior to entry
into SDD. Wi ver requests not approved prior to SDD require
Congressional relief granted to SECDEF on a case-by-case basis.
Wai vers shall be coordinated with the program sponsor and CNO
(N091) or Director, MCOTEA, as appropriate. Prograns seeking
LFT&E wai vers nust provide an alternate LFT&E strategy and pl an
that are acceptable to DOT&E

*Not applicable to ACAT | A prograns]

5.11.3 Beyond LowRate |Initial Production Report

[fm SNI 5000. 2D, 5.11.3: ACAT I and I A prograns and
prograns on the OSD T&E Oversi ght List designated by DOT&E, shal
not proceed beyond LRIP until the DOT&E has submitted a witten
report to the Secretary of Defense and the Congress as required
by 10 U S.C. Section 2399. See reference (b), enclosure 5, for
t he beyond LRIP report for designated OSD T&E over si ght
prograns. ]

5.11. 4 Director, Operational Test and Eval uati on ( DOT&E)
Annual Report

[fm SNI 5000. 2D, 5.11.4: DOT&E prepares an annual report
of progranms subject to OT&E on the OSD T&E Oversight List and al
prograns covered by live fire test and eval uation during the
preceding fiscal year. The report covers basic program
description, test and evaluation activity, and provides the
Director’s assessnent of the T&. CNO (N912) coordinates efforts
to review and validate factual information to support DOT&E
requests in the devel opnment of the report. DON acquisition and
test agencies may be tasked by CNO (N912) to assist in this
effort.]

5.11.5 Foreign Conparative Test Notification and Report to
Congr ess*

[fm SNI 5000. 2D, 5.11.5: Deputy Under Secretary of Defense
Advanced Systens and Concepts (DUSD (AS&C)), shall notify
Congress a m nimum of 30 days prior to the comm tnent of funds
for initiation of new foreign conparative test evaluations. See
reference (b), enclosure 5, for inplenentation requirenments for
DON ACAT prograns involved in foreign conparative testing.]
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*Not applicable to ACAT I A prograns.
5.11.6 Electronic Warfare (EW T&E Report

[fm SNI 5000.2D, 5.11.6: See reference (b), enclosure 3,
for inplenmentation requirenents for designated DON EW prograns. ]

Attachnent 2 of the annual Secretary of Defense
Menor andum Desi gnati on of Prograns for OSD Test and Eval uation
(T&E) Oversight, provides gui dance on content required for the
report for those progranms designated on the list with Note 2.
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| ndex of Test & Evaluation Strategy (TES)/ Test & Eval uation

Mast er

TES/ TEMP Cover Page For mat
DOT&E Over si ght

TES/ TEMP Cover Page For mat

TES/ TEMP Cover Page For mat

TES/ TEMP Cover Page For mat

TEMP Cover Page Format for

for ACAT I/1 A and all
Li st

for ACAT |1 prograns
for ACAT |11

for ACAT |V prograns

Plan (TEMP) Signature Page Fornmats

programs on OSD

progr ans

Software Qualification Testing
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TES/ TEMP Cover Pages

TES/ TEMP Cover Page Format For ACAT 1/I1A
[and Ot her OSD T&E Oversi ght Prograns]

TEMP NO [lnsert TEIN REV. [ AS APPLI CABLE]
[ PROGRAM TI TLE]

Acqui sition Category (ACAT)

Program El enent No.

Proj ect No.

SUBM TTED BY:

PROGRAM MANAGER DATE

CONCURRENCE:
SYSCOM COMVANDER/ PEQ DRPM DATE
COMOPTEVFOR/ DI R, MCOTEA DATE

PROGRAM RESOURCE SPONSOR ( FI ag) DATE

APPROVED FOR NAVY or MARI NE CORPS:

CNO (N091) ( Navy Sponsor ed) DATE
ACMC (Marine Corps Sponsored)

ASN( RDEA) DATE
APPROVED:

COGNI ZANT O PT LEADER DATE

DOT&E DATE

Distribution statenent per reference (v), Chapter 8, Exhibit 8A
CLASSI FI ED BY (see reference (v), Chapter 6):

REASON FOR:
DECLASSI FY ON:
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TES/ TEMP Cover Page Format For ACAT |1 Prograns
TEMP NO. [Insert TEIN REV. [ AS APPLI CABLE]

[ PROGRAM TI TLE]
Acqui sition Category (ACAT) II
Program El enent No.
Proj ect No.

SUBM TTED BY:

PROGRAM MANAGER DATE

CONCURRENCE:
SYSCOM COMVANDER/ PEQ DRPM DATE
COVOPTEVFOR/ DI R, MCOTEA DATE

PROGRAM RESOURCE SPONSCOR ( FI ag) DATE

APPROVED FOR NAVY or MARI NE CORPS:

CNO (N091) (Navy Sponsor ed) DATE
ACMC (Marine Corps Sponsored)

ASN( RDEA) DATE

Distribution statenent per reference (v), Chapter 8, Exhibit 8A.
CLASSI FI ED BY (see reference (v), Chapter 6):

REASON FOR:
DECLASSI FY ON:
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TES/ TEMP Cover Page Format For ACAT |11 Prograns

TEMP NO [lInsert TEIN] REV. __ [AS APPLI CABLE]
[ PROGRAM TI TLE]
Acqui sition Category (ACAT) 111
Program El enent No.
Proj ect No.

SUBM TTED BY:

PROGRAM MANAGER DATE

CONCURRENCE:

SYSCOM COMVANDER/ PEQ DRPM DATE
(i1 f ASN(RD&A) retains NDA)

COVOPTEVFOR/ DI R, MCOTEA DATE

PROGRAM SPONSOR/ CVC (DG, CD&l ) ( FI ag) DATE

APPROVED FOR NAVY or MARI NE CORPS:

CNO (N091), or designee (Navy Sponsored) DATE
ACMC, or designee (Marine Corps Sponsored)

M LESTONE DECI SI ON AUTHORI TY DATE

Distribution statenent per reference (v), Chapter 8, Exhibit 8A.
CLASSI FI ED BY (see reference (v), Chapter 6):

REASON FOR:
DECLASSI FY ON:
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TES/ TEMP Cover Page Format For ACAT |V Prograns

TEMP NO. [Insert TEIN] REV. ____ [AS APPL| CABLE]

[ PROGRAM TI TLE]
Acqui sition Category (ACAT) IV
Program El enent No.
Proj ect No.

SUBM TTED BY:

PROGRAM MANAGER DATE
CONCURRENCE:
COVOPTEVFOR/ DI R, MCOTEA DATE
[for ACAT | VT only]
APPROVED FOR NAVY or MARI NE CORPS:

CNO (N091), or designee (Navy Sponsored) DATE
ACMC, or designee (Marine Corps Sponsored)

[for ACAT | VT only]

M LESTONE DECI SI ON AUTHORI TY DATE

Distribution statenent per reference (v), Chapter 8, Exhibit 8A.

CLASSI FI ED BY (see reference (v), Chapter 6):

REASON FOR:
DECLASSI FY ON:
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TEMP Cover Page Format For
Software Qualification Testing Proqgrans

TEMP NO [lnsert TEIN REV. [ AS APPLI CABLE]
SOFTWARE QUALI FI CATI ON TESTI NG FOR
[ PROGRAM TI TLE]
Program El enent No.
Proj ect No.

SUBM TTED BY:

PROGRAM MANAGER DATE

CONCURRENCE:

COMOPTEVFOR/ DI R, MOOTEA DATE

CNO (N091)/ CMC (DG, CD&l) DATE
APPROVED:

SYSCOM COVVANDER PEQY DRPM DATE

Distribution statenent per reference (v), Chapter 8, Exhibit 8A
CLASSI FI ED BY (see reference (v), Chapter 6):
REASON FOR:

DECLASSI FY ON:
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Annex 5-B

Fl eet RDT&E Support Request

Request for: Quarter FY: Date of Request:

Classification:

TEIN:

Title:

Code: (your office code)

Type: (DT&E/OT&E) Phase:

TEMP Signature Date: (DD-MMM-YY)

Fleet: (PAC/LANT)

Start Date: (DD-MMM-YY) End Date: (DD-MMM-YY)
Recommended Priority: (1,2,3; DON GB, para 5.4.6.1.2)

Purpose of this phase of testing:

Support required: (use additional paragraphs if additional units are needed)

A. 1. Unit Type and Number Requested:
Special Equipment to be installed:

2. Unit’s Scheduling Authority:

3. Test Location (OPAREA):

4. Level of Support:
(not-to-interfere, concurrent, dedicated; DON GB, para 5.4.6)

5. a. Preferred Dates Start: (DD-MMM-YY) End: (DD-MMM-YY)
Start No Later Than: (DD-MMM-YY)
Complete No Later Than: (DD-MMM=-YY)
b. Number of Days on Station: Hours/Day:
c. For Aircraft: A/C Sorties: Hrs/Sortie: , and
Sorties/Day:

d. Minimum Times between Sorties/Test Periods:
6. Remarks: (See Notes)

B. 1. Unit Type and Number Requested:
Special Equipment to be installed:

2. Unit’s Scheduling Authority:

3. Test Location (OPAREA):

4. Level of Support:
(not-to-interfere, concurrent, dedicated; DON GB, para 5.4.6)

5. a. Preferred Dates Start: (DD-MMM-YY) End: (DD-MMM-YY)
Start No Later Then: (DD-MMM-YY)
Complete No Later Then: (DD-MMM-YY)
b. Number of Days on Station: Hours/Day:
c. For Aircraft: A/C Sorties: Hrs/Sortie:
Sorties/Day:

d. Minimum Times between Sorties/Test Periods:
6. Remarks: (See Notes)
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Unit Type and Number Requested:
Special Equipment to be installed:
Unit’s Scheduling Authority:
Test Location (OPAREA):
Level of Support:
(not-to-interfere, concurrent, dedicated; DON GB, para 5.4.6)

a. Preferred Dates Start: (DD-MMM-YY) End: (DD-MMM-YY)
Start No Later Than: (DD-MMM-YY)
Complete No Later Than: (DD-MMM-YY)

b. Number of Days on Station: Hours/Day:

c. For Aircraft: A/C Sorties: Hrs/Sortie: , and
Sorties/Day:

d. Minimum Times between Sorties/Test Periods:
Remarks: (See Notes)

Command; email; Voice and Fax Phone Numbers, DSN and Commercial)

Program Sponsor:

NOTES:
1.
2.
3.

4.

5.

Requests should be as general as possible to allow the schedulers
Flexibility.
Include a list of ships that have the correct equipment configuration
installed to support the tests.
Designate unique fleet personnel support requirements (e.g.: SEAL Teams,
ULQ13 Van/Crew).
Service request remarks: State time required to install and remove
equipment and by whom. Address the following questions:
a. Can it be installed pierside (drydock/SRA/ROH)?
b. Has equipment installation been approved? By whom?
c. Will installation affect unit operation or other equipment
onboard?
d. Is any crew training required?
e. How many riders are required to embark (keep to a minimum)?
f. If more than one unit is required, state which units must work
together and the minimum concurrent time.
Address impact on program if services are not filled such as:
a. Loss of programmed monies (specify amount).
b. Increased cost due to delay (specify amount).
c. Impact on related joint programs or operations.
d. Congressional and or/0SD interest or direction.
e. Unique factors:
(¢H) Deployment schedule of test asset.
2 Overhaul schedule.
(€©)) “One-of-a-kind” underway events required for testing.
f. Delay in projected production and cost to Navy.
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Annex 5-C

Test and Evaluation Identification Nunmber Request For mat

3960
Ser
( DATE)

From (Program Ofice)
To: Chi ef of Naval Operations (N912)
Vi a: ( Sponsor)

Subj: REQUEST FOR TEST AND EVALUATI ON | DENTI FI CATI ON NUMBER
(TEIN) ASSI GNMENT FOR ( PROGRAM NANE)

Ref : (a) SECNAVI NST 5000. 2D
(b) Initial Capabilities Docunent for (Program Nane) of
(Approved Date)

1. Per reference (a), request a Test and Eval uation

I dentification Nunber (TEIN) be assigned to the (Program Nane),
(Program El enent Nunber; Project Number).

(Add 2-3 sentences describing purpose of progran) This ACAT
(ACAT |l evel) programis being devel oped to neet the requirenents
of reference (b).

2. Poi nts of contact are:

Responsibility Nane Code Tel ephone
Pr ogr am Manager (Program Manager)

Requi renent s ( OPNAV Sponsor)

Oficer

T&E Coor di nat or (N912 point of contact)

3. Mlestone Status: (indicate dates nmlestones were achi eved
and planned dates for future m |l estones)

(Program Manager Si gnature)

Copy to:
COMOPTEVFOR (01B6)
(Additional Ofice codes if necessary)
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Annex 5-D
Noti onal Schedule of Test Phases in the Acquisition Mdel
””" User Needs & H|”| e Process entry at Milestones A, B, or C
Technology Opportunities e Entrance criteria met before entering phase
e Evolutionary Acquisition or Single Step to Full
Capability
(Program
A B \Initiation) C 10C FOC
Concept i Techn0|Ogy Wstem De'\/elopment E PI’OdUCti@ & Operations &
Refinementj Development & Demonstration Deploym?nt Support
S 0 %F&me LRIP/IOT&E %ggn
Pre-Systems Acquisition : Systems Acquisition Sustainment
Developmental Tests : C-
P | DTAL26tcf DT-B12etc 2DTetS L DT-D-L, 2, etc
: : TECHEVAE
: : : (DT-C

Testing multiple increments.

Use Arabic numerals immediately
following acquisition phase letter then :
dash for test events within the phase  *

EOCA
Early
Operational
Assessments

: IOTEE

: ore-y - OTDx

/B o o O

: DRR FRP

: : DT-C1-1, 2, etc

i DT-B1-1,2 etc

: OT-BEL2etc ~ OTCIX

/B o Ao

DRR FRP

: DT-B2-1,2, etc DT-C2-1, 2, etc

: OT-B2-1, 2, etc OT-C2-x

OA I0T&E FOT&E

Operational Initial Operational Follow-on
Assessments Test & Evaluation Operational Test,

Combined DT/OT

77

Combined DT/OT
Operational Test
(OPEVAL)
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Annex 5-E

Navy Certification of Readi ness for Ol Message Content

The nessage certifying a system s readi ness for OT&E
shoul d contain the follow ng information:

1. Name of the system
2. Or-[ phase]

3.  TEMP [ nunber]

4. TEWMP approval date

5. For software testing, identify the specific rel ease
to be tested.

6. Waivers (identify criteria in SECNAVI NST 5000. 2D to
be waived, if any; if none, state "none"). (SECNAVI NST 5000. 2D
shoul d be Ref A of the certification nessage)

7. State projected limtations that waived criteria wll
pl ace on upcom ng operational testing.

8. Deferrals (identify deferrals froma testing
requirenent directed in the TEMP, if none, state "none".). (The
TEMP shoul d be Ref B of the certification nessage)

9. State projected limtations that wai ved TEMP
requirenment will place on upcom ng operational testing.

10. State potential waiver inpact on fleet use.

11. State when waived requirenent will be available for
subsequent operational testing.

12. Additional remarks.
A format for the Navy Certification of Readiness for

Operational Test and Eval uation nessage is provided on the
fol |l ow ng page.
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Navy Devel oping Activity Certification Message For nat

FM [ Devel opi ng Activity (DA)]
TO CNO WASHI NGTON DC/ / N091//

| NFO COMOPTEVFOR NORFOLK VA/ / 00/ /
SECDEF WASHI NGTON DC/ / DOT&E/ DT&E/ / (i f on OSD oversight |ist)
[info other commands as appropri at e]
[C assification]//N05000//
V5G DY GENAMVDI N/ [ DA] / ( Code) / /
SUBJ/ [ Program Nanme] CERTI FI CATI ON OF READI NESS FOR OPERATI ONAL TEST AND
EVALUATI ON (OT- XXX), CNO PRQIECT xxxx//
REF/ A/ DOC/ SECNAVI NST 5000. 2D/ dat e/ /
REF/ B/ DOC/ TEMP xxxx/ (date)//
[ her references as appropriate]
NARR/ REF A | S A SECNAVI NST FOR | MPLEMENTATI ON OF OPERATI ON OF THE DEFENSE
ACQUI SI TI ON SYSTEM AND THE JO NT CAPABI LI TI ES | NTEGRATI ON AND DEVEL OPMENT
SYSTEM REF B IS THE [ Program Nanme] TEST AND EVALUATI ON MASTER PLAN NO. xXXX
APPROVED ON [date].//
POC/ [ Nane] / [ Program O fice Code]/-/-/TEL: COM xXxX) XXX-XXxXX/ TEL: DSN xxX- XxxxX/ /
RWKS/ 1. |AWREF A, THI S MESSAGE CERTI FI ES THAT THE [ Program Nane], (for
software testing identify the specific release to be tested during OT&) |S
READY FOR OPERATI ONAL TEST (OT-xxx) AS OUTLINED I N REF B.
2. WAI VERS TO THE CRI TERIA OF REF A ARE REQUESTED FOR:
A [ldentify Ref A enclosure (5), para 5.6.1, criteria to be waived,
if any; if none, so state.

(1) (Limtation that waived criteria will place on upconi ng
operational testing.]

[ Repeat above format for each criteria requested for waiver.]

3. DEFERRALS TO TESTI NG SYSTEM CAPABI LI Tl ES/ REQUI REMENTS OF REF B:
A [State requested deviation froma testing requirenent directed in
Ref B TEMP. Cite specific critical operational issues (COs) in
Ref B; if none, so state.]

(1) [Limtations that deferred TEMP requirenent will place on
upcom ng operational testing.]

(2) [Potential inmpacts on fleet use.]

(3) [State when deferred requirenment will be available for
subsequent operational testing.]

[ Repeat above format for each TEMP requirenment requested for deferral.]
4. [Additional remarks as appropriate.]
A [State any other issues that may inpact the test, such as linited
resources or timng constraints for testing.]

BT
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Annex 5-F

El enents of Ri sk Assessnent for Software | ntensive System
| ncrenent s

There are two prinmary factors in assessing the risk of a
systemelenent: the likelihood of failure and the inpact on the
m ssion of an increnment’s failure to be operationally effective
and suitable. Fortunately, these two conponents need to be
evaluated only to the degree required to decide anong a few
distinct | evels of operational testing.

This appendix will discuss these two fundanental el enents
of risk assessnent: the likelihood of failure, which will be
eval uated via a surrogate nethod, and the m ssion inpact of
failure, which will be approached in a nore direct fashion. The
final step is the fusion of these two evaluations into an
assessnment of the overall risk of a systemincrenent. This
docunent was devel oped to present a general concept and
suggestions for tailoring operational testing to risk. Users
shoul d recogni ze that the procedures needed to properly assess
risk should be tailored to the characteristics of the specific
increnment. The procedures presented in this annex are provided
as exanples to guide the OTAin the risk assessnent process,
rather than a checklist or hard set of rules.

1.1 ldentification and Evaluation of Threats to Success for
Software | ntensive System | ncrenents

The data required to accurately define the true
probability of failure of an increment are not likely to be
avai l able. As an alternative approach, the analysis can be based
upon an eval uation of a conprehensive set of factors that have
been shown as potential threats to the success of a software-
intensive increment. These threats to success can be eval uat ed
relative to the specific increment, and a general estimte of
potential effects can be determ ned. The evaluation of the
cunmul ative effect of the threats to an increment’s success is
anal ogous to determning the likelihood of failure for the
increnent. O necessity, this aggregate assessnent is usually a
j udgnment cal | .

Most concerns associated with the depl oynent of a new,
generic, software-intensive systemincrenent nay be grouped under
a few general categories. This annex identifies six prinmary
categories of threats to success, although fewer or nore
categories may be appropriate for a specific increment. This set
of categories is certainly not unique, and any set that
conprehensi vely covers the issues of concern will give simlar
structure to the approach. Further, the categories may have
significantly different relative sensitivities for any particul ar
increnent. The six categories of threats to success presented as
exanpl es are:
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Devel opnent

| mpl enent ati on
Technol ogy
Compl exity
Safety
Security

SoRwOMOE

The OTA should first assess the threat to an increnent’s
success from each separate area, by exam ning the particul ar
characteristics of the increment and its devel opnent. This
eval uation is guided by the specific issues identified with each
category and based upon input fromthe user, the devel oper, the
devel opnental tester, the post-deploynent software support
organi zation, avail abl e docunentati on, and any new data col | ected
by the OTA. Cearly, not all issues within a category will have
equal inportance.

Then, based upon these assessnments and the relative
significance of each area, the OTA shoul d nmake an overal
eval uation of the likelihood of the increnent’s failure to be
operationally effective and suitable. Not all categories need to
be given equal inportance. The evaluator should base this
j udgment upon the particulars of the increnent, the devel opnent
process, and the utility and reliability of available data. Note
that the categories and issues presented are nerely exanples; the
eval uator shoul d al ways consider risk factors specific to the
increnment. |In other words, use good judgnent, based on detailed
know edge of the increnent.

Each category shoul d be eval uated as accurately as
possible, at least to the levels of resolution described bel ow
Each of these levels is defined in terns of typical
characteristics; actual assessnments will be a m x of positive,
neutral, and negative characteristics.

1. Insignificant Threat to Success (Insignificant
Li kel i hood of Failure) — Increments posing this |evel of threat
to success are typically small, sinple, nodular increnents that

come froma highly reliable devel oper and an ideal devel opnent
environnment. Additional characteristics that support this
assessnment are a progranis denonstrated success with all previous
increments, enploynent of very mature technol ogies, excellent
training prograns or highly experienced users, no inmpact upon

ot her system el enents, and no safety or security issues.

2. Low Threat to Success (Low Likelihood of Failure) —
I ncrenments posing this level of threat to success nmay be small -
t o- medi um si zed, involving few conplicated issues. O her
characteristics justifying a low threat to success are a solid
devel opment environnment with few shortcom ngs, enploynent of
st abl e technol ogi es, capable users, little interaction with basic
system el enents, and few safety or security issues.
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3. Mderate Threat to Success (Mderate Likelihood of
Failure) — This level of threat to success is typically assigned
to nedium to |large-sized increnents having several conplex
el ements and enpl oyi ng recent technol ogi cal devel opnents.
Conmplicated interfaces, significant interaction wth external
systemresources, or nultiple safety and security concerns woul d
suggest this |level of assessnent.

4. H gh Threat to Success (High Likelihood of Failure) -
Thi s highest |level of threat to success typically involves |arge
to very large, conplex, multi-functional increments. O her
characteristics include untested or unreliable devel opnent
environments wi th poor performance histories, new technol ogi es,
many untested interfaces, new or untrained users, and nultiple
safety and security issues.

It is unlikely that all six categories of evaluation wl]l
be assigned the sane |evel of threat to success. One sinple
schenme of evaluation would be to assign to the increnent as a
whol e a | evel equal to or greater than the highest |evel of
threat to success determned for any single category. For
exanple, if the highest |evel category poses a noderate threat to

success, then the overall |evel should be no | ower than noderate.
If two or nore inportant categories are rated as noderate, then
the overall level mght be elevated to a high threat to success

(or high likelihood of failure).
Exanpl e I ssues for Evaluating Threats to Success
The foll ow ng i ssues represent sonme potential threats to
an increnment’s success. Detailed know edge of a particul ar
systemincrement will tailor the assessnent.

1. Devel opnent

a. Have capabilities been adequately described and
user requirenents clearly identified?

b. Do the capabilities/requirenents address
operational needs rather than specifying a technical solution?

c. Are the capabilities included in the new increnent
traceable to requirenents, as specified in the requirenments
traceability matrix?

d. Wat is the developer's Capability Maturity Mode
rating as defined by the Software Engi neering Institute? 1Is the
rating justified by the devel oper's experience?

e. How extensive was the devel opnmental test program
for this increment, i.e., did the devel opnental testing (D)
programexplicitly address each capability/requirement? D d the
DT program al so eval uate operational capabilities/requirenents?
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f. Does the devel oper enploy a robust set of software
managenent i ndi cators?

g. Are interfaces with existing systens fully
docunent ed and under configuration control ?

h. Does the devel oping contractor’s test agent have
sufficient experience and technical expertise to conduct a proper
techni cal eval uati on?

i. Has the necessary integration and regression
testing been conduct ed?

. Were any Priority | or Priority 2 problens (as
defined in | EEE/ El A Standard 12207.2-1997, Annex J) experienced
with the last increnment fromthis devel opnent teanf

k. How nunerous and how significant are the
deficiencies identified in previous tests of the new increnent?

. What is the history of the devel oper regarding
simlar prograns?

m \What is the history of the devel oper with respect
to previous increnents?

n. How effective is the established configuration
managemnment process for the program devel opnent and/or installed
systens?

0. How extensively have prototypes been used to
eval uate acceptance by typical users?

p. Have exit criteria been identified for
devel opnmental testing of this increnment?

g. Are there requirenents/capabilities of this
increnent that wll be unavailable for testing?
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2. | npl enent ati on

a. User:

(1) I's the user conmtted to the successful
i npl enentation of the new increnment?

(2) Have operational and user support procedures
been devel oped and readied for inplenentation along with the new
i ncrenment? Have user representatives devel oped appropriate
concepts of operations, policies, procedures, training, support,
and contingency plans for a full operational deploynent?

(3) Do the operators possess the skill levels
required to use the increnent's capabilities effectively?

(4) Has an adequate training plan been devel oped
or inplenmented to include reorientation and sustai nment training?

(5) Has a point of contact been established to
represent the views of users?

b. Organization:

(1) I's the receiving organi zation commtted to the
successful inplenmentation of the new increnent?

(2) I's the receiving organi zation prepared for the
changes in business processes associated with the new increnent?

(3) Have new standard operating policies and
procedures been devel oped or inplenmented to use the capabilities
of the new increnment?

(4) Has the receiving organi zation devel oped pl ans
for continuity of operations during the installation of the new
i ncrenment ?

3. Technol ogy

a. How dependent is the new increnent upon new
t echnol ogi es (hardware and software)?

b. What is the comercial tenpo of change in the
technol ogy areas represented in the increnent?

c. How mature are the new technol ogi es incorporated
into the increnent?

d. Does the new increnent introduce any new st andards
or protocol s?
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e. Does the integration of the entire system(e.g.,
har dware, software, comunications, facilities, managenent,
operations, sustainnment, personnel) present unusual chall enges?

f. Does the systeminclude the necessary system
adm ni stration capabilities?

. If the increnent is primarily COTS, NDI, or GOIS
(governnent -of f-the-shel f), what is the past perfornmance and
reliability?

h. For new technol ogi es, what is the perfornmance
record in other applications?

4. Conplexity

a. How conplex is the new increnent (e.g., industry
standard conplexity metrics, or as conpared to other fiel ded
i ncrenents) ?

b. How many agents (governnment, contractors, sub-
contractors) participated in the devel opnent of this increnent?

c. How stable are the systemrequirenents?

d. Wat is the proportional change to system hardware
and software introduced by the new i ncrenent?

e. Wat is the cunul ati ve change to system hardware
and software since the last full operational test?

f. Is the new system (including the increnent of
interest) to be integrated with other systens during devel opnent
or depl oynent ?

. How conplex are the external systeminterface
changes (hardware, software, data) in the new increnment?

h. How conplex or intuitive are the user interfaces
with the new increnent?

i. How conplex are the interactions of the new
increnment with the fiel ded databases?

. To what extent does the new increnent introduce
changes that place in jeopardy or nodify the system data
structures?

k. Does the new increnent inplement a change in
executive software (operating system or database nanagenent
systen)?

| . How conpl ex/stable are the automated features in
t he new i ncrenent ?
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5. Safety

a. Does the system present any safety hazards to the
operators or operational environnent?

6. Security

a. Does this systemrequire nulti-Ilevel security?

b. Can the new increnent affect the security or
vulnerability (to information warfare) of the installed system
(e.g., have external interfaces been added)?

c. Does the new increnment nodify or possibly
interfere with information assurance protective nmeasures?

d. If it has external interfaces, has the system been
tested for unauthorized access?

In addition to the above general matters, there nay be
ot her overriding concerns — conditions that are potentially so
inmportant that, if they are present, a thorough and conprehensive
operational testing effort is nmandatory.

1.2 Identification and Eval uation of M ssion |Inpact of Increnent
Fai |l ure

The m ssion inpact assessment shoul d consider the inpact
of the possible failure of the new increment on the m ssion of
t he whol e system This assessnent should al so consi der
i ncrenent-rel ated changes in concept of operations, maintenance
concept, training concept, and the roles of the increment in a
possi bl e SoS configuration. Table F-1 provides a typical set of
potential mssion inpact assessnents, related to resolution of
system CO s.
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Tabl e 5-F-1. Degree of M ssion | npact

Ef fect on

M ssi on Definition
Increment failure would cause noticeable
M nor I npact probl ens but no major interference with
m ssi on acconplishnment. System COs can be
satisfactorily resolved, even w thout
i ncrenent success.
Increment failure could cause substanti al
Moder at e degradation of mission-related capabilities.
| npact System CO s are noderately dependent upon

i ncrement perfornmance.

) El ement is required for m ssion success.
Maj or | npact System CO's are critically dependent upon
i ncrenent perfornmance.

) The elenment is required for m ssion success,
Cat ast r ophi c and its mal function coul d cause significant
| npact damage to the installed system to other

i nterconnected systens, or to personnel.

The eval uator nmust nake a m ssion inpact assessnent for
each of the m ssion areas affected by the new increnent. The
total inmpact to the mssion is then assessed as the highest
i mpact noted for any area of concern, or at a | evel above the
hi ghest level noted if many | ower potential inpacts are evident.

1.3 Assessing the Risk of a Software |Intensive System | ncrenent

When the mssion inpact and |ikelihood of failure of an
i ncrenent have been determ ned, the risk assessnent may be made
as the product of these two basic elenments. However, in
assessing risk, the mssion inpact should be wei ghted nore
heavily than the likelihood of failure. The nethodol ogy i n Annex
5-G presents a direct nmethod for determi ning the proper |evel of
Or fromthe levels of mssion inpact and |ikelihood of failure
obtained fromthe analysis in Annex 5-F.
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Annex 5-G

Determ ni ng Appropriate OT&E for Software | ntensive System
| ncrenent s

The specific evaluation procedures presented in this annex
are provided as exanples, rather than requirenents.

1.1 Multiple Levels of OT&E for Software | ntensive System
| ncrenent s

The tester nust determne the |level of OT that nost
effectively provides "affordable confidence" that an increnent
will nmeet mssion needs. A range of test activities should be
consi dered and matched to the risk of the specific system
increment. The range of OT for increnents other than the core
i ncrenent extends through four levels, froman abbreviated
assessnent to a full, conventional OT&E

For each of these four levels of OT&E, it is presuned that
the exit criteria from DT have been satisfied and that al
previ ously deployed increnents are functioning properly prior to
the fielding of any new increnment. It is further presuned that
user representatives have devel oped appropriate concepts of
operations, policies, procedures, training, support, and
contingency plans for a full operational deploynent. \Were these
are |l acking, the OTA nust consider associated risk factors as
hi gh, increasing the level of OI required. Regardless of the
| evel of testing actually executed, the OTAis obligated to
i npl enent applicable OSD policies in the course of testing such
as the DOT&E policy regarding information assurance.

The detailed design of testing activities at each | evel of
testing nust be based upon the fundanental objective of
evaluating the ability of the tested systemto acconplish its
m ssi on goal s when deployed. The increnment’s mission goals are
expressed in the nmeasures of effectiveness and suitability and
the COs stated in the TEMP.

Level | Test — After conplete and successful devel opnent al
testing, permt limted fielding and assess feedback fromthe
field (by the OTA) prior to full fielding. Contractor presence
is permtted during the Level | test. Plans for recovery from
failures, prepared by the Program Managenent O fice (PMO) and
val i dated by the OTA, nust be in place prior to limted fielding.

Level | testing is appropriate for nmintenance upgrades
and increments that provide only mnor system enhancenents, pose
an insignificant risk, and can be easily and quickly renoved.

I ncrenments judged to be of sufficiently low risk for Level |
testing will usually be delegated to the Conponent for testing,
eval uation, and fielding decisions. The OTA prepares an
assessment to support any fielding decision. A copy of the
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assessnment is to be provided to DOT&E. Key features of Level |
testing are:

1. It is essentially a DT effort.

2. The OTA nonitors sel ected devel opnental /technica
testing activities.

3. Limted fielding is permtted prior to the OTA
eval uati on.

4. The OTA prepares an assessnment to support a fielding
deci sion by the MDA

Level Il Test — Assessnent perforned by an OTA primarily
usi ng DT data and i ndependent "over-the-shoul der"” observati ons.
The OTA may prescri be and observe operationally realistic test
scenarios in conjunction with DT activities. Contractor presence

is permtted during the Level Il test. DOT&E nay observe any OT
activity.
Level 1l testing should be applied to increnents that

provi de only mnor systeminprovenents and present a mnor risk.
Such lower risk increments have only mnimal potential to inpact
ot her system applications and cannot disrupt the basic systenis
ability to support the mssion. After thorough Level 1l testing,
an increnment may be deployed to sel ected operational sites for
addi ti onal feedback (collected by the OTA) if needed prior to
full fielding. Features of the Level Il test are:

1. It is essentially a conbined DT/ OT testing effort.

2. The assessnent is based primarily upon close
nmoni toring of sel ected devel oprmental /technical activities and
upon DT results.

3. Prior tothe limted fielding, plans nust be in place
for recovery fromfailures.

4. The OTA evaluates the Iimted fielding results and
reports on the operational effectiveness and suitability to the
AE to support a fielding decision by the MDA

5. A copy of the evaluation report is provided to NO9Ll.

Level 111 Test — OTA personnel coordinate the Level 11
test (which is carried out by user personnel in an operational
envi ronnent) and eval uate the operational effectiveness and
suitability using primarily independently collected OT data. The

Level 111 Test is conducted at one or nore operational sites. In
addition to normal user operations, the OTA may prescribe that
scripted test events be executed and observed. Level |1l testing

may be conducted in two phases. The PMO controls Phase |
allowing contractors to fine-tune the system but the OTA
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supervi ses Phase |1, which defines an operational period wthout
PMO or contractor participation. OTI evaluators are allowed
during both phases.

The Level I1l Test is suitable for increnments supporting
nodest, self-contained, systeminprovenents that present a
noderate | evel of risk, but are limted in the potential
di sruption to an installed system Features of Level |1l testing
are:

1. Actual operators are at the operational site(s)
perform ng real tasks.

2. The enphasis is on assessnent and eval uati on.
3. It is less formal than a full OTr.

4. Prior to fielding, plans are in place for recovery in
t he event of failure.

5. The OTA prepares an eval uation of operational
effectiveness and suitability for the AE

6. A copy of the evaluation report is provided to NO91.

Level 1V Test — Determ ne the operational effectiveness
and suitability of a new increnent by evaluating affected CO s
under full OT constraints. This is the highest |evel of
operational test and the nost conprehensive. The OTA carries out
test events in an operational environnent. The OTA eval uates and
reports on the operational effectiveness and suitability of a new
system increnent based upon all avail able data, especially
i ndependently col |l ected OT dat a. I n special cases, the
verification of mnor capabilities and secondary issues may be
relegated to I ower levels of testing. Level |V testing nust
conmply with all provisions of the DOD 5000 series regulations.

1.2 Matching OT&E to Ri sk Assessnent

The OT&E Action Determnation Matrix shown in Table 5-G 1
forms the basis for relating the assessed failure potenti al
(threat to success) and m ssion inpact to an appropriate |evel of
OT&E. The matrix provides for the four |levels of OT&E descri bed
in the | ast section.
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Table 5-G 1. OI&E Action Determ nation Mtri x
Ef fect on M ssion
Fail ure M nor Mbder at e Maj or Cat astrophi c
Pot ent i al | npact | npact | npact | npact
| nsi gni fi cant I -1 [1-111 [11-1V
Low I -11 [1-111 [11-1v |V
Mbder at e I1-111 [11-1Vv [11-1V 1V
Hi gh [Hr-1v [11-1v |V |V
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Annex 5-H

Software | ntensive System Responsibilities for and Schedul e of
OT&E Acti ons

1.1 Responsibilities

1. Operational Test Agency — Wth regard to the OI&E for
a followon systemincrenment, the OTA is responsible for
Determining the type of data and | evel of detail required for
assessing the threats to increnment success. This includes:

a. Collecting and anal yzing information concerning
potential threats to the success of the systemincrenent, and
determning the |ikelihood of failure based upon those threats.

b. Determining the type of data and | evel of detail
required for assessing the potential mssion inpact of the
failure of a systemincrenent.

c. Collecting, analyzing, and determ ning the
potential mssion inpacts associated with the systemincrenent.

d. Determning an appropriate | evel of OI&E according
to the risk assessnent.

e. Devel oping and coordi nating the applicable |evel
of operational test plans.

f. Validating recovery plans prior to deploynent of
an increnent to any operational test sites.

g. Conducting the approved | evel of OT&E.

h. Devel opi ng the applicabl e i ndependent eval uati on
report and providing it to the appropriate organi zati ons.

i. Making operational effectiveness and suitability
recomendati ons.

2. Program Managenent O fice — The PMO is responsible

for:

a. Providing the progranmatic data required to
eval uate threats to the success of the newincrenment to the OTA
action officer and user representative.

b. Providing the technical information requested to
support the evaluation of each significant threat to the
i ncrement’s success.

c. Devel oping recovery plans prior to fielding of an
increnent to any operational test sites.
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d. Certifying the increnment’s readi ness for OT&E.

3. User — The user (or user representative) is
responsi bl e for:

a. Participating in the planning and execution of the
OT&E.

b. Providing the OTA wth information regarding
m ssion inpacts of increment failure.

c. Assisting the PMO in devel oping recovery pl ans,
i ncl udi ng wor karounds for possible increment mal functions.

4. Director, Test and Evaluation and Technol ogy
Requi rements (NO91) — for Navy prograns, NO91 is responsible for

a. Providing guidance as needed in the preparation of
ri sk assessnents and determ ning the appropriate |evel of OI.

b. Evaluating and responding to the test and
eval uati on master plan (TEMP) and approving if appropriate.

c. Evaluating and respondi ng to adequacy of the
operational test plan when appropriate.

d. Resol ve i ssues between the DA and OTA.

1.2 Schedule O Activities

Table H 1 shows key OT activities, schedul es, and
responsi bilities.
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Table 5-H 1. Operational Testing Actions, Schedul es, and
Responsibilities

Action When Respon- Comment s
si bl e
Agency
Prepare Program As soon as OTA OTA and PM conduct
Ri sk Assessnent dat a becones assessnments with
avai l abl e i nformation

provi ded by PM and
with participation
of user and ot her
appropriate
Conmponent agenci es

Det erm ne Level of | Upon OTA Based on risk
Oper ational Test conpl eti on of assessnent

risk

assessnent
Devel op Upon deci sion | OTA Brief elenments
Qper ati onal Test regardi ng wi t hi n Navy/ Mari ne
Pl an | evel of OT Corps, as required
Conpl et e Submit 30 OTA Brief elenents
Qper ati onal Test days prior to wi t hi n Navy/ Mari ne
Pl an start of OT Corps, as required

(Following this
stage, the PM or
PEO wi Il need to
certify that the

i ncrenent is ready
for operational
testers to begin
eval uation at the
appropriate |level.)

Conduct OTA

Oper ati onal Test

Anal yze Test Conpl ete OTA OTA briefs PM plus

Resul ts and within 60 ot her stakehol ders

Pr epare Report days of test as required, on
conpl eti on test results

Pr epare and OTA

Present Depl oynent
Recomrendati ons to
VDA
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Chapter 6
Resource Estimation

Ref erences: (a) DOD Instruction 5000.02, Operation of the
Def ense Acquisition System of 8 Dec 08
(b) USD(P&R) Menorandum InterimPolicy and
Procedures for Strategi c Manpower Pl anni ng and
Devel opnent of Manpower Estinates, of 10 Dec 03

6.1 Resource Estimates

6.1.1 Life-Cycle Cost Estinmates

The Naval Center for Cost Analysis (NCCA), Assistant
Secretary of the Navy (Financial Managenent and Conptroller)
(ASN(FM&C)), O fice of Budget, Financial Mnagenent Branch (FMB)-
6, has promnul gated gui dance for formal reviews of M| estones B
and C life-cycle cost estimtes and conponent cost anal yses for
Department of the Navy (DON) Acquisition Category (ACAT) IC, 1AC,
and | AM prograns. Estinmates are prepared by program offices and,
i ndependently, by NCCA. Each reviewis chaired by the Director,
NCCA, and is referred to as the "DON Cost Anal ysis |nprovenent
Goup (CAIG." @Guidance for reviews is available on NCCA s
website under the title "DON CAI G Instruction (SECNAVI NST
5420.196) . "

http://ww. ncca. navy. m | /resources/ gui dance. cf m

Further, NCCA has al so established guidelines for
devel opi ng thorough, conplete docunentation for life-cycle cost
estimates for weapon systens and automated information systens.
Thi s gui dance, applicable to both Independent |ife-cycle Cost
Estimates (I CEs), conponent cost anal yses, and programoffice
life-cycle cost estimates, is also available on the above website
under the title "NCAD NST 4451. 1A, Guide for the Docunentation of
| ndependent Cost Estinmates.”

6.1.2 Cost Analysis Requirenents Description (CARD)

A sound cost estimate is based on a well-defined program
For ACAT I, IA and Il prograns, the CARDis used to formally
describe the acquisition program (and the systemitself) for
pur poses of preparing both the programoffice cost estimate (and
t he DoD Conponent cost position, if applicable) and the Ofice of
the Secretary of Defense (OSD) CAl G i ndependent cost estimate.
Ref erence (a), enclosure 4, specifies that for major defense
acquisition prograns, the CARD will be provided in support of
maj or m | estone decision points (MIlestone B, MIlestone C, and
the Full-Rate Production Decision Review (FRP DR)). In addition,
for major automated informati on system prograns, the CARD is
prepared whenever an Econom c Analysis is required. The CARD is
prepared by the programoffice and approved by the Departnent of
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Def ense (DoD) Conponent Program Executive O ficer (PEO. For
joint progranms, the CARD includes the comon program agreed to by
all participating DoD Conponents as well as all unique program
requi renents of the participati ng DoD Conponents. DoD 5000. 4- M
DoD Cost Anal ysis Gui dance and Procedures, Chapter 1, provides
further guidelines for the participation of the CARD

6. 1.3 Manpower Esti mates

[fm SNI 5000.2D, 6.1.3: Manpower estinates are required by
statute for ACAT | prograns. Manpower estinmates shall also be
devel oped for other ACAT prograns that are manpower significant
at the request of the Conponent manpower authority per reference
(b). O©CNO (N12) and CMC (Deputy Commandant, Manpower and Reserve
Affairs (DC, M&RA)) are the designated Navy and Marine Corps
Conmponent manpower authorities, respectively. For ACAT ID
progranms, CNO (N12)/CMC (DC, M&RA) shall forward approved nanpower
estimates to the office of the Under Secretary of Defense
(Personnel and Readi ness). ]

Manpower Estinates (MEs) are one of the key docunents of
human systens integration. Mes are a source for out-year
projections of mlitary and civilian manpower and contract
support required for the acquisition and upgrade of weapon,
support and autonmated i nformati on systens. MEs are required by
10 U.S.C. Section 2434. Devel opnment of the manpower estinate Is
the responsibility of the resource sponsor. Mes may be requested
by CNO (N12)/CMC (DC, M&RA) for other selected programs. The
initial MEis required at M5 B with an update at M5 C and FRP DR
MEs shoul d include a target audi ence description (TAD) that
provi des information about the personnel that will use, operate,
mai ntain, train and repair a system The TAD may consi st of
mlitary personnel, civilians and/or contractors, or a mx
thereof. If it is a joint service system nenbers of the other
branches of service should also be identified and included as a
part of the TAD. The TAD provides a description of the quantity,
gualifications, and characteristics of the personnel who wl|
operate, maintain and support the system The TAD also is the
baseline for the Training System Plan and Affordability
Assessnent, as well as providing a baseline for design trade-
of fs.

6.1.3.1 Manpower Consi derati ons

The PM shoul d deternm ne and docunent nanpower by rate and
rating for both peacetinme and wartinme requirenments. The PM
shoul d further identify specific vital objectives, and establish
manpower aut horization m ni nuns necessary to achi eve these
obj ectives. CNO (Nl) assistance may be used in devel opi ng
manpower |ife-cycle cost estimates for ACAT II, IIl, and IV
programs, if requested by the mlestone decision authority (INDA)
or the resource sponsor.

2 Encl osure (6)



SECNAVY M 5000. 2
Decenmber 22, 2008

6.2 Affordability

6.3 Contract Managenent Reports

6.3.1 Contractor Cost Data Reporting (CCDR) for Hardware and
Software — (DI D DI - FNCL- 81565B/ 81566B/ 81567B) and Soft war e
Resources Data Report (SRDR) — (DI D DI - MGVIT-81739/81740)

6.3.2 Contract Perfornmance Report (CPR) -- (DI D D -M3M-
81466)

6.3.3 Inteqgrated Master Schedule (IMS) -- (D D D - MGMI-81650)

6.3.4 Contract Funds Status Report (CFSR) — (DI D DI - MaMVI-
81468)

6.4 Analysis of Alternatives (AoA)

[fm SNl 5000. 2D, 6.4: The Gate 1 and Gate 2 processes of
encl osure (2), paragraphs 2.11.4.1.1.1 (Gate 1) and 2.11.4.1.1.2
(Gate 2) anplify the AoA processes defined bel ow and t he gui dance
in DON Acquisition and Capabilities Guidebook, paragraph 6.4.]

After an Initial Capabilities Docunent (1CD) is approved
and val i dated, a Concept Decision (CD) is nmade to address the
capability gaps identified. The incorporation of concepts
di scussed in the ICD, as well as those devel oped fromrel ated
System of Systens (SoS) or Fam |y of Systens (FoS), require
addi ti onal analysis and refinenent to ensure sufficient m ssion
capability and econom c benefit is achieved fromany potenti al
mat eri el sol utions.

MS A

AoOA

Icp J—{cpy _Concept
Refinement

== ]

DSAB/
ITAB

Figure 6-1. AoA and the JCI DS/ Acqui sition Process
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Al'l DON ACAT-1evel progranms require the conpletion of an
AOA prior to programinitiation. Typically, this is in direct
support of a M| estone A decision, as shown above, but in certain
circunstances the MDA can direct additional reviews of
alternatives leading to a Mlestone B or C decision. Ao0As nust
therefore be tailored to the scope, increnent, phase, and
potential ACAT-Ievel of the individual prograns they support.

Per reference (a), all ACAT | prograns will receive
initial guidance fromthe Ofice of the Secretary of Defense
(OsSD) Director, Program Anal ysis and Eval uation (PA&E) as part of
t he approval process leading to the CD. Al DON ACAT | prograns
must incorporate this overarchi ng gui dance as part of their AoA
pl an. Progranms designated ACAT Il or bel ow may begi n AocA
pl anni ng i mredi atel y.

For joint ACAT-Ilevel prograns in which DON has been
designate the Lead Service, AoA procedures should be tailored to
i nclude other Service representatives and approval authorities.

I n addition, consideration should be given towards the
possibility of including international collaboration and
acqui sition options when appropri ate.

Once conpl eted, the AOA aids decision-naking in
establishing initial system perfornmance threshol ds and
objectives, identifies cost and perfornmance trade-offs, and
hi ghlights the anal ytical underpinnings for a multitude of
program deci sions. In general, the AoA provides a structured
revi ew and docunentation of the alternatives, assunptions, and
concl usi ons supporting the rationale for proceeding to a materi el
sol uti on.

6.4.1 Weapon Syst em AoA

1. Al DON weapon systens, regardl ess of ACAT | evel, nust
conplete an AoA prior to programinitiation. Per reference (a),
programinitiation normally occurs at M| estone B, but may occur
at other m | estones/decision points dependi ng upon technol ogy
maturity and risk. At programinitiation, a program nust be
fully funded across the Future Years Defense Program (FYDP) as a
result of the Program Qbjectives Menorandum (POM / budget process.
That is, the program nust have an approved resource stream across
a typical defense programcycle (e.g., Fiscal Year (FY) 2006-
2011). Concept Refinenment (CR) and Technol ogy Devel opnent (TD)
phases are typically not fully-funded and thus do not constitute
programinitiation of a new acquisition programin the sense of
reference (a).

2. Reference (a), enclosure 4, Table 3 directs nultiple AoA

reviews for all ACAT | prograns as follows: M estone A
Ml estone B (update as necessary), and M| estone C (update as
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necessary). The final report should discuss steps taken to
ensure conpliance with the Cinger-Cohen Act for weapon systens
that are National Security Systens.

3. AoAs differ at each m|estone, if prepared.

a. At Mlestone A the analysis focuses on broad
tradeoffs avail abl e between a | arge range of different concepts.
The anal ysis normally presents a "Go/No Go" recomrendation. It
denonstrates why a new systemis better than upgradi ng/ nodifying
an existing system Cost estimtes nmay be only a rough order of
magni t ude but, nevertheless, an estimate is required. A
M | estone A AOA hel ps the MDA choose a preferred system concept
and deci de whet her the cost and perfornmance of the concept
warrants initiating an acquisition program These types of
anal yses also illumnate the concept's cost and perfornmance
drivers and key tradeoff opportunities; and provide the basis for
t he establishnment of operational performance thresholds and
obj ectives used in the Capability Devel opnent Docunent (CDD),
Acqui si tion Program Baseline (APB), and Test and Eval uation
Master Plan (TEMP).

b. At Mlestone B, the analysis is nore focused.
Hardware alternatives present a narrower range of choices. The
analysis is nore detail ed and contains nore defined cost data.
Point estimates are given with uncertainty ranges. Life-cycle
costs are normal ly present ed.

c. At production approval (Mlestone C, the AoA, if
required, is normally an update of the MIlestone B docunment. It
hi ghli ghts any trade-off or cost changes. However, since cost
and performance issues have typically been resolved prior to
M| estone C, an AOA is not often required to support this
m | est one.

4. 1f the AcAis to be suppl enented by another Service
devel oped anal ysis, the director of the AoA should ensure that
t he assunptions and net hodol ogi es used are consistent for both
Servi ces.

5. See Annex 6-A for AOA preparation and processing
procedur es.

6.4.2 | T AcA

1. Ao0As involving automated i nformati on systens are
basically the sane as di scussed above; however, they nust be
constructed in a way that clearly denonstrates full conpliance
with all requirenents discussed in reference (a) and encl osure
(4) of this guidebook.
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2. The final report should discuss steps taken to
ensure conpliance with the Cdinger-Cohen Act and Fi nanci a
Managenment Enterprise Architectures.

3. Reference (a), enclosure 4, Table 3 directs nultiple
AoA reviews for all ACAT I A major automated information systens
as follows: Mlestone A, Mlestone B (update as necessary),
M | estone C (update as necessary) and Full Depl oynent Deci sion
Review (for AlS).

4. See Annex 6-A for AOA preparation and processing
procedur es.

6.5 Cost as an | ndependent Vari able (CAIV)

CAl'V shoul d account for the cost of Manpower, Personnel,
and Training (MPT). As part of CAIV, the PM shoul d explore
options that maxim ze use of technology to reduce MPT
requi rements. CAIV planning should account for the cost and risk
of final disposal, wth particular reference to hazardous
materials. Requirements for product reclamation and recycling
shoul d be included. CAIV anal yses shoul d consi der hazardous
mat eri al managenent, disassenbly, disposal, and reuse or resale
of recovered materi al s.

6.5.1 Cost/ Schedul e/ Per f ormance Tr adeoffs

For those prograns that are part of a SoS or FoS, cost-
performance tradeoffs should be perfornmed in the context of an
i ndi vi dual system executing one or nore m ssion capabilities of
t he SoS or FoS.
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Annex 6-A
Weapon System and I T System Prograns
Anal ysis of Alternatives Devel opnent Procedures

1.1 Analysis of Alternatives Overview

Wil e the use of anal yses to support programmtic
decisions is not new, the AoA process brings formality to the
Concept Refinenent phase by integrating the joint capabilities
devel opment and the pre-systens acquisition processes. In
particul ar, the AoA process provides a forumfor discussing risk,
uncertainty, and the rel ative advantages and di sadvant ages of
alternatives being considered to satisfy m ssion capabilities.
The AoA shows the sensitivity of each alternative to possible
changes in key assunptions (e.g., threat) or variable (e.qg.,
performance capabilities) and represents one way for the MDA to
address issues and questions early in pre-systens acquisition and
during a program s life-cycle.

I nvol venent of senior experienced, and enpowered
i ndi viduals fromboth the Chief of Naval Operations
(CNO) / Commandant of the Marine Corps (CMC) and the acquisition
communities plays a key role in the analytical process. Periodic
reviews prior to key decision points affords high-1Ievel
visibility to potential prograns, provides analytical rigor and
flexibility for devel opment of the initial acquisition strategy,
and allows for coordination of effort between evolutionary
increnents and ot her defense progranms. Review of in-progress
anal ysis ensures the anal ysis addresses the key issues at hand
and associ ated top-1level architectural views, assunptions, and
l[imtations.

1.2 Analysis of Alternatives Focus and Scope

The AOA supports m | estone reviews and the devel opnent of
foll owon Joint Capabilities Integration and Devel opnent System
(JCI DS) docunentation. Prior to commencenent of any AOA study,
it is necessary for prograns to devel op and receive approval on a
Scope and Tasking Directive (i.e., an AoA Plan) at Concept
Deci sion. The AoA Pl an docunments the incorporation of DoD and
MDA gui dance and all ows senior |eadership, in conjunction with
the AoA I PT, to control the focus and scope of the AoA by addi ng
to or deleting issues.

1. The scope of analysis should correlate to the anount
of resources affected by the decision, with ACAT IIl prograns
receiving |l ess analytical attention than ACAT | and || prograns.

2. If the preferred alternative has al ready been
identified by previous anal yses and the MDA and CNO CMC formal |y
agree that all issues have already been resolved or that further
analysis is unlikely to aid in the resolution of outstanding
i ssues, a new analysis effort should not be initiated. (If these
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conditions are net, the AoA may sinply present the rational e and
any existing anal yses applicable to program deci sions al ready
made. )

3. For smaller prograns, the analysis should be tail ored
and shoul d be less rigorous than |arger prograns. However, in the
uni que situation where the resolution of substantive issues would
benefit froma nore rigorous process, the MDA should direct the
conduct of a nore in-depth analysis. Designation of independent
activities to conduct the AoA for potential ACAT IIl and IV
progranms is encouraged, but not required.

4. AoAs for systens that are part of a SoS or FoS shoul d
include, within their scope, discussions on the interoperability
requi renments and concerns under which these system i nteroperate.

5. Wth few exceptions, technical studies are beyond the
scope of an AoA. These studies are conducted under the
supervi sion of the program manager who will then supply the
results for incorporation in the AoA

1.3 Initiation of the Analysis of Alternatives Process

The Program Sponsor, in coordination with the AoA I PT,
will be responsible for devel oping the scope of analysis. At a
m nimum this scope of analysis should identify the i ndependent
activity responsible for conducting the analysis, alternatives to
be addressed, CNO (N81) approved canpai gn anal ysis nodel (s) to be
used (when applicable), proposed conpletion date, operational
constraints associated with the need, and specific issues to be
addr essed.

For potential SoS or FoS prograns, the scope of the
anal ysis should include at a m nimumthe SoS or FoS within which
the program nust interoperate. In addition, proponents should
consider potential international participation as cooperative
partners or as potential users of the systens.

Each issue should be well thought out to ensure the
anal ysis i s conprehensi ve and addresses the pertinent NDA-Ievel
i ssues to be resolved at the upcom ng program deci si on point
nmeeti ng.

1. The scope of the analysis is defined in a Scope and
Tasking Directive (i.e., the AoA Plan) (see the next page after
Tabl e E6T1 for format) which is initially approved at Concept
Decision at the start of the Concept Refinenment phase by the
i ndi vi dual s shown in the follow ng table:
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Table E6T1 AoA Scope of Analysis Approval Authorities

ACAT ID ACAT IC, Il, and 111 ACAT IV
ASN(RD&A), or designee, & ASN(RD&A), or designee, & MDA & CNO (N81) or
CNO (N81) or CMC (DC, CD&l) CNO (N81) or CMC (DC, CD&l) CMC (DC, CD&l)

2. ASN(RD&A) or MDA, or designee, and CNO (N81) or CMC
(DC,CD& ) will be jointly responsible for final scope of analysis
approval. The Joint Analysis of Alternatives (AoA) Scope and
Tasking Directive format is provided bel ow
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JOINT ANALYSIS OF ALTERNATIVES (AoA)
SCOPE AND TASKING DIRECTIVE

SCOPE:

Program: [i.e. Strike Directed Infra-Red Countermeasure (Strike DIRCM)]
Proposed ACAT: [i.e. ]

Milestone: [i.e. A]

Analysis Director: [Director’s Name, Employer’s Name or Agency]

Executive Steering Committee (ESC):
[List the principal decision makers here...
USN: CNO (N8#) and DASN (AIR)
USMC: HQMC (ADC, A)]

AO0A Integrated Product Team (IPT) Members:
[List the members of the IPT, if established, here...
USN: CNO (N1, N2, N3/5, N6, N81, N8#, N091),

PEO() (PMA-###-), NSAWC
USMC: APW, DC,CD&I, MAWTS-1
USAF: ACC - DRK, AF/XOR, SAF/AQPF]

Schedule
[i.e. Analysis Plan Submitted to ESC.........ccooviiiiiniieene 01 Jan 08 (30 days)
Analysis Plan APProved.........cccoveiiieneenenie e 01 Mar 08 (60 days)
INterim Progress REVIEW.........ccccveiieiveie e 30 Mar 08 (90 days)
INterim Progress REVIEW. ........ccccvviieieere e 01 May 08 (120 days)
AOCA FINal BIief ...t 30 May 08 (150 days)
AOA FINal REPOIT.....ceeiiiiiiieieseee e 29 Jun 08 (180 days)
MILESTONE A ... e 4th Quarter, FY08]

Background

Mission Need, Deficiencies and Opportunities. [i.e. Capability gaps to be addressed.]
Threats, Operational Environments, and Operational Concepts. [i.e. What is the
expected threat and what’s the intelligence reference on which it is based? What is the
expected operating environment, and what operational concepts are applicable?]
Alternatives for consideration. [Including existing programs and non-material solutions.]

Alternative X. Brief Explanation
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Alternative Y. Brief Explanation...

Scenarios: [Ex. Scenarios will be based on the Strategic Planning Guidance (SPG) Defense
Planning Scenarios. If required, excursions from scenarios will be approved by the ESC.]

Models: [Ex. The models used in the AoA will be selected by the Analysis Director and
approved by the ESC. These will be selected based on their ability to address the issues
identified in this tasking directive within the specified schedule. Where possible, commonly
used and accredited DoD models, e.g., the Air Force Toolkit, will be used.]
Purpose: [Why is this AoA to be performed? What milestone is it in support of?]
Measures of Effectiveness (MOE) and Key Issues: [i.e. life-cycle cost, commonality,
threats detected or countered, effectiveness, size/weight, availability/reliability,
interoperability, situational awareness, level of maintenance, etc.]

MOE 1. Description and discussion.

MOE 2. Description and discussion...

TASKING DIRECTIVE:

Guidance. [Incorporate any D,PA&E guidance received if an ACAT 1 program. EXx. This
A0A shall be conducted by the Analysis Director with the assistance of the AoA IPT per the
above scope. The ESC shall approve the Analysis Plan, conduct the Formal Progress
Reviews, and provide guidance to the Analysis Director to ensure that each service's equities
and needs are adequately addressed. The Analysis Director shall be responsible for
providing the AoA Final Report to the ESC and to the Milestone Decision Authority prior to
Milestone A.]

Constraints. [i.e. limit analysis to specific platforms, limit study cost to $XX dollars, etc.]

SUBMITTED:

Program Sponsor, Code Date PEO/SYSCOM/DRPM Date

APPROVED:

CNO (N81) or CMC (DC,CD&I) Date  ASN(RD&A), MDA or designee  Date
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1.4 Oversight of the Analysis of Alternatives Process

1. Wen the scope of the AoA effort warrants, an AoA
| nt egrated Product Team (1 PT) consisting of appropriate nenbers
of the core ACT organi zations, representatives from ASN( RD&A)
Chi ef Systens Engi neer (CHSENG, and other organi zati on deened
appropriate by the MDA, will be assenbled to assist the Analysis
Director. The AoA I PT should be co-chaired by the cogni zant
PEQ SYSCOM DRPM or cogni zant Deputy ASN(RD&A) if a
PEQ' SYSCOM DRPM has not been assigned, and the Program Sponsor
When CNO CMC requests, the AoA | ead shoul d be responsible for
scheduling a formal briefing of the final results.

2. The purpose of the IPT is to oversee the AoA, provide
advi ce and counsel to the independent analysis director, and make
recommendati ons to ASN(RD&A) or the MDA and CNO CMC. MDAs shoul d
ensure that an IPT is tailored in scope and size to each specific
AoA. For potential prograns that nmay be part of a SoS or FoS,
the I PT should include representation fromthe SoS or FoS within
whi ch the program nust be interoperable. The oversight provided
by an IPT is intended to assess the validity and conpl et eness of
key programissues, alternatives, assunptions, Masures of
Ef fectiveness (MOEs), integration and interoperability issues,
international participation, process redesign approaches,
scenari os, concept of operations and threat characteristics.

3. In the event consensus cannot be readily obtained at
this oversight |evel, issues should be framed and raised for
ASN( RD&A) or MDA and CNO (N8F)/CMC (DC, CD& ), or designee,
resol ution.

4. For Marine Corps prograns, the AGA IPT is simlarly
conposed with CMC (DC, P&R); CG MCCDC, Marine Corps Systens
Command ( MARCORSYSCOM); and Marine Corps Operational Test and
Eval uation Activity (MCOTEA) substituting for their Navy
counterparts.

1.5 Analysis Director Role in the Process

An anal ysis director should be assigned by ASN(RD&A) for
potential ACAT | and Il prograns or PEQ SYSCOM Comrander/ DRPM f or
potential ACAT Il and IV prograns to plan, |ead, and coordinate
funding for analysis efforts. Directors are independent of, but
recei ve advice and counsel froman |PT.

1. Analysis directors shoul d:

a. Be independent of the PM

b. Have a strong background in anal ysis.
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c. Have technical and operational credibility.

2. Once the AoA scope of analysis has been approved, the
anal ysis director should draft the analysis plan. This plan
shoul d contain details associated wth:

a. |lssues to be addressed in the analysis.
b. Alternatives to be anal yzed.

c. Scenarios (including the threat |aydown) to be
used.

d. WMathematical nodels or sinulations to be enpl oyed.

e. MXEs (and as appropriate, associ ated Measures of
Performance (MOPs)) to be used.

f. Wirk plan including a listing of responsibilities
(effort and schedul e) for supporting organizations.

g. Plan of action and m | estones (POA&\) to support
the programinitiation schedule included in the approved scope of
anal ysi s.

3. Along with their other duties, analysis directors
shoul d:

a. Act as spokesperson by presenting periodic
anal ysis briefings (see paragraph 1.9 on briefings/reports
bel ow) .

b. Ensure that neasures are taken to coordi nate
ACAT | program analysis efforts with all appropriate external
agenci es.

c. Oganize an analysis teamto assist in planning,
conducting, and evaluating the analysis. This analysis team
shoul d i nclude representati ves fromthe organi zati ons represented
in the AoA I PT, as necessary.

4. In the event a contractor is enployed as an anal ysis
director, actions should be taken to avoid both the appearance
and exi stence of a conflict of interest or potential future
conflict of interest.

1.6 CNORole in the Analysis of Alternatives Process

CNO (N8) will be jointly responsible with the ASN( RD&A)
for top-level oversight of the AoA process. In this role, CNO
(N8) will facilitate the process of arriving at consolidated CNO
positions on matters relating to alternatives analysis and is the
final CNO approval authority for ACAT I, 11, and IIl program
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anal ysi s decisions. For ACAT IV prograns, the Program Sponsor
will performthese tasks.

1. CNO program sponsors will be responsible for providing
active user representation on AoA | PTs, proposing an AoA scope of
anal ysis, and planning and programm ng efforts. (PEGs/ SYSCOVs or
DRPMs/ PMs, as appropriate, in conjunction with the cogni zant
resource sponsors, are responsible for budgeting for and
execution of required funding to conduct AO0As.)

2. The Director of Naval Intelligence will validate the
threat capability described in an AoOA

3. Director, Test and Eval uation and Technol ogy
Requi rements (CNO (N091)) will provide advice and counsel with
respect to MOEs and MOPs used in AoAs. The intent is to ensure
that criteria used to justify acquisition decisions are either
directly testable through MOEs or are indirectly testable through
MOPs. CNO (N091) will forward MOEs and MOPs devel oped during the
AoA to COMOPTEVFCR for review with respect to their testability.

4. Director, Assessnent Division (CNO (N81)) is the CNO
approval authority for AoA Scope and Tasking D rectives and
approval of all nodels and scenarios used in AoAs. CNO (N31)
will be invited to join the AoA | PT.

5. CNO (N8F) is the Executive Oversight Director of AOAs
for warfare requirenents. This does not relinquish the Program
Sponsor’s AoA responsibilities, but ensures CNO (N8F)’'s
integration function is used to its fullest.

6. Director, Total Force Progranm ng, Manpower, and
| nf ormati on Resources Managenent (CNO (N12)) is the point of
contact for matters relating to manpower requirenents anal ysis.
The intent is to ensure IPTs fully explore manpower inplications
of new weapons systens and alternatives that favor reductions in
manpower and personnel, and total |ife-cycle ownership cost.

7. Director of Naval Education and Training (CNO (N12))
is the point of contact for matters relating to individual
training and education requirenments analysis. The intent is to
ensure | PTs fully explore individual training and education
i nplications of new weapon systens and alternatives to optim ze
human performance and total system performance at mninmumtota
life-cycle ownership costs.

1.7 CMC Role in the Analysis of Alternatives Process

CMC (DC,CD&l) is jointly responsible with the ASN( RD&A)
for overseeing Marine Corps analysis activities. In this role,
CMC (DC,CD&l) facilitates the process of arriving at consolidated
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CMC positions on AOA matters and acts as the final CMC approval
authority for AoA directors, analysis plans, and formal reports
for ACAT I, Il, IIl, and IV anal yses.

1. In support of analyses that require Marine Corps-
uni que operations, CMC (DC, CD& ) will devel op and accredit
scenarios consistent with Defense Planning Gui dance.

2. CMC (CG MCCDC) will provide for active user
representation to the analysis director, as well as planning,
programm ng, budgeting, and execution funding for AOA activities
conducted prior to programinitiation.

3. As the resource allocator, CMC (DC, P&R) will pl an,
program and budget funding to support AoA efforts follow ng
programinitiation. 1In conjunction wth PEGCs/ DRPMs/ PMs, as
appropriate, CMC (DC, P&R) will budget for these analysis efforts.

4. The Director of the United States Marine Corps
Intelligence Activity (USMCIA) will validate the threat
capability described in Marine Corps anal yses.

5. MCOTEA personnel will provide advice and counsel wth
respect to MOEs and MOPs used in analyses. The intent is to
ensure that criteria used to justify acquisition decisions are
either directly testable through MOEs or are indirectly testable
t hrough MOPs. CMC (CG MCCDC) will forward MOEs and MOPs
devel oped during the AoA for Marine Corps prograns to Director,
MCOTEA for review with respect to their testability.

6. For ACAT I, II, 1l1l, and IV prograns, the Marine Corps
AoA Standing | PT provides advice and counsel to CMC (DC, CD&l).
They review and prioritize anal yses considering urgency of need,
to ensure maxi mumefficiency in cost, tinme, and | evel of effort.
The Standing I PT al so advises the MDA on tailoring an AoA.
During the conduct of formal anal yses of alternatives, the IPT
shoul d provi de gui dance to the analysis director.

1.8 PMRole in the Analysis of Alternatives Process

As a nenber of the AoA I PT, the PMw || provide the
anal ysis director valuable advice and counsel, particularly
regardi ng the executability of proposed alternatives, and
techni cal issues such as manpower requirenents, human performance
and environnmental, safety, and occupational health
consi derations, and training support. In conjunction with the
resource sponsor, PMs will provide and execute anal ysis funding
in support of the analysis director's plan. PMs will also be
responsi bl e for ensuring appropriate conflict of interest clauses
are included in contracts for AoA-related services. The PMin
coordination with a contracting officer wll be responsible for
provi ding feedback to industry so that AoA efforts can be
coordi nated with ongoing industrial concept refinenent studies
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whi ch may be conducted under governnent contract. The intent is
for both efforts to be conmprehensive and conpl enentary.

1.9 Briefings/Reports

1. Typically an AoA proceeds in the followng five
phases:

a. Pl anning.

b. Determ nation of performance drivers.

c. Determnation of cost drivers.

d. Resolution of cost/performance issues.

e. Preparing final briefing and final report.

2. To ensure tinmely conpletion of the AoA to support
programinitiation, analysis directors will provide status
briefings to the AoA | PT, ASN(RD&A), PEQ SYSCOM DRPM CNO (N8),
and CMC (DC, CD& ), as requested.

3. At the end of the process, the AocA I PT reviews the
final report and present a final briefing of results. The intent
is to ensure all issues are addressed and that key finding are
supported by the analysis. The AoA final results may be
presented in the formof either a briefing and/or a formal report
wi th approval as indicated in Table E6T2.

Table E6T2 AoA Final Report Approval Authorities

ACAT ID ACAT IC, Il, and 111 ACAT IV
ASN(RD&A\), or designee (flag or SES), | MDA, or designee (flag or SES), MDA, or designee, & CNO Program
& CNO (N8) or CMC (DC, CD&lI) & CNO (N8) or CMC (DC, CD&l) Sponsor or CMC (DC, CD&lI)

4. In the case of ACAT ID prograns, ASN(RD&A) and CNO
(N8) or CMC (DC,CD& ), as appropriate, approve the AoOA
per f ormance paraneters approximately 120 days prior to the
Def ense Acquisition Board (DAB), Defense Space Acquisition Board
(DSAB), or Information Technol ogy Acquisition Board (| TAB) date.
This supports the foll owon devel opment of the CDD/ CPD/ APB, as
wel |l as final Joint Requirenments Oversight Council (JROC)
approval and validation of the key performance paraneters.

5. A copy of all ACAT I, IIl, 111, and IV AoA final
reports will be provided to ASN(RD&A) CHSENG CNO (N81) or CMC
(DC, CD&l ), and COMOPTEVFOR, or Director, MCOTEA, as appropriate.

D
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1.10 Navy Analysis of Alternatives Process

The Navy Ao0A process diagramis shown on the next page.
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(ab) Public Law 108-136, National Defense
Aut hori zation Act for Fiscal Year 2004, Section
802, Quality Control In Procurenent O Aviation
Critical Safety Itens And Rel ated Services, of
24 Nov 03

7.1 Systens Engi neeri ng

Program managers (PMs) shall define and inplenment a
di sci pli ned approach for assuring and neasuring the quality and
reliability of systens during devel opment and production per
reference (a).

A systens engineering plan (SEP) is the neans for a
di sci pli ned approach for planning and nanagi ng the systens
engineering effort. The SEP shall address the overall systens
engi neering process to be used, how this process relates to the
overal|l program how the technical baseline will be managed, and
how technical reviews will be used as a neans to ascertaining
programtechnical risk per reference (a).

Per reference (a), all prograns responding to a
capabilities or requirenents docunment, regardl ess of acquisition
category, shall apply a robust systens engi neering approach that
bal ances total system performance and total ownership costs
within the famly of systens (FoS), systens of systens (SoS)
context. Prograns shall develop a SEP for m | estone decision
authority (MDA) approval, in conjunction with each m | estone
review, and integrated with the acquisition strategy (see
paragraph 3.9.1). This plan should describe the programs
overal | technical approach, including processes, resources,
metrics, and applicable performance incentives. It should also
detail the timng, conduct, and success criteria of technical
reviews. SEPs are submtted by the Direct Reporting Program
Manager (DRPM/PM and program | ead or chief systens engineer;
concurred with by the Program Executive Oficer (PEO or
equi val ent, PEQ Systens Command (SYSCOM | ead or chief systens
engi neer, and O fice of the Under Secretary of Defense
(Acqui sition, Technol ogy and Logi stics) (OUSD(AT&L)) Deputy
Di rector Defense Systens systens engineer (for acquisition
category (ACAT) 1D | AM prograns); approved at the Conponent-|eve
by the Conponent Acquisition Executive (Assistant Secretary of
t he Navy (Research, Devel opnent and Acquisition) (ASN(RD&A)) (for
ACAT I D and | AM prograns); approved by the MDA. See Annex 7-A
for the signature cover pages associated with the appropriate
ACAT | evel program See ASN(RD&A) nenorandum of 16 Nov 07 for
SEP devel opnent, review, and approval guidance.

Hazards and risk assessnents, including environnental,
safety, and health considerations, should be conducted to
identify and mtigate factors that could inpact the devel opnment,
production, operation, and sustainnment of the systemw th respect
to total system cost, schedule, and performance. PM shoul d
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provi de for independent devel oping activity (DA) technical review
and i ndependent DA technical risk assessnent of prograns. Fornma
systens engi neering technical reviews should be used as the neans
for continuous assessnent of programtechnical health. These
revi ews, when conducted by the programteamtogether with

i ndependent DA subject matter experts at appropriate event-based
points in a program can be an effective approach to nanagi ng the
techni cal baseline (performance requirenents, design trade-offs,
certification and validation requirenents, devel opnent and
production costs, and schedule as an integrated whol e), techni cal
ri sk, and overall programtechnical health.

See the Defense Acquisition Guidebook for inplenmentation
gui dance for all Departnment of the Navy (DON) prograns.

7.1.1 Manufacturing and Producti on

Manuf acturi ng and production activities are those
activities associated with the concurrent devel opment and
mat urati on of the product design for production, manufacturing,
and the establishment of the required production and post-
production resources and capabilities. It also includes
transition-to-production planning to snoothly nove fromthe
desi gn/ devel opnent phase into |low and high-rate production with
m nimal risks. This planning should ensure:

1. The details of the design and production planning
process are integrated into the program plan and master schedul e,

2. Key product characteristics, critical safety itens,
and critical application itens are identified during the design
phase,

3. Design for producibility, manufacture and assenbly is
performed. Design trade studies should be acconplished to ensure
product designs that are tolerant to variation expected in the
i nt ended manufacturing, assenbly, test, and usage environnents,

4. Key manufacturing process characteristics are
identified and the associ ated manufacturing processes
requi renents are defined and devel oped concurrent with product
design. Variability reduction planning should identify the
approach toward inpl enenting process controls on key system
desi gn characteristics,

5. Hard tooling, test equipnment, and
cal i bration/ netrol ogy/ neasurenent systemis validated for |ow
rate and full rate production,

6. Manufacturing processes are proofed/validated

7. Effectiveness of Manufacturing Resource Pl anning/
Enterpri se Resource Pl anni ng,
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8. ldentification of production capacity and bottl enecks
wi t h wor k- ar ounds,

9. Dimnishing manufacturing sources/parts obsol escence
pl anni ng,

10. Discrepancy root cause and corrective action system
i mpl ement ati on,

11. Managenent of subcontractors/suppliers, and speci al
processing facilities (e.g., heat treatnment, etc), and

12. Production readi ness reviews conducted to assess
readi ness of the baselined product and the associ ated
manuf act uri ng resources/ processes to begin |low and/or high-rate
producti on.

7.1.1.1 Test, Measurenent, and D agnostic System Support

PMs shoul d establish netrol ogy and calibrati on (METCAL)
requirenents early in the acquisition cycle to assure that
nmeasurenents and related test and calibration decision risks are
commensurate with the needs of each phase of an acquisition
program These requirenents are per reference (b) and include
the foll ow ng:

7.1.1.1.1 Measurenent Traceability and Conpatibility

Measurenents shoul d be traceabl e through nationa
st andards nai ntai ned by the National Institute of Standards and
Technology (NIST) to the International Systemof Units (SI) of
measurenents, or to natural constants whose values in terns of
the SI units are known and recommended by the General Conference
of Weights and Measures, and conpatible within the affected
contractor and defense organi zations, and applicable allied
nations.

7.1.1.1.2 Measurenent Technol oqgy

Measur enent technol ogy shoul d be avail able, suitable, and
effective to support test, neasurenent, and calibration
requirenents of all phases of an acquisition. New or inproved
measur enent technol ogy required by an acquisition program shoul d
be devel oped concurrently with the program

7.1.2 Quality

The quality program should ensure the use of best
engi neering, design, manufacturing and managenent practices that
enphasi ze the prevention of defects. Quality should be designed
into the product through the systens engi neering design process
to define the product and process quality requirenents.
Contractors shoul d propose a quality managenent process that
meets required program support capabilities. The quality
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managenent system nmay be based on the fundanental s described in
the | SO 9001 series supplenmented by AS9100, International
Aerospace Quality Standard, which provide a basic mninmumquality
system nodel . Additional advanced quality requirenents should be
consi dered for systens based on factors such as risk, design
conplexity, and maturity, process conplexity and maturity,

safety, and econom cs. An advanced quality systembuilds on a
basic quality system especially during the design/devel opnent
phase, by identifying critical product and process
characteristics, design-to-nmanufacturing process capabilities,
design for assenbly and manufacturing, design to control process
variability, process controls, continuous inprovenents, etc. The
gual ity managenent approach should include an assessnment of the
contractor's quality managenent process and its inplenentation,
including those related to assessnents or oversight of
subcontractors, suppliers, and special process facilities (e.qg.,
heat treatnment). The quality system should provide tinely
notification and feedback to contracting and program offices in
areas such as major and critical deficiencies, potential
manuf act uri ng process probl ens, and subcontractor, supplier, or
speci al process facilities problens that potentially inpact the
program

7.1.2.1 Past Perfornmance

Ref erence (c) provides specific procedures for obtaining
past performance quality information, using the Product Data
Reporting and Eval uati on Program

7.1.2.2 Deficiency Reporting

PMs shoul d report discrepancies or deficiencies in
mat eri al shipments and request billing adjustnents (see 41 CFR
101) and inplenent correctivel/preventative actions to preclude
recurrence of quality deficiencies.

Ref erence (c) provides policies, procedures and
responsibilities for inplementing and nonitoring a unified,
aut omat ed product data reporting and eval uati on system

Ref erence (d) provides procedures for reporting product
deficienci es across conponent |ines.

Ref erence (e) provides specific Marine Corps product
qual ity deficiency reporting procedures.
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7.1.3 Acquisition Logistics and Sust ai nnment

Reference (f) provides the PMwith a franmework and road
map for structuring and executing successful |ogistics support
prograns throughout the systemlife cycle.

7.1.3.1 Life Cycle Logistics (LCL)

LCL includes the logistics functions fromthe acquisition
phase through the sustai nnent phase. LCL neans that nmjor
program deci sions are assessed, weighed, and justified in terns
of that decision’s effect on resultant system or increnent
operational effectiveness, |ong-term sustained nmateri al
readi ness, and the affordability to operate and mai ntain across
t he expected life cycle.

7.1.3.2 Total Life Cycle Systens Managenent (TLCSM

Per reference (g), TLCSMis the inplenentation,
managenent, and oversight of all activities associated with the
acqui sition, devel opnment, production, fielding, sustainnment, and
di sposal of a defense systemacross its life cycle. TLCSM bases
maj or system devel opnent decisions on their effect on life cycle
operational effectiveness and |ogistics affordability. The TLCSM
deci si on nodel enconpasses, but is not limted to, the follow ng:

1. Evolutionary acquisition strategies, including
support,

2. Supportability performance criteria, as defined in
reference (h) under "operational effectiveness”,

3. Cost-related performance and netrics (sonme variant of
cost - per - oper ati ng- peri od),

4. Performance-based | ogistics strategies and associ at ed
metrics,

5. Increased reliability and reduced | ogi stics footprint,
and

6. Conti nuous review and revision of sustainnent
strat egi es.

| mpl enent ati on of the TLCSM busi ness approach; by
capabilities devel opnment, and program and contracting nmanagenent;
means that all major materiel alternative considerations and al
maj or acqui sition functional decisions denonstrate an
under standi ng of the effects, during consequential operations and
sust ai nment phase, of systemeffectiveness and affordability.
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7.1.3.3 Program Manager’'s LCL Responsibility

Per reference (g), PMs establish innovative |ogistics
support and sustai nnent prograns, using best practice and
t echnol ogy solutions. The choice of |ogistics support strategy
is based and presented on wel |l -docunmented anal yses that system
operational effectiveness and life cycle affordability can be
satisfied using Departnent of Defense (DoD)’s and private
i ndustry’s operational and |ogistics infrastructure. Decisions
are updated to satisfy iterative changes in formal criteria; with
the result that system performance is interoperable and neets
Joint Capabilities Integration and Devel opnent System (JCI DS) and
JCI DS-rel ated performance capabilities criteria.

7.1.3.4 Warfighter Supportability-Rel ated Perfor mnce

Under st andi ng warfi ghter needs for short and long-term
sustai ned material readiness, sustained operational effectiveness
and availability, and continued operational affordability is
essential to any logistics support strategy. PM nust transcribe
changed performance specifications into the | ogistics support
strategy and program as situations change and as the operational
envi ronnment evol ves. For exanple: PMs needing to invest in
t echnol ogi cal upgrades for enbedded di agnostics should rely for
investnment justification on formally specified warfighter
criteria for high reliability and built-in-test performance.

7.1.3.5 Supportability

Ef fective sustai nment of weapons systens (including
mnimal "logistics footprint”) begins with the design,
devel opnment, and/or procurenent of reliable, maintainable, and
di agnostically effective systens. This is achieved in part
t hrough a robust systens engi neering nethodol ogy that focuses on
total systenmftotal life-cycle performance. Supportability and
cost-related specifications are an integral part of the systens
engi neeri ng process.

7.1.3.6 Supportability Anal yses

Supportability analyses are a key part of the overal
acqui sition strategy, source selection, and system design and
shoul d be acconplished in support of these activities throughout
t he acquisition process.

Supportability anal yses shoul d support acquisition
pl anning, level of repair and reliability-centered maintenance
deci sions, programtradeoffs, and the formation of contract
provi si ons.

See the Defense Acquisition Guidebook for inplenmentation
gui dance for all DON prograns.
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7.1. 3.7 Support Concepts

Support concepts, including Performnce Based Logistics
(PBL) and the associ ated busi ness case anal ysis di scussed in
par agraph 3.4.7, should satisfy user’s CDD/ CPD-specified
requi renents for sustaining support performance at the | owest
possible life-cycle cost. To this end, acquisition planning
docunents shoul d docunment, for each evolutionary increnment of
capability to be delivered, the plans, resources, and netrics
that will be used to execute and neasure these five nmandatory
| ogi stics support concepts:

1. Mnimal total life-cycle cost to own and operate
(i.e., mnimal total ownership cost),

2. Maintenance concepts that optim ze both organic and
i ndustry sources,

3. Availability of support to neet warfighter-specified
| evel s of war and peacetine performance, and

4. Logistics support that sustains and continuously
i nproves both short and long-term material readi ness.

5. Training concepts that describe the training to net
short and | ong-term sustai ned nmaterial readiness

See the Defense Acquisition Guidebook for inplenmentation
gui dance for all DON prograns.

7.1.3.8 Support Data

The DON s database for the dissem nation of weapon system
operating and support (O&S) costs is the DON Visibility and
Managenment of Operating and Support Costs (VAMOSC). Naval Center
for Cost Analysis (NCCA) shoul d have overall program managenent
responsibility for VAMOSC. See the Defense Acquisition Guidebook
for inplementation guidance for all DON prograns.

7.1.3.8.1 Sources for Support Rel ated Data

bt ai n supportability-related program data through the use
of Logi stics Managenent Information (LM) sunmaries. Refer to
M L- PRF- 49506, Logi stics Managenent |nformation, and M L- HDBK-
502, DOD Handbook - Acquisition Logistics, for guidance.

7.1.3.9 Support Resources

Support anal yses should determine integrated |ogistics
support resource requirenents for the programs initial planning,
execution, and life-cycle support. Reconmmendations for entry
i nt o subsequent phases shoul d be based on adequate support
resources being budgeted to neet and sustain support performance
t hreshol d val ues. Pl anni ng, Progranmm ng, Budgeting, and
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Execution System (PPBES) budget item docunentation or the

Logi stics Requirements and Fundi ng Summary Annex of the

di scretionary Supportability Plan, will show whether or not
adequat e fundi ng has been budgeted to fully support the end item
See the Defense Acquisition Guidebook for inplenentation guidance
for all DON prograns.

7.1.4 Open Architecture

See reference (a) for guidance and direction.

Naval open architecture is an extension and Navy
i npl enentation of the USD(AT&L)'s Mddul ar Open Systens Approach.
Naval open architecture should be applied as an integrated
techni cal approach and used for all systens, including support
systenms. Naval open architecture principles include:

Modul ar desi gn and desi gn disclosure to permt
evol utionary design, technology insertion, conpetitive
i nnovation, and alternative conpetitive approaches fromnmultiple
qual i fied sources.

Reusabl e application software derived from best val ue
candi dates reviewed by subject matter expert peers and sel ected
based on data-driven anal yses and experinentation. Design
di scl osure and source code shoul d be nmade avail abl e for
evol utionary inprovenent to all qualified sources.

I nteroperabl e joint warfighting applications and secure
i nformati on exchange using common services (e.g., comon tine
reference), comon warfighting applications (e.g., open
architecture track manager) and information assurance as
intrinsic design el enents.

Life-cycle affordability which includes system design
devel opment, delivery, and support. Concurrently mtigating
ongoi ng Commerci al - O f-The-Shel f (COTS) obsol escence by
exploiting the Rapid Capability Insertion Process/Advanced
Processor Build (RCI P/ APB) net hodol ogy for sustai ned performance
enhancenent .

Encour agi ng conpetition and col | aborati on through
devel opnment of alternative solutions and sources.

7.1.5 Reliability, Availability, and Mai ntainability (RAM

As part of the performance requirenents, a design
reference m ssion profile should be devel oped that includes
functional and environnental profiles.

Parts derating criteria should be nutually agreed upon
bet ween the contractor and the governnent and nust consider past
conponent history, environnental stresses, and conponent
criticality under worst-case mssion profile environnments.
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Accel erated test nethods (e.g., step stress testing,
accelerated life testing, and reliability gromh testing) should
be used to assure design maturity prior to operational testing.

Provisions for failure data collection, reporting, and
anal yses shoul d be established and nutually agreed upon between
t he governnent and the contractor.

Built-1In-Test, testability, and false alarmrequirenents
shoul d be defined and a plan to achieve requirenments maturity
i npl emented. A guide titled "Technical Brief on Built-In-Test,
Desi gn and Optim zation Guidelines (October 2001)" is available
on t he DASN(RD&A) ALM Acqui sition One Source web page at
http://acquisition.navy. ml/content/view full/825.

See the Defense Acquisition Guidebook for inplenmentation
gui dance for all DON prograns.

7.1.6 Interoperability and I ntegration

See reference (a) for guidance and direction.

[fm SNI 5000.2D, 7.1.6, second subparagraph: During the
Concept Refinenent Phase and the Technol ogy Devel opnent Phases,
interoperability shall be addressed by including SoS or FoS
consi derations in applicable analyses. |f Technol ogy Devel opnent
activity is carried out, the PMshall ensure that the
t echnol ogi es devel oped will have no adverse affect on
interoperability and integration at the SoS or FoS level. During
t he System Devel opnent and Denonstrati on phase, the PM shal
ensure that interoperability is being naintained.] PM should
plan to participate as data producers or data consuners in
Community of Interest (CO) pilots for technical risk reduction
efforts for the prograns invol ved.

7.1.6.1 | T Design Considerations

See reference (a) for guidance and direction.

7.1.6.2 DoD Architecture Franework/ Defense I nformation
Technol ogy St andards Reqistry (DI SR)

DoD Joi nt Technical Architecture (JTA) has been repl aced
by the DISR.  See reference (a) for guidance and direction.

7.1.6.2.1 Transformati onal Conmuni cati ons Architecture

(TCA)

TCA is essentially a network of interconnected
capabilities that span the DoD, National Aeronautics and Space
Adm ni stration (NASA), and the Intelligence communities and that
enabl e i ndependent and i nteroperabl e connectivity through the
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coordi nated mandate of standards, jointly controlled interfaces,
and protocol s.

An executive summary of the Transformational
Communi cati ons Architecture (TCA) Baseline Version 2.0 wll be
avai lable as a reference |link in an updated version of the
FORCEnet Consol i dated Conpliance Checklist (FCCC). The TCA
Basel i ne Version 2.0 docunent represents the culmnation of over
ei ghteen nonths of work focused on evolving the TCA from a
concept into a series of executable progranms that will connect
the DoD, NASA, and the Intelligence communities. The TCA
Basel i ne Version 2.0 docunent provides a technical foundation for
enabl i ng and gui di ng devel opment of U. S. Gover nnment
communi cations capabilities for the next two decades.

7.1.6.2.2 Joint Tactical Radio System (JTRS) Software
Conpli ant Architecture (SCA)

The JTRS will provide critical communications capabilities
for the tactical wireless tails of the Gobal Information Gid
(AG. JTRS and SCA continue to evolve and have becone a
cornerstone to provide future net-centric capabilities to the
warfighters. Al comrunications waveforns/systens that operate
at or above 2 G gahertz (GHz) are required to be devel oped in
conpliance wwth JTRS SCA. All JTRS/ SCA radi os should be able to
run the networking services |ayer of the w deband networki ng
waveform (WNW, support internet packed routing on the user and
network sides of the radio, and should incorporate National
Security Agency (NSA) certified software progranmmabl e cryptol ogy.

7.1.6.2.3 Tel eports

DoD Tel eports will provide the warfighter net-centric
internet protocol (IP) access to the Gobal Information Gid
(AG. The DoD Tel eport architecture is an environnent that
provi des depl oyed forces with sufficient interfaces for nmulti-
band and nulti-media connectivity fromworldw de |ocations to
Def ense I nformation System Network (DI SN) Service Delivery Nodes
(SDN) and tactical command, control, comunications, conputers,
and intelligence (C4l) systens. This systemw || facilitate the
interoperability between nultiple Satellite Comuni cations
(SATCOM) systens and depl oyed tactical networks, thus providing
the user a seanmless interface into the DI SN and C4l systens.

7.1.6.2.4 Joint Battle Managenment Conmand and Contr ol

(JBMC2)

The JBMC2 roadmap defines the | ong-range goals for JBMC2
and the Joint and Services prograns that support those goals.
JBMC2 is a construct that consists of the processes,
architectures, systens, standards, and command and contr ol
operational concepts enpl oyed by the Joint Force Conmmander during
t he pl anni ng, coordination, directing, controlling, and assessing
of Joint force operations frominterface with strategic |eve
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through the tactical level. A reference |link to the JBMC2
roadmap wi Il be available in an updated version of the FCCC

7.1.6.3 FORCEnet Inteqrated Architecture

Joint/multinational interoperability and information
assurance are key elenents of the FCCC. They will be addressed
t hrough adherence to Departnent of Defense (DoD) approved
standards and participation in DoD certification processes.

FORCEnet capabilities are described by the FORCEnet
Functional Concept of 7 Feb 05. Additional information,
i ncl udi ng source docunents, may be obtained from CNO (N6/N7) FRCC
nmenor andum of 27 May O05.

7.1.6.3.1 System of Systens (SoS) or Fanily of Systens
(FoS) Integration and Interoperability Validation

7.1.6.3.2 FORCEnet | ntegrated Managenent Pl an

An integrated Navy/ Marine Corps FORCEnet integration and
i nteroperability managenent plan is being devel oped jointly by
COVEPAVWARSYSCOM ( FORCEnet CHENG) and MARCORSYSCOM i n coordi nati on
with ASN(RD&A) CHSENG to refine and integrate the tools and
processes for program assessnent and data nmanagenent and address
configuration managenent and executi on phase governance. The
plan will define the process for SoS or FoS engi neering and
interoperability validation.

ASN(RD&A) CHSENG wi | | work with DON Chief Information
Oficer (C1O, Deputy DON Cl O (Navy), PEQ EIS), and Naval Network
Warfare Command (NETWARCOM) to incorporate the business domain
into the FORCEnet integrated architecture and to integrate
busi ness and warfighting I T acquisition processes and dat abases.

7.1.6.3.3 FORCEnet Efficiency and Effectiveness

FORCEnet inplenmentation will require efficient and
effective processes and practices. Unnecessarily redundant
processes and practices should be elimnated. FORCEnet
i npl enment ati on shoul d use existing processes wherever feasible
and shoul d enpl oy efficient information managenent strategies and
practices, including the "enter once use often" strategy for
dat abases. I nplenentati on managers shoul d take advantage of the
ASN( RD&A) CHSENG Naval Col | aborative Engi neering Environnent,
whi ch of fers conmon processes, practices, procedures, databases,
and products.
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7.1.6.3.4 Roles and Responsibilities for FORCEnet
| npl enentation Wthin the Acquisition Comunity

Conmander, Naval Network Warfare Conmmand ( NETWARCOV) and
Commandi ng General, Marine Corps Conbat Devel opnent Comrand
(MCCDC) have the lead in devel oping the operational views (OVs).
ASN( RD&A) Chi ef Systens Engi neer (CHSENG wi |l oversee
devel opnment of FORCEnet integrated architecture system vi ews and
technical views (SVs and TVs) through the architecture governance
process. The responsibilities of the COVSPAWARSYSCOM ( FORCEnet
CHENG) and ot her nenbers of the DON acquisition community for
devel opi ng system views (SVs) and technical views (TVs) are
included in the below roles and responsibility statenents per
ASN(RD&A) nenor andum of 14 Jul 05.

1. Assistant Secretary of the Navy, Research
Devel oprment, and Acqui sition (ASN( RD&A) )

a. Provides overall guidance and direction for the
Department of the Navy (DON) acquisition community’s
participation in the FORCEnet inplenentation process.

b. Resolves systemintegration issues that cannot be
resolved at a | ower |evel

c. As Conponent Acquisition Executive, ensures
conpliance with FORCEnet policies, architecture, and standards
during programreviews and m | estone deci sions.

d. Coordinates with the Chief of Naval Operations
(OPNAV) and Headquarters Marine Corps (HQW) resource and warfare
sponsors to address any cost, performance, or schedul e i npacts
associated wth nodi fying | egacy systens to conply wth FORCEnet
st andar ds.

e. Coordinates with OPNAV and HQMC to identify
fundi ng for FORCEnet inplenentation.

f. Coordinates with Departnment of the Navy (DON)
Chief Information Oficer (CIO to ensure conpliance with DON
i nformati on managenent and information technology (IT) policies.

. Coordinates with OPNAV, MCCDC, and Fl eet Forces
Command N6/ NETWARCOM t o desi gnate | egacy prograns as FORCEnet
progr amns.

2. Assistant Secretary of the Navy, Research
Devel opnent, and Acquisition, Chief Systens Engi neer (ASN( RD&A)
CHSENG)

a. Oversees the devel opnent of the FORCEnet

integrated architecture SVs and TVs through the architecture
gover nance process.
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b. Advises ASN(RD&A) on the resolution of cross-
systens conmand (SYSCOV) integration issues.

c. In coordination with appropriate Deputy Assi stant
Secretaries of the Navy (DASNs), facilitates resolution of cross-
service and cross-agency technical interoperability issues with
counterpart service and agency acquisition executives.

d. Facilitates devel opnent of a FORCEnet integration
and interoperability managenent plan. Ensures coordination of
the plan with related initiatives, including the Program
Executive Oficer for Integrated Warfare Systens (PEO (I1W5))-Ied
Open Architecture initiative and the PEO for Conmmand, Control
Communi cati ons, Conputers, Intelligence and Space (PEO (C4l and
Space))-led Net-Centric Enterprise Solutions for Interoperability
(NESI) initiative.

e. Coordi nates and oversees the inplenentation of
this policy, and makes revision recomendati ons to ASN( RD&A) .

f. Provides Naval representatives to the Departnent
of Defense (DoD) IT Standards Registry (DISR) I T Standards
Wor ki ng G oups to ensure that both nmandated and energi ng FORCEnet
and joint standards are included in D SRonline.

3. Commander, Space and Naval Warfare Systens Command
( COMSPAVWARSYSCOM) ( FORCEnet / Command, Control, Conmuni cati ons,
Computers, Intelligence (C41) Chief Engi neer (CHENG) )

a. Provides overall technical guidance and advice for
i mpl ementi ng FORCEnet .

b. Leads the devel opnent of the enterprise-w de
FORCEnet integrated architecture SVs and TVs in coordination with
MARCORSYSCOM and ensures integration with the NETWARCOM and
MCCDC- devel oped Ovs. Provi des gui dance and support to prograns
in their devel opnent of program specific SVs and TVs and ensures
they are consistent with the overarching views. Wrks with PEO
(I'W5) and the Open Architecture Enterprise Team (OAET) to
coordi nate FORCEnet architecture devel opnment and Naval Open
Architecture efforts. Wen directed, coordinates with the
ASN( RD&A) CHSENG, Program Executive Oficer for Information
Technol ogy (PEO (IT)), Direct Reporting Program Manager (DRPM
NMCI, DON CI O, and Deputy DON CI O (Navy) for integration of
business IT architecture and standards with the FORCEnet
integrated architecture and standards.

c. In collaboration with ASN(RD&A) CHSENG Mari ne
Cor ps Systens Command ( MARCORSYSCOMV), and ot her stakehol ders,
devel ops and manages the FORCEnet conpliance process and
associ ated processes, ensuring efficiency, effectiveness, and
m ni mal additi onal workload on program nmanagers.
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d. Leads the FORCEnet/C4l Virtual SYSCOM and
coordinates efforts with the other Virtual SYSCOVE.

e. Participates with MARCORSYSCOM under ASN( RD&A)
CHSENG oversight in the devel opnent of a FORCEnet integration and
i nteroperability managenent pl an.

f. Leads the integration and interoperability
val i dation of FORCEnet FoS.

g. Coordinates acquisition conmunity participation in
FORCEnet experinmentation with other acquisition comunity
partici pants, NETWARCOM and MCCDC

h. Col | aborates with NETWARCOM and ot her stakehol ders
to ensure that the FORCEnet integrated architecture is properly
integrated with the GG integrated architecture and approved
mul tinational information sharing architectures.

i. Leads FORCEnet industry outreach and participation
in industry standards foruns.

j. Serves as FORCEnet Technical Authority (TA) per
reference (i).

k. Quides, supports, and oversees FORCEnet testing
and certification of individual systens as conpliant with
appl i cabl e FORCEnet technical standards.

| . Coordinates devel opnent of common data reference
nodel s per the DoD Data Managenent Strategy.

4. Commander, Space and Naval Warfare Systens Command
( COVBPAWARSYSCOM) (roles and responsibilities as SYSCOM commander
in addition to COVMSPAWARSYSCOM ( FORCEnet CHENG) rol es and
responsi bilities defined above)

a. Cuides, supports, and oversees FORCEnet
i npl enentation i n SPAWARSYSCOM syst ens.

b. Participates in integration and interoperability
val i dation of FORCEnet FoS invol ving SPAWARSYSCOM syst ens.

c. Provides FORCEnet integration and interoperability
support for SPAWARSYSCOM syst ens.

5. Commander, Naval Air Systens Command ( COWNAVAI RSYSCOM
a. Per COVBPAWARSYSCOM ( FORCEnet CHENG gui dance,

supports and oversees FORCEnet inplenentation in NAVAI RSYSCOM
syst ens.
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b. Participates in the devel opnent of the FORCEnet
integrated architecture SVs and TVs to ensure appropriate
representati on of NAVAI RSYSCOM systens and Sea Stri ke
capabilities.

c. Supports integration and interoperability
val i dation of FORCEnet FoS invol vi ng NAVAI RSYSCOM syst ens.

d. Provides FORCEnet integration and interoperability
support for NAVAI RSYSCOM syst ens.

6. Commander, Naval Sea Systens Command ( COWNAVSEASYSCOV)

a. Per COVBPAWARSYSCOM ( FORCEnet CHENG gui dance,
supports and oversees FORCEnet inplenmentation in NAVSEASYSCOM
syst ens.

b. Participates in the devel opnent of the FORCEnet
integrated architecture SVs and TVs to ensure appropriate
representati on of NAVSEASYSCOM systens and Sea Shield and Sea
Basi ng capabilities.

c. Supports integration and interoperability
val i dation of FORCEnet FoS invol vi ng NAVSEASYSCOM syst ens.

d. Provides FORCEnet integration and interoperability
support for NAVSEASYSCOM syst ens.

7. Commandi ng General, Marine Corps Systens Command (CG
MARCORSYSCOV)

a. Per COVBPAWARSYSCOM ( FORCEnet CHENG gui dance,
supports and oversees FORCEnet inplenmentation in MARCORSYSCOM
syst ens.

b. Participates in the devel opnent of the FORCEnet
integrated architecture SVs and TVs to ensure appropriate
representati on of MARCORSYSCOM systens and Expeditionary Warfare
and Sea Basing capabilities.

c. Supports integration and interoperability
val i dation of FORCEnet SoS or FoS invol ving MARCORSYSCOM syst ens.

d. Through the Deputy Conmander for C41 Integration,
ensures that reference (j) is aligned with the FORCEnet
managenent process; coll aborates w th COVSPAWARSYSCOM ( FORCEnet
CHENG) under ASN( RD&A) CHSENG oversight to devel op a FORCEnet
integration and interoperability managenent plan.

e. Provides FORCEnet integration and interoperability
support for MARCORSYSCOM syst ens.
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8. Program Deputy Assistant Secretaries of the Navy
( DASNs)

a. Oversee FORCEnet conpliance of prograns under
their purview, and advise ASN(RD&A) on the resolution of
architecture, standards, and systemintegration issues.

9. Program Executive Oficers (PEGCs), Direct Reporting
Program Managers (DRPMs), and Program Managers (PMs) of FORCEnet
Pr ogr ans

a. Bring prograns into conpliance with funded
FORCEnet requirenents, as defined in revised capability
docunents, and with the applicable FORCEnet technical standards
and System Performance Docunents (SPDs).

b. Provide and update data to the databases and
t ool sets approved by the COVSPAWARSYSCOM ( FORCEnet CHENG and
participate in program assessnents.

c. Develop programspecific SVs and TVs and ensure
they are consistent with the overarching FORCEnet views in the
I ntegrated Architecture.

d. Address FORCEnet conpliance in program cost
estimates and within the Planning, Progranm ng, Budgeting, and
Execution (PPBE) process; work with the program and resource
sponsors and t he COVBPAWARSYSCOM ( FORCEnet CHENG) to agree on the
appl i cabl e FORCEnet capabilities and technical standards in
consi deration of avail able funding and effect on program cost,
performance, and schedul e of any system nodifications required.

e. Participate in the integration and
interoperability validation of FORCEnet FoS under their purview,
including participation in System Engi neering |Integrated Product
Team (SE | PTs) and devel opnent of applicabl e SPDs.

f. Consistent with program and resource sponsor
gui dance and the Navy Conptroller rules for proper use of various
appropriations, use systemcapability inprovenent and mai nt enance
funding as an opportunity to enhance conpliance wth FORCEnet
t echni cal standards.

g. Report the status of FORCEnet conpliance at each
m | estone and programrevi ew.

h. Conmply with the information security certification
requi renents of reference (k).

10. Program Executive O ficer for Integrated Warfare
Systens (PEO (I W5))

a. Coordinates Naval Open Architecture efforts with
FORCEnet i npl enent ati on.
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11. DON M | estone Decision Authorities (MAs)
a. Ensure conpliance with FORCEnet policies and
integrated architecture during programreviews and n | estone
deci si ons.

7.1.6.4 Interoperability and Integration Support

Per reference (a), systemdesign shall take into account
potential international programramfications as an integral part
of the design process. For international cooperative prograns,

t hese design considerations are mandatory. For U. S.-only

devel opment efforts, the PM shall consider designing the proposed
systemw th a potential for eventual international sales and
support.

7.1.7 Survivability

See reference (a) for guidance and direction.

7.1.8 Shipboard Systens | ntegration

A ship System Design Specification wll include interface
definitions and interoperability characteristics. Integrated
t opsi de design, which is part of the ship systens engi neering
process, is a key activity for maintaining battle force
interoperability and mi ssion effectiveness. A systens
engi neering process, which bal ances the conpeting requirenents
posed by conbat capability, ship signatures, global connectivity,
and quality-of-life solutions nust be applied to ship design.
The intent of establishing a ship System Design Specification
within the context of the total ship is to deliver safe and
effective topsides. The drivers include:

1. Operability: Ensure that sufficient total ship
integration has occurred to provide confidence in the basic
performance of the ship and its systens.

2. Interoperability: Ensure that sufficient cross-
platformintegration has occurred to provide confidence in
sati sfactory operation of the ship within a joint battle force.

3. Safety and Survivability: Ensure that sufficient
engi neering rigor and total shipboard systens integration have
been applied to provide confidence in the safety and
survivability of the ship and its personnel.
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Ship PMs should facilitate an integrated topside design
approach in both ship design and system devel opnent. Exercise
di scipline in technol ogy insertion and depl oynent on new systens
into ships’ topsides per reference (a).

Ship PMs shall facilitate | ower total ownership cost (TOC)
for new and | egacy ships per reference (a). Econom c advant ages
all ow pursuit of:

1. Cost Avoi dance: Conprehensive topside pre-planned
product inprovenent (P3l) strategies enable | owered costs of ship
upgrades and | ess rework cost. |Inproved practices, materials,
and standards (e.g., corrosion control, new technol ogy) enable
| ess mai nt enance wor kl oad.

2. Smaller Fleet Inventory: A constrained nunber of
t opsi de systens, shared apertures and common architecture enable
a smaller overall piece-part set as well as a consoli dated
trai ni ng approach.

7.1.9 Performance Specifications

See reference (a) for guidance and direction.

7.1.9.1 System Perfornmance for SoS and FoS Prograns

The SPD shall serve as the basis for PMs to devel op or
nodi fy individual systens specifications under their cognizance
per reference (a). A SoS or FoS SPD shall be jointly approved by
the respective PMs per reference (a). After Ml estone B, or
Ml estone Cif programinitiation, ASN(RD&) w ||l use the SPD as
a nmeans for nmaintaining alignment between prograns during
execution of the acquisition process.

SoS/ FoS and net-centric considerations are:

1. Conpetencies needed for the job/task, ensuring the
skills and know edge requirenents are within the human capability
domain mnimzing problens in training and operation.

2. Designing systems with summary and drill-down
functionality, providing users at various |evels of access
information critical to their assigned jobs e.g. individual and
group situational awareness.

3. Conmplexities in a know edge mappi ng approach —
devel opi ng an adaptive systemfor the warfighter with an
under st andi ng of what each needs to know to performthe job/task,
W th custom zed individual or group information access and
representati on.

4. Individual and group integrated web-based tools.
Aut horing, formatting, decision-making tools for individuals and
groups that facilitate information di ssem nation and absorption
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that will be critical to ensure the Warfighter is not overwhel ned
with the information and publishing process itself.

7.1.9.2 Standardi zati on and Commpnal ity

See reference (a) for guidance and direction.

7.1.10 Precise Tine and Tine Interval (PTTlI) Support

To ensure uniformty in precise time and tinme interval
operations, Coordinated Universal Tine (UTC), traceable to
UTC(USNO) mmi ntained by the United States Naval Observatory
(USNO, i1s mandated for the tinme of day information exchanged
anong DoD systens. Traceability to UTC(USNO nmay be achi eved by
vari ous nmeans dependi ng on system specific accuracy requirenents.

7.1.11 Ceospatial Information and Services (d &S)

See reference (a) for guidance and support.

7.1.12 Natural Environnental Support

See reference (a) for guidance and support.

7.1.13 El ectromagneti c Environnental Effects (E3) and
Spectrum Supportability

E3 on equi pnent, systens, or platforns are critical
el ements that nust be considered throughout the acquisition
process to ensure the successful operational effectiveness of
these mlitary assets in support of the warfighter. Reference
(1) contains detailed information on all the processes and
docunents used by the Spectrum Managenent and E3 conmunities and
shoul d be consulted for additional information.

7.1.14 I ntegrated Product and Process Devel opnent (| PPD)

PEGCs, SYSCOM Commanders, DRPMs, and PMs shoul d ensure the
el ements of I PPD are inplenented in executing all progranms under
t heir cogni zance. See the Defense Acquisition CGui debook for
i npl ement ati on gui dance for all DON ACAT prograns.

7.1.14.1 Integrated Product Teans (IPTs) and | PPD

For systens being designed for ships, the IPT shall nake
use of the NAVSEA shipboard and integrated topside design (1TD)
processes for the integration requirenments to achi eve optim
product performance per reference (a). See the Defense
Acqui sition Gui debook for inplenentation requirenents for all DON
progr ans.
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7.1.14.2 Integrated Technical |Information Dat abase

PMs shoul d, when practicable, develop an integrated
techni cal information database for use anong operational,
mai nt enance, |ogistics, supply, and training users. This
dat abase will facilitate the sharing of design, engineering,
manuf act uring, production, and | ogistics support information
t her eby reducing duplication and life-cycle support costs. This
dat abase shoul d be conpatible with other technical information
dat abases of progranms within the sane SoS or FoS. The Nava
Safety Center maintains a m shap database that nmay be used in
order to identify safety and health risks associated with | egacy
syst ens.

7.1.15 Mbdeling and Si nul ati on ( M&S)

See the Defense Acquisition Guidebook for inplenmentation
gui dance for all DON prograns.

7.1.16 Software NManagenent

The m | estone decision authority (MDA) shoul d provide
speci fic mandat ory software nmanagenent inplenentation
requi renents for all DON ACAT prograns.

7.1.17 Commercial -Of-The-Shelf (COTS) Consi derations

Each introduction of a COIS-based increnent of capability,
devel oped under an evol utionary acquisition strategy, should be
sustai ned by | ogistics support that has been specifically
tailored to neet warfighter-specified | evels of performance for
that increnment. Support-related COIS considerations include ease
and transparency of operation and mai ntenance, safety, security
capabilities, configuration control of unique aspects, follow on
technol ogy infusion, inplications for human systens integration,
adequacy of function and/or neasurenent capability for the
i ntended application, ability of the Navy maintenance
infrastructure or contractor support to properly maintain or
calibrate COTS equi pment and contribution to cost effectiveness.

Integration of COTS itens into a system can cause
unexpected safety hazards and ESCH risks. As all comercially
avai lable itens are not necessarily developed to the sanme safety
standards applied in the DoD acquisition process, there is an
i ncreased potential for failures that can result in system
failures/l osses and personnel deaths/injuries. The PM nust
address the COTS itens’ systemsafety and software engi neering
consi derations that inpact procurenent, integration, test, and
sustai nment, and as a result should ensure that environnent,
safety, and health-rel ated docunentation is avail able for
assessing potential hazards or risks.
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7.1.18 Metric System

The netric system of neasurenent is the preferred system
of weights and neasures for all elements of defense systens
requi ring new design, unless the PMdetermnes that it is
inmpractical or is likely to cause significant inefficiencies or
| oss of markets to United States firns (15 U S.C. Sections 205a-
205k and Executive Order 12770). Each SYSCOM PEO, and DRPMis
responsi ble for adm nistration of the netrication program

7.1.19 Val ue Engi neeri ng

Val ue engi neering nmay be | ess applicable when a programis
usi ng COTS hardware. See the Defense Acquisition Guidebook for
i npl enent ati on gui dance for all DON ACAT prograrns.

7.1.20 Accessibility Requirenents

Nat i onal security systens as defined by Section 5142 of
the dinger-Cohen Act of 1996 (40 U.S.C. Section 1452) are exenpt
fromthe accessibility requirenents of Section 508 of the
Rehabilitation Act of 1973 (see 29 U. S. C. Section 794d(a)(5)) as
anmended by the FY 2001 Appropriation for Mlitary Construction
(see Public Law 106-246, Section 2405, of July 13, 2000). See
t he Defense Acquisition CGuidebook for accessibility guidance for
all other DON electronic and information technol ogy prograns.

7.1.21 Governnent-Ilndustry Data Exchange Program (G DEP)

Ref erence (m provides specific Navy requirenents and
procedures for participation in the A DEP program

COVWNAVSEASYSCOM i s responsi bl e for budgeting and
coordinating the A DEP program for DON Systens Conmands.

The Deputy Assistant Secretary of the Navy (Research,
Devel opnment and Acqui sition) Acquisition and Logi stics Managenent
(DASN(ALM ) is designated as the PMfor the G DEP program

7.2 Human Systens Inteqgration (HSI)

HSI is conposed of the systens engi neering process and
program managenent efforts that provide integrated and
conprehensi ve anal ysis, design and assessnent of requirenents,
concepts, and resources for system manpower, personnel, training,
human factors engi neering (HFE), system safety, occupati onal
heal th, personnel survivability, and habitability. HSI includes
t he met hods, nodel s, hardware/software tools, nmanagenent and
operating processes, docunentation, system design features, and
data for integrating the human into the system

The goal of HSI is to influence concept refinenments/
t echnol ogy devel opnent, system design, and associ ated support
requi renents so that devel opnental, non-devel opnental, and

22 Encl osure (7)



SECNAVY M 5000. 2
Decenmber 22, 2008

product-i nproved systens can be operated, naintained, trained,
and supported in the nost optimzed, cost-effective and safest
manner .

HSI is based on eight donmains that are intimtely and
intricately interrelated and interdependent and nmust be anong the
primary drivers of effective, affordable, and safe system
designs. HSI integrates and facilitates trade-offs anong these
ei ght domai ns, but does not replace individual domain activities,
responsi bilities, or reporting channels. HSI donmains are
descri bed as fol |l ows.

1. Manpower. The nunbers of personnel (mlitary,
civilian and contractor) required, authorized and potentially
avai l able to operate, maintain, train, admnister, and support
each capability and/or system

2. Personnel. The human know edge, skills, abilities,
aptitudes, conpetencies, characteristics, and capabilities
required to operate, maintain, train, and support each capability
and/ or systemin peacetinme and war.

3. Training. The instruction, education and resources
required to provide Navy personnel with requisite know edge,
skills, and abilities to properly operate, maintain, train, and
support Navy capabilities and/or systens.

4. Human Factors Engineering. The conprehensive
integration of human characteristics and capabilities and
[imtations into systemdefinition, design, devel opnent, and
eval uation to pronote effective human-nmachi ne integration for
optimal total system perfornance.

5. System Safety. Systemsafety is the systens
engi neering process involving hazard identification, risk
eval uation, design analysis, hazard mtigation/control and
managenent. The process manages the design and operational
characteristics of a systemthat elimnate or mnimze the
possibilities for accidents or m shaps caused by human error or
system failure.

6. Cccupational Health. The systematic application of
bi onedi cal knowl edge, early in the acquisition process, to
identify, assess, and mnimze health hazards associated with the
system s operation, maintenance, repair, or storage.

7. Personnel Survivability. The characteristics of a
system that reduce the risk of fratricide and personal detection
or targeting, prevent personal attack if detected or targeted,

i ncrease survival and prevent injury if personally attacked or
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| ocated within an entity being attacked, m nim ze nedical
inplications if wounded or otherw se injured, and mnimze
physi cal and nental fatigue.

8. Habitability. System characteristics that provide
[iving and working conditions which result in |evels of personnel
noral e, safety, health, and confort adequate to sustain maxi num
personnel effectiveness to support m ssion performance and avoid
personnel retention problens.

7.2.1 HSI in Acquisition

HSI is initiated early in the acquisition process and
i npl emented as described in the acquisition strategy. Were ful
capability wll be achieved through evol uti onary acquisition
increments or pre-planned product inprovenent nodifications, the
| ong-term strategy for achieving HSI requirements within each
increnment or nodification should be discussed as part of the
overall acquisition strategy. PMs are encouraged to coordi nate
with CNO (N12 and NO9FB) on the devel opnent of the HSI approach
for each increment or nodification. See reference (a) for
further guidance and direction.

7.2.2 Manpower, Personnel, and Trai ni ng (MPT)

MPT concepts should be consistent with the Navy Tot al
Force Strategy as described in reference (n).

7.2.2.1 Manpower and Per sonnel

Based on functional analysis, an assessnent will be
conducted to determ ne the extent to which functions should be
automated, elimnated, consolidated, or sinmplified. Manpower,
personnel, and training concepts should be consistent with the
Navy Total Force Strategy as described in reference (n). The PM
shall take advantage of other system and m ssion area personnel
initiatives that resulted in applicabl e personnel advantages per
reference (0).

7.2.2.2 Training

The Training System Plan (TSP) shoul d provi de manpower,
personnel, and training (MPT) alternatives in support of the ACAT
program s threshol ds and objectives. |Individual system and
platformtraining requirenents shall be devel oped in close
col | aboration with devel opnent of related systens throughout the
acquisition process to increase training efficiency, identify
commonal ities, nmerge training requirenents, and avoid duplication
per reference (a).

The TSP identifies MPT needs, concepts, strategies,
constraints, risks, data, resources, and al so gui des MPT program
and budget subm ssions. References (a) and (p) for Navy
progranms, require the TSP. The resource sponsor approves the
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TSP. Navy TSPs are approved after concurrence by CNO (N1). Al
progranms shall develop a TSP. An initial TSP should address the
MPT concepts. Development of the TSP is the responsibility of
the PM CNO (N1) shall validate functional and/or workl oad

nmet hodol ogy utilized to define manpower and personnel

requi renments contained in the Navy TSP per reference (p).

Addi tional gui dance on the Navy TSP can be found in reference (p)
and acconpanyi ng gui des/ manual s.

Trai ni ng anal yses shall be conducted as part of the
overal |l systens engineering process to identify options for
i ndi vidual, collective, and joint training for operators,
mai nt ai ners, and support personnel, and to identify tasks for
training, tasks for which training is unnecessary and tasks for
whi ch Job Performance Aids and El ectronic Perfornmance Support
Systens can maxi m ze task efficiency and accuracy per references
(p) and (q). In addition, the analyses shall identify tasks for
whi ch performance shoul d be designed into the systemto mnimze
t he amount of training required, mnimze task overl oad and
maxi m ze efficiency and accuracy of the perfornmer per references
(p) and (q). The analyses shall review processes to sinplify
tasks, mnimze dependency on nenory, and optim ze for know edge
managenent per reference (p). Training decisions shall be based
on the results of front-end and nedi a anal yses, with
consideration given to the types of know edge and skills to be
taught and the application of instructional design principles per
reference (p). Poor design and un-mtigated safety hazards are
potential contributors to increased training requirenments and
costs. These can be mnimzed through early planning and
integration with HFE and system safety.

7.2.3 Human Factors Engi neeri ng ( HFE)

The purpose of HFE is to achi eve system performance, MPT
mai nt enance, and habitability requirenents, as well as mtigate
safety and health hazard issues. It shall enconpass functiona
anal ysis and al l ocation of functions and technol ogy requirenents
to support functional allocation concepts, and M&S to further
devel op and evaluate alternative concepts for addressing human
roles, responsibilities and requirements in system performance
per reference (a). An acquisition, design, or devel opnent
approach shall consider systemintegration as one of the initial
steps in design per reference (a). Human involvenent shoul d be
justified through a function and task anal ysis that can be used
as a basis to make human-machi ne all ocation decisions. The goal
is to reduce/elimnate redundancy, optim ze task allocation and
information flow, and ensure an efficient and cost-effective
process throughout the system The HFE considerations for system
design will extend to job procedures, job aids, and deci sion
support systens. The HFE effort will also enphasize design
activities required to ensure quality of service, including
quality of life and quality of work. QOpportunities for cost
savi ngs and m ssion enhancenent include materials handling,
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mai nt enance functions, human, sensor, and conputer interface,
wal ki ng and working surfaces (safety), and design for nost
efficient access. The design should m nimze human perfornmance
errors, interface problens, and workl oad (physical, cognitive,
attention) requirenents.

7.2.4 Personnel Survivability

Wai vers that affect health and safety should be revi ewed
by a system safety process per reference (q) and evaluated at a
managenent | evel consistent with the risk.

7.2.5 Habitability

See reference (a) for guidance and direction.

7.3 Environnental, Safety, and Occupati onal Health (ESCH)

ASN( | &E) advi ses ASN(RD&A) on ESOH issues, to include
revi ew and comment on or endorsenent of National Environnental
Policy Act (NEPA) or Executive Order (EO 12114 environnental
docunents (see the tables in reference (a)).

Bal ancing the elim nation or reduction of ESOH hazards and
associated risk with an infornmed and structured residual risk
acceptance process is essential for positively contributing to a
programs efforts in neeting cost, schedule, and performance
requirenents. ESOH risks are part of each progranis overal
cost, schedul e, and performance risks and the program shoul d
review themfromw thin that overall context. The ESOH ri sk
managenent process uses ESOH ri sk anal ysis matrices, based on the
gui dance in ML-STD-882D. The risk matrices should use clearly
defined probability and severity criteria (either qualitative or
guantitative) to categorize ESOH risks. PM elect to either
establish a single consolidated ESOH risk matri x or use
i ndi vi dual environnental, safety, and occupational health
matri ces.

The three basic types of ESCH risks are:

1. Potential ESOH i npacts and adverse effects from
routi ne system devel opnent, testing, training, operation,
sustai nment, mai ntenance, and dem litarization/disposal.

2. Potential ESOH and m ssion readiness inpacts from
system failures or mshaps, including critical software failures.

3. Potential inpacts to programlife-cycle cost,
schedul e, and performance from ESCH conpl i ance requirenents.

Saf ety consists of those system design characteristics
that serve to mnimze the potential for m shaps causing death or
injury to operators and maintainers or threaten the survival
and/ or operation of the system Prevalent issues include factors
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that threaten the safe operation and/or survival of the platform
control of hazardous energy rel ease-nechani cal, electrical,
fluids under pressure, ionizing and non-ionizing radiation (often
referred to as "lock-out/tag-out"”), wal king and worki ng surfaces
including work at heights, fire and expl osion and pressure
extrenes.

System saf ety anal yses shoul d address hardware, software,
and peopl e as appropriate from desi gn through operation,
sustai nment, and di sposal. Systemsafety tools will also be used
to qualify and quantify environnmental protection risks and
results of such ESOH anal yses and residual risk acceptance shoul d
be summari zed in the programmati c ESCH eval uati on ( PESHE)

Qccupational health hazards are system design features
that create risks of injury, acute or chronic illness,
di sability, and/or reduce job performance of personnel who
operate, maintain, or support the system Preval ent issues
i ncl ude acoustic energy (noise), biological substances, chem cal
safety, atnospheric hazards (including those associated with
confined space entry and oxygen deficiency), shock and vibration,
ioni zing and non-ionizing radiation, human factors issues that
can create chronic di sease and disconfort such as repetitive
noti on di seases and tenperature extrenes. Many occupationa
heal th probl ens, particularly noise and chem cal substance
managenent, overlap with environnental inpacts. Human factors
stresses that create risk of chronic disease and di sconfort
overlap with HSI and HFE considerations. The PESHE descri bes how
ESCOH ri sks are managed, how ESCH and HSI efforts are integrated,
and summari zes the ESOH risk information (hazard identification,
ri sk assessnent, mtigation decisions, residual risk acceptance,
and evaluation of mtigation effectiveness).

There is no specific format for the PESHE. The PM
docunents the PESHE in whatever manner is nost useful to the
program and best communi cates to decision makers ESOH i ssues
affecting the program The PESHE al so summari zes the ESOH of the
system di scusses the approach for integrating ESOH
considerations into the systens engi neering process, identifies
ESOH responsibilities, provides a nethod for tracking progress,
and includes a schedule for NEPA and EO 12114 conpliance. During
system desi gn, the PM docunents hazardous material used in the
system and plans for the systenis demlitarization and di sposal.
The PESHE is required for all prograns, regardl ess of ACAT.

Prior to submttal, CNO N45 and CNO NOO9FB shoul d revi ew the
PESHE. The PESHE is required at ProgramlInitiation for ships,

M| estone B (for all progranms) with an update for M5 C and Full -
Rate Production Decision Review. Devel opnment of the PESHE is the
responsibility of the PM Additional guidance on the PESHE can
be found in the Defense Acquisition Guidebook.

Ref erence (q) does not require that the PESHE supersede or
repl ace ot her ESOH pl ans, anal yses, and reports (e.g., System
Saf ety Managenent Pl an/ Assessnents, Hazardous Material (HAZMVAT)
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Managenment Pl an, Pollution Prevention Plan, Health Hazard
Assessnents, etc.); the PMincorporates the information provided
by these documents by reference, as appropriate. However, to the
maxi mum ext ent possible, the PM should m nim ze duplication of
effort and docunentati on and give preference to recordi ng ESOH
information in the PESHE, as opposed to nmaintaining a series of
over | appi ng, redundant docunents. HSI al so addresses many of the
safety and health ESOH areas. The PESHE descri bes the |inkage
bet ween ESOH and HSI and how t he program avoi ds duplication of
effort.

7.3.1 ESCH Conpli ance

See reference (a) for guidance and direction.

7.3.2 National Environnental Policy Act (NEPA) and Executive
O der (EQO 12114 Environnental Effects Abroad

The NEPA and EO 12114 conpliance schedul e i ncl udes events
or proposed actions (to include T&E and fi el di ng/ basi ng
activities) throughout the programis life-cycle. The proponent
for each proposed action having the lead to prepare the form
NEPA docunentation, establishes the initiation date for each
action, establishes the type of NEPA/EO 12114 docunentation prior
to the proposed action start date, establishes the start and
conpl etion dates for the final NEPA/EO 12114 docunentation, and
identifies the specific approval authority.

The PEO, SYSCOM Commander, DRPM PM or designees, and
ot her action proponents are responsible for environnental
pl anni ng, budgeting, and conpliance wi th environnent al
requi renments for DON acqui sition and non-acqui sition prograns.
Preparation of applicable NEPA and EO 12114 docunentation is
considered an integral part of planning for testing, production,
and depl oynent. Environnental planning process should be
initiated at the outset of new program pl anning. Fleet
Commanders are action proponents for decisions involving
depl oynment or fielding of DON systens. COMOPTEVFOR or Director,
MCOTEA, or designees, are action proponents for dedi cated OT&E
CNR, or designee, is an action proponent for S&T projects and
actions. Action proponents shall consider and docunment the
potential to affect the human and natural environnent before
decisions that could affect the human and natural environnent are
made per reference (a). As part of NEPA process, alternatives
nmust be considered including alternative sites. Reference (r)
provi des DON policy for selecting sites per NEPA and EO 12114.
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7.3.3 Safety and Health

See references (a), (s), and (t) for gui dance and
di rection.

7.3.4 Hazardous Materials Managenent

Per reference (u), a hazardous material is defined as
anything that, because of its quantity, concentration, or
chem cal, biological, or physical characteristics, may pose
substantial hazard to human health of the environnent and
generate ESOH rel ated concerns that result in an el evated | evel
of effort to manage. This definition includes materials that may
be used in manufacturing, operations, maintenance, and di sposal
over a systenmis life-cycle, which may result in the rel ease of
hazardous material s.

Hazardous material s nmanagenent includes maintaining the
following risk information: |ocations and quantities of
hazardous material in the system energetic qualification
information for each energetic material used in the system
reasonabl y anti ci pated hazardous byproducts/di scharges and
expected quantities of hazardous waste generated during nornma
use/ mai nt enance as well as during energency situations, special
hazardous material training and handling requirenents, and
dem litarization and di sposal requirenments. The preferred
mtigation strategy is source reduction or elimnation of the
hazards, also referred to as pollution prevention. References
(v) and (w) set forth policy and uniform procedures for
dem litarization and di sposal of DoD property. Authorization for
Navy and Marine Corps possession and use of radioactive materi al
is granted by Naval Radioactive Material Permts issued by the
Naval Radi ation Safety Commttee. Products used in maintenance of
weapons systens and rel ated support equi pment and facilities
account for approximtely 80 percent of the hazardous materials
and rel ated waste generated by DoD. Thus, design for use of the
| east hazardous materials and process consistent with efficiency
and m ssion performance provi des enornous opportunities for risk
managenent and life cycle cost avoi dance.

7.3.5 Pollution Prevention

The PM shoul d consider pollution prevention nethods,
practices, and technologies early in the programto mtigate
ESOH, cost, and schedul e risks. Pollution prevention should be
an integral part of systens engi neering throughout the life-cycle
of the program

The DoD Green Procurenent Program (GPP) applies to al
acqui sitions frommgj or systens prograns to individual unit
supply and service requisitions. The purpose of the GPP is to
enhance and sustain m ssion readi ness through cost effective
acqui sition that achi eves conpliance and reduces resource
consunption and solid and hazardous waste generation. Consistent
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with requirements of Federal procurenent preference prograns,
green products or services nust be considered as the first choice
in all procurenents including, but not limted to the foll ow ng
categories: office products, printing services, Fleet

mai nt enance products, building construction, renovation and

mai nt enance, traffic control, park and recreation, appliances,
and lighting. |In every procurenment action, the procurenent
request originator nust justify a decision not to procure a green
alternative per the requirenents of Federal green procurenent
preference prograns. See USD(AT&L) nenorandum of 27 Aug 04,
"Est abl i shnent of the DoD G een Procurenent Program' and

ASN( RD&A) nenorandum 22 Nov 04 GPP, "Departnent of Defense (DoD)
Green Procurenent Program (GPP)."

7.3.6 Expl osives Safety

Al'l ship installations of new or nodified weapons, or
weapons systens, shall be formally reviewed and approved for
safety during the System Devel opnent and Denonstrati on phase per
reference (a). Wapons and explosives risks shall be identified
and managed using the process identified in reference (x), and
shall be briefed to the Navy’' s Wapons System Expl osi ves Safety
Revi ew Board (WBESRB) per reference (y).

7.3.7 Aviation Critical Safety Itens (CSIs)

Aviation Critical Safety Itens (CSIs) are parts whose
failure woul d have catastrophi c consequences to the aircraft,
unmanned air vehicles, aircraft |launch and recovery equi pnment,
avi ati on weapons and equi pnent, and associ ated avi ati on support
equi prent in which they are used. CSIs represent |ess than five
percent of the total popul ation of replenishnent parts used in
avi ation systens, but the inplications of failure require that
they be identified and carefully managed from desi gn through to
di sposal. Rather than repeat existing and proposed policies, the
bel ow provi des source information and summari es of key aviation
CSI statutes, regulations, instructions, and gui dance.

Ref erence (z) established policy, procedures, and
responsibilities for the life-cycle managenent of itens critical
to naval aviation safety. Reference (z) standardized
term nol ogy, definitions, criteria, and managenment requirenments
across the mlitary Services, Defense Logistics Agency (DLA), and
Def ense Contract Managenent Agency (DCVA) when they are invol ved
in designing, acquiring, repairing or overhauling, or supporting
naval avi ation systens and equi pnent. Reference (aa), Section
C8.5, established procedures for controlling aviation CSIs.

Because of concerns regarding proper identification and
l'ife-cycle management of CSls, reference (ab), Section 802
(codified in 10 U S.C. Section 2319), established the requirenent
for the Secretary of Defense to prescribe policy for the quality
control of aviation CSIs. Specifically, reference (ab), Section
802, required that 1) Design Control Activities establish a
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process to identify and manage aviation CSIs; 2) aviation CSIs be
pur chased only from sources approved by the Design Control
Activity; and 3) delivered aviation CSIs neet requirenments
established by the Design Control Activity. As defined by
reference (ab), Section 802, the Design Control Activity is the
systens command of a mlitary departnent specifically responsible
for ensuring the airworthiness of an aviation system or equi pnment
in which aviation CSIs will be used. Additionally, Public Law
108-87 (Departnent of Defense Appropriations Act, 2004; 30 Sep
2003), Section 8143, required the Secretary of Defense to report
on the Departnent of Defense’ s process to track defective parts
that were potentially safety-critical and the DoD s standards to
ensure tinmely notification of contracting offices and contractors
regardi ng defective safety-critical parts.

7.3.8 Corrosion Prevention and Control

At the time of programinitiation, the PMshould identify
the corrosion susceptibility of the prospective system For al
prograns deenmed 'corrosion susceptible, the follow ng should
apply. The PM shoul d establish a corrosion prevention and
control programthat identifies attributes of the system s design
and construction that are likely to facilitate or exacerbate
corrosion during operational use. The PM shoul d adopt
environnmental | y-conpliant materials selection and corrosion
prevention techni ques during the design and nmanufacture of weapon
systenms. The PM may prepare a Life Cycle Corrosi on Managenent
Plan early in the programlife cycle (during phase B). Elenents
of such a plan may include, as appropriate:

1. Mterials and processes selection for corrosion
performance and |ife cycle costs

2. Corrosion mapping of deployed assets to better nanage
and mitigate corrosion

3. Detecting and correcting corrosion to avoid
unnecessary rework and over haul

_ 4. Preventative inspection requirenents at each | evel of
mai nt enance

5. Advanced planning for the insertion of new corrosion
prevention technol ogi es

6. Training and qualifying personnel in corrosion
cl eaning, repairs, assessnent, identification, treatnent,
preservation, |ubrication, hazardous waste disposal, and
reporting.
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GQui dance for corrosion prevention and control is avail able
in a DASN(RD&A) ACQ Technical Bulletin - "Corrosion Prevention and
Det ecti on” which can be found at
http://acquisition.navy.ml/content/view full/1387. See the
Def ense Acqui sition Gui debook for inplenmentation guidance for al
DON ACAT prograns.
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Annex 7-A

Syst ens Engi neering Plan (SEP) Signature Pages
SEP Approval Page for ACAT | D/ | AM prograns

SEP Coordi nati on Page for ACAT I D/ | AM prograns

SEP Coor di nati on/ Approval Page for ACAT IC/ 1 AC |1/ Speci al
| nt erest prograns

SEP Coor di nati on/ Approval Page for ACAT I11/1V prograns
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Systens Engi neering Pl an (SEP) Si gnature Pages

SEP Approval Page For ACAT 1D | AM Prograns

[ PROGRAM NAME — ACAT LEVEL]

SYSTEMS ENG NEERI NG PLAN ( SEP)

VERSI ON:

MONTH DAY, YEAR

GSD APPROVAL:

Name Dat e
M | est one Deci sion Authority
or Designated SEP Approval Authority

Distribution is limted to U S. CGovernment agencies only. Oher requests for
this docunent nust be referred to the ASN(RD&A) Chi ef Systens Engi neer.

CLASSI FI ED BY:
DECLASSI FY ON:
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SEP Coordi nati on Page For ACAT | D/ | AM Prograns

[ PROGRAM NAME — ACAT LEVEL]
SYSTEMS ENG NEERI NG PLAN
VERSI ON:

MONTH DAY, YEAR

SUBM TTED BY:

Nane Dat e Name Dat e
Lead/ Chi ef Engi neer Pr ogr am Manager

CONCURRENCE:
Nane Dat e Name Dat e
SYSCOM Chi ef Engi neer PEQ SYSCOM DRPM

COVPONENT APPROVAL:

Name Dat e
ASN( RD&A) Chi ef Systens Engi neer

Distribution is limted to U S. Government agencies only. Oher requests for
this docunent nust be referred to the ASN(RD&A) Chi ef Systens Engi neer.
CLASSI FI ED BY:

DECLASSI FY ON:
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SEP Coordi nati on/ Approval Page For ACAT
|G ITAC 11/ Special Interest Prograns

[ PROGRAM NAME — ACAT LEVEL]
SYSTEMS ENG NEERI NG PLAN ( SEP)

VERSI ON:

MONTH, DAY YEAR

SUBM TTED BY:

Nanme Dat e Nane Dat e
Lead/ Chi ef Engi neer Program Manager
CONCURRENCE:
Name Dat e Nane Dat e
SYSCOM Chi ef Engi neer PEQ' SYSCOM DRPM
APPROVAL.:
Nane Dat e

ASN( RD&A) Chi ef Systms Engi neer

Distributionis linted to U S. CGovernment agencies only. Oher requests for
this docunent nust be referred to ASN(RD&A) Chief Systens Engineer.

CLASSI FI ED BY:

DECLASSI FY ON:
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SEP Coordi nati on/ Approval Page For ACAT 111/1V Progranms
[ PROGRAM NAVE — ACAT LEVEL]

SYSTEMS ENG NEERI NG PLAN ( SEP)

VERSI ON:

MONTH, DAY YEAR

SUBM TTED BY:

Nane Dat e Name Dat e
Lead/ Chi ef Engi neer Pr ogr am Manager
CONCURRENCE:
Name Dat e Name Dat e
SYSCOM Chi ef Engi neer PEQ' SYSCOM DRPM
APPROVAL.:
Name Dat e

M | est one Deci sion Authority

Distributionis linted to U S. Governnment agencies only. Qther requests for
this docunent nust be referred to ASN(RD&A) Chief Systens Engineer.

CLASSI FI ED BY:

DECLASSI FY ON:
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Chapter 8
Acqui sition of Services

1 Introduction

2 Applicability

3 Definitions

4 Responsibilities

5 Review and Approval Threshol ds
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7 CQut cones

8 Metrics

9

Data Col |l ecti on
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SECNAVY M 5000. 2
Decenmber 22, 2008

.11 Decision Authority Acquisition Managenent Responsibilities
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Chapter 9
Pr ogr am Managenent

Ref erences: (a) SECNAVINST 5420. 188F

9.1 Assignnent of Program Executive Responsibilities

9.2 International Cooperative Program Managenent

Participation in international cooperative prograns
requires the establishnment of an international agreenent.
I nternational agreenents normally include details of financial
arrangenents, security considerations and procedures, program
managenent structure, use and disclosure of information between
partici pants, and sales and transfers of information and
equi pnent to third parties. Staffing of international agreenents
and supporting docunentation will include coordination with
appropriate financial, legal, and international policy
agenci es/offices, and will be managed by Navy International
Program O fice (IPO. Program proponents should consult with
Navy | PO for guidance on the |atest policies and procedures for
devel opi ng and i npl ementing international agreenents.

9.3 Joint Program Managenent

For joint prograns, an operating agreenent wll be
prepared and should identify responsibilities for funding,
participation in joint program decision-making, program
i nformati on/ docunentati on preparation, endorsenent, and approval
and other topics as appropriate.

When a DON activity is considering involvenent in another
service programthat is past the Full-Rate Production Deci sion
Revi ew, and when there has been no previous formal involvenent,
the decision to forward funds to the |lead service will be
supported by:

1. ProgramlInformation/Docunentation. Oher Service or
agency program i nformation/ docunentati on supported by a DON
endorsement will be used to the maxi mum extent possible. Any
uni que DON activity requirenments will be addressed in supporting
docunent ati on

2. Decision. The information/docunentation requirenents
to support the DON activity's decision to participate in other
Services’ or agencies’ progranms will follow the general
gui del ines of reference (a).
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Chapter 10
SECNAVI NST, OPNAVI NST, and Marine Corps Orders Cancell ations

The foll ow ng SECNAV, OPNAV, and Marine Corps issuances
were incorporated in and cancel ed by SECNAVI NST 5000. 2C of 19 Nov
04:

SECNAVI NSTs/ Not i ces/ Menor anduns

| ssuance Subj ect
SECNAVI NST 5000. 2B, | mpl enent ati on of Mandatory Procedures for

Maj or and Non- Maj or Def ense Acqui sition
Progranms and Maj or and Non- Maj or

| nf ormati on Technol ogy Acqui sition
Prograns, of 6 Dec 96

ASN( RD&A) nmenorandum Revision to Acquisition Program Baseline
Format, of 17 Mar 00

ASN( RD&A) menor andum Navy | npl enentation of Departnent of
Def ense Policy on Specifications And
Standards Reform of 21 Dec 94

ASN( RD&A) nmenorandum | npl enentati on of Departnent of Defense
Policy on Specifications and Standards, of
27 Jul 94

DASN( ACQ nmenorandum Acqui sition of Services, of 10 Mar 03

DASN( ACQ nenorandum Pronul gati on of DoD 5000 Directive and
| nstruction, of 9 Jun 03

OPNAVI NSTs
| ssuance Subj ect
None
Marine Corps Orders (MCOs)
| ssuance Subj ect
None
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Chapter 11
d ossary

This glossary contains ternms used in SECNAVI NST 5000. 2D.
Entries are in al phabetical order. |In sonme cases the reader is
referred to other instructions where a fuller discussion is
al ready provi ded.

Abbr evi at ed Acqui sition Program (AAP)

- a weapon system program (1) whose cost is less than all of the
followi ng dollar thresholds: $10 million in total devel oprment
cost for all fiscal years, $25 million in total production or
services cost for any fiscal year, and $50 million in total
production or services cost for all fiscal years, (2) which does
not affect the mlitary characteristics of ships or aircraft or

i nvol ve conbat capability, (3) which does not require an
operational test and evaluation, and (4) is so designated by the
cogni zant PEQ SYSCOM Commander / DRPM

- an information technol ogy program (1) whose cost is |less than
all of the following dollar thresholds: $15 million in program
costs for any single year and $30 nillion in total program costs,
(2) which does not require an operational test and eval uati on,
and (3) is so designated by ASN(RD&A) or designee, or PEQ SYSCOM
Commander / DRPM

Acqui sition Category IV - a programnot neeting the criteria for
ACAT I, Il, or Il1l. ACAT IVT progranms require Operational Test
and Evaluation (OT&E). ACAT |IVM prograns are nonitored by
COMOPTEVFOR or Director, MCOTEA, but do not require OT&E

Acqui sition Coordination Team (ACT) - a team nornally conposed
of representatives of the requirenments generation, acquisition,
testing and financial comrunities, required for ACAT | and |
prograns. The ACT is specifically used to oversee the anal ysis
of alternatives, forma tailoring agreenent proposal (for program
docunent ati on and structure), develop an acquisition strategy and
resolve issues at the | owest |evel possible. ACI's are

encour aged, but not required, for ACAT IIl and IV prograns. See
SECNAVI NST 5420. 188 seri es.

Acqui sition Program Baseline (APB) - a docunment that contains the
cost, schedul e and perfornmance objectives and threshol ds of the
program begi nning at programinitiation. It contains only the
nost inmportant parameters that, if the thresholds were not net,
the MDA would require a reevaluation of alternative concepts or
desi gn appr oaches.

Acqui sition Review Board (ARB) - the senior-|evel forumfor

advi sing the PEQ SYSCOM DRPM on critical decisions concerning al
ACAT | and Il progranms prior to proceeding to a program deci sion
meeting (PDM with ASN(RD&A). For ACAT Il and IV prograns, the
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ARB serves as the program decision point nmeeting. The ARB is
chaired by the PEQ SYSCOM DRPM and participation is determ ned by
the m | estone decision authority. Representatives of the CNO CMC
are also invited to participate.

Acqui sition Strategy (AS) - an acquisition strategy docunents a
program rmanager’s (PMs) top-I|evel business and technical
managenent strategy to achieve |ife-cycle program objectives
within the resource constraints inposed. It is the framework for
pl anni ng, directing, contracting, and nanaging a program It
provi des a program structure and master schedul e of events for
t echnol ogy devel opnent, system devel opnent and denonstrati on,
test and eval uation, production and depl oynent, operations and
support, other activities essential for program success, and is
the basis for fornulating program plans. See enclosure (3),

par agraph 3.4, of this guidebook for elenents of an acquisition
strat egy.

Acqui sition Plan (AP) - an acquisition plan docunents the

acqui sition planning required to devel op, test, and procure
programend itens and the support services for such end itens.
An acquisition plan is required by Part 7 of the Federal

Acqui sition Regulation (FAR) and by Part 207 of the Defense
Federal Acquisition Regul ation Suppl enent (DFARS) above certain
dol l ar threshol ds defined therein. An acquisition plan may be a
st and-al one plan, nmay be part of an acquisition strategy, or may
be part of a single acquisition managenent plan (SAMP) as |ong as
all of the requirenments of the FAR, DFARS, and the Navy-Marine
Corps Acqui sition Regul ati on Suppl enment (NMCRS) are satisfied.

Advanced Concept Technol ogy Denonstration (ACID) - a neans of
denonstrating the use of mature technology in a systemto address
urgent mlitary needs. The ACTD is not an acquisition program
but if additional units beyond the capability created are

requi red, the ACTD should be converted into an acquisition
program

Automated Information System (Al'S) - an acquisition programthat
acquires Information Technology (IT), except IT that:

(1) involves equipnment that is an integral part of a weapon or
weapon systen or

(2) is a tactical comunication system

Critical Application Item (CAl) - an itemthat is essential to
weapon system performance or operation, or the preservation of
life or safety of operating personnel, as determ ned by the
mlitary services. The subset of CAls whose failure could have
catastrophic or critical safety consequences are know as Critical
Safety Itens.

Critical Infrastructure Protection (CIP) - is mssion protection
and the identification, assessnent, and assurance of cyber and
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physi cal infrastructure that support mssion critical
capabilities and requirenents, to include political, econom c,
technol ogi cal, and informational security environments essenti al
to the execution of the National Mlitary Strategy.

Critical Safety Item (CSI) - a part, assenbly, installation

equi pnent, | aunch equi pnent, recovery equi pnent, or support

equi pnent for an aircraft or aviation weapons systemt hat
contains a characteristic any failure, malfunction, or absence of
whi ch coul d cause a catastrophic or critical failure resulting in
| oss or serious danage to the aircraft or weapons system an
unacceptabl e risk of personal injury or loss of life, or an
uncommanded engi ne shutdown that jeopardizes safety.

Def ense Busi ness System (DBS) - an information system other than
a National Security System operated by, for, or on behalf of the
Depart ment of Defense, including financial systens, m xed
systens, financial data feeder systens, and information

technol ogy and informati on assurance infrastructure, used to
support business activities, such as acquisition, financial
managenent, |ogistics, strategic planning and budgeting,
installations and environnent, and human resource managenent.

Devel opi ng Agency/ Activity (DA) - the PEQ, SYSCOM DRPM or other
organi zati ons assigned responsibility for program execution.

Evol utionary Acquisition (EA) - an acquisition strategy whereby a
basic capability is fielded with the intent to procure and field
addi tional capabilities via blocks in the formof nodifications
to the basic capability fielded. This technique is often found
in the devel opnent, production and fielding of prograns involving
rapi dl y advanci ng technol ogy and software and with prograns

i nvol ving rapidly changi ng requirenents.

Ext ensi on of Application - an acquisition strategy whereby an
exi sting system subsystem or equipnment is selected to be
extended in its application to a new host platform This
strategy usually does not require an operational eval uation
(OPEVAL) in the new host platform but a period of follow on
operational test and evaluation (FOT&E) is usually required to
ensure that the system subsystem or equipnent integration has
not degraded performance, including the performance of the host
pl at f or m

Failure Modes, Effects and Criticality Analysis - the analysis of
t he various ways in which equi prment is expected to fail, the
failure’s resultant effects, and inpact on ni ssion
acconpl i shnent .

Fam |y of Systens (FoS) - a set or arrangenent of independent
systens that can be arranged or interconnected in various ways to
provide different capability needs. The m x of systens can be
tailored to provide desired capabilities dependent on the

si tuati on.
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FORCEnet - FORCEnet is the Navy and Marine Corps initiative to
achieve Net-Centric Qperations and Warfare (NCOWN and Joi nt
Transformation by providing robust information sharing and

col | aboration capabilities across the Naval/Joint force.

FORCEnet capabilities are described by the FORCEnet Functi onal
Concept of 7 Feb 05 ( SECNAVI NST 5000. 2D, encl osure (2), paragraph
2.1.2.5).

Habitability - is that mlitary characteristic of Navy ships
directed toward satisfying personnel needs which are dependent
upon physical environment.

Hazardous Material — material that due to its chem cal, physical,
or biological nature causes safety, public health, or
envi ronnental concerns that elevate efforts to nanage.

Heal th Hazard - any real or potential condition that can cause
injury, illness, or death to personnel; damage to or |loss of a
system equi pnment or property; or damage to the environnent.

Human Factors Engi neering (HFE) - the systens engi neering

di scipline that addresses integration of human characteristics
into systemdefinition, design, developnent, and evaluation to
opti m ze human-machi ne performance under operational conditions.

Human Systens Integration (HSI) - the integrated and
conprehensi ve anal ysis, design, and assessnent of requirenents,
concepts and resources for system nanpower, personnel, training,
safety and occupational health, habitability, personnel
survivability, and human factors engi neering (HFE)

| nformati on Resources (IR) - information and rel ated resources,
such as personnel, equipnent, funds, and information technol ogy
(44 U S.C. Section 3502(6)). Excluded are conputer resources,
bot h hardware and software, that are: physically part of,

dedi cated to, or essential in real tinme to the m ssion
performance of weapons systens.

I nformati on System — a discrete set of information resources
organi zed for the collection, processing, naintenance, use,
sharing, dissemnation, or disposition of information (44 U.S. C
Section 3502(8)).

| nformati on Technol ogy (I T) - any equi pnment, or interconnected
system or subsystem of equi prment, that is used in the automatic
acqui sition, storage, mani pul ati on, nmanagenent, novenent,
control, display, switching, interchange, transm ssion, or
reception of data or information.
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(1) the term "equi pment” nmeans any equi pnent used by a
Conmponent directly or is used by a contractor under a contract
wi th the Conponent that requires the use of the equipnent, or the
use, to a significant extent, of such equipnent in the
performance of a service or the furnishing of a product.

(2) the term"IT" includes conputers, ancillary equipnent,
software, firmvare and simlar procedures, services (including
support services), and related resources. It does not include
any equi pnment that is acquired by a Federal contractor incidental
to a Federal contract.

This "IT" definitionis fromthe Cinger-Cohen Act (Public
Law 104- 106, 10 Feb 96, Section 5002) (40 U . S.C Section
1401(3)).

Per 44 U S.C. Section 3502(9), the term"IT" as defined in
t he Paperwork Reduction Act (Public Law 104-13), as anended by
Public Law 104- 106 Section 5605, does NOT include National
Security Systens as defined in the Cinger-Cohen Act (Public Law
104- 106, 10 Feb 96, Section 5142) (40 U. S.C Section 1452).

| nformati on Technology (I T) System - any systemthat is an

i nt erconnect ed system or subsystem of equi pment, that is used in
the automatic acquisition, storage, manipul ation, nanagenent,
novenent, control, display, switching, interchange, transm ssion
or reception of data or information, including conputers,
ancillary equi prent, software, firmmvare and simlar procedures,
services (including support services), related resources,
automated i nformation systens (Al Ss) such as el ectronic
commer ce/ el ectroni ¢ data interchange, non-tactical networks,
nmessagi ng systens, and base | evel infrastructure.

| nf ormati on Technol ogy Program - a programthat acquires an
automated i nformation system (Al'S), except AlS that:

(1) invol ves equipnment that is an integral part of a weapon or
weapon systeny or

(2) is a tactical comunication system

Integration - the process of conmbining the electrical/electronic/
mechani cal / human conponents of a systeminto an overall system

Al so the process of conbining systens of a set of systens into a
system of systens (SoS) (adapted from | EEE Standard 610. 12-1990).

Interoperability - (1) the ability of systens, units, or forces
to provide services to and accept services from ot her systens,
units, or forces and to make use of the services, units, or
forces and to use the services so exchanged to enable themto
operate effectively together. (2) the condition achi eved anong
comuni cati ons-el ectronics systens or itens of conmunications-
el ectroni cs equi pment when information or services can be
exchanged directly and satisfactorily between them and/or their
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users. (3) the ability of hardware to physically and
mechanically interface, operate with, and support other hardware.
The degree of interoperability should be defined when referring
to specific cases.

Joint Potential Designator - a categorization indicating the
degree to which a program has potential for joint use. The codes
are: joint, joint interest, or independent.

Level of Repair Analysis - the analysis of a repairable itemto
det erm ne whet her organi zational, internediate or depot is the
nost appropriate |level of repair.

Mai nt enance Concept - expresses the overall maintenance plan for
mai ntai ning the platformand systemat a defined | evel of

materi al readi ness in support of the operational scenario. It

i ncl udes preventive mai nt enance, corrective mai ntenance and
depot -1l evel maintenance. It should consider maintainability at
all maintenance levels (i.e., organizational, intermediate, and

depot) as well as address the scope of required work at each
| evel .

Mai nt enance Rel eases - mai ntenance rel eases are "fixes" for m nor
problenms and will not require testing by COMOPTEVFOR  However,
COMOPTEVFOR testing i s appropriate when nmai nt enance rel eases are
SO nunerous as to jeopardize the reliability and performance of
the software. In such cases, COMOPTEVFOR wi |l determ ne the need
and extent of operational testing and informthe DA, with an
information copy to CNO (N091) and program sponsor.

Maj or Automated I nformation System (MAIS) Acquisition Program- a
program esti mated by the Assistant Secretary of Defense (Networks
and Information Integration) (ASD(NII)) to require program costs
for any single year in excess of $32 mllion (FY 2000 constant
dollars), total programcosts in excess of $126 mllion (FY 2000
constant dollars), or total life-cycle costs in excess of $378
mllion (FY 2000 constant dollars), or those otherw se designated
by the ASD(NI'1) to be ACAT I A. ACAT | A prograns have two sub-
categories (ACAT | AM and | AC).

Maj or Contract - a contract that is greater than $50 million in
t hen-year dollars (DODI 5000.02, enclosure 4, Table 4).

Maj or Defense Acquisition Program- a programestinated by the
Under Secretary of Defense (Acquisition, Technol ogy and

Logi stics) (USD(AT&L)) to require eventual expenditure for
research, devel opnment, test, and eval uation of nore than $365
mllion (Fiscal Year (FY) 2000 constant dollars) or procurenent
of nmore than $2.190 billion (FY 2000 constant dollars), or those
ot herwi se designated by the USD(AT&L) to be ACAT |I. ACAT
prograns have two sub-categories (ACAT ID and | C).

Maj or Rel eases - mmjor software releases wll require operational
testing either as full OT&E or FOT&E by COMOPTEVFOR. Such

6 Encl osure (11)



SECNAVY M 5000. 2
Decenmber 22, 2008

rel eases involve a change that adds new functions or warfare
capabilities, interfaces with a different weapon system

redesi gns the software architecture, ports the software to a new
hardware platform or rewites the software in different

| anguage.

Manpower Requirenments - the nunber and type of personnel
(mlitary, civilian, or contractor) required and potentially
avai l abl e to operate, maintain, support, and provide training for
systens per 10 U.S.C. Section 2434.

Measure of Effectiveness (MOXE) - the operational perfornmance
paranmeter that specifies a mssion area capability or
characteristic as identified in the capability

devel opnent / producti on docunent (CDD/ CPD).

Measure of Performance (MOP) - testable paraneters that relate
directly to a ME such that the effect of a change in the MOP can
be related to change in the MOE. MOPs are identified in the test
and eval uation master plan (TEMP).

M nor Rel eases - mnor releases are inprovenents that do not add
any new functions, warfare capability, or interfaces and do not
nmeet any of the criteria of a major release. The content and
scope of mnor releases will be reviewed by Conmander,
Oper ati onal Test and Eval uati on Forces (COMOPTEVFOR) for
operational testing requirenents using the OSD Director,
Oper ati onal Test and Eval uati on (DOT&E) guidelines for
operational testing of software. COMOPTEVFOR will determ ne the
need for and extent of operational testing and informthe DA via
nmessage, with an information copy to CNO (N091) and program
sponsor. Nunmerous mnor releases can |l ead to degraded software
reliability and performance, in such cases, OPTEVFOR wi ||
determ ne the need for and extent of operational testing and

i nformthe devel opi ng agency/activity (DA), via nessage, wth an
information copy to CNO (N091) and program sponsor.

M ssion Capability - either a direct warfighting capability or a
function that crosses several warfighting capabilities. Two
exanpl es, of many, that are direct warfighting capabilities are
theater air and mssile defense (TAMD) and tine critical strike
(TCS). Two exanples, also of many, that are functions that cross
several warfighting capabilities are targeting and command and
control (C2).

Mssion-Critical Information System- a systemthat neets the
definitions of "information systenm and "national security
systent the | oss of which would cause the stoppage of warfighter
operations or direct m ssion support of warfighter operations.
(Note: The designation of mssion-critical shall be made by a DoD
Conmponent Head, a Conbatant Commander, or their designee. A

fi nanci al managenent |nformation Technology (I T) system shall be
considered a mssion-critical |IT systemas defined by the Under
Secretary of Defense (Conptroller).) A "Mssion-Critical
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| nformati on Technol ogy Systeni has the sane neaning as a
"Mssion-Critical Information System" For additional
i nformati on, see DOD Instruction 5000.2, Enclosure 4.

M ssion-Essential Information System — a systemthat neets the
definition of "information systenf that the acquiring DoD
Conmponent Head or designee determ nes is basic and necessary for
t he acconplishment of the organizational mission. (Note: The
desi gnation of m ssion-essential shall be made by a DoD Conponent
Head, a Conbat ant Commander, or their designee. A financial
managenent | T system shall be considered a m ssion-essential |IT
system as defined by the Under Secretary of Defense
(Conptroller).) A "Mssion-Essential Information Technol ogy
Systent has the sane neaning as a "M ssion-Essential Information
System ™ For additional information, see DOD Instruction 5000. 2,
Encl osure 4.

Nat i onal Security System - any tel econmuni cations or information
system operated by the U S. Governnent, the function, operation,
or use of which:

(1) involves intelligence activities;

(2) involves cryptologic activities related to national
security;

(3) involves command and control of mlitary forces;

(4) involves equipnent that is an integral part of a weapon
or weapons system

(5) subject to the limtation below, is critical to the
direct fulfillment of mlitary or intelligence nmissions. This
does not include a systemthat is to be used for routine
adm ni strative and busi ness applications (including payroll,
finance, logistics, and personnel nanagenent applications).

This definition is fromthe Cinger-Cohen Act (Public Law
104-106, 10 Feb 96, Section 5142) (40 U.S.C Section 1452).

Network Centric — exploitation of advancing technol ogy that noves
froman application-centric to a data-centric paradigm-— that is,
providing users the ability to access applications and services

t hrough Web services — an information environnent conprised of

i nt eroperabl e conputing and communi cati on conponents (G G MA

| CD) .

Net-Centric Warfare (NCW - an information superiority-enabl ed
concept of operations that generates increased conbat power by
net wor ki ng sensors, decision nakers, and shooters to achieve
shared awar eness, increased speed of command, higher tenpo of
operations, greater lethality, increased survivability, and a
degree of self-synchronization. |In essence, NCWtransl| ates
information superiority into conbat power by effectively |inking
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know edgeabl e entities in the battle space (G G ES I CD).

Non- Acqui sition Program- an effort that does not directly result
in the acquisition of a system subsystem or equipnent for
operational use. Non-acquisition prograns are research and

devel opnent funded whi ch nay have sone application to an
acquisition programin the future. These efforts often provide a
proof of principle or technol ogy application. (see SECNAVI NST
5000. 2D, encl osure (2), paragraph 2.7)

Personnel - the human know edge, skills, abilities, conpetencies,
characteristics, and capabilities required to operate, maintain,
train, and support each capability and/or systemin peacetine and
war .

Personnel Survivability - the characteristics of a systemthat
can reduce fratricide, detectability, and probability of being
attacked, as well as m nimze system damage, personnel injury,
and cognitive and physical fatigue.

Production Acceptance T&E (PAT&E) - test and eval uation conducted
on production itenms to ensure systens neet contract
specifications and requirenents.

Program Deci sion Meeting (PDM - the Departnent’s senior-Ievel
forumfor advising the Assistant Secretary of the Navy (Research,
Devel opnment and Acquisition) on critical decisions concerning
ACAT IC and Il progranms. The PDMis chaired by the ASN(RD&A) and
conposed of the Department’s senior acquisition officials, DON
ClO representatives of the CNO CMC, and ot hers, as appropriate.
See SECNAVI NST 5420. 188 seri es.

Program Sponsor - in coordination with the resource sponsor where
separately assigned, acts as the user representative and provides
explicit direction with regard to m ssion and operati onal

requi renents generation and changes, program fundi ng, and
preparation and approval of necessary program docunentation and
program deci si on point information.

Rapi d Depl oynent Capability — a tailored process that provides
the ability to react imediately to a newy di scovered eneny
threat, potential eneny threat or to respond to significant and
urgent safety situations through special, tailored acquisition
pr ocedur es.

Resource Sponsor - where separately assigned fromthe program
sponsor, is responsible for program budget devel opnent,
subm ssi on, and nmanagenent.

Software Intensive System- For a systemto be considered
software-intensive, its software nmust be the | argest segnent with
respect to system devel opnent costs, or functionality, or

devel opnent risk, or devel opnent tinmne.
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The three general classifications of DoD software-intensive
systens are:

(1) Enbedded Systens

(2) Automated Information Systens

(3) Command, Control, Communications and Intelligence (C3l)
Systens. (Defense Acquisition University (DAU) Systens
Acqui sition Managenent (SAM 101 course definition)

Software Qualification Testing (SQI) - post-Full-Rate Production
software testing conducted by an i ndependent test agency for the
pur pose of determ ning whether a software product is approved for
fleet rel ease.

St andardi zation - a process used to achieve the greatest
practicable uniformty of itens of supply and engi neering
practices, to insure the m ninum practicable variety of such
itens and optimum i nterchangeability of technical information,
trai ni ng, equi pnent parts, and conponents.

Supportability - ensuring that support requirenents are met by
systemintroduction, and maintai ned throughout deploynent, at or
above formal threshold |evels. Determning the nost cost
effective life-cycle cost, including the costs for information,
infrastructure, and rapidly acquired and rapidly obsol ete
technol ogy. Pl anned and executed concurrently with all other
systens engineering, and a primary anal ysis consideration in
acquiring off-the-shelf alternatives.

System Per f ormance Docunent (SPD) - an acquisition docunent or
specification that includes all of the performance requirenments
froma systemof-systens (SoS) or fam|y-of-systens (FoS)

Capst one Requirenents Docunent and its individual systens’

Oper ational Requirenents Docunments that may al so define the
performance of a mssion capability package. An SPD may al so

i nclude an allocation of capstone or mssion capability
performance down to the subsystem conponent, and equi pnent

| evel s.

System of Systens - a set or arrangenent of interdependent
systens that are related or connected to provide a given
capability. The loss of any part of the systemw || degrade the
performance or capabilities of the whole.

System Safety - the application of engineering and nanagenent
principles, criteria, and techniques to optim ze all aspects of
safety within the constraints of operational effectiveness, ting,
and cost throughout all phases of the systemlife cycle.
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T&E Coordi nation Goup - a forum whose purpose is to coordinate
and resol ve nore conpl ex Navy test and eval uation (T&E) issues,
i ncludi ng urgent test and eval uati on master plan (TEMP) changes.
The forumis chaired by CNO (N091) and nenbership usually

i ncl udes CNO staff, program manager (PM, OPTEVFOR Assi st ant
Chief of Staff, and ASN(RD&A) program staff (including Chief
Engi neer and ot hers).

Test and Eval uati on Worki ng-1evel Integrated Product Team (T&E
W PT) - a forum whose purpose is to discuss, coordi nate and
resol ve test planning goals and issues. The forumis chaired by
the PMor the PMs designated representative. Menbership is
flexible but can include CNO representatives, SYSCOM T&E
representatives, COMOPTEVFOR staff, ASN(RD&A) staff, OSD and
DOT&E staff, and contractors.

Threshold - the value of a baseline paraneter that represents the
m ni num accept abl e val ue which, in the user’s judgnent, is
necessary to satisfy the need. |If threshold values are not

achi eved, program performance is seriously degraded, the program
may be too costly, or the program may no | onger be tinely.

Total Life-Cycle Cost of Owership - life-cycle ownership cost

i ncludes the cost to devel op, acquire, operate, support, and

di spose of the systemand the related |ogistics infrastructure.
Total costs are determ ned when acquisition plans and strategies
make trade-offs to optim ze |long-termoperations and support
considerations. These trade-offs consider |owest total cost of
ownership over the expected life-cycle. The term Total Life-
Cycle Cost of Omership is also referred to as Total Ownership
Cost

Training - instruction and applied exercises for the attainment
and retention of skills, know edge, abilities, and attitudes
required to acconplish tasks. (see definition in M L-HDBK-29612-
4A G ossary for Training)

Unit Cost - there are different kinds of unit cost:

Average Procurenent Unit Cost (APUC) - is the amount equal to
the total procurenent cost divided by the total procurenent
quantity (Defense Acquisition Guidebook, section 2.1.1.1.(6)).
The Defense Acquisition Guidebook is currently available on the
Internet at http://akss.dau.ml/dag.

Procurenment Unit Cost (PUC) - with respect to a najor defense
acqui sition program neans the anount equal to the total of al
funds programed to be available for obligation for procurenent
for the program divided by the nunber of fully-configured end
itens to be procured (10 U S.C. Section 2432 - Sel ected
Acqui si tion Reports).
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Program Acqui sition Unit Cost (PAUC) - with respect to a
maj or defense acquisition program neans the anount equal to the
total cost for devel opnment and procurenent of, and system
specific mlitary construction for, the acquisition program
di vided by the nunber of fully-configured end itens to be
produced for the acquisition program (10 U. S.C. Section 2432 -
Sel ected Acquisition Reports).

Weapons/ Weapon Systens - all arms, nunitions, materiel,

i nstruments, mechani sms, devices, and those conponents required
for their operation, that are intended to have an effect of

i njuring, damagi ng, destroying, or disabling personnel or
property, to include non-Iethal weapons. For purposes of the

| egal review required by SECNAVI NST 5000. 2D, weapons do not

i ncl ude launch or delivery platforms, such as, but not |limted
to, ships or aircraft, but rather the weapons or weapon systens
cont ai ned on those pl atfornmns.

Weapon System Acqui sition Program (DON) - an overarching term
that applies to a programfor acquisition of a weapon systemt hat
includes a host platform(e.g., ship or aircraft), mssile,
weapon, munitions, training system conbat system subsysten(s),
conponent (s), equipnent(s), associated software, or principal
items that may be acquired collectively or individually (i.e.,
all acquisition prograns other than information technol ogy

acqui sition prograns).
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Chapter 12
Li st of Acronyns

Mai nt enance and Material Managenent

Abbrevi ated Acqui sition Program

Acqui sition Category

Assi st ant Commandant of the Marine Corps

Adm ni strative Contracting O ficer

Assi stant Chief of Staff

Acqui sition Coordination Team

Advanced Concept Technol ogy Denonstrati on

Acqui sition Deci sion Menorandum

Advanced Devel opnent Mbde

Aut omated I nformation System

Action Oficer

Anal ysis of Alternatives

Acqui sition Plan

Acqui sition Program Basel i ne

Acqui sition Program I ntegration

Acqui sition Review Board

Acqui sition Reform Executive

Acqui sition Strategy

Assi stant Secretary of the Navy (Fi nanci al
Managenent and Conptroller)

Assi stant Secretary of the Navy (lInstallations and
Envi r onnent)

Assi stant Secretary of the Navy (Manpower and
Reserve Affairs)

Assi stant Secretary of the Navy (Research
Devel opnent and Acqui sition)

ASN( RD&A) CHSENG Assi stant Secretary of the Navy (Research

Devel opnent and Acqui sition) Chief Systens
Engi neer

Ant i - Tanper

Air Traffic Control

Built-In Test

Beyond Low Rate Initial Production

Bur eau of Medi ci ne

Conmponent Acqui sition Executive (i.e., ASN(RD&A))

Critical Application Item

Cost Anal ysis | nprovenent G oup

Cost as an | ndependent Vari abl e

Contract Adm nistration Ofice

Cost Anal ysis Requirenents Description

Consol i dated Acquisition Reporting System

Cost and Schedul e Status Report

Command, Control, Conmuni cations, Conputers and
Intelligence

Command, Control, Conmunications, Conputers,
Intelligence, Surveillance, and Reconnai ssance

Chem cal, Biol ogi cal and Radi ol ogi cal

Cl i nger - Cohen Act
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Contractor Cost Data Reporting
Consol i dat ed Cryptol ogi ¢ Program

Conmbat Devel opnent

Capabi lity Devel opnent Docunent

Chi ef of Naval Operations Executive Board
Conmander, Fl eet Forces Conmmand

Code of

Federal Regul ations

Contract Funds Status Report
Conmandi ng Cener al
Chi ef Engi neer

Critical

I nfrastructure Assurance Oficer

Chief Information O ficer

Critical

Infrastructure Protection

Conmandant of the Marine Corps
Chi ef of Naval Operations
Chi ef of Naval Research

Conmon Oper ati ng Environment

Critical

Oper ati onal |ssue

CG MARCORSYSCOM Comrandi ng CGeneral, Marine Corps Systens Conmand
Conmander, Naval Security G oup

Commander, Operational Test and Eval uati on Force
Commerci al - O f - The- Shel f

Capabi lity Production Docunent

Contract Perfornmance Report

Capst one Requi renents Docunent

COVNAVSECGRU

DoD

DOT &E
DOTM_PF

DRPM
DT
DT&E
DTI C
DTSE&E
DWCF
E3

EA

Critical

Safety Item

Devel opi ng Activity

Desi gnat ed Approval Authority

Def ense Acqui sition Board

Def ense Acqui sition Executive Summary
Deputy Assistant Secretary of the Navy
Deputy Conmandant

Def ense
Def ense
Def ense
Def ense
Def ense
Def ense

Federal Acquisition Regulation Suppl enent
Intelligence Agency

Integrated Infrastructure

I nformati on Systens Agency

I nformati on Technol ogy Standards Registry
I nformati on Technol ogy Security

Certification and Accreditation Process

Dat a Managenent and Interoperability

Depart ment of Defense

Departnent of the Navy

Director, Operational Test and Eval uation

Doctrine, Organization, Training, Mteriel,
Leader shi p and educati on, Personnel, and
Facilities

Direct Reporting Program Manager

Devel opnental Testing

Devel opnental Test and Eval uati on

Def ense Technical Information Center

Director, Test Systens Engi neering and Eval uation

Def ense Wor ki ng Capital Fund

El ectromagnetic Environnental Effects

Evol utionary Acquisition

2 Encl osure (12)



SECNAVY M 5000. 2
Decenmber 22, 2008

External Airlift Transportation

El ectroni ¢ Conmerce

El ectroni c Count er - Count er neasur es

El ectroni ¢ Count er neasur es

Engi neeri ng Change Proposal

El ectroni c Data | nterchange

El ectromagnetic Conpatibility

Engi neeri ng and Manuf acturing Devel opnent

El ectromagnetic Interference

El ect romagneti c Pul se

El ectromagnetic Vul nerability

Executive O der

Early Operational Assessnent

Environnental , Safety, and Cccupational Health

El ectronic Warfare

Expedi ti onary Force Devel opnent System

Federal Acquisition Regul ation

Functional Capabilities Board

FORCEnet Consol i dated Conpliance Checkli st

For ei gn Conparative Testing

Failure Definition

Functional Econom c Anal ysis

FORCEnet Enterprise Team

Ful | Fl eet Rel ease

FORCEnet | npl enentati on Baseline

Federal Information Processing

FORCEnet | nplenentation Tool Suite

Fi nanci al Managenent Branch

Ful | M ssion Capabl e

Failure Modes, Effects, and Criticality Analysis

Fl eet Marine Forces

Fl eet Moderni zati on Program

Ful | Operational Capability

Fam |y of Systens

Fol | ow- on Operational Test and Eval uation

FORCEnet Requirenments/ Capabilities and Conpliance

Future Years Defense Program

Fi ve- Year Master Test Pl an

Gover nnment - I ndustry Data Exchange Program

G obal Information Gid

G obal Information Gid Mssion Area

Hazards of El ectromagnetic Radi ati on to Personnel

Hazards of El ectromagnetic Radiation to Volatile
Materi al s

Hazards of El ectromagnetic Radiation to Ordnance

Human Factors Engi neering

Hazardous Material Control Managenent

Headquarters Marine Corps

Human Systens |Integration

I nf or mati on Assurance

I nt egrat ed Basel i ne Revi ew

Initial Capabilities Docunent

| ndependent Cost Estinate

Initial Evaluation Report
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nt egrat ed Logi stics Support

nf or mati on Managenent

nteri m Manpower Managenent Policy

Board of ) I|nspection and Survey

itial Operational Capability

itial Operational Test and Eval uation

ternational Program O fice

tegrated Product and Process Devel opnent

tegrated Product Team

formati on Resources

formati on Resources Managenent

formati on Systens

I nternational Organization for Standardization

I nf or mati on Technol ogy

I nt egrated Topsi de Desi gn

Joint Capabilities Integration and Devel opnment
System

Joint Potential Designator

Joi nt Requirenments Oversight Counci

Joi nt Technical Architecture

Joi nt Test and Eval uation

Key System Attri butes

Know edge, Skills and Abilities

Land- Based Test Site

Li fe-Cycl e Cost

Li fe-Cycle Logistics

Live Fire Test and Eval uation

Line Item

Limtation to Scope of Testing

Logi stics Managenent |nformation

Level of Repair Analysis

Low-Rate Initial Production

Logi stics Support Anal ysis

Model i ng and Si nul ati on

Maj or Automated I nformation System

Marine Corps Systens Command

M ssi on Capabl e

M ssion Critical

Mappi ng, Charting and Geodesy

Mari ne Corps Conbat Devel opnent Command

M litary Comuni cations-El ectronics Board

Marine Corps Intelligence Center

Mari ne Corps O der

Marine Corps Operational Test and Eval uation
Activity

Marine Corps Tactical Systens Support Activity

M | est one Deci sion Authority

Maj or Defense Acquisition Program

Manpower Estinmate

M ssion Essenti al

Met rol ogy and Calibration

Met eor ol ogy and Cceanogr aphy

Menor andum of Agr eenent

Measure of Effectiveness
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Measure of Performance

Menor andum of Pol i cy

Menmor andum of Under st andi ng

Manpower, Personnel, and Trai ni ng

Mean Ti ne Between Operational M ssion Failure

Department of the Navy Conponent Acqui sition
Executive

Navy Acqui sition Procedures Suppl enment

North Atlantic Treaty Organi zation

Naval Air Systens Command

Naval Manpower Anal ysis Center

Naval Sea Systens Command

Naval Capabilities Board

Naval Center for Cost Analysis

Naval Capabilities Devel opnent Process

Net-Centric Enterprises Services

Naval Computer and Tel ecomruni cations Station

Non- Devel opnental [tem

Nat i onal Di sclosure Policy Conmttee

Nati onal Environnental Policy Act

Net wor k War f are Command

Not-to-Interfere Basis

Net wor ks and I nformation Integration

Naval I nformation Systens Managenent Center

National Institute of Standards and Technol ogy

Navy Marine Corps Acquisition Regulation Suppl enent

North Anerican Air Defense Command

Not To All

Navy Poi nt of Contact

Navy Revi ew Board

Nati onal Security Agency

Nat i onal Security Systens

Nat i onal Tel ecommuni cations and | nformation
Adm ni stration

Navy Trai ning Systens Pl an

Open Architecture

Oper ati onal Assessnent

Oper ati ng and Support

Ofice of the Assistant Secretary of the Navy

O fice of Managenent and Budget

O fice of Naval Research

Oper ati onal Eval uation

Ofice of the Chief of Naval Operations

Oper ati onal Report

Operations Security

Oper ati onal Test and Eval uati on Force

Ofice of the Secretary of Defense

Oper ational Testing

Oper ational Test and Eval uation

Oper ati onal Test Agency

Oper ati onal Test Coordi nator

Oper ational Test Director

Operation Test Readi ness Revi ew

Ofice of the Under Secretary of Defense
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(Acqui sition, Technol ogy and Logi stics)

P3I Pre- pl anned Product | nprovenent

PA&E Program Anal ysi s and Eval uati on

PAPL Prelimnary All owance Parts Li st

PAT&E Producti on Acceptance Test and Eval uation

PBS Proj ect Baseline Sunmary

PDM Pr ogram Deci si on Meeti ng

PDR Program Devi ati on Report

PDREP Product Deficiency Reporting and Eval uati on Program

PE Pr ogr am El enent

PEO Program Executive O ficer

PESHE Programmati c Environnental, Safety, and
Cccupational Heal th Eval uation

PM Program Manager

PMO Program Managenent O fice

PCAGM Pl an of Action and M| estones

POM Program Qbj ecti ve Menorandum

PPBES Pl anni ng, Programm ng, Budgeting, and Execution
System

PCDR Product Quality Deficiency Report

PSA Principal Staff Assistant

PTTI Precise Time and Tinme Interval

QRA Qui ck Reaction Assessnent

R3B Resources and Requirenments Revi ew Board

RADHAZ Radi ati on Hazard

RAM Reliability, Availability, and Maintainability

RD&A Resear ch, Devel opnment and Acqui sition

RDC Rapi d Depl oynent Capability

RDDS Research and Devel opnent Descriptive Summary

RDT&E Research, Devel opnment, Test and Eval uati on

RFP Request for Proposal

RO Requirenents O ficer

RCD Record of Decision

SAR Sel ected Acqui sition Report

SASCO Security, Acquisition Systens Protection, Systens

Security Engineering, Counter Intelligence, and
Operations Security

S&T Sci ence and Technol ogy

SC Scoring Criteria

SDD Syst em Devel opnent and Denonstration
SECNAV Secretary of the Navy

SECR St andard Enbedded Conputer Resources
SEO Sof tware Executive Oficial

SES Seni or Executive Service

SEW Space and El ectronic Warfare

S International Systemof Units

SIE St andar ds | nprovenent Executive

SVE Subj ect Matter Expert

SoS System of Systens

SPAWARSYSCOM Space and Naval Warfare Systens Command
SPD Syst em Per f or mance Documnent

SPI Single Process Initiative

SPR Sof tware Probl em Reports

SSA Source Sel ection Authority
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Software Qualification Testing

System Threat Assessnent

Syst ens Command

Test and Eval uati on

Test and Eval uati on Worki ng-1evel Integrated
Product Team

Technol ogy Assessnent and Control Pl an

Test Director

Test and Eval uati on Coordi nati on G oup

Techni cal Eval uati on

Test and Eval uation ldentification Nunber

Test and Eval uati on Master Pl an

Test Integration Wrking G oup

Total Life Cycle Systens Managenent

Total Owmnershi p Cost

Test Pl anni ng Docunent

Legacy term Test Pl anning Wrking G oup

Test Report

Technol ogy Readi ness Assessnent

Test, Systens Engi neering and Eval uation

Test Support Package

Trai ning System Pl an

Test Threat Support Package

Unit Cost Report

United States Code

Under Secretary of Defense (Acquisition, Technol ogy

and Logi stics)
United States Joint Forces Conmmand
United States Marine Corps
United States Navy
United States Naval Cbservatory
Coor di nated Uni versal Tine

Visibility and Managenent of Operating and Support

Cost s
Verification of Corrected Deficiencies
Vi ce Chief of Naval Operations
Vi sual | nformation Equi pnent
Wor k Breakdown Structure
Warfare Systens Architect
Warfare Systens Engi neer
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